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Y 2025 poui Temmu eBomrowii KkiOep3arpo3 3HAYHO MEPEBULIYIOTh IIBHIKICTh
OHOBJICHHS OUIBIIOCTI JOCHIAHUIIKMX HAOOpIiB MJaHUX, 110 BHUKOPUCTOBYIOTHCS JUIS
TPEHYBaHHS MOJIEJCH CHCTEM BUSBJICHHS BTOPTHEHb. 3a OLiHKamMu ¢axiBuiB, noHan 40%
HOBUX THIIIB aTak, 3adiKCOBAaHWUX IIPOTATOM OCTaHHIX JBOX POKIB, HE MalOTh aHi
3arajibHOJIOCTYITHUX €TAaJOHHUX HaOOpiB JaHUX, aHi (OpMali3oBaHUX IOBEIIHKOBUX
npodinis. Lle cTBOproe KpUTUYHUI PO3PUB MIXK TECOPETUYHUMHU PE3yJIbTaTaMU, OTPUMaHUMHU B
yMOBax JIalOpaTOpHOrO TECTYBAaHHsS, Ta pealbHUMU MOXJIJIMBOCTAMH ML-moneneit
OPOTHCTOSITU  MOJIEPHI30BAaHMM, aJalTUBHUM 1 4YacTo 3aliM(pOBaHUM aTakam Yy
KOPIIOpAaTHBHUX Mepekax. IlpoOnemMa penpe3eHTaTHBHOCTI JaHWX CTa€  KIOYOBUM
0oOMEXeHHAM Ui po3BUTKY IDS, oCKiNbKM CydyacHi aTaku € JUHAMIYHUMH, KOHTEKCTHUMH U
Jiesiai Kpaiie ONTHMi30BaHUMHU TSt 00X0/y allTOPUTMIYHUX MEXaHI3MiB 3aXHUCTY.

EdextuBHicTh crcTeM BusiBieHHS BTOpreHb (anri. Intrusion Detection System, IDS)
Ha 0a3i MamuHHOTO HaBuaHHs (anri. Machine learning, ML) kpuTHYHO 3aJ€KUTh BiJl IKOCTI
JTAaHMX, Ha SIKUX BOHU HaB4aroThecs. DyHaMeHTanbHa NpolsieMa MoJsIrae y 3HayHOMY pO3pHUBI
MK BHCOKOIO JlabopaTopHOIO TouHicTIO ML-mMozmeneii Ta iXHBOIO NPAKTHYHOIO
HECIIPOMOJKHICTIO BUSIBJISITH HOBITHI KiOep3arposu. Lle BigOyBaeTbcs TOMy, 10 OUIBIIICTH
MOMYJISIPHUX HAOOpIiB JaHHUX € 3acTapuiiMU a00 HEMOBHO BiJOOpPaXKarOTh XapaKTEPHUCTHKHU
aTakK.

NSL-KDD, mio € mokpaimieHo Bepcieto Habopy manux KDD99, noci 3anumaeTses
HaOLIbIl MOIIMPEHUM JUId aKaJAeMIYHMX TMOpiBHAHb. OnHaK Horo Tpagik YacTKOBO
CUHTETHYHUH, a 3arpo3u aOCONIOTHO HeakTyasbHl y 2025 polii, SKIIO MOPIBHIOBATH 3 AISIMU
APT (anrn. Advanced Persistent Threat, po3BuHeHa cTajga 3arpo3a) 4d aTakaMH J¢ €
mu@pyBaHHsa. Mojeni, HaBYeHI Ha HbOMY, (PAaKTUYHO BUaThCs po3mizHaBatu "apredaxTtu"
caMoro Habopy JAaHuX.

Habip manux CICIDS2017 6yB 3Ha4HMM KPOKOM YIepel, OCKUIbKM BiH MICTUB JaHi
2017 poky 3 peanictuunnmu npodisasmu atak (DDoS, XSS, Botnet). [Ipote 3a monan 8 pokis
BiH Takox 3actapiB. Kpim Toro, iioro araku Oymu "mpodisboBaHUMH" — BUKOHaHMMHU 3a
YITKHM CIIEHapieM — MI0 He BijoOpaxxae peanbHi "Tuxi" Ta nosijbHi (low-and-slow) ataku
tuny APT, siKi MacKyroTbCs MiJ JeriTUMHUN Tpadik.

[TpoGiema B TOMY, L0 JAOCHIIHUKH IPOAOBKYIOTh MyOIiKyBaTH poOOTH, Jie TXHI HOBI
HEHPOHHI Mepexi MOKa3ylTh BUCOKHH BiicoTok ToUHOCTI Ha NSL-KDD. Ile cTBoproe xubne
BITUYTTS BHpimeHoi npobisemu. HacmpaBai Taka Mojenb HpocTo iAeanbHO "BUBYMIIA
3acTapijuii, HepeneBaHTHUI HaOip TaHUX.

[Tpu nmepeHeceHHi y peaabHy KOPIOPATUBHY MEPEXKY, MOJIENb CTUKAETHCS 3 TpadiKoM,
npodini SKOTo HIKOJIM He OyJIM MpeICTaBIeH] 1] 4ac TPEeHYBaHHS.

B Tabmumi 1 mogaHo aHami3 3arpos, SKi BIICYTHI B Cy4acCHHX MOMYJISPHUX Habopax
JTAHMX.
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Ta6muis 1. 3arpo3u, 1m0 BiICYTHI B HAOOpax JaHUX

Tun 3arposu Onuc IIpuunHa 3acrapinocri
Adversarial Al | Ataku, mo  mitecnpsMoBaHo | Habopu maHMX HE MICTATh TaKHX
Attacks "0OMaHIOKOTH" ML-Mmozeni, | NpUKIIaIiB.
BHOCSYM Je€Ib IIOMITHI 3MIHHA B
Tpadik.
Fileless Malware | Ataku "6e3 ¢aimiB", mo ®uByTh | binbmricTs HabopiB JAHHUX

y OTEepaTUBHIN NaM'aATi CACTEMH. | aHAT3YIOTh MepexeBHil Tpadik, a
HE MOBEIHKY XOCTa.

Artakm Ha [oT | Cneundivyni araku Ha "po3ymHi" | BUKOPHCTOBYIOTH cneunpivni
MPUCTPOL Ta npomuciioBi | mpotokonu (MQTT, Modbus), skux
CUCTEMU. HeMmae B CICIDS uu NSL-KDD.
3anmm¢poBanmii | Komannani LEHTPH, mo | AHaji3 MeTagaHux 3amuppoBaHOro
C&C CHUIKYIOThbCS uepe3 3amudpoani | Tpadiky — 3a7aua, He BigoOpakeHa
Tpadik KaHaJIN B CTapuX Habopax JaHUX.

BucHoBok. BukopucTanHsi 3acTapiiux Ta HEpenpe3eHTAaTHBHUX HAOOpPiB JaHHX abo
Ha60piB JaHuX, MO0 HMBUJAKO BTpadarOTb aKTyaJ'IbHiCTB, € CprIOSHOIO MEPCIIKOAO00  IJIA
po3Butky edpextuBHuX IDS. TeopernuHe MOAENOBaHHS MOKa3ye 3aBHUILEHI PE3YJIbTATH, IO
HE TPaHCIIOIOTHCA y peanbHy Oe3neky. BupimeHHs mpoOiieMd He peleBaHTHHX HaOOpiB
JAaHUX BHMAara€ HOBHIX IIJIXOJIIB, a caMe BUKOPHCTAHHS TCeHEPATHBHUX MOJEIICH IS iMiTarlil
HOBHX daTaK, HABYaHHA Ha pCaJIbHUX JaHUX Ta (bOKyc Ha ME€TaJaHux 3aMICTh 3am1/1(prBaHoro
BMICTY.
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