[lepcnieKTHBHUM HANPSIMKOM € 1HTEIEKTYaJTbHHUH Mi/IX1/1, 3aCHOBaHUI Ha MalllHHHOMY
HaBYaHHI Ta BEKTOPHOMY ONHKCI XeHl-JaHUX. Y MeXax TaKoro IMiAX0Ay XeUl-psaoK
PO3MIISIIAEThCS K O0’€KT 13 HU3KOIO IMapaMeTpPiB: JTOBXKHHOIO, aji(aBITHOK CTPYKTYPOIO,
EHTPOIII€I0, HASABHICTIO COJIbOBOIO KOMIIOHEHTY, CHUTHATYPHUMH XapaKTepUCTHKaMHU
QITOPUTMY Ta TOBEIIHKOBUMH TlaTrepHaMu. Ha oOCHOBI 1mmx o3HaK (opMmyeThes
OaraToBUMIpHHUN TpOCTIp, y SKOMYy KiacudikaimiiiHa MOJENb BU3HAYAE PIBEHBb
KpunrorpadiqyHoro pu3uky 06e3 HeoOXiTHOCTI 3AIMCHEHHS mepedopy abo KpunTorpadiyHOro
37amy.

[TinBumeHHsT e€()EKTUBHOCTI aHai3y XelI-JaHUX MOXKIMBE 3a YMOBU TIO€THAHHS
IHTETIEKTYaJIbHUX METO/IIB 13 KOMIUIEKCHUM YpaxyBaHHSIM KOHTEKCTY iX BHKOpHcTaHHS. Lle
BKJIIOYA€ aHai3 YacTOTH TOSBU TIEBHUX THINB XCIIiB Y KOPIOPATUBHUX CHCTEMax, OIHKY
BIJIMIOBITHOCTI MONITUKaM aBTeHTU(iKallii, BUSBICHHS CHUCTEMHHX aHOMANIId y CTPYKTYpi
JTAHHUX Ta 31CTABJICHHS 1X 3 YUHHUMH CTaHJapTaMH KpUNTOrpadiqHoro 3axucty. Takuil mimxin
JI03BOJISIE OLIHIOBATH HE JIMIIE CTIMKICTh KOHKPETHOTO 3HAYEHHS, a M MPOrHO3YyBaTH
MOTEHIIIHHI MapIIpyTH aTak, 3YMOBJICHI CIIa0KUMHU JaHKaMH 1HQPACTPyKTypu abo
MOMWJIKAMH aJMiHICTPYBaHHS.

[lomanpmmii PO3BUTOK I1HTENEKTYaJIbHOTO aHaii3y Xem-(QyHKLiA TOB’s3aHui 13
BIIPOBA/DKCHHSIM aJalTUBHUX MOJEINEH, 3JaTHUX OHOBJIIOBAaTH IpaBWia Kiacugikamii
BIJIMOBIAHO 70O MOSIBU HOBHUX AQJITOPUTMIB, TEXHIK 00Xoay KpumnTorpadiuHux Oap’epiB Ta
1a0JIOHIB aTak. BakJIMBUM HANpsIMOM € TaKOXK IHTETpalis TaKUX CHUCTEM i3 IuaTdopMaMu
MOHITOpHUHTY noAiil Oe3nexu (SIEM), mo 3abe3neuye onepaTvBHE BHUSIBJICHHS BiIXHIEHb Ta
IiABHINYE PiBEHb KiOepcTiHKOCTI. 3aCTOCYBaHHS IHTEIEKTYyaIbHUX TEXHOJOTIH Y TO€IHAHH]
31 CTPYKTYPHMM KpHINTOAaHali30M (opMye TWIAIPYHTS Ui CTBOPEHHSI IMPOAKTUBHHUX
IHCTpYMEHTIB 3aXHUCTY, SIKi 37aTHI 3a1100iraTH iHIKUACHTAM IIIe Ha eTarli ix popMyBaHHS.
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MOJAEJIb HAJAHHSA MEPEXKEBUX CEPBICIB ¥ SDN 3 HIATPUMKOIO BRING
YOUR OWN CONTROL

I. Chepil, V. Tymoshchuk
A NETWORK SERVICE PROVISIONING MODEL IN SDN WITH BRING YOUR
OWN CONTROL

[Tporpamuo-Bu3Hayeni mepexi (SDN) nemani yacTilie CTHKAIOTHCS 3 OOMEKEHHSIMH
TPAAMIIIAHOT MOJIEl IIEHTPAII30BaHOTO KEPYBaHHS, sKa YCKJIQJHIOE IIBUAKY aJaITaIiio
MEpeXEeBUX CepBiCiB Oe3meKku A0 JUHAMIYHMX 3arpo3 Ta IHIUBIAyaJbHUX MOTpeO
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kopuctyBauiB [1]. Y cuTyamisix, KOJMM TOJITHKH OE3MEeKH TMOBHHHI MOIU(]IKyBaTHUCA Y
pealbHOMY 4aci, a BOPOBa/PKCHHS CKIAIHHUX cepBiciB, Takux Sk VPN um IPS, 3anexuts Bifg
pillieHb OIepaTopa, BIJIICYTHICTh THYYKOCTI Ta MOXJIMBOCTI KJIIEHTa BIUIMBAaTH Ha IPOIIEC
KEepyBaHHS NPU3BOJAUTH IO 3aTPUMOK, 3HIDKEHHS e(EKTUBHOCTI pearyBaHHS Ta
MEPEeBAHTAXKEHHS IUIOIMHU KePYBaHHS.

VY 11bOMy KOHTEKCTI 3allpONOHOBAaHO 3acTocyBaHHs KoHueniii Bring Your Own Control
(BYOC), mo 3abe3mneuye po3mnoaia yIpaBIiHCHKHX ITOBHOBAKEHD MIX OIIEPATOPOM MEPEIKI Ta
KOPUCTYBAa4eM IIJISIXOM BIPOBapKEHHS rocthoBoro koutposepa (GC), skuii B3aemomie 3
KoHTpoJiepoMm omneparopa (SO). Omepatop 30epirae KOHTPOJb HalI 1HGPACTPYKTYpPOIO,
MI00ATLHUMU MONITHKaMHM Oe3leKku Ta pecypcamu, Toni sk kiieHT depe3 GC orpumye
MOJKJIUBICTh CAMOCTIHHO KepyBaTH cepBicaMu Oe3INeKH Yy BJIacHOMY JoMeHi. Kiro4doBy poiib
Bifirpae miBHiuHMiA iHTepdeiic (NBI), mo peamizyersbes sk riopun REST/XMPP [2]. REST
BUKOPHUCTOBYETHCS JUISI CHHXPOHHUX OIepaliid ynpasiiHHS cepBicoMm, Tomi sk XMPP
3a0e3meuye acHHXPOHHY JOCTaBKY TOMid Oe3mekw, MyOiKamiro Ta MiINUCKy Ha
noBigomierHs IDS/IPS, a Takox inenTudikarito GC 3a qonmomororo ID.

Apxitekrypa BYOC-cepBicy kibepOe3neku MpoiTIOCTpOBaHA Ha MPHUKIAAL 3aXHIEHOTO
VPN 3 interpoBanoto IPS [3]. Ha kokHOMY KITIIEHTCHKOMY MailaHUMKy po3roptraerbes IDS-
end, inTerpoBanuii 3 OpenFlow-komyraropom [4], sikuii nepeHanpasisie Becb Tpadik uepe3
cercop. [loxii 6e3nexku popmyrorbesa y Burisai OpenFlow Packetln i3 mapkyBaHHAM y momni
[PProto mst po3pizHenHs log ta alert-moBigomiens. Y Service Operator BOHH 00pOOISIOTHCS
monyneM Decision Engine, sxuii, cnuparounch Ha 6a3y pimensb (Decision Base), BuzHauae
BignoBigauii GC 1 nepenae moxii uepe3 Service Dispatcher 3a nporokonom XMPP. V cBoro
yepry Security Manager y ckianai GC ananizye noii Ta reHepye pillieHHs 1010 OJOKyBaHHS,
NepeHanpaBiIeHHs] Y JOAATKOBOTO MOHITOPHHTY Tpadiky, SKi Hagalli 3aCTOCOBYIOTHCS /IO
iHppacTpykTypu uepe3 SDN-konTposep (OpenDaylight 3 OpenFlow-niarpumkoro [5]).

Po3pobnena Mojaens JEMOHCTPYE MOMIHMBICTE TIOOYJOBH  JIBOIIAPOBOI  CHUCTEMH
KEepyBaHHsI, y AKill MOEIHYIOTHCS IIEHTpaTi30BaHe YIPaBIiHHS pecypcaMu 3 OOKy orepaTropa
Ta JICHCHTPaJIi30BaHe YINpPaBIiHHS MOMITHKaMu Oe3neku 3 Ooky kiieHrta. Lle ckopouye dac
peaxuii Ha IHIUJEHTH, MiABUIILYE aJaNTHUBHICTh CEPBICIB Ta CIIPOIYE IHTErpalif0o CTOPOHHIX
pileHb Kibep3axucry.
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