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AHAJII3 BPA3JIMBOCTEM HTTP REQUEST SMUGGLING 3ACOBAMM
JUPEPEHIIAJIBHOTI'O ®A33UHI'Y HTTP-3AIIUTIB

V. Kashchyn, T. Lechachenko Ph.D.
ANALYSIS OF HTTP REQUEST SMUGGLING VULNERABILITIES USING
DIFFERENTIAL FUZZING OF HTTP REQUESTS

BpasnmuBocti tumy HTTP Request Smuggling (HRS) 3amumarorses onHiero 3
HaifHe0e3NMeuHImMX 3arpo3 JuUis 0araTopiBHEBUX BeOIHPpACTpyKTyp, Yy SAKHX Tpadik
HOCIIOBHO IHPOXOAUTh yepe3 OaJlaHCYBaIbHMKM HABAHTa)XEHHS, IPOKCi-cepBepH,
OpanaMayepn Ta OexeHa-cepsepu [1]. IxHa mpupona monsrae He y HOMMII OKPEMOTO
BeOcepBepa, a B HEY3rOJLKEHOCTI TpakTyBaHHS cTpykryp HTTP/1.1-3amutiB pi3HuMU
KOMITOHEHTaMu JIaHIfora o0pooku. Kondumikr mix 3aronoBkamu Content-Length i Transfer-
Encoding: chunked, a takox HeomHo3Hauna ob6poOka CRLF/LF-po3ainbHUKIB CTBOPIOIOTH
YMOBH, 32 SKHX OJMH BY30J BBKAE 3alUT 3aBEPIICHUM, TOJI SK 1HIINH MPOJOBKYE YUTATH
HOTIK SIK YacCTUHY TOro camMoro abo HOBOro MOBiJOMJEHHsA. Lle BigKkpHBae MOMKIMBICTBH
IHKEKIii MPUXOBAaHUX 3aMUTIB, 00XO0y KOHTPOJIIO JOCTYIy, OTPYEHHS KeIly Ta peaji3arii
DoS-cuenapiis.

MeTor0 TOCTi/KEHHS € eKCIIEpUMEHTAIbHE BHUSBICHHS Ta Kiacu(ikamis ypa3IuBOCTei
HTTP Request Smuggling nuisixom 3actocyBaHHs JudepeHuianbHoro ¢asunry HTTP/1.1-
3anuTiB 3 BukopuctanusM ytuiitdi HTTP Request Smuggler y cknami Burp Suite [2]. Hmust
[LOT0 MOOY0BAHO 130/1b0BaHUM TecToBUl cTeHa Tuny Client — Nginx (reverse proxy) [3] —
Apache HTTP Server (backend) [4], po3ropHyTuii Ha BIpTyalbHUX MaIIMHAX M1 KEPYBaHHAM
rinepsizopa KVM [5] y cepenoumi Ubuntu Linux. NginX HaJamroBaHO SK 3BOPOTHHUH
MPOKCI 3 akKLIEeHTOM Ha o00pobui koH(ikTHUX 3arojoBkiB Content-Length 1 Transfer-
Encoding, Apache Buctymae O0ekeHIOM i3 BIACHOIO JIOTiKOIO BH3HaueHHs Mex Tima HTTP-
HOB1JIOMJIEHb. Y JOCIIJDKEHHI copmoBaHO penpeseHTaruBHuil HaOip HTTP/1.1-3anutiB 13
BaplaTUBHUMH 3aroJIoBKaMM Ta po3JUIbHUKaMU psaakiB: kinacuyHi CL- ta TE-3anurtu,
koHuiikTHI BekTopu CL.TE ta TE.CL, ny6nboBani Content-Length 13 pi3HuUMHU 3HaUeHHSAMU,
nozgiiHi Transfer-Encoding, HekopekTHI a00 HEMTOBHI 3ar0JIOBKH, a TAKOXK 3MilllaHi BapiaHTH
CRLF/LF. MudepenuianbHuii ¢a3uHr peani3oBaHO SK Oararopa3oBe BIITBOPEHHS IHX
mrabioHiB yepe3 Burp Suite 3 HTTP Request Smuggler y nanpsamky Nginx — Apache 3
napaneiabHOIo Qikcarieto apredaxTi. s peectpanii pe3ynbTaTiB BUKOPUCTAHO PO3IIUPEHE
JIOTYBaHHSI access/error Ha 000X cepBepax 1 nepexoruieHHs Tpadiky iHcTpymeHToM tshark y
dopmari pcap, 110 3a6€3MeUnsI0 NOBHY KapTHHY 00pPOOKH KOXKHOTO 3alTUTY Ha MEPEKEBOMY i
MPUKIIATHOMY PIBHSIX.

OTtpumaHni pe3yibTaTH JIEMOHCTPYIOTh, IO JUIA psily KOHGIrypamiii BUHHKAIOTh CTiHKi
napcuHroni po3oikHocTi Mik Nginx 1 Apache. [na BextopiB CL.TE ta TE.CL noxazano
cieHapii, 3a sSIKux mpokci opieHTyetbest Ha Content-Length, a 6exenn - Ha Transfer-Encoding:
chunked, a6o HaBmakw, yHacmigok 4oro B Mexax omaHoro TCP-3’eqHaHHS 3’ SIBISETHCS
«mpuxoBanuit» GET-3anuT, mo (akTHYHO MUHAE NEPBUHHHUMA PiBEHb KOHTPOIIO. Y BUIAJAKY
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nyonsoBanux Content-Length BusiBIeHO cuTyalii, KOJIM OJWH KOMIIOHEHT Oepe mepiie
3HAYEeHHA, IHIIMA - OCTaHHE, IO NPHU3BOAUTH O PO3JUICHHS IOTOKY HAa BaTiAHUNA Ta
HekopekTHui 3anutd. s 3mimannx CRLF/LF-BapianTiB 3adikcoBaHO BHIaIKH, KOJIH
Nginx npuiimae LF sx nomyctumuii po3ainenuk, Toai sk Apache nmoseprae 400 Bad Request
yepe3 HEKOPEKTHE 3aBEepIICHHS CeKIii 3arojoBKiB, IO TaKOX BIiTOOpa)ka€ KPUTHUHY
ACHMETPIIO TPAKTYBaHb.

Hudepennianbauii ¢asuar y noeqnanHi 3 HTTP Request Smuggler € edextuBHIM
miaXoAoM 10 cuctemarnyHoro BusiBneHHS HRS-BpasmuBocTeit y OaraTopiBHEBUX
BeOiH(pacTpyKTypax. 3anmpornoOHOBaHA METOAMKA O3BOJISE HE JIMILE BHUSBJISATH KOHKPETHI
excruryaraniiini cuenapii CL.TE, TE.CL i CRLF-imxekiiii y TumoBux 3B’s3kax Nginx—
Apache, aie i dopmanizyBaTH KpUTepii MAPCHHTOBUX PO30DKHOCTEH IS TOJAJIBIIOTO
BIIPOBA/DKCHHS TMPEBEHTHBHUX 3aXOJiB, 30KpeMa JKOPCTKIIIOI Balifgallii 3aroJioBKiB,
yHiikamii momituku 06pooku Content-Length/Transfer-Encoding ta cyBoporo moTpumaHHs
crangaptiB HTTP/1.1 y npoMi>KHUX By3Jax.
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MikpokiiMar KHUTJIOBOTO MPUMILIEHHS Oe3MocepeIHbO BIUIMBAE HA CaMOIMOYYTTS
JIOJMHY, Mpale3faTHICTh 1 PU3UKU PECIHIpaTOPHUX 3aXBOPIOBaHb. Y KBapTHpax THUIOBI
npo0aemMu MoB’s13aHi 3 HEPIBHOMIPHUM HPOTPiBOM KIMHAT, JOKaJIbHUMU 30HAMH IiABHUIIEHOT
BOJIOrOCT1 (KyxHsi/BaHHA), HakomuueHHsIM CQO: y CHalbHAX Ta MOSBOKO JIETKUX OpPraHIYHUX
cnonyk (VOC) Bix Me61iB 1 modyroBoi ximii. ToMy akTyaabHUM € CTBOpeHHS 1H(opMariiitHoT
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