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AHOTAIISA

Po3poOka mopTaTUBHOTO TMPHUCTPOIO IS TECTYBaHHA Oe3Meku Oe3qpOTOBHX
MEpexX y Mexax eruyHoro xakinry // Kpamidikauiitna pobora OP «Marictpy //
Matiok [lanmno CepriiioBud // TepHONMIbCHKUNA HAIIOHATBHUN TEXHIYHHN
yHiBepcHuTeT iMeH1 IBana [lymros, pakyabTeT KOMIT I0TepHO-1HGOPMAIIIHHUX CUCTEM 1
nporpaMHoi iHmxeHepii, kadeapa kidepoesneku, rpyna Cbm-61 // Tepuonins, 2025 //

C. 74, puc. — 16, Tabn. — 4, xkpeci. — 17, monar. — 1.

Kirouosi cnoBa: aBreHTu(ikailis, ataka, Oe3neka, TectyBanHs, WiFi.

VY kBamidikamiitHii poOOTi Marictpa po3po0JIEHO MOPTATUBHUN MPHUCTPIA 1S
TECTyBaHHA O€3MeKu OE3POTOBHX MEPEX, IO Ja€ 3MOTYy MPOBOAUTH IOJBOBI
BUMPOOYBaHHS, IIBUAKO pO3rOPTaTH TOYKM aTakd Ta MIHIMI3yBaTh d4ac
HaJTAIITyBaHHS.

VY nepmomy po3auii poOOTH MpeACTaBICHI pe3yJbTaTH aHalli3y CTaHIapTiB
oe3npotoBoro 3B’s3ky, 3okpemMa IEEE 802.11, IEEE 802.15.1, IEEE 802.15.4,
CTUIBHUKOBOTO 3B'sI3KY; Ta (DYHKIIIOHAJIbHUX MOXJIMBOCTEH anapaTHUX 1HCTPYMEHTIB
Uit TecTyBaHHs Oesneku, Takux sk WiFi Pineapple, Flipper Zero; Takox ommcai
IHCTpYMEHTH TeCTyBaHHs Oe3neku 0e3aporoBoro 3'enHanHs, a came Kali Linux,
Aircrack-ng, Wifite, Reaver, PixieWPS, Kismet.

Y napyromy po3miiai IpOBEACHO JOCHTIKEHHS CTaHIAPTIB Oe3MeKku 0e31pOTOBUX
Mepex, 3okpema WEP, WPA, WPA2, WPA3, Ha npeaMeT BIIMIHHOCTI aJICOPUTMIB
mudpyBaHHS Ta NPOIEAYPH aBTEHTUDIKAIT 3 3aXUIIEHUM JIOCTYTIOM JI0 0€31pOTOBOI
MEpPEXi, OCKUTBKHM CaMe 11 MEXaH13MH MePELIKOHKAIOTh TPOBEIECHHIO OUIBIIOCTI aTaK.

Y TpeTrhoMy pO3AUTI MPEACTABICHO PO3POOKY MOPTATUBHOTO MPUCTPOIO, HOTO
(YHKI[IOHAJIbHI MOXJIMBOCTI Ta TECTYBaHHS y MeEXax €TUYHOro XakiHTy 3
BUKOPUCTAaHHSIM pEeaIbHUX CLEHapiiB aTak. Pe3ynbratu poOOTH MiITBEPIHKYIOTh, IO
pO3pO0JIeHUI MPUCTPIN 37aTHUI aBTOMATUYHO BHSBISATH O€3APOTOBI MEpeki Ta
I IKJTFOYEH] IIPUCTPOT, MPOBOJIUTH aTaKH, BKIIFOYAIOUH aTaKH JeaBTCHTHU(IKAIIIT, CriaM-

MasiK¥, IepEeBIPATU CTIAKICTh 10 MitM-clieHapiiB, a TaKOX KJIOHYBATU MEPEXKI.



ABSTRACT

Development of a portable device for wireless network security testing within
ethical hacking // Thesis of educational level "Master"// Danylo Matiuk // Ternopil Ivan
Puluj National Technical University, Faculty of Computer Information Systems and
Software Engineering, Department of Cybersecurity, group Cbm-61 // Ternopil, 2025
/' P. 74, figs. 16, tbls 4, drws 17, apps. — 1.

Keywords: authentication, attack, security, testing, WiFi.

In the master's qualification work, a portable device for wireless networks security
testing was developed, which allows for field testing, rapid deployment of attack
points, and minimizing setup time.

In first chapter, studies present the analysis results of wireless communication
standards, including IEEE 802.11, IEEE 802.15.1, IEEE 802.15.4, cellular
communication; and functionality of hardware tools for security testing, such as WiFi
Pineapple, Flipper Zero; wireless connection security testing tools are also described,
namely Kali Linux, Aircrack-ng, Wifite, Reaver, PixieWPS, Kismet.

In second chapter, studies examine wireless network security standards,
specifically WEP, WPA, WPA2, and WPA3, focusing on differences in encryption
algorithms and authentication mechanisms that ensure secure access to wireless
networks, as these mechanisms prevent many common attacks.

In third chapter, studies present the development of a portable device, its
functionality, and testing within ethical hacking using real attack scenarios.

The work results confirm that the developed device is capable of automatically
detecting wireless networks and connected devices, conducting attacks, including
deauthentication attacks, spam beacons, testing resistance to MitM scenarios, and

cloning networks.
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Denial of Service

Direct Sequence Spread Spectrum
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PTK —  Pairwise Transient Key

RADIUS —  Remote Authentication Dial-In User Service
RSSI —  Received Signal Strength Indicator

SAE —  Simultaneous Authentication of Equals
SNonce —  Supplicant Nonce

SSID —  Service Set Identifier

STA —  Station Mode

TKIP —  Temporal Key Integrity Protocol

UART —  Universal Asynchronous Receiver-Transmitter
WEP —  Wired Equivalent Privacy

Wi-Fi —  Wireless Fidelity

WLAN —  Wireless Local Area Network

WPA —  Wi-Fi1 Protected Access

WPAN —  Wireless Personal Area Network

WPS —  Wifi Protected Setup



10

BCTYII

AkTyajabHicTh TemH. CydacHi 0€3qpOTOBI MEpeXi € KIIOUOBUMH KaHaJlaMU
oOMiHY JaHHMH, aJie BOJHOYAC 3AJIMINAIOTHCS OJHUMH 3 HAaWBpa3IUBIIINX €JIEMEHTIB
KOPIOPATUBHUX 1 MOOYTOBUX cHUCTeM Oe3meku. 3arpo3u Oesmeri y 0e31poTOBUX
Mepexax, 3TIHO 3 MDKHApOAHUMHU JOCHIDKCHHSIMH B Trajy3i KibepOe3mnekH,
MOCTYIIOBO BXOJSTh /10 HAMMOIIMPEHINIMX BEKTOPIB aTaK, OCKIUIBKH TLIBKH 3a
OCTaHHIN pIK KUIBKICTb 3apEECTPOBAHUX IHLIUACHTIB 30umbmmnack Ha 45%. Tomy
TECTyBaHHs Oe3meku HeoOX1HO AJi BUSABIICHHSI MOXJIMBOCTI JIOCTYIY 10 MEPEXkKl Uu
CUCTEMH, 1110 TPU3BOAUTH /10 OPYIIEHHS KOH(DIIEHIIHHOCTI Ta LUTICHOCTI AaHuX. /o
TOTO K BCE OUIbIIE OpraHizailii BUKOPUCTOBYIOTH OE3IPOTOBE 3’€THAHHS JUIs
KPUTUYHO BAKJIMBUX OIEpalliii, TOMy 3HA4CHHS MPUCTPOIB Yy MPAKTHUIl E€TUYHOIO
XaKIHTY IS PETEIbHOI OLIHKKA O€3MEeKH MNponopiiiHo 3pocTae. OTxe po3poOKa
MOPTATUBHUX MPUCTPOIB JJII TECTYBAHHS O€3IEKH OE3/IPOTOBUX MEPEX aKTyalbHa JJIs
BUKOPHCTAHHS B Pi3HUX Taly3sX, OCKUIBKY 1€ JOCTYITHE Ta IOPTATUBHE PIIICHHS JJIS
IIBUJIKOT OIIHKK O€3MEKH y Oe3IpOTOBUX MEPEkaxX y pealbHUX yMOBaX, 0COOJIUBO
KOPHUCHE JUIsl HaBUaJbHUX 3aKJIaJliB, ACP>KaBHUX MIAMPUEMCTB, MAIUX (QipM, SIKI HE
MalTh BIacHUX (axiBUiB ab0 pecypciB ISl PETyJIPHOTO TECTYBaHHS MEPEKEBUX
3’€JIHaHb HA TPOHUKHEHHSI.

Metow kBagigikaniiinoi podoTrm wmarictpa € po3poOka MOPTATUBHOTO
MPUCTPOIO ISl TECTyBaHHS Oe€3MeKu Oe3ApOTOBUX MEpeXk, SKUH HaJae 3MOTry
IIPOBOJUTH TIOJIbOBI BUMNPOOYBaHHS, IIBUAKO PO3rOpTaTd TOYKH aTaKh Ta
MIHIMI3yBaTH 4ac HAJIAIITYBaHHS.

JIJst MOCSATHEHHS BU3HAYECHOI METH TTOCTAaBJICH] HACTYITHI 3a/a4i:

— TpoaHai3yBaTH CTaHAapTH Oe3ApoToBOro 3B’s3Ky, 30kpema IEEE 802.11,
IEEE 802.15.1, IEEE 802.15.4 Ta CTIIBHUKOBUH 3B'S30K;

— TPOBECTH OTJISAJl IHCTPYMEHTIB TeCTyBaHHS Oe3neku 0e3pOoTOBOIO 3'€JHAHHS,
a came Kali Linux, Aircrack-ng, Wifite, Reaver, PixieWPS, Kismet;

— MpoaHali3yBaTh (PYHKIIOHAIHHI MOXKJIMBOCTI amapaTHUX IHCTPYMEHTIB s

TecTyBaHHs Oe3neku, Takux sik WiF1 Pineapple, Flipper Zero;
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— JOCIIIUTH CTaHAapTu Oe3meku 0e3ApoToBUX Mepex, 30kpema WEP, WPA,
WPA2, WPA3, Ta aTaku Ha HUX;

— pO3poOUTH MOPTATUBHUN MPUCTPIA Jisi TECTyBaHHSA O€3MEeKU Oe3IPOTOBUX
MEpEeX y MeXaX €THUYHOTO XakKiHTY;

— MPOBECTU TECTYBAHHS PO3POOJICHOIO MPUCTPOIO 3 BUKOPUCTAHHIM PEATTbHUX
CIIeHapiiB aTak.

O0’eKT 10CTiIKEeHHS — IPUCTPIH A7 TECTYBaHHA 0€3MeKH 0€31pPOTOBOT MEPEKI.

IIpenmer pocaizKeHHs — CTaHIAPTH, IPOTOKOIU Ta IHCTPYMEHTH TECTyBaHHS
Oe3meku 0e3apOTOBOTO 3'€ THAHHS.

HaykoBa HOBH3HA OTPMMAaHUX Pe3YJIbTATIB M0JSTa€ y BIPOBAIKEHHI TOBHOTO
KOMIUIEKCY MEHTECT-IHCTPYMEHTIB BiJl CKAaHyBaHHS O €THYHOIO XakKiHry Ha
eHeproe()eKTUBHIA MIKPOIMPOLIECOPHIN MIaTdopmi, 110 MIHIMI3Y€E amapaTHi pecypcu
Ta ()IHAHCOB1 BUTPATH.

IIpakTyHe 3HAYEHHS OTPUMMAHMX pPe3yJbTATIB TOJArae y po3poOJIeHH]
3py4HOrO0 y BHUKOPUCTaHHI NPHUCTPOIO, IO BHPIINIYE aKTyaJlbHYy HpodieMy —
TECTYBaHHA O€3MEKH, 30KpeMa BIH JI03BOJISIE OINEPATHUBHO NEPEBIPUTH Oe3NeKy
0e31pOTOBUX MEpexX y Oyap-SKOMYy Miclli; 3a0e3leuye 3HMKEHHS PU3UKIB BUTOKY
JaHMX [UTSIXOM IIBUAKOL T1arHOCTUKH BPa3IMBOCTEH Ta MOXKe OYTH BUKOPUCTAHHH SIK:
HaBYAJIBHUM IHCTPYMEHT ISl KYPCiB 3 KiOepOe3neku, MoJIbOBUM MPUCTPIN JIsl Ay TUTIB
0e3IeKH, IHTErPOBAHUI KOMITIOHEHT CHCTEM MOHITOPUHTY HIANPUEMCTB a00 CMapT-
OyiBeIb.

Anpobania pe3yabtartiB KBajdidikaniiHoi podoru. OCHOBHI pe3yJbTaTH
MPOBEJICHUX NOCTIKEHb TipeacTaBieHi Ha: XIV MixxHapoHii HayKOBO-MPAKTUYHIN
KOH(MEpeHIlli MOJOIWX YYEHHX Ta CTYACHTIB «AKTyalbHI 3a1adl Cy4acHHX
TexHosorii» (M. TepHoninb, Ykpaina), XI Mixuapoanomy @opymy «IT-Ines 2025»
(m. KuiB, Ykpaina), a Takoxx otpumano 1 micre y III-my xonkypcei crapranis THTY
«International Global Innovation Research» — 2025.

Ilyoaikanii. 3a Temoro kBamniikaliiHOi poOOTH MaricTpa 3 BUKIAIAEHHSIM il
OCHOBHHX pE3yJbTaTiB OIyOJiKOBaHO 2 Te3 B 30ipHHKAX MaTepiayiB HAayKOBO-

npakTUYHUX KoHPepeHniit (Jomartok A).
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PO31J1 1 AHAJII3 CYYACHOI'O CTAHY 3AXHUCTY BE3IPOTOBHUX
MEPEX

1.1 CranaapTu 0e31p0OTOBOIO 3B’ A3KY

be3npoToBi Mepexi MOXyTh OyTH PO3TOPHYTI Ta TMpalioBaTH y Pi3HUX
CEpeIOBUIIAX: KOMEPIIIHUX, YPSIAOBHUX, OCBITHIX, & TAKOX Yy 3BUYAMHUX KUTIOBHUX
Oynuukax. J[o Toro s TeXHOoJ0T1i 6€3ApOTOBOI Iepenadi CUTHATy 0COOIMBO CIIPHUSIOTH
koHuenii I[arepuery peueit (IoT), Ha Ky mepexonaTh Bce OUIbIIE MPUCTPOIB, IO
MIJBUILYIOTh Hall koMopT nepedyBaHHs B [HTepHeri [1-3].

B pe3ynbTaTi KUTBKICTh 0€3APOTOBUX MEPEXK, SIK 1 KUIbKICTh 00'€KTIB ISl aTak,
Oyne Tumbku 30imbITyBaTHCS [4,5]. KilleHTH Ta opranizaiili mMOBHHHI PO3YMITH BCl
PU3MKHA BUKOPHUCTAHHS 0€3[POTOBUX MEPEX Ta 3HATH, SIK 3JJOBMUCHUKH aTaKylOTh IIi
cucteMu. [leHTecTepu MOBHHHI TapaHTyBaTH, IO III MEPEXI MarOTh HEOOXITHY
KUIBKICTh €JIEMEHTIB KEepyBaHHs O€3MeKOor Ta y iXHIM KOH(Irypauii BIJCYTHI
MTOMMJIKH.

Cranmapti Ta TexHosorii Oe3apoToBoro 3B's3ky, Taki gk Wi-Fi, ZigBee,
Bluetooth, WiMAX, LoRaWAN Tta paaioyacTOTHHIl CHEKTp, KepyIThCs
IPOTOKOJIAMH Ta KOH(]IryparlisiMu Tak caMo, SK 1 pOBiJIHA Mepexa, a Uil rmepeaayi
JaHUX MDK TOYKOIO JOCTYIy Ta MIAKIIOYEHUMH  MEpEeKaMu/IPUCTPOIMHU
BUKOPUCTOBYIOTh 3arajbHO Y3TrOIKEHI MpOTOKoJM, HaumomyisipHimn 3 Hux IEEE
802.11, IEEE 802.15.1, IEEE 802.15.4 ta crineankoBoro 3B's13Ky (GSM, 4G LTE, 5G)
[6].

OcHoBHa yBara (¢axiBIliB 30Ccepe/PKeHa Ha 1AeHTU(IKallil I[IJIbOBOT MEpEeXkl Ta
OTPMMaHHI JIOCTyMy, MpPOT€ MOOUIBHICTh, BapTICTh, MPOCTOTa BCTAHOBJICHHS
BUKJIMKAIOTh  IIBHJIKO3POCTAIOUUNA  IHTEpEC  PO3POOHUKIB  pal0€IEKTPOHHOI
amapaTypH, OCKIJIbKU 1I€ € CYTTEBUMH IepeBaraMu mnepen IpoToBuM 3B’si3koM. Llle
OJIHUM KpUTEpPI€EM, 1110 BIUIMBAE HA BUOIP TEXHOJIOTII, € pajlyc Aii, IKHHA BapllO€ThCs
Bl KUIBKOX METpiB JO0 KUIBKOX THCAY KUIOMETpPIB, B pa3l BUKOPUCTAHHS
CYMYTHHUKOBOTO 3B’SI3Ky, B 3aJIe)KHOCTI BiJl pO3TalllyBaHHs TeperaBada 1 mpuiiMada

0e3IpOTOBOTO CUTHATY. ICHy€ BeuKa pi3HOMaHITHICTh NMPUUMaIbHO-TIEPEAaBaTbHUX
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PaIIOTEXHIYHUX TPUCTPOIB, TOOTO MOAYJIB JUISi KOXXHOI O€3POTOBOI TEXHOJIOTIi

nepenayi 1aHux.

1.1.1 Crangapt IEEE 802.11

bazosuii cranmapt IEEE 802.11, mo perymtoe 6€31poTOBY MEpExKY, MPEICTABIISIE
co0010 HaOip MPOTOKOJIB, SIKUM OyB BHEpIIe po3poOsieHUi [HCTUTYTOM 1HXEHEpPIB 3
enekTpotexHiku Ta enekTpoHiku (IEEE) mist 3pydHOCTi BUKOPHCTAHHS Ta MOKIMBOCTI
MIBUKOTO MiAKJIIOYEHHS IPUCTPOIB. Y MOYATKOBUX CTaHIapTaX, onyonikoBaHux 1997
POKY, TUTaHHS 0C3MEKN HE PO3TIIAIATHCS.

Cranpapt IEEE 802.11 Bu3Hauae mpoTOKOJH, IO HEOOXIJHI ISl OopraHi3arii
WLAN. OcHOBHI 3 1IuX TpOoTOKOIiB: yrpaBiiHHsa goctynom MAC (Medium Accsess
Control) 1o cepenoBuilia HAa HUKHBOMY HIAPIBHI KaHAIBHOTO PiBHA 1 crienu@ikamii
¢i3uunoro mmapy PHY. B sKocTi 0OCTaHHBOrO JOMYCKA€THCS BUKOPUCTAHHS
1H()paYepBOHOIO BUIIPOMIHIOBAHHS Ta Pa/lI0XBUIIb.

3 TOro Yacy /0 cTaHAapTy OyJI0 BHECEHO MOMPABKH, TIEpIIa 3 SKUX BILTUHYJIA HA
06e3npoTtoBy Mepexy cranmapty 802.11b, 3nanmit Takox sk Wi-Fi. Ile
HaWMOIIUPEHIIUA CTaHJapT, 3anpoBakeHud y 1999 pori, 3aBasku cBoiit go 11
MG6iT/c BHCOKIN MIBUAKOCTI Tiepeaadi [aHWX, W0 MPAKTUYHO EKBiBaJIEHTHA
IPOMYCKHIM cripoMokHOCTI Ethernet - 3BUYaliHMX TPOBITHUX JIOKATBHUX MEPEK, a
TaKOXK 3aBJSKH Opi€HTallli HA OMAHOBAaHUW paaiovacToTHui gianazo” 2,4 I'Tu. B
SKOCTI 0a30BO1 pajloTEXHOJIOTII B HBOMY 3acTOCOBYyeThbcs Merony DSSS 3 8-
PO3PSATHUMH TIOCTIOBHOCTAMM Youma. Tak sik oOmagHanHs npaitoe Ha 11 MO6it/c
(MakcuMalibHA MIBUKICTH) T4 Ma€ MEHIIMNA pajilyC Ali, HI)K Ha HIXKYUX IIBUIKOCTSX,
cragaaproM 802.11b mpu TmOTIpIIEHH] SKOCTI CHUTHANY TependadyeHo aBTOMATHYHE
3HUKEHHS IBUIKOCTI.

OcHOBHI cTaHIapTH, SIK1 Mo3Ha4YarThcs Ak Wi-Fi 4, 5, 6 1 6E, 1 BiApi3HAIOTHCS
nokoiinuamu, € Wi-Fi 4 (802.11n), Wi-Fi 5 (802.11ac), Wi-Fi 6 (802.11ax) Ta
HAWHOBIIIMHN CTaHJAPT, 1110 BUKOPUCTOBYE niana3od 6 ['Tu, — Wi-Fi 6E (tabn. 1.1).
VY 3B’s3ky 3 M, mo ctaHaapt 802.11 BUKOPHCTOBY€E pajiOCUTHAIM, Y TEBHHUX

perioHax nepeadayveHi pi3Hl 3aKOHHU Ta MpaBUJIA MO0 POOOTH 0E3APOTOBUX MEPEK.
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Ta6mung 1.1 — [onynsipai ctangapta Wi-Fi

Crannmapt Ha3Ba noxoiHHS YacToTH1 miarma3oHu MakcumaibHa
mBUKICTh (MOIT/C)
802.11b — 2,41Tn mo 11
802.11a — 51T 1o 54
802.11¢g — 2,41Tn 10 54
802.11n Wi-Fi14 241T, 5STTh 1o 600
802.11ac Wi-Fi 5 51T 10 6933
802.11ax Wi-Fi1 6 241T, SITh 110 9608
802.11ax Wi-Fi 6E 241Tm, 5IT, 6 I'Toy | mo 9608
802.11be Wi-Fi17 24T1T, SITTo, 6 I'Txx 110 30000

3aranom, € JUIIe KiJIbKa THUITIB €JIEMEHTIB KEpyBaHHs 0€3MeKor0, BOYJOBaHUX Y

ctangapt 802.11, Ta moB's3aHi 3 HUM MOIPABKHU.

1.1.2 Crangapt IEEE 802.15.1

Cranpapt IEEE 802.15.1, Bimommii sik TexHousoriss Bluetooth, 6a3yeTbcs Ha
Habopi cnenugikanii Bluetooth v1.x, siki akTHBHO HpPOCYBalOTHCS KOHCOPLIYMOM
Bluetooth SIG. Bin npusznauenuii 15 nooynosu WPAN.

®aktuuno TexHousoriss Bluetooth Bu3Hadae ¢GyHKIIOHYBaHHS KOMITAKTHUX
CUCTEM 3B'A3KY Ha BITHOCHO HEBEIMKHUX BiAcTaHsIX Mixk MoOUTbHUMH 1K, Tenedonamu
Ta PI3HUMHU MOPTATUBHUMU TIPUCTPOSMHU.

Le#t Hemoporwuii pagioiHTeppeiic 3 HU3BKUM €HEPrOCIIOKUBAHHAM, TOTYKHICTh
nepeaaBaya akoro 0Jau3bko 1 MBT, BUKOPUCTOBY€EThCA JUIsl Oprafizalii NepcoHaIbHUX
MEpEeX, SKI 3a0€e3MeUyI0Th B peaIbHOMY 4acl Tiepeiady sk 3ByKOBUX CHUTHAIIB, TaK 1
mugpoBux ganux. Crepiry IanbHICTh Ail paaioiHTepdeiicy 3aknaaanacs npuoIn3HO
Ha piBHI 10 MeTpiB, a came B MeKax OJIHIET KIMHATH, OJHAK Terep crnerudikamisiMu
Bluetooth Bu3naueno Bxke 1 1HHIy 30HY mnpuOau3HO 100 M, TOOTO IS MOKPHUTTS
CTaHJapTHOTO Oy IuHKY a00 mo3a HuM. [Ipu 11,oMy Hemae He0OX1THOCTI JjIsl TOTO, 00
MPUCTPOi TiepeOdyBaii B MPsAMIA BUAMNMOCTI OAWH OJHOTO, iX MOXYTh PO3IUISATH
"pamionpo3opi" nepenikoaud (CTiHM, MeOJII Ta T.M.), 1 O TOTO X MPWJIAJAU MOXYTb

3Haxoautucs B pyci. s pobotu Bluetooth 3actocoByerbes nianazon [ISM Ha HUXKHIN
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yacToti 2,45 I'T'1y, sika mpu3HayeHa Jj1s1 poOOTH METUYHUX, IPOMHUCIOBUX Ta HAYKOBUX
IpUIaIIB.

Texnonoris Bluetooth mpamoe B sKocTi 0araTroToYKOBOTO paaioKaHaIYy,
KEpOBAHOTO, TaK CaMoO SIK CTUILHUKOBHM 3B'a30k GSM, sikuil Texx € 6araropiBHEBUM
nmpotokosioM. Sk 3axomu 3axucty B Bluetooth mepembaueHo koayBaHHS NaHUX, IO
NepenaThCsl, Ta BUKOHAHHS MPOIEAYp aBTopu3allii mpucTpois. [Ipu oMy MOXKIHUBI
TPH PiBHI 3aXUCTY:

— MIHIMQJIBHUN - JaHI NMPUHUMAIOTHCS PI3HUMU IPHUCTPOSIMU 0€3 OOMEKEHb 1
KOAYIOThCS 3arajlbHUM KITIOUEM;

— Ha pPiBHI NMPUCTPOIB - OE3MOCEPENAHBO Y YiIll MPONUCYETHCS PIBEHb JOCTYILY,
BIJIOBIJTHO /IO SIKOT'O MPUCTPIM MOKE OTPUMYBATHU J€SK1 1aHl Bl pI3HUX MIPUCTPOIB;

— JIMIIE HA PIBHI CEaHCY 3B'S3KY - JaHI KOAYIOThCs 128-01THUMHM BUIAIKOBUMU
qucllaMi, 110 30epiraroThCs AJIs KOKHOI Mapu MPHUCTPOiB, SIKI y MEBHOMY CeaHCl

3B'I3Ky IPUHUMAIOTh y4acCTh.

1.1.3 Crannapt IEEE 802.15.4

IEEE 802.15.4, Bimomuii sk TexHosorisg ZigBee, opieHTOBaHMI Oe3MocepeIHbO
Ha 3aCTOCYBaHHS, sIK 3aci0 3B'A3Ky MK aBTOHOMHHUM OO0JIaHAHHSM Ta npujiagamu. B
MeXaxX KOPIOPAaTHUBHOTO CEKTOPY IIe, HANpHUKJIaA, CKIAAChKI CHUCTEMH, CHUCTEMH
aBTOMaTHU3allli BUPOOHUIITBA, CEHCOPU, CJICKTPOHHI MITKH, pPIi3HI JaTYUKH,
CEpBOIPUBOJM, a CEpeJ] JOMAIHIX YMOB — CHUCTeMH O€3MEeKH, KOHIUIIIFOBAHHS,
ocBiTienHs, [1K, pamiodikoBaHi irpaiiku, irpoBi IPUCTaBKUA, B TOMY YHUCHI MYJIbTH
BiJIJIaJIeHOT0 KepyBaHHS [7,8].

IEEE 802.15.4 oxpecmoe PHY ta MAC, 1m0 nponoHyTh MATPUMKY PI3HUX
TOTMOJNIOTIH Mepex. CxeMu MepekHOI MapIpyTH3aiii TOKIMKaHI 3a0e3NmeqnTH
30epexKeHHs] €Heprii Ta HAMKOPOTIIl 3aTPUMKH, L0 YKIAJAIOThCS B TrapaHTOBAHMM
YacOBUM 1HTEPBAJ, a 32 PaxXyHOK HAsBHOCTI KUJIBKOX MapIIPyTiB JO KOXHOTO By3Ja B
Mepexax ZigBee nepeadaueno 3amodiranas MOKIMBOCTI 30010 B oHIHM ToutIi".

Kirouoi ¢ynkiii PHY BKIII04aOTh KOHTPOJIb 3a SIKICTIO JIAHOK Ta €HEPri€lo, a

I11e /IS yCIIITHOTO ICHYBaHHS 3 1HIIUMH MEpPeXaMu O€3IpOTOBUX OMEPATOPIB OIIHKY
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kaHamiB. [[iATBep/KEHHS OTpUMaHHS TMAKETIB BU3HAYAETHCS  ABTOMATUYHO
nporokosiom MAC, 110 3a0e3neyye MOKIUBICTD MEepeiadl JaHUX Y KOHKPETHI YacOBi
iHTepBanu Ta miarpumye 128-6itoBi (yHkiii-Oe3nexku AES. Sfkmo B Mexax
JOCSHKHOCTI pUcTpoiB ZigBee BusiButhes o6nagnanus Wi-Fi a6o Bluetooth, B sxocTi
TyHens A Tpadiky ZigBee OyayTh BUKOPHUCTaHI iX KaHAIIH.

IEEE 802.15.4 mpamtoe Ha HeBenukii manbHOCTI 1ii (Onu3pko 10 merpiB) Ta
IIPOMYCKHIM CIPOMOKHOCTI KaHaiy - 1o 250 k6it/c B miama3oni 2,4 I'T'. HeBenuka
MOTY)KHICTh 1 MIBHAKICTH OOYMOBIICHI MaJlUMH €HEpPropecypcaMy TPUCTPOIB, IO
3B's13y10ThCs. Takox mepeaayda MIBUIKOCTI MOXKE BECTUCH B Jiama3zoHax 858 MI (20
k0iT/c) Ta 902-928 MI'11 (40 k6iT/C).

Jlanuii cTanaapt, 10 aKTUBHO MPOCYBAETHCS opraHizaiiero AnbsHcoMm ZigBee,
3alOBHUTH BAaKyyM y CHEKTpl O€3[pOTOBUX MEPEKEBUX TEXHOJOTIN, OCKUIBKH BIH
MIPOMOHYE PO3POOHUKAM MOXIJIMBICTH CTBOPIOBATUM HENOPOri MNPOAYKTH 3 JyXKe
HU3BKUM CIIO)KMBAHHSM TOTY>KHOCTI Ta HaJI3BUYANHO THYYKUMH (PYHKIISIMH

MIATPUMKU O€3POTOBUX MEPEK.

1.1.4 CrangapTi CTUIBHUKOBOTIO 3B’ SI3KY

EBosrortiss 6€31poTOBOr0 CTUIBHUKOBOTO 3B'I3KY MPEACTAaBIEHA HA PUCYHKY 1.1
Yy YHKY

[9].

o o o~
2G 2 3G 7 4G % 5G
g : \ & R
 e0Ee 6O BEE
= Ww Internet  Video  Game
Analog Digital SMS  (video) Call  SMS Internet Video (streaming)
cellular cellular (streaming)
=
Al L~
on o A e 2 0%
030 030 05 % 6| N0 (Wl &
V0 3y e 800 =— Y ¢ Interet
2kbps 14-64kbps Internet 2mbps Game 200mbps >0 of things

Pucynox 1.1 — EBomtorist Mepexki MOO1IBHOTO 3B'S3KY
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1G abo mepiie MOKOJIHHS — aHAJIOTOBa chcTemMa Oe3ApOTOBOrO JOCTYIY — B
nepury yepry 0yJio Juisi ToOJIOCOBOTO Tpagiky.

Hezabapom 1G Oyna 3aminena texHosorissmu 2G abo Apyroro MOKOJIHHS, IO
IpeACTAaBIISIIN MIEPEXi/l 3 aHAJIOT0BOI pajiioMepexi Ha rudpoBy. [ludposa TexHoor1A,
dKa CIpolrye KamiOpyBaHHS Ta OOCIyroByBaHHs, MOOyJOBaHA Ha IOBTOPHOMY
BIITBOPEHH]1 OlHApHUX CHUTHAJIB Yy IOPIBHSAHHI 3 O€3MEepEepBHUMHU aHAJIOTOBUMHU
CUTHaJIaMH, a OT>Ke, BOHA JieHIeBIIe 3a aHaiorosi npuctpoi. Crangapt GSM nmoBHICTIO
upoBHii, xoua po3pobieHuit y 80-X pokax MUHYJOTO CTOPIUYsl, Ta HaJEKUTDH IO
MEpEX PYroro MokoiHHs. AKTUBHO ctanAapT GSM noyanu BnpoBaxyBaT 3 1991
pPOKy y OaraThoX KpaiHax cBity. Bin nmiarpumye 4 nianazonu podotu GSM: 850, 900,
1800 myia xpain €Bponu Ta A3zii, 1900 nis takux kpain, sk CIIA, Kanana, okpemux
kpain Jlatuncbkoi AMepuku Ta Adpuku. B Ykpaini 611b11icTh MOOUIBHUX TeNe(OHIB,
110 MPOJAOTHCS, MPAIIOI0Th Yy TPhOX cTaHAapTax 3B's13Ky (900, 1800 Tta 1900 MI'1.).
Hacporoaui oneparopu nonan 200 kpain Ta TepuTOpiid 3aCTOCOBYIOThH cTanapT GSM.
3a nanumu acomianii GSM (GSMA) 11 Mepexi NOKpHUBarOTh 01M3bKO 82 % CBITOBOIO
PUHKY MOO1JIBHOTO 3B'SI3KY.

Kpamoi cnekrpanbHOi €(pEeKTUBHOCTI MO HIMPOKOCMYTOBUX CTUTBHUKOBHUX
Mepekax J0CArarTh TeXHOJor1i 3G, K1 He JMIIe MAaIOTh BUILLY IBUAKICTh Mepeaadi
JIaHUX, a ¥ HAJAI0Th PO3IIMPEHI MOCTYTH.

LTE HanexuTh 10 CTaHAApTy OE3APOTOBOTO IIMPOKOCMYTOBOTO 3B'S3Ky 4
noKoMiHHA abo texHosorii 4G. el crangapT 3B'SI3Ky 11 MOOUIBHUX IPHUCTPOIB,
TepMiHaNiB JaHux U cmaptdoniB. CraHmapT O€31pOTOBOT BHCOKOIIBHUJIKICHOI
nepenaul janux LTE mMae BucOkuil piBeHb Oe3neku Jjisi MOOUIBHUX Telle(OHIB Ta
OylIb-SIKUX TEpMIHATIB, sIKI MPaIlOIOTh 3 JaHUMH, 10 3aCHOBAaHI Ha MEPEKEBUX
texHosorisix UMTS/HSPA Tta GSM/EDGE, mo 30umbmiyioTh MIBHIKICTH Ta
NPOIYCKHY 3/1aTHICTh BHACHIZAOK 3aCTOCYBaHHS IHILOTO paaioiHTepdericy CIUIbHO 3
MOKpamieHHsM  sapa mepexi. besmporoBuii intepdeiic LTE 3a curmamamm Tta
npotokosiamu € HecyMicHUM 3 2G/3G. Ctanaapt LTE Hanae mBUAKICTh 3aBaHTAXKCHHS
1o 3 I'6iT/cek, a 3aTpUMKa MOKe OyTH 3HMKEHA /10 2 MUTICEKYH/I.

5G abo m'ate MOKOJIHHA MOOITBLHOTO 3B'SI3KY, SIKE 3aCHOBAaHE Ha CTaHJapTax

tenekomyHikaiiil (5SG/IMT-2020), € HoBuM nokoJiiHHAM. TexHosorii 5G B MOpiBHIHHI
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3 TtexHojorisMu 4G 3a0e3nedyroTh OUTbII BUCOKY MPOITYCKHY 3AaTHICTb, IO A€
MO>KJIUBICTh BUKOPUCTOBYBATH PEXXUMHU MPAMOTO 3'€THaHHS MK aboHeHTamu (device-
to-device), MBUAKICTH 1HTEpHETY NpuOmu3HO 1-2 ['6iT/cek, MEeHIIn Yac 3aTPUMKH,
OUIBITY TOCTYIHICTh MIMPOKOCMYTOBOTI'O MOOLJILHOTO 3B'SI3KYy, MEHIIII BUTPATH €Heprii
Oarapei, Hixk 4G-00MaHaHHS, @ TAKOXK € HAaTHAJIMHUMU MACIITAOHUMHU CHCTEMaMH

KOMYHIKaIIIi MiK TPUCTPOSIMH.

1.2 AHani3 iHCcTpyMeHTIB TecTyBaHHS 0e3neKkH 0e31poToBOro 3'€IHAHHSA

OcCKUIbKM KUIBKICTh KiO€paTak 3pOCTa€, OpraHizalisiM HEOOXIAHO MNPUAUISATH
BEJIMKY yBary TeCTyBaHHIO Ha TPOHUKHEHHS 1 MOHITOPUTH CBOIO OE3/IPOTOBY MEPEKY,
11100 3amo0IrTH MOKJIMBIN CEPO3HIM MIKOII.

Jlns1 3a06e3nedeHHs 6e3neku ¢axisili 3 0e3MeKkH, 30KpemMa eTUYHI XaKepH, TOBUHHI1
MOKJIaIaTUCS] HAa THCTPYMEHTU O€3MEeKH 1 37I0MY, SIKi JOTIOMaraloTh MIHIMI3yBaTH 4ac
TECTyBaHHS, €()EKTUBHO KOHTPOJIIOBATH 1 BUKOHYBATH IMEHTECTIHI B O€31pOTOBIi

Mepexi 331 11 3aXUCTY.

1.2.1 Aircrack-ng

Kali Linux — e cnerianizoBanuii AUCTpUOyTUB Ha 6a31 Debian, cTBopeHMit 115
daxiBiiB 3 iHhopMaliitHOi Oe3neku. BiH MoCTaBIsIETHCS 3 COTHSIMU 1HCTPYMEHTIB J1JISI
aHaJli3y MEpeK, TECTyBaHHs MPOrpam, MOLIYKY Bpa3JIMBOCTEN Ta MPOBEICHHS ayIUTIB
oe3neku. ['onoBHa BigMiHHICTh Kali y Tomy, 110 BiH € poOOYMM CepelOBUIIEM IS
€TUYHOro XakiHry. ToOTo, AJid JIErajJlbHOrO TECTYBaHHS HA 3aMOBJICHHS KOMIIaHIM,
100 3aXUCTUTH X BiJ peanbHux atak. Jlo cknany inctpymenTiB Kali Linux Bxoauts
KUIbKa 1HCTPYMEHTIB, IO MpAaIlOI0Th SK 3 KOMaHJIHOTO psJiKa, Tak 1 0a30BOro
rpadiudoro iHTtepdeiicy. Ili 1HCTpyMEHTH MOXXHAa BHUKOPHUCTOBYBAaTH IS
NEPETBOPEHHS MEPEKHOT0 1HTEpPeiicy Ha MepeKeBUI MOHITOp, 3aXOMJIEHHS TpagiKy
Ta 3BOPOTHOIO MapoJst aBTeHTudikarii (puc. 1.2).

[Tepmmii 13 ux 1HCTpyMEHTIB € Aircrack-ng. [{e Habip IHCTpYMEHTIB, 10 TaI0Th

3MOTry MEeHTeCcTepaM MEPEBIPUTH piBEHb Oe3reku 0e3apoToBux Mepex [10].
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Pucynok 1.2 — Ilpukiiag BUKOpUCTaHHA aTaku feaBTeHTH(1Karil Ha Kali Linux

[TakeT MICTUTH IHCTPYMEHTH JJI1 HACTYITHUX 3aB/aHb.

— Mouiropusr. lle iHCTpyMeHTH, 110 po3po0JeH] CHeliaibHO A CHIPIHTY 3
METOI0 aHalli3y B MOJAIBIIOMY, Ui IHOTO BUKOPHUCTOBYIOUM IHIIE MPOTPAMHE
3abe3neueHHs, Hanpukian Wireshark.

— Ataku. [HCTpyMEeHTH eKcCIulyaTallli aTaku HJis IUIbOBHX Mepex. o Hux
HaJeXaTh Taki 3aco0H, SIK1 I03BOJISIOTh MPOBOAUTH aTaky B MPOLEC] aBTEHTU(IKAIII.
Aircrack-ng Ha MOMEHT eKCIuTyaTallii aTakv MPOBOJUTH 1H'EKIII] MAKETIB, 10 OyiH
BIIMPABJICH] B MOTIK JaHUX SIK TOYIll JOCTYMY, TaK 1 KJIIEHTaM.

— TecryBanns. Taki iIHCTpyMEHTH HaTalOTh MOYKJIUBICTD TPOBOIUTH TECTYBaHHS
0€3pOTOBUX KapT.

— 3nom. Takox Aircrack-ng BMie 31amyBaTH O€37pOTOBI KJIIOYi, IO 3HAWIEH]
HanepenoaHi y nporokosax WEP/WPA/WPA2.

KpiM 1iHCTpyMEHTIB, $Ki Mpaliol0Th y KOMaHAHOMY PSJIKY, BIH TaKOX

3aCTOCOBYETHCS CEPEJl IHCTPYMEHTIB 13 rpaiyHUM 1HTEpPEcoM.

1.2.2 Wifite

Wifite — aBTOMaTHM30BaHWil 1HCTPYMEHT TECTYBaHHS O€3APOTOBUX MEpEX Ha
MIPOHUKHEHHS, 110 BUKOPHUCTOBYE 3aco0u 3 Habopy Aircrack-ng Ta I1HCTpYMEHTH

KOMaHJHOTO psiika Reaver ta PixieWPS.
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Reaver nmpusnauenuit nis BubOipku nmina WPS mmsxom mepebopy. KinieBoro
MeToro € posmmdpyBanas mapois WPA/WPA2. Reaver OyB po3poOseHmii sk
HAJIMHUA Ta mpakTHUHUN 3acid ans Gopotsbu 3 WPS, 1 OyB mpoTecToBaHUN Ha
MIMPOKOMY CIIEKTpl TOYOK Joctymy Ta peamizauii WPS. ¥V cepennromy Reaver
BiJTHOBJIIOE TEKCTOBY naposbHy (hpazy WPA/WPA?2 1inboBoi Touku nocrymy 3a 4-10
T'OJINH, 3aJIE)KHO B TOYKU JoCTymy. Ha mpakTuii, sk mpaBuiio, 3HaJJOOUThCS BBIYI
MeHIIe vacy, mo0 migioparu npaBuwibHuii PIN-kom WPS Ta BigHOBUTH maposbHY
bpasy.

PixieWPS — 11e aBTOHOMHU# 1HCTPYMEHT Ipy00i CHUIIH, SIKHU BUKOPUCTOBYETHCS
JUIsL 3BOPOTHOTO BUBEJEHHs Oe3apoToBoi Touku aoctyny WPS. Hazpa PixieWPS
noxXoauTh Bix araku Pixie-Dust, sxa Oyna BusBieHa Jlominikom bonrapaom
(Dominique Bongard). L1s BpaznmuBicTh 103B0JIsIE 3acTocyBaTh rpyoy criry WPS PIN.
1106 PixieWPS npartoBaB npaBuibHO, HEOOX1JHO MaTH TaKy 1HPOPMALIIIO: BIAKPUTHIA
KJIIIOU peecTparlii, BIAKPUTUN KIIIOY KOPHUCTyBaya, OTPUMAHUN Xemi-1, OTpUMaHH
XelI-2, KJII0Y ceaHCcy aBTeHTHUIKaIlli, crienianbHe c10B0. OCKUIbKU MOTPIOHO CTUIBKU
KOMITIOHEHTIB, PixieWPS wyacTo 3amyckaeTbcsi SIK YacTHHA IHIIOTO I1HCTPYMEHTY,
Hanpukiag Wifite.

Wifite moke 3axonuTu Tpadik, po3ipBaTH 3B'SI30K, MPOCTEKUTHU 33 HOBUM
MIKITIOYEHHSAM Ta 3IIACHUTH TEpPEBIPKY CHPAaBXHOCTI JIOTIHA Ta Mapois JUis

oe3nporoBux mepex Tuny WEP, WPA ta WPS.

1.2.3 Kismet

Kismet — 11¢ KOHCOJBHUN JETEKTOp 1 € KOMOIHAII€I0 CKaHepa, CUCTEMU
BusiBiieHHs BToprHeHb IDS/IPS 1 makeTHoro anamizatopa Tpadgiky 6€31pOTOBUX MEPEK
802.Q1 pisus 2 [11]. Bin inentudikye Mepexi NUISIXOM TaCUBHOTO CHI(IHTY Ta MOXKeE
PO3KpUBATH MPUXOBaHI (HEMAasIKOB1) MEpPEXKi, SKIIO BOHHM BUKOPHCTOBYIOThCS (pHC.
1.3). Bin moke aBTOMaTM4HO BUSBIATH OsioKyBaHHs [P-ampec mepexi nuisaxom
cuipiary makerie TCP, UDP, ARP ta DHCP, peectpyBatu Tpadik y dopmari,
cymichomy 3 Wireshark/tcpdump, 1 HaBiTh BijOOpakaTH BHUSIBJICHI MEpPEXi Ta

MpUOJIM3HI iama30HN Ha 3aBAHTAKEHUX KapTax.
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Pucynok 1.3 — Ilpuknan Bukopuctanus Kali Linux g5 aHamizy miaKiI0ueHuX

NPUCTPOiB 10 Touku Wi-Fi

Kismet Takox Bcranosnenuit B Kali Linux 2 3a 3amMoBYyBaHHSM, HAallMCAHUN HA
C++, npornonye 104aTKoB1 (QyHKIII, SIK1 3a3BUYall HE 3yCTPIYaOThCS B IHCTPYMEHTAX,

10 3aIIYCKAIOTBhCA 3 KOMAHIHOI'O psAdKa.

1.3 IIpucrpoi st NPOBEACHHA €TUYHOI0 XaAKIHTY

Pi3HOMaHITHICTH MEpEKEBUX MPOTOKOIIB JJI1 €PEKTUBHOTO 3aXUCTY BUMAraloTh
0aratopiBHEBUX KOHTP3aXOJIB, SIKI OXOIUTIOIOThH SIK MACHBHI, TaK 1 aKTUBHI BEKTOPHU
aTax.

Takum ywmHOM HEOOXiIHO KOMOIHYBaHHS TMPOTpaMHUX W  amapaTHUX
IHCTPYMEHTIB, IO 37aTHI TEPEBIPATH PIBEHb 3aXHUIIEHOCTI TOYOK JOCTYIY,
KJIIEHTCbKUX TPHUCTPOIB, KOHTPOJIEPIB, BUSBUTU BPA3IMBOCTI OE3IPOTOBUX MEPEXK.
J1J1s1 111€1 METH BUKOPUCTOBYIOTh CKaHEPU BPa3IUBOCTEH, PpeHMBOPKH MEHTECTIHTY Ta
aHanizy Tpadiky, skl BUSBISAIOTE KOH(Dirypariitai noxuoku i Bimomi CVE.

Kpim mporpamumx ckaHepiB 1 (ppeWMBOPKIB, y TPAKTHUIIl €TUYHOTO XaKIHTY
aKTUBHO 3aCTOCOBYIOThCS TOTOBI amapatHi Tuiargopmu. BoHM maroTh 3Mory
MPOBOAWTH TIOJNbOBI BUMPOOYBAHHS, WIBHAKO PO3TOPTATH TOYKK AaTakud Ta
MIHIMI3YBaTH Yac HajallTyBaHHS.

Hait6inbm nmomupeni 3 Takux pimenb — WiF1 Pineapple ta Flipper Zero.
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1.3.1 WiFi Pineapple

WiF1 Pineapple - npuctpiit, po3po0aenuit komnanieto HakS, mist aBTopu3zoBaHux
Ta KOMIUICKCHUX ayauTiB 6e3apotoBux mepexk IEEE 802.11, Bximrowaroun Tectd Ha
IPOHUKHEHHSI.

Xoya Ha PUHKY € 0e3Jli4 IHCTPYMEHTIB Ki0epOe3IeKH, Ki MOXKYTh MpaloBaTH
tak camo no0pe, WiFi Pineapple € omHi€ro 3 HaAMMOTYXKHIIMX TUIATHOPM 3aBASKH
MO>KJIMBOCTSIM MPUCTPOIO TA MPOCTOTI BAKOPUCTAHHS, IO CHEIiaIbHO pO3p0o0sIeHa s
ouminku Oe3neku Wi-Fi. Bin pgo3Bonsie kopucTyBadam IIyKaTd Ta 3HAXOAUTU
Bpa3JIMBOCTI B O€3IPOTOBUX MEPEKAX, aHATI3YBATH Ta 1I€HTU(IKYBAaTH MOTEHLUINHI
L[1J11, @ TAKOK OTMIEPATUBHO BXKMBATH KOPUTYBAJIBHUX 3aXO01B JI0 TOTO, IK Mepeka Oy e
CKOMIIPOMETOBAHA.

[Ipuctpiii Takoxk Hagae y cBoeMmy BeOiHTepdeiici HaOip MOaYTiB, Kl MOXKHA
HAJTAIITYBaTH Ta BUKOPUCTOBYBATH JJs PO3BIAKK, TPOHUKHEHHS B MEPEKY,
BIJICTEKEHHS, peecTpallii Ta 3BITHOCTI MPO AKTHBHICTh LIMX MEPEXK, a TAKOX IS
eKCIuTyararlii O1IBIIOCTI aTak 1 OliHKY Oe3neku Wi-Fi.

[Ipuctpiit Habupae NOMyASAPHOCTI 3aBASIKM TOCTYIHIH L1HI Ta BCIM MpOrpaMam Ta
MOJYJISIM, SIKI MOYKHa O€3KOIITOBHO 3aBaHTaXuTH 3 BeOiHTepdeiicy WiFi Pineapple.
Moro yHikanbHuMii 1U3aifH Ta po3Mip H03BOJSIOTH KOPUCTYBauyaM BHKOHYBATH OYIb-
AK1 Horo (yHKII1 OyJp-A€ Ta HEMOMITHO HOCUTH NPUCTpid. Mae CKilaiHy TEXHIUYHY
apXITEKTYpPY, OCKUIBKU BIH MOEAHYE IUIHOBHM MPOTrPaMHUI CTEK 31 CHEIliaTi30BaHUM
o0JagHaAHHSIM.

AmnapatHe 3a0e3Ne4eHHs: YOTHPbOXSIACPHUU MPOIECOp, JBOXAlanma3zoHHI
pamiomonyii (2,4 I'T'p Ta 5 I'T'1y), 30BHIIIHI, BUCOKOITIICHIIFOBAJIbHI, 3MIHHI aHTCHH,
noctratHiii oocar RAM Ta ¢uem-nam'sati, moptu Ethernet Ta USB, akymynsaropsi
OJI0KH.

[Iporpamue 3a0e3nedenss: nporpamua miargopma PineAP Suite, BeGinTepdeiic
y BUTJISI TaHeJ1 KepyBaHHs, 10AaTKOB1I Motyi, API Toro.

s mnardpopma (puc. 1.4) cnemiaabHO ONTHMI30BaHA JJIS OI[IHKUA O€3APOTOBOL
0e3reku, 1o 1 BIAPI3HAE 1i B KOMM'IOTEPIB, Nepenpo@iIbOBaHUX ISl TECTyBaHHS

O€e3IIeKN.
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Pucynox 1.4 - 3oBHimH1i Burisg npuctporo WiFi Pineapple

HesBaxatouu Ha Te, 110 IPUCTPINA MPU3HAYCHUN JJISI IPOBECHHS JIETITUMHOTO
MEHTECTIHTY podecioHasaMu, siKi Ha MiICTaBl OLIIHKU 3MIIHIOIOTh Oe3neky Wi-Fi, BiH
MOCTIHHO BHUKOPUCTOBYETHCS XaKepamMH 3aBISKH BCIM CBOIM (QYHKIISIM Ta
MoxuBocTaAM [12]. Kinpka Horo mporpam Ta MOAYJIIB BUKOPUCTOBYIOTHCS IS
CTBOPEHHS (pabIIMBUX TOYOK JIOCTYILy, MAPOOKH cepBepiB JoMeHHUX iMeH (DNS),
nepexoruieHHs QainiB cookie Ta mepexorieHHs MOB1IOMJICHb Y 3arajibHOAOCTYITHUX
TOYKaX JIOCTYILY.

[IpoGnema 3 0e3APOTOBUMH TOYKAMHU JOCTYIY YacTO TOJISATAE y BiJICYTHOCTI
Oe3reku, came ToMy, 110 11e e(HEKTUBHUM PIIIEHHSAM JJIs TO0Y1I0BU MacIITaDOBaHUX,
THYYKHMX MOOUIBHMX Mepex. KopucTtyBaul peryiaspHO MiIKIIOYAIOThCS 10
0e3pOTOBUX TOYOK JOCTYITy, HE 3aMHUCIIOIOUUCH TIPO T€, YU € BOHH CIPABXKHIMU YU
3JIOBMUCHUMHM. bijbllie TOro, KOpUCTyBaul HE 3HAIOTh MPO THUMH aTaK, MO0 MOXKYTb
BUXOJMTH 3 «LIAXpalCbKUX» TOUOK JOCTYIy, BCTAHOBJIICHHX 3JOBMHUCHUKAMH, Ha
kmtanT araku Evil Twin Ta araku MitM («moauna nocepeauni») [ 13]. 3moBMUCHUKH
BUKOPUCTOBYIOTh 1[I0 MEpEeBary, peIulikylouu JIETITUMHI MEpEeXeBl 11eHTUdikaTopu
(SSID), 1106 mpuMyCcUTH PUCTPOI ABTOMATUYHO TIAKITIOYATUCS IO HUX, OTPUMYIOUU
JOCTYM 10 KOH(IISHIIMHUX MOTOKIB IaHUX, BKJIIOUAar0YU 00JIIKOBI JIaH1 JIJIs1 BXOJYy Ta
MpUBaTHI MOBIIOMJIEHHS KopucTyBadiB [ 14]. KommpomeTariiis 0€3ApOTOBUX MEPEK HE
3QIIMIIAETHCS 130JIbOBAHOI0 TPOOJIEMOI0, @ YaCTO CIIYTYE TIAIIapMOM JIJIS TIIHOITUX

BroprueHb y IT-cepenosumie. Tomy Wifi Pineapple migxoauTs auiie ais peTenabHO
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KOHTPOJIbOBAHOTO BUKOPUCTAaHHS B MEXaX €THYHOTO XaKiHTy, BpaxOBYIOUHU TPaBOBi
HACJIKW, BIUIMB Ta TOMIKOJKEHHS, K1 1€ BHUCOKOPU3MKOBUN IHCTPYMEHT MOXKE
3aBAATH TPUCTPOSIM, IO 3HAXOIATHCA TOPYY, HABITh BHACTIJOK BHITaJIKOBOTO

npuiiomy curnany [15].

1.3.2 Flipper Zero

Flipper Zero — OaraToQyHKIIOHAIbHUNA TOPTATUBHUNA TPUCTPIA IS
JOCTIKEHHST 0e3IpOTOBUX MPOTOKOIIB OmmkHbo1 Aii Ta loT-mpuctpoiB. Croyatky
3alyMaHU# K YHIBEpCAIbHUN MPUCTPINA AJIA 37I0MYy B MEXaX €TUYHOIO XaKIHTY, e
OPUCTPiM IPUBEPHYB NPULLIBHY YBary 3a paXyHOK CBOIX IIMPOKHX MOXKJIMBOCTEH Ta
3pydyHOoMy au3aiiHy. [lOTyXHICTH MNPUCTPOIO BU3HAYAETHCA WOTO YHIBEPCATHHOIO
anmapaTHol KOHQIrypaili€r, po3po0JIeHOI0 NIl B3aeMOJIi 3 KidbKoMa HU(PpOBUMU
KOMYHIKAI[IHHUMHU TEXHOJIOTISIMU, MOK€ (PYHKLIOHYBaTH gk nporpamoBanuii USB
HID-npuctpiii. IIpuctpiii BiApI3HAETHCS Bl TPAIULIAHUAX IHCTPYMEHTIB IS 3JI0MY
MO€THAHHSAM IIUPOKOTO CHEKTPY Pi3HUX (PYHKIIIN, BKIIOYaroun pagaiodactotHuit (RF)
3B'130K, 1H(ppayepBoHe (IR) kepyBaHHA Ta yHIBepCaJbHUM ACMHXPOHHMI MpHUiimMay-
nepenaBad (UART) [16]. Lli ¢yHKIIT H03BOJISIOTE KOPUCTYBauaM B3a€EMOMISTH 3
IIUPOKUM  CIIEKTPOM  €JIEKTPOHHUX TMPHUCTPOiB, BiJA MITOK pPaalovyacTOTHOI
inentudikamii (RFID) no cuctem po3ymMHOro aomMy, IO MiAKPECIIOE MOTEHIliaT
IHCTPYMEHTY SIK JUJIA JIETITUMHOTO TECTyBaHHS O€3MeKd, TaK 1 I MOTEHIIHHOTO
HEMPaBIWJILHOTO BUKOPUCTAHHS.

AmnapatHe 3a0esneueHHs: MikpokoHtposiep STM32WBSS5 ARM Cortex-M4,
moHoxpomuuii PK-nucnineit 1,47, S-nozumitnuit mxoiictuk, mopt USB Type-C, cnot
st KapTku MicroSD, niTieBo-nosiiMepHuit akymysasitop, 12 nanamroByBanux GPIO-
miHiB, FreeRTOS 3 mpommBkoro.

KomyHikarriitni MmoxnuBocTi: TpancuBep Sub-1 GHz na yini CC1101, 3unryBau
NFC ta RFID-kapr, Bluetooth 5.0, inppauepBonuii Tpancusep, iButton/1-Wire tomio.

Flipper Zero moxke B3aeMomisTh 3 OaraTbmMa CHCTEMaMH: BiJi aBTOMOOIIBHHUX
KJIFOU1B Ta B1J] FapaXHUX BOPIT O KapT AOCTYIY Ta 0€3ApOTOBUX AATUMKIB, 1I€ POOUTH

HOTO TOTYXHUM 1HCTPYMEHTOM JTSI IOCIIIPKEHHS O€3MEeKH y PI3HUX TaTy3sX.
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FL_IFPPPERT

Pucynox 1.5 - 3oBHimH1i Burisig npuctporo Flipper Zero

Jlo mepeBar MNpPUCTPOIO MOKHA BIAHECTH MOTO KHIIEHBKOBUI pO3Mip,
aBToHOMHICTh (Li-lon Gatapest), BiikpuTHii KOJ 1 apXiTEKTypy Ha OCHOBI IUIAriHIB
(community firmwares), IIUPOKHI CIIEKTP MIATPUMYBAHUX MPOTOKOJIIB OJMAKHBOT 1ii.

B sKkocTi HENOMKIB MOXKHA BHUIUIMTH OOMEXKEHY pPaioNoTy>KHICTh, IO
BU3HAYAETHCS 3aKOHOJJABYUMMHU HOPMaMHU, a TaKOXK BIACYTHICTH mTatHOoro Wi-Fi gimy
st maketHoro aHanizy cranaapty IEEE 802.11 ta HeBenukuii oOcsr mam’sTi AJis
JIOBTOTPHUBAJIOrO 30€piraHHs JamIIiB.

TecTyBaHHS Ha MPOHUKHEHHS € BAXJIMBUM 3aCO00M KOHTPOJIO OE3IMEKH, KU
rapanrye, 1o HeOa)kaHe IIKIIJIMBE MporpaMHe 3a0e3reueHHsT 800 BEKTOPH 3arpo3 He
OTPUMAIOTh JOCTYITYy 10 npuBaTHOi Mepexi. [Ipuctpiit Flipper Zero sik iHCTpyMeHT 115
TECTyBaHHA Ha NPOHUKHEHHS y (I3MYHMX Ta MepexeBuX cepax Oe3meKu MoxkKe
MOJITIOBAaTH peasibHI crieHapii arak. OpHak, came 3a 1ie npuctpiit Flipper Zero,
3aBJSIKM CBOiM YHIBEPCAJBHOCTI CIIiJI CEPHO3HO PO3MIISAATH K MOTEHINHY 3arpo3y
Oesmerri, B pa3i HOro BUKOPUCTaHHS I03a MEXaMu eTUYHoro xakiury [17]. Lle#
IHCTPYMEHT Ma€ BUKOPHCTOBYBATHCS ISl JIETITUMHHUX JOCHIJKEHb O€3MeKH Ta B
OCOOMCTUX TPOEKTAX, aje MOTEHI[IHHO MO)ke OyTH BHMKOPUCTAHUWA HE3aKOHHHUM
IIUISIXOM JTsI HECAHKIIIOHOBAHUX CIIPO0 JA0CTymy. B pi3HUX KpaiHax mpaBOBUM CTaTyC
Flipper Zero BimpizHseTbcs. Came BOJOMIHHA TPUCTPOEM B OUIBIIOCTI MICT €

3aKOHHUM, aje AesKi WOro METOAM MOXKYTh MOPYIIYBAaTH 3aKOHH, IO TOB'SA3aHI 3
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KOH(IAEHIIIMHICTIO YW TIpaBUJIaMM pajionepeaadi, a TaKoXX HECaHKI[IOHOBAHUM
JOCTYTIOM.

Omxe, moOpTaTUBHI amapaTHi 3aco0M BiIrPalOTh CYTTEBY POJb Y PO3IIUPEHHI
JOCTYIly JI0 1HCTPYMEHTIB JOCIHIJKEHHS amapaTtHoi Oe3lmeKku Ta CHPUSIOTh
MOMyJIsipU3allii NMPaKTUYHUX AacMeKTiB Kidep3axucTy. 3aBIsSKA TaKUM MPUCTPOSM
CKJIaJHI TOHATTA Oe3neku Oe3APOTOBUX MEPEeX CTaloTh OUIbII HAOYHUMHU Ta
3pO3yMIJIUMH, IO J03BOJIsi€ €(PEKTUBHINIE TMOEIHYBATH TEOPETUYHI 3HAHHSA 3 IX
MPaKTUYHUM 3acToCyBaHHsAM. [l opranizamiii o3HalOMJIEHHS 3 TOMIOHUMHU
IHCTPYMEHTAMH € BaXJIMBUM YMHHUKOM (POPMYBaHHS aJ€KBAaTHUX MOJENIECH 3arpo3 1
BIIPOBA/DKEHHS JIIEBUX MEXaHI3MIB KOHTPOJIIO Oe3neku. BogHouac ayig okpemux
JOCTITHUKIB 1 (DaxiBIIB Il PIllICHHS BIAKPUBAIOTh MOJKJIMBOCTI BUBUCHHS amapaTHOT
Oe3reku 0e3 HeOOX1THOCTI BOJIOAIHHS TJIMOOKUMU CIEIiaTi30BaHUMH 3HAHHSAMU a00
JOCTYITy A0 AOPOroro o0aHaHHS.

3 orssiAy Ha Te, 0 3pOCTAE 3aJIEKHICTh Cy4acHOTO CYyCHUIBCTBA BiJl O€3pOTOBUX
TEXHOJIOT1 Ta MPUCTPOIB [HTEpHETY peuel, 3AaTHICTh aHAII3yBaTH, OLIHIOBAaTH Ta
IMIJBUIYBAaTH PIBEHb 3aXUIIEHOCTI TAKUX CUCTEM Ha0yBa€e 0COOJIMBOI aKTyaJbHOCTI.
[Topymienns: 6e3nexu 6e3IpOTOBUX MEPEXK YacTO HE € JIOKATBHO 3arpo3010, a MOXKE
OyTH BIANPaBHOI TOYKOK JUIsl TOJAJBIIMX aTak Ha 1H(opMalliiiHl pecypcu
opranizamii. Came ToMy IiJl 4ac MPOBEJAEHHS JETITUMHOTO ayauTy Oe3nexku ¢axisil
BCE YacCTillle BAKOPUCTOBYIOTh arapaTHi IHCTPYMEHTH JIJIsl BUSIBIICHHSI BPAa3JIUBOCTEH 1
MIJBUILEHHS CTIMKOCTI MepexkeBoi 1HPpacTpykTypu. [lnatdopmu Ha xmrant WiFi
Pineapple ta Flipper Zero, 3a yMOBU BiJNOBIIaJIbHOTO M €TUYHOTO 3aCTOCYBAHHSI,
poOJIsATH BAaroMuii BHECOK Yy (pOPMyBaHHS MPAKTUYHUX HABUYOK 1 MIATOTOBKY y cdepi
1H(hopMaIiiiHO1 0€31eKH HOBOTO MOKOJIIHHS CHEI1aliCTiB.

Boanodac kimo4oBHMM 3aHMIIAETHCS JOTPUMAHHS OallaHCy MIXK BIJIKPUTICTIO
TaKUX 1THCTPYMEHTIB 1 BIAMOBIJAIBHICTIO iX BUKOpUCTaHHSA. Opi€HTalllsl Ha €THYHI
MPUHITUIIN, OCBITHI I[iJ1l, aBTOPWU30BAHE TECTyBaHHS Ta IIiJIBUIICHHS PIBHA
3aXMIINEHOCT1 JO03BOJISIE CHUIBHOTI 3 1HQOpMAaIiiHOi O€3MeK:u IMOBHOK MIPOIO
peanizyBaT MOTEHI1aJ] anapaTHUX 3ac001B, MIHIMI3yIOUH PU3UKH 1X HEHAJIEKHOTO 200

3JIOBMUCHOT'O 3aCTOCYBAHH:.
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PO31J1 2 CTAHIAPTHU BE3IIEKHU BE3/IPOTOBUX MEPEK TA ATAKHU
HA HUX

2.1 Crangaptu 0e3nexku 0e3ApPOTOBUX MeEpPex

IcHye yoTHpu nommpeHi cTanaapTu 3ade3nedeHHs oe3neku Wi-Fi mepex:

— WEP Haznae 6a30BHii 3aXUCT JAHUX UISIXOM IIH(PPYBaHHS 3aBISKUA AITOPUTMY

RC4, ane BBakaeThCs BPA3JIMBUM Ta 3aCTapLIUM.

— WPA - nonynspHa poauHa MPOTOKOJIB, po3poOneHux s 3amiHnu WEP

(WPA, WPA2, WPA3). IIporokon Bxmwouae wmerogn WPA-Personal 1 WPA-

Enterprise, o0CHOBH1 0COOJIMBOCTI SKUX MOJaHO y Tabmuii 2.1.

Tabmui 2.1 — Meroau ctangapty 6e3nekun WPA

Meton

WPA-Personal

WPA-Enterprise

Cnoci0
aBTeHTHU(IKAIIT

Merton mnpusHaYCHUN I
3aXUCTY 0€3pOTOBUX
MEpeX 3a  JOTMOMOTIOIO
MOTIEPETHBO  Y3TOHKEHOTO
napojisi abo 3arajbHOTO
kmoua PSK, sxuit moBUHHI
3HaTH BCl MPUCTPOI Ta
KOpHUCTYBaul, 100
OTpUMATH 10
Mepexi.

JOCTYII

3amicte PSK  BHKOpHCTOBYEThCS
aBTEHTH]IKaIis Ha cepaepl
RADIUS. Cepsep nepeBipsie
0OJIIKOBI 1aH1 KOPUCTYBAUiB Ta KEPYe
BCIMa TpOLIECaMH IIEHTPAI30BaHO.
3HIKEHHS] PU3UKIB KOMIIpOMeETallii
OOJIKOBUX  JaHUX  BIJOYBAETHCS
3aBISAKM  TOMYy, IO  KOXEH
KOPHUCTYBa4 Mae BJIACHUU
imeHTudikamiiHui KJTFOY VIS
JOCTYTY JI0 MEpExKi.

3acTocyBaHHs

Yacto BUKOPUCTOBYETHCS
it Oesmexu Wi-Fi g
JOMAIllHIX ~ MEpex  Ta
HEBEJMKHUX O(ICIB.

B OCHOBHOMY BHMKOPHUCTOBYETBHCS
JUISL 3aXUCTY KOPIIOPATUBHUX MEPEK.

WPA 3a6e3neuye OunbIn HajliHe MHUQGPYBaHHS Ta aBTEHTU(]IKAIlII0, OCKUTBKH

KOXEH MPUCTPIH, MIIKIIOYEHUH O MepexXi, Mae€ BIACHUN YHIKAJIbHUM KIIIOY MAJIs

mudpyBaHHs Ta AemupyBaHHS JaHUX.
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2.1.1 IIpoToko. 0e3nexkn 0e3APOTOBUX JOKAJIbHUX MeEpPex

[Tpotokon Oe3nexku Oe3aporoBux JokansbHUX Mepex (WEP) OyB mepmmm
cTaHjgapToM Oe3IeKku, po3poOJIeHUM y ToeaHaHH1 31 ctangaptamu 802.11. Brepie
BIIpoBaKEHUH y 1999 potii mopsiy 3 mepIoro MHUPOKo MpHHSTOIO iTeparieo 802.11,
WEP OyB po3poOneHuit s 3abe3nedeHHs] piBHS O€3MEeKH, XapaKTEepHOTo IS
npoBiTHUX Mepex. Lle Oyno 3pobiieHo 3a pornoMororo komoOiHarii mudpie RC4 ms
3abe3nedeHHs KoHbineHinHOoCTI Ta mmdpiB CRC32 mist 3a0e3meueHHs MiTiCHOCTI.

ABtentudikamis B mepexxi WEP BukonyeThcsi 3a gomnomororo 64- a6o 128-
O01THOTO KJtOYa. 64-pO3psSAHUNA KITIOY SIBJIIE COOOI0 YOTHUPH MOCIIIOBHOCTI 3 JECATH
IIICTHAIUATKOBUX CUMBOJIB. [loTim 1 movaTkoBi 40 61T moeaHYOThCS 3 24-01TOBUM
BekTopoM iHimanmzanii (IV), skuit hopmye kiatou mudpysanus RC4. [ns 128-6iTHOTO
kioda 104-0iTHHI K04 abo 26 MIICTHAIUATKOBUX CHUMBOJIB 00'€qHYIOThCA 3 24-
oitHuM IV st ctBopenss kitoya RC4.

ABteHTH]iKaLis y 6e31poToBiid Mepexi WEP npoBoauTbCS y YOTHPH eTanu.

— Kuient vagcunae 3anut Touti goctymy WEP s aBrenTudikari.

— Touka noctyny WEP Hajcumae Ki1i€HTOB1 TEKCTOBE MOBIJOMIJICHHS.

— Kuient Oepe BBeaenuit kmou WEP, mudpye nepenane TOUYKOW IOCTYITY
TEKCTOBE MOB1IOMJICHHSI, ITICJIsl 4YOTO BIAMPaBIsie HOro Ha TOYKY JOCTYITY.

— Touka moctymy posmudpoBye HajmiciaaHe i MOBIAOMIIEHHS, 3amudpoBaHe
KJIICHTOM 3a JOINOMOror BiacHoro kirouya WEP. Skmo noBimomiIeHHS
po3mr(ppoBaHO MPABUIBHO, KIIEHTY MOXKHA T IKITFOUUTHUCS.

[Tpu po3pod1i WEP 3aBnanHsa KOHPIASHIIHHOCTI Ta L1JIICHOCTI MTOBIIOMJIEHb HE
O0yno ocHoBHUM. B pesynsraTti WEP oTprMaB nBi kirouoBi BpasznuocTi. [lo-nepie,
rosioBHa Mera anroputMy CRC32 — KOHTposibHa CyMa, IO J03BOJIIE YHHKHYTH
MOMUJIOK, a He mudpyBaHHs sk Take. [lo-apyre, RC4 cnpuitHaTiuBuii 10 TOTO, 110
Ha3WBaIOTh BEKTOPHOIO aTakoro 1Himami3amii. Ataka [V MmoxnuBa yepes Te, mo mudp
RC4 npuznauenuit ang mmdpyBaHHA MOTOKY 1 SIK CIIJICTBO, TOM caMUil KItOY HE
MOXHa BUKOPHUCTOBYBAaTH JBiul; 24-OITHMI KJIIOY 3aHAATO KOPOTKUH  JIs

3aBaHTaXeHOi 0e3apoToBoi Mepexi. [lpubmmzno B 50% BumankiB tou xe IV



29

BUKOPUCTOBYBAaTUMETHCA y 0€3p0oTOBOMY KaHall 3B's13Ky B Mexkax 5000 Bapiamiii. Le
npu3BeIe 10 Komi3ii, B pe3ynbrarti akoi [V ta Bech kitou WEP Moy Th OyTH ckacoBaHi.

Yepes ypazmusicts 0e3mekn WEP y 2003 porri mo4aB mocTyImoBO 3ropTaTucs Ha
KOPHUCTh O€3MEeUHIMX 0e31pOTOBUX pealizalliid. B pe3ynbprari, Ha ChOroJIHI Maiike He
MO>KJTUBO 31TKHYTHUCS 3 TOYKAMU JIOCTYITY, 1110 MPAIIOI0Th Ha OCHOBI potokony WEP,
ajyie MOYKHA BUSBUTH 3aCTapiily MEPEXKY, /i€ IIIe BUKOPUCTOBYETHCA 11€M HEaKTyallbHUN

IIPOTOKOIL.
2.1.2 3axumenni xocryn a0 Wi-Fi
Jlns mporerypu aBTeHTU(IKALIT 3 3aXUIIEHUM JIOCTYIIOM JI0 0€3pOTOBOT MEPEXKi
ICHYIOTh Taki BijoMi mpoTokonH, sk WPA, WPA2, WPA3. Bci nporokonau
BIJIPI3HSIOTBCS OJWH Bl OJHOrO HAOOPOM JaHMX, K1 NOTPIOHI JJIsl YCHIIIHOi

aBreHTUdikarii (Tadm. 2.2).

Tabnuns 2.2 — Poguna npotokonie WPA

OcHoBHI WPA WPA2 WPA3

XapaKTEPUCTUKH
Bunymeno 2003 2006 2018
Pexxnmu WPA-PSK WPA2-PSK WPA3-Personal
aBTeHTU(DIKaII] WPA-Enterprise WPAZ2-Enterprise | WPA3-Enterprise
AJroputm TKIP AES-CCMP AES-CCMP
mudpyBaHHS AES-GCMP
Po3mip ximoua 128 128 192/256
[IpoTokonu 4-way handshake | 4-way handshake | ECDH
aBTeHTU(DIKaIIi Ta ECDSA
OOMIHY KJIFOUaMu
BBaxaetncs C 2012 AKTyanbHUN AKTyanbHUM
3acTapiaium
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To6TO KOXKEH 13 TPOTOKOJIIB BUKOPUCTOBYE CB1 METO IM(PyBaHHS Ta BajigaIi
nganux. [To Tabaumi 2.2 BuaHO, 110 npotokos WPA BBakaeThCsl 3acTapiiuM 1 OibIie
HE BUKOPHUCTOBYETHCS JJIsI Cy4YaCHUX MPUCTPOIB, ajie B pEAbHOMY KUTTI 1I€ HE TaK,
NPUCTPOi, SIKi BUMOTJIMBI JI0 XUBJICHHS, MOXYTb BCE III€ BUKOPHCTOBYBATH CTapi

AINTOPUTMH.

2.1.2.1 WPA

IIpu peamizamii 6e3apotroBoi Mepexxki WEP cranmaptu 6esmexu 802.11 Oynwm
OHOBJICHI 3 YpaxyBaHHSIM HOBHX Bpa3iIuBOCTE. Take OHOBIEHHs 3a0e3Meyunsio
OlIBIIMI CTYIIHP KOH(IASHIIIMHOCTI Ta HUIICHOCTI Oe3apoToBux Mepex. Lle Oyio
3po0JieHO BiAMOBIIHO 110 cTanaapty WPA, skuii 6yB Brepie peanizoBanuii y 2003
poiti y crannapti 802.111. ®aktuuno WPA € komOinartiero texnosnoriii: 802.1X, EAP,
TKIP, MIC.

EAP — npoTokos aBTeHTU]IKAIII1, III0 3aCTOCOBYETHCS HE JIMIIIE JIJI1 BABHAUYCHHS
METONy Tepenayl KI4YiB, a W Ui aBTeHTHdIKaii Ta 0OpOOKM HaHMX KITIOYiB
MOAYJISIMH, 1110 MIJIKJII0Ya0ThCA. MeToau aBTeHTUd1Kallli B Mexkax pperiMBopky EAP,
K1 3a0€31MeuyoTh O€3MEUYHUI TOCTYI 10 MEPExKi:

— LEAP 3aBnskn nunamiyauM xirouaM WEP;

— EAP-TLS 3aBnsaxu ceptudikaram 3 000X CTOPIH;

— EAP-TTLS 3aBasku tynento TLS s iHmmx meTtoiB (mapoJii/cepTudikaTu);

— EAP-PSK 3aBasiku CrijIbHOMY CEKPETHOMY KITIOUY.

BoHu BIIpI3HAIOTBCS BUMOTAMH 10 CEPTH(IKATIB Ta MEXaHI3MaMH 3aXUCTy
JAHUX, ajie BCl CIYTYIOTh JJI EPEBIPKH 1IEGHTUYHOCTI KOPUCTyBaya nepes J0CTyIoM
1m0 mepexxi Wi-Fi abo 1poToBoi Mepexi.

[Tporokon TKIP nependauae 301blIeHHS TOBXKUHU KPUNTOTPa(IgHOTO KITFOYa
no 128 61T 1 3aMiHIOE BUKOPHUCTaHHS OJHOro cratudHoro kitouya WEP cucremoro
TUHAMIYHO 3MiHIOBaHUX KiIroUiB. Y Mexkax TKIP peanizoBaHo MexaHI3M 3HHKEHHS
nepen0ayyBaHOCTI KIIFOUOBOIO MaTepiaiy, 110 ITPYHTYETbCS Ha l€papXidyHiil cxemi
KepyBaHHS KJII0YaMU. 3araJbHUI JBOCTOPOHHIN KITFOY BUKOPHUCTOBYETHCS SIK OCHOBA

JUTSI TEHEpaIlii YHIKAIbHUX KJIIOYiB MHU(PYBaHHS, [0 3aCTOCOBYIOTHCS OKPEMO IS
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KOXHOTO TIEPEIaHOTO MakeTa JaHuxX. TakuM 4YMHOM, 3aMICTh OAHOrO (PIKCOBAHOTO
KItoya (POpPMY€EThCS BEeNIMKA KUIBKICTh MOMJIMBUX KOMOIHALINW KJIIOYiB, IO CYTTEBO
YCKJIaIHIOE€ KPUNITOAHATI3 3alIi(ppoBaHOro Tpadiky.

s 3abe3neuenHs muticHocTi nepeaanux aaHux y TKIP BukopucroByeTbhes
MeXaHi3M TepeBipku moBizominens MIC. Moro npusHayeHHs IONSTaE y BHSBICHHI
HECAaHKIIIOHOBAaHUX 3MIH BMICTY TMaKeTIB MiJ 4Yac TepelaBaHHs MEpexkero Ta
3ano0iraHHi iX MOBTOpHIM abo migpoOneHit Tpancusmii. MIC 06a3yerbcs Ha
3aCTOCYBaHHI MaTeMaTH4YHOI (YHKIII, pe3ynbTaTH SKOi OOUYMCIIOIOTHCS Ha 000X
CTOPOHAX, SK BIJIIPaBHUKA, TaK 1 OJiepKyBaya. ¥ pa3i HEBIAMOBIIHOCTI OTPUMAHUX
3HAYCHD MMAKET BBAKAETHCS CKOMIIPOMETOBAHUM 1 BIIXWIISIETHCS SIK TIOMUIKOBHUH.

PospaxoByerbes MIC 3aBasiku anroputmy aBreHTudikanii Ha ocHoBi CMAC 3i
128-6iTHIM po3mupeHuM ctanaaptom mmdpysanns AES [18].

AES-CMAC - 1ne wmonudikoBana Bepcis CBC-MAC, 1m0 BUKOPHUCTOBYE
cuMeTpuuHi kiaroul AES niia ctBopeHHs koay aBTeHTH(iKamii noBigomiieHHs MAC
UL 3a7aHoro mnosigoMiieHHs [19]. BiH BUKOpPHCTOBYE pPEXKHUM JIAHIIOKKA OJIOKIB
mmdpysands CBC 6mounoro mmdpy AES mis renepartii MAC. Jliig boro ainroputm
MpuUiiMae CEKPETHWH KIIOY, TOBIIOMJICHHS 3MIHHOI JIOBKHHH Ta JOBXKHHY
MOBIJIOMJICHHS B OKTETaX SIK BX1JIHI JIaH1 Ta MOBEPTAaE PSAAOK 3 (iKCOBaHMUM OiTaMu
MAC.

CexpeTHuii ki1t04, 1110 no3HavaeThes K, € xkimouem mis AES-128. TToBinomieHHs
Ta WOT0 JOBKMHA B OKTETaX Mo3Ha4YaroThCA BiamosigHo M Tta len. MIC o0unciroeTscs
3a BciMa nosisiMu noBigomieHHs, Bkitouaroun MHDR (MAC Header) — 3aranbHi gaHi,
FHDR (Frame Header) — ciy»x60Bi nani, FPort — Homep nopty (0 st komang, 1-223
st nonatkiB), a FRMPayload — 3anmdposani nani (komanau abo gaHi 101aTKY).

[ToBimomyienHss M mo3HayYaeThcsl MOCHIMOBHICTIO M 1, 1e M 1 — 1-i1 OJ0oK

noBigoMiieHHs. T0o0TO, Ko M ckiamaeTbes 3 n OJIOKIB, TO M 3alHCy€eThCS SIK:

M=MI1||M2|..||M {n-1}||Mn (2.1)

HomxuHa M 1 cranoButh 128 6iTiB 1151 1 = 1,...,n-1, a TOBXKKWHA OCTAHHHOTO

61oky M_n Menma a6o nopiBHioe 128 6itam. Buxomom anroputmy reneparitii MAC e
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128-61THHUI pSIOK, IKMI BUKOPUCTOBYETHCS JIJIsI IEPEBIPKU BX1AHOTO MOBIIOMIICHHS.

MAC no3uavaernes K T, Toxl:

T := AES-CMAC(K,M,len) (2.2)

[TepeBipka MAC 3ale3nedye TapaHTIIO IUIICHOCTI Ta aBTEHTUYHOCTI
MOBIJIOMJIEHHS B1J jpkepena. MoxkHa ckopotutu MAC, ane npuHaiimMHi 64-01THUM
MAC cning BUKOPUCTOBYBATH SIK 3aXHCT Bij brute-force arak. Pe3ynbraT ckopodeHHS
ciij Opatu B HallCTapIIMX 3HAYYIIKMX 01Tax mepioro nopsaky. Josxkuna 6moky AES-
128 cranoButh 128 6iTiB (16 okTeTiB). IcHY€e crnenianbHa 00poOKa, SIKIO JOBXKHWHA
MOBIJIOMJIEHHS HE € JIOJJaTHUM KpaTHUM JOBXHHI Ojoky. CremiaabHa 00poOka
noyiirae B JonoBHEHHI M OitoBuM psankoM 107, mo0 CKOpUTyBaTH JOBXKHUHY
OCTAaHHBOTO OJIOKY JIO IOBKHUHHU OJIOKY.

Jlns BXigHOTO psAfKa X 3 r OKTeTiB, A 0 <= r < 16, QyHKIlIS JOTMOBHEHHS,

padding(x), BUBHa4Ya€THCSI HACTYITHUM YHHOM:

padding(x) = x || 10" (2.3)

ne 1 nopiBHtoe 128-8*r-1. ToOTo, padding(x) — 1e o0'eqHaHHs X Ta ofHIET «1»,
3a KOO HJIe MiHIMaJlbHa KUIBKICTh «0», 100 3araibHa JOBXKWHA JIOpiBHIOBaa 128
OiTam.

ToOto, icnye nBa Bumagku pobotu AES-CMAC. Ha pucynky 2.1 mokazano
pooory CBC-MAC B o000x Bumankax [20]. Skmo po3mip BXIIHOTO OJIOKY
MOBIJOMJICHHSI TIOPIBHIOE MO3UTUBHOMY KpaTHOMY po3Mipy 0JIoKy (a came 128 Gitam),
ocTaHHi# 070k moBUHEH OyTH 00'eqHanuit onepariero XOR 3 K1 nepen 06pobxoro. B
1HIIOMY BUIIAJIKy, OCTaHHIM OJIOK MOBUHEH OyTH noroBHeHH 10" Ta 00'eqHaHMIA
onepaiiietro XOR 3 K2. Pe3ynpraToM momepenHboro mpoiecy OynyTh BXiJHI JlaHi
octanHboro mmdpyanns. Buxigni gani AES-CMAC 3abe3neuyoTh IUTICHICTh
naHux ycboro BxigHoro noBigomieHHs. AES K — e AES-128 3 kimrouem K. K1 —

1€ TKITI0Y 1)1 BUNaAKy (a), Ta K2 — 1e migkimtou a1 Bunaaky (0).
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Pucynok 2.1 - JIpa Bunaaku po6otu AES-CMAC: a) mo3uTuBHA KpaTHA JIOBXKUHA

0JI0Ky, 0) B IHIIIOMY BUITQJIKy

Anroputm renepartii migkiodiB Generate Subkey() mpuitMae ceKpeTHUIN KITHOY

K. Buxomamu airoputMy reseparnii mijakiatouiB € asa miakiodi, K1 ta K2:
(K1,K2) := Generate Subkey(K) (2.4)

[Tigxmroui K1 Tta K2 BuKopucTOBYI0THCS SIK B anroputmax renepaiiii MAC, Tak i

B asroput™ax nepeBipku MAC. K1 BUKOPUCTOBY€ThCA y BUIAJIKY, KOJU JOBKHUHA

OCTAaHHBOTO OJIOKY JIOPIBHIOE TOBXKUHI O0JI0KY. K2 BUKOPUCTOBYETHCS y BUMAJIKY, KOJIA

JIOBXKHMHA OCTAaHHBOT'O OJIOKY MEHIIIA 3a JOBXKHUHY OJIOKY.

2.1.2.2 WPA2

WPA 6yno nonatkoBo oHoBiieHO 10 WPA2 y 2006 porii, TUM caMHM CTaBIIIH
CTaHIapTOM JJisi Mepex 3axuiieHoro poctyny Wi-Fi. WPA2 mae Bxke mmdpyBaHHs
CCMP (mpwmituuio 3aminy TKIP), 1 mmudpysanus AES.

Hacrorogni mmdpyBanns AES € ogauM 3 HallOE3NMEUHIMIMX aJIrOPUTMIB
mUQppPyBaHHS 1 IPYHTYETHCS HA JOCUTH MPOJYKTUBHOMY 1 THYYKOMY aJITOPUTMI, IO
CKJIQJIAETHCS 3 KUIBKOX MJCTaHOBOK, IEPECTAHOBOK Ta JIIHIMHKUX nepeTBopeHb. KoxkHa

omepallisi BUKOHYEThCA Ha Oyiokax maHux mo 16 OaiTiB (po3Mip OJOKYy 3aBXIu



34

nopiBHIOE 128 01T) 1 MOBTOPIOETHCS 1O KIJIbKA pa3iB, sIKI Ha3UBarOThes "payHaamu’. Y
KOXKHOMY payH/l 13 KJltoua MU(pPyBaHHS PO3PAXOBYETHCS YHIKAIBHUNA KIIIOY PayHIY.
Ockinbku cTpyktypa AES 6110K0Ba, 3MiHa B OJ10111 BIAKPUTOTO TEKCTY 200 OKPEMOTO
0iTa B KJIIOU1 MMPU3BOJAUTH 10 @0COJIFOTHO 1HIIIOTO 0JI0KY mudpoBaHoro Tekcty. Kimroui
AES OygBatots 128, 192 Ta 256-6iTHUMMU.

CCMP — nporoko:n mudpyBaHHs, 1110 Ma€ y CBOii ocHOBI anroputm AES 31 128-
OiTHUM OsokoM 1 128-0iToBUM KimrodeM. ANTOpuT™M  MmUGPyBaHHSA, IO
BUKOPHUCTOBYEThCS B MPOTOKOJl Oe3neku 802.111, BUKOpUCTOBY€E OJOYHHMM IIHGD
AES, ane oomexye nopxuny kimoda 128 6itamu. AES-CCMP Britouae nBa CKiIaaHi
kpunrorpadiuni Mmeroau (pexxkum miymibHuka Ta CBC-MAC) Ta aganrye iX 10 KaapiB
Ethernet, mo0 3a6e3neunTt HAAIMHUN MPOTOKOI O€3MEeKH MK MOOUTBHUM KIIIEHTOM 1
Toukoro npoctyny. Cam mo cobi AES € nmyxe HamiiiHum mudpom, aine pexum
TYWIbHUKA YCKJIAQJHIOE ISl MiJCIyXOByBaua BHUSBIICHHS IIa0JIOHIB, a METOJ
uuticHocti  noBigomsienb CBC-MAC rapaHTye, 1o NOBIJOMJEHHS HE Oy
M1IpOOIIEHI.

WPA2 po3pobiieHO y TphOX PI3HUX BEPCisix, KOXKHA 3 SKHX Iependadae CBOi
BJIACH1 MEXaH13MU aBTEHTHU(IKAIIII.

— WPA-Personal. Iligkmoyenns po 0Oe3aporoBoi Mepexki WPA2  wyacto
3YCTpIHa€ThCsl B JKUTIOBUX TMPUMIIIEHHAX abo HeBenukux ogdicax. WPA2
BUKOPHUCTOBYE MOMNEPEIHINA 3aralbHUIN KII0Y, IKMI € MOXIJTHUM B1J KOMOIHAIlT KOaY
noctyny Ta igeHTudikaropa (SSID) 6e3aporoBoi Mepexi. Llel ko HanamTOBYETHCS
KOPHUCTYBaueM, 1 JIOBXKMHA HOTr0 MOXE CTaHOBUTH Bij 8 70 63 cumBomiB. [loTim 1iei
Koa goctymy paszoM 13 4096 B3aemo3B'a3kamu aiaroputmy xemyBaHHs SHAL
nonaersesa 1o SSID.

— WPA-Enterprise. ¥ xopnopatusHiii Bepcii WPA/WPA2 BUKOpUCTOBY€ETHCS
cepep aBTeHTu(ikanli RADIUS. Ile no3Bosisie aBTeHTH(IKYBaTH KOpPHUCTyBada Ta
MPUCTPIA, IO 3HAYHO 3MEHIIYE MOXKIMBICTH MOMEPEIHBOTO MiAOOPY KIIOUIB 3a
JIOTIOMOT 00 TPpy00i CHJTH.

— Wi-Fi Protected Setup (WPS). 3axumiene BcranoBnenns Wi-Fi — 1ie 3pyunuit
JUTSI KIHIIEBUX KOPUCTYBAUIB CIIOCIO MiIKIFOYEHHS MPUCTPOIB /10 0€31POTOBOI MEpEKi,

IpU SIKOMY JJIs T AKJIFOYEeHHS 3acTocoBYeThCsl PIN-Kk0/ 3amicTh mapoJis abo CeKpeTHOi
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dpasu. Crioyarky e BapiaHT po3pOOJISIBCA K HAUIPOCTIIIMK CITOCiO TMIKITFOYEHHS
OpUCTPOiB 10 O€3IpOTOBUX Mepek. Taky TEXHOJOTiI0 4acTO BUKOPHCTOBYIOThH Y
MIPUHTEPAX YU ITPOBUX NPHUCTPOsiX. KOprcTyBay MOBUHEH JIMIIIE HATHCHYTH KHOTIKY Ha
Toulll Joctymy 3 miarpumkoro WPS, a motiM Ha mpuctpoi, mo niarpumye WPS, 1
3'eqHaHHs Oy/ie BCTAHOBIICHO.

[Ipu BuxopucranHi WPA-Personal aBreHtudikamis Ta mHppyBaHHS
00pOOJISIOTECS 32 JIOMIOMOTOI0 YOTHUPUCTOPOHHBOTO PYKOCTUCKAHHS — — 4-way
handshake (puc. 2.2).

Kpoxk 1. Touka goctymy mnepenae KII€HTY BHUMAJKOBE YHUCIO, 110 HA3UBAETHCS
ANonce.

Kpok 2. KiieHT cTBOpro€ iHIIIE BHUMAJKOBE YHUCIO, 10 Ha3uBaeThcs SNonce.
SNonce, ANonce Ta BBeIEHHUN KOPHUCTyBAaueM KOJI JOCTYIYy HO€IHYIOTHCS st
CTBOPEHHs TaK 3BaHOI nepesipku uuticHocTl nosiomieHs (MIC). MIC ta SNonce
BIJIMPABJISIIOTHCS HA3a1 TOYIll JOCTYITY.

Kpok 3. Touka noctynmy xemye kimod ANonce, SNonce Ta mnonepeaHii
3araJbHOJIOCTYIHUI KJIIOY 1, SIKIO BOHM 301ratoTbcs, aBTeHTH]IKye KiieHTa. [loTim
BOHA HAJICWJIA€ KIItOY UG PYBaHHS KIIEHTY.

Kpok 4. KiieHT miaTBepuKye Kitod muppyBaHHS.

() <

——
<

Pucynok 2.2 — YOoTUPUCTOPOHHE PYKOCTUCKAHHS

—

M

I

VY migkntouenHi tunty WPA-Personal € AB1 KJIF04OB1 Bpa3IMBOCTI:
— Cnabxuit 3aranbanit kimou. [pu nigkmouenHi WPA-Personal kopucTtyBau mae

HAJTAIITYBaTH MapaMeTpd TOYKKM JocTymy. YacTo KopucTyBadl Jjasi IbOTO
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BUKOPUCTOBYIOTh KOPOTKHM, MPOCTHUI MapoJib, 110 A00pe 3amam'siToByeTbCs. SIKIIO0
MEePEXONMUTH YOTUPUCTOPOHHE PYKOCTHUCKAHHS, Oyae JocTymHa Bces i1HGOpMAIris,
HeoOX1/IHa /I IePEeXOTICHHS Maposis Ta aBTeHTH(IKALlli B MEPExKi.

— WPS. B nporieci ekcruryaTartii cTaigo sICHO, IO 3aXUCT METOIY MiAKITIOUCHHS,
ne aBTeHTU(IKAIlIS BUKOHYEThCS 3a goromMororo PIN-koy, HeHaaiiHuiA. 3TOBMHACHUK
mpu atarl Moxe oTpumatu sk PIN-koxa, Tak 1 KOa JOCTYMy, IO BUKOPUCTOBYETHCS

MIPUCTPOEM JIJIS MIAKITFOUEHHS 10 O€3IpOTOBOT MEpExKi.

2.1.2.3 WPA3

31 3poCTaHHAM MOMMPEHOCTI NpucTpoiB "[HTEpHETY peuel” Ta cucreM "pobdoTa 3
nomy" JIOMW MparHyTh 3aXUCTUTH cBoi Mepexi Wi-Fi ta 3amobirtu Oyab-sKum
MOXJIMBOCTSM JJIsl TPOHUKHEHHS B HUX 3JIOBMUCHUKIB. KiOep3I04nHIll 4acTO MIBUIKO
BUKOPUCTOBYIOTH CJIAa0KI MICLs Yy CTapux CTaHAapTax Oe3NeKku, 10 pOOUTH
HEOOX1THUM BUKOPUCTAHHS OUIbIN Ha1iHOT aBTeHTUdiKamii Ta mudpyanas. WPA3
BUpIIIY€E Il MPOOJEMHU, BOPOBADKYIOUM CKIAIHINI KPUOTOrpadiyHi METOAM, SKI
YCKJIaJIHIOIOTh 3JJOBMUCHUKAM MEPEXOIJICHHS TaHHX.

WPA3 — 1e HaiiHOBIMI Ta HalAOCKOHAMIIMK mpoTtokon Oe3nexku Wi-Fi,
MOKJIMKAHUN 3aMIHUTH MPOTOKOA WPA2 Ta MOCHIMTH 3aXHUCT OC3IPOTOBUX MEPEK.
Po3pobnennii Wi-Fi Alliance, WPA3 nokpaniye mudpyBaHHs Ta 3aXHILAE BIJl aTak 13
3moMoM maposs. Bin Takox OyB po3poOieHuil aiis MIABUINECHHS O€3MeKdu SK
IPOMAJICEKUX MEPEXK, TaK 1 MEpeX "PO3YMHOTO IOMY", sIKI B ITHIIIOMY BUTIAAKY MOXYTh
3pOOUTH JII0JIeH Bpa3IuBUMHU.

Y WPA3 3'spunucs taki ynkiii, sk Wi-Fi Easy Connect, siki cnpornryroTh
MpoIleC HAJIAIMITYBaHHS Ta OJHOYACHO MiJABUIIYIOTH PiBEHb O€3MeKu. 3aMiCTh TOTO,
1100 BBOJIMTH JIOBTI1 MapoJIi BpyuHYy, KOPUCTYBaul MOXYTh BickaHyBatu QR-kox abo
BukopuctoByBatu napy NFC s G6esneunoro minkirodeHHst cBoix loT-mpuctpois
[21]. Lle He TUIbKM MIABUIILYE 3pYUYHICTh, a i YCYBa€ MOLIMPEH] BPA3IMBOCTI, OB'sA3aHI
31 CTAOKUMH TTAPOJISIMH.

barato kommaHiil mpaIroTh 3 BETUKUMU 00cAraMu KOH(PIACHIIMHUX TaHUX, Ha

KIITANT 1H(OpMaIii Npo KIIE€HTIB Ta HaBITh OaHKIBChbKI pekBizutu. WPA3-Enterprise
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nocuiItoe 6e3reKky Mepexi 3aBsiku 192-61THoMy mudpyBaHHIO Ta HOBUM ITPOTOKOJIAM
aBTEHTHU(}IKaLlli, 1110 pOOUTH KOPIIOPATUBHI MEPEXKi HaOaraTo MEHII CIPUIHATINBUMHU
1o kibeparak. Benuki mianpueMcTBa, Aep>KaBHI yCTAaHOBH Ta MEIWYHI OpraHizaiii Bce
yacTie BUKOPUCTOBYIOTh WPA3 1y1s 3a0e3nedeHHs BiANOBITHOCTI HOpMaM O€3IeKu
Ta 3aXUCTy KOHIACHIIIMHUX TaHUX.

WPA3-Enterprise — 11e pexkum poOOTH, SKUH BUMarae oOJaJHaHHS, 3JaTHOTO
0OpOOJIATH M1 ABUIICHI BUMOTH A0 mudpyBaHHg. OCKUIbKH AaH1 3aXHIIeH] 256-01THUM
mudpom Galois/Counter Mode Protocol (GCMP-256) 3 Bukopuctanusm 384-0iTHOT
erintuaHoi kpuBoi ECDH a60 ECDSA a1 0OMiHYy KJTFOYaMH 3 X€Il-aBTEHTU(DIKaI[1€10
HMAC SHA384. 3axumeni kaapu kepyBanHs PMF 3axuineni 3a gomomororw 256-
6iTHOro komy amBTeHTHIKaIii noBigomiieHb Galois mpotokony Broadcast/Multicast
Integrity Protocol (BIP-GMAC-256).

WPA3 3aMiHIOE Bpa3iIMBUM I aTak METOAOM TIpy0oOi CHIM METOA
aBreHTu(ikamii 3a momepeanim kirodem (PSK), mpu sikoMy 3710BMUCHUKH MOTJIU
nepexoruntoBatn  maketu Wi-Fi 1 32 J0omoMororw mporpaMHoOro 3a0e3nedeHHs
OaraTopa3oBO BrajJyBaTd MapoJii, MOKH HE OTPUMYBAIM MAOCTYN, HA CY4YacCHHM
Oe3reyHuil MPOTOKOJ OOMIHY KitouaMud Ha OcHOBI mapodiiB SAE, mo € nabarato
Oe3rneyHiuie:

— HagiTh AKIIO 3JI0BMUCHHUK NEPEXONUTh AaHl pykocTuckaHHs Wi-Fi, BiH He
3MO>K€ BUKOPUCTOBYBATH iX JIJIsl BraJyBaHHs MapoiB B aBBTOHOMHOMY PEXHMI.

— KinpkicTs cripo0 migdopy maposisi oOMekeHa, a 3HaUYuTh, XaKepu HE 3MOXKYTh
37aMaTH MEepeXy CIpoOaMu BXOy B CHCTEMY.

— 37amMaTd MEpeKy CTa€ 3HA4YHO CKJIAAHIIIe, HaBiThb SIKIIO KOPUCTYyBaui
BUOMParoTh ciaadii napodi (1ie, 3Bu4aifHO, HE PEKOMEHTYEThCS).

Po6ota anroputmy AES-GCMP cknamaetbcsi 3 JBOX OCHOBHUX KOMITOHEHTIB:
mudpyBanHs 3a qonomoror AES y pexumi miumnpanka (CTR) 1 o6uncnenns tery
aBTeHTUYHOCTI 3a gomnomorot xem-¢pyHkuii GHASH. Ilpouec noumHaeThecs 3
reHepaiii kiroda JOBKUHOIO 256 OIT Ta 96-0iTHOoro Bekropy iHimiam3anii (IV), ski
BUKOPHUCTOBYIOTHCA JJI (DOPMYBaHHS CHeIliadbHOTO JiumibHUKA. [licis mudpyBanHs
ITOPUTM OOYMCIIIOE TET aBTEHTUYHOCTI, SIKUW MepeBipse, Y He OyJu 3MIHEHI J1aHi

IT1JT Yac mepeaadi.
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JIJ1st 1bOrO BUKOPUCTOBYETHCS crienianbHa xem-Qynkiis GHASH, mo Bukonye

MaTemMaTHuH1 oneparlii B moii ['aimya GF(2'2#):
GHASH(H,AAD, Ciphertext) = X, in+1 (2.5)

ne H = E(0'?®) — xmou xemysaHHs, 0 € pe3yasraroM mmudpysanHs 128
HyNbOBUX 01TiB Ha Koyl K, 3ammdpoBanuii 3a 10moMororo 6;10K0Boro mudpy; m —
KUTBKICTh 128-0iToBUX 0710KiB B AAD (0OKpyTiieHa B OLIBIINY CTOPOHY), N — KITBKICTh

128-6itoBux 6:10kiB y Ciphertext (okpyrieHa B OUIbIITY CTOPOHY). Xi BU3HAYAETHCS SIK:

i . |
X: = E S. . ji—j+1 { 0,p191i=0 (2.6)
l g X;i-1®S)-H,pnai=1,..m+n+1’

KosxeH 00K BIAKPUTOTO TEKCTY Xi MOCIIIOBHO MOEIHYETHCS 3 IMONEPEAHIM
pe3yJbTaToM MU PYBaHHS JIUWIbHUKA 32 1omoMororo XOR, a moTiM MHOXKUTHCS Ha
ko4 H. Ile no3Bossie BUKOHYBaTH MK(PYBaHHS NapajielbHO Ta MIBUAKO, OCKUJIBKU
munpyBaHHs OJ0KIB He3allexKHe. Pe3ynbTat oCTaHHBOI 1Tepalii BAKOPUCTOBYETHCS SIK
XelI-3Ha4eHHsI. ABTEHTU(IKOBaHUH 1 3aMpOBaHUI TEKCT OKPEMO JOTIOBHIOIOTHCS

HYJISIMH JIO 3Ha4€Hb, KpaTHUX 128 6iTam, 1 00'€ IHYIOTHCS B OJIHE MTOBITOMJICHHS S;:

( AAD;, piai=1,.., m—1 (2.7)
AAD:, ||10Y287Y nnai =m
S; =% Ciphertexti_p,pmai=m+1,., m+n—1
Ciphertext;, ||0Y28 %, qnai=m+n
\len(AAD)||len(Ciphertext),pnai =m+n+1

)

ne len(AAD) ta len(Ciphertext) — 11e 64-01TOB1 IpeACTaBICHHS O1ITOBUX JIOBXKHUH
AAD Tta Ciphertext BiamoBimHo, v = len(AAD) mod 128 — me GitoBa noBXMHA
octanuboro 010oky AAD, u = len(Ciphertext) mod 128 — 1me 6iToBa HOBXHHA
octanHboro 010Ky Ciphertext, Ta || mo3navyae 00'efHaHHS OITOBUX PSKIB.

[ Tenep omepxysau, 3Hatouu K, micis orpumanus AAD, Ciphertext Ta Tery

ABTEHTUYHOCTI, MOKe po3MpyBaTH MUMPOTEKCT, 1100 BIAHOBUTH BIIKPUTHIA TEKCT
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Plaintext, Ta Moxxe nepeBiputu Ter Tag, 00 nepekoHaTucs, 0 Hi MU(PPOTEKCT, Hi
MOB's13aH1 3 HUM J1aHi He Oy migpooseHi. Y pa3i 3MiHU HaBITh OJHOTO 0iTa TaHUX —

Ter aBTeHTU(DIKAIlIT He TTPOIe TIEPEBIPKY.

2.2 ATakM HA MPOTOKOJIU 0e3neKku 0e3IPOTOBUX MePeK

binpmricTe aTtak, siki BijomMi Ha 0€3ApOTOBI MEpeXl, 1€ aTakKd Ha MEXaHI3MH
aBTeHTU(DIKAI] A7 TOCTymy 10 0e3poTOBOI Mepexi. BubuparoThes 11l MexaHi3Mu
HEBHITaJIKOBO, OCKIUIBKH BOHH TIEPEIIKO/KAIOTh OC3KOHTPOJIBHOMY ITIIKIIOUCHHIO J0

TOYKHU JTOCTYIY.

2.2.1 Ataxku Ha npotokoj WPA2-PSK

Ataku Ha mnporokon WPA2-PSK craHOBiATH cepilo3Hy 3arposy Oesmerri
0e31poToBUX Mepex. B pamkax 1€l rpynu aTak IpOBOJIUTHCS aHAJI3 HAa BPa3JIUBOCTI
Ta cjnabki Micls y MexaHi3Max aBTeHTU(ikamii Ta mudpyBaHHSA, IO
BUKOPUCTOBYIOThCA y Mepexkax WPA2-PSK. Ile Taki ataku, sk:

— Cracking the 4-way handshake;

— WPS PIN Bruteforce;

— PMKID Dump

Artaka Cracking the 4-way handshake cripsimoBana Ha momryk ciiaOKux MICIb y
MpOLIECl BCTAHOBJICHHS O€3MEYHOro 3'€JHAHHSA MK NPHUCTPOEM Ta OE3POTOBUM
MmapuipyTtuzatopoM. Ilig yac ataku 3MOBMUCHUKH HaMararoThCs 3j1aMaTtH 4-014He
PYKOCTHCKAHHS, SIK€ BUKOPUCTOBYETHCS JIJIsi aBTCHTH(IKAIIIT Ta BCTAHOBJICHHS KJTI0UYa
s mudpyBanHsa ganux. OCHOBHOIO MeToro npoliecy 4-way handshake € ctBopeHHs
YVHIKQJIBHOTO KJIFOYa ISl KOJKHOI1 cecii, sikuii Ha3uBaeThes PTK. Jnis cTBopeHHS 115010
KJIFOYa MOTNepeHbO 3aCTOCOBYEThCS y3rokeHuit ko PSK ta Taki mapamerpu: SSID
mepexi, ANonce - BUIQAKOBE YUCIO, IO T€HEPYEThCS TOUKOIO Aoctymny, SNonce -
BUIIAJIKOBE YHMCIIO, IO TEHEPYETHhCS KIIEHTCHKUM TpucTpoeM, MAC-ampeca ToukH
nocryny, MAC-anpeca xiientcbkoro mnpuctporo Wi-Fi. PTK crBOproeTscs 3a

JIOTIOMOTO0 BCIX ITMX TapaMeTPiB 1 BUKOPUCTOBYETHCS ISl MU(GPYBAHHS TaHUX MK
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TOYKOIO JOCTYIYy Ta KJIIEHTCHKUM MpUCTpoeM. Lle no3Bonsie 3abe3neuntu Oe3nexy
nepenavi JaHux y Oe3apOTOBiM Mepexki, OCKIIbKU KOXKHA CECisi BUKOPUCTOBYE CBIi
YVHIKaJbHUM KoY. Y pa3i yCHIIIHOTO 3JI0MY Mapodis 31 cnoBHHKA, PTK moxe OyTu
BUKOpPUCTAaHUM Ui nemudpyBaHHs qaHuX y 3amu@poBanux Wi-Fi mepexax. Tomy
BiJl TAKMX aTaK JIJIs 3aXUCTY BaXJIMBO BUKOPHUCTOBYBATH CKJIa/IHI Ta YHIKAIbHI MAPOTi.

WPS PIN Bruteforce — 1ie o/iHa nmoTteHiiiHa Bpa3IuBicTh y MpoToKoai WPA2-
PSK — moxnuBicTh atak Ha cuctemy 3axucty WPS. Taki araku crnpsiMoBaHi Ha
BUSBIICHHS TIPOOJIEM Y IIPOIeCi BCTAHOBIIEHHS 0€3MeYHOr0 3'€THaHHS MK MIPUCTPOEM
Ta 0e3[POTOBUM MapipyTuzaTopom 3 BukopuctanHsm WPS. Tlponec HanamryBaHHs
WPS Brimouae Bukopuctannsa §-3HayHoro PIN, skuii Moxke CKIagaTHCh Jide Hudp
Bix 0 mo 9. Ha mepmmmit morsia, 8-3naunuii PIN moxe sBisitu co6oro 100 000 000
pi3Hux koMmOiHamid. Ilpore (akTMUYHAa KUIBKICTh YHIKaQIbHUX  KOMOIHAIIIM
CKOpOYY€EThCS uepe3 0co0amBocCTI Bamigamii uporo PIN y peanbHiid peam3zanii WPS.
3okpema, octaHHii cuMBon PIN-komy oOuMCIIOETBCS SIK KOHTpPOJIbHA CyMa
MOMNEpPEeHIX CEeMU CUMBOIIB. TakuM 4YMHOM, MEPEAOCTAHHIA CHUMBOJ 3aJHUIIAETHCS
€IMHUM HEBIJOMHUM 3HAYEHHSM, 1HIII CUMBOJIM MOKHA Mmiaiopatu nepedopom. Kpim
TOTO, MEPII YOTHPU CUMBOJIM Ta HACTYITHI TPU CHMBOJIU MEPEBIPAIOTHCS HE3ATIEHKHO
OJIVH B1J1 0AHOTO. Yepes 1110 0COOIMBICTh 3arajibHa KiJIbKICTh TIMCHUX KOMOIHAIIIH, SKi
MOXXYTb OyTH niepeBipeHi npu opyTtdopc-araii Ha WPS PIN, ckopodyeTbcs BCbOro 70
11 000 MOXTUBHX KOMOIHAIIIH, 1110 POOUTH IO aTaKy TOCHUThH MPOCTOIO.

Pairwise Master Key Identifier Dump (PMKID) — ne npouec oTpumaHHs Ta
36epexxendss PMKID 3 6e31poToBoi Mepexi, 110 mpalftoe 3a mpotokojaom WPA/WPA?2.
PMKID - wne wyactuHa KJIIO4YOBOi 1H(oOpMallii, sIKa BUKOPUCTOBYETHCS IS
BCTAHOBJICHHSI O€3MEYHOTO 3'€JHAHHS MDK KJIIEHTCHKUM MPUCTPOEM Ta TOYKOKO
noctymy. Lleit mpouec Haragye nepeMHKaHHS MK OCEpeIKaMU B CTIIbHHUKOBHX
Mepexax. [Homl BiH MO3HAYAETHhCS HAa CTAOIIBLHOCTI 3'€HAHHS, OCKIJIBKH KOXKHOTO
pasy, KOJHM KJIIE€HT BUXOJWUTH 3 J1aMa3oHy OJIHI€T TOYKU JOCTYIY Ta MEPEXOIUTH 0
1HII01, B1I0OYyBa€ThCS HOBE 4-CTOPOHHE MOTHUCKAHHS PYK. {151 3HMMKEHHS 3aTPUMOK
TaKMX nepexoAdiB icHye (yHkiis kemryBaHHsi Pairwise Master Key (PMK). bararo
MapipytusaropiB kemrytote PMKID, 1mo6 HacTynmHOro pasy KII€HT MIT MOBTOPHO

aBTeHTU(]IKyBaTUCAd 0€3 BUKOHAHHS PYKOCTHCKaHHA. MapHipyTHU3aTopu 3 IIE€IO
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dyukimiero Brmodaroth PMKID kanmpy EAPOL. Tyt Bke MOXIHMBI BapiaHTH:
HAIpUKIag, MokHa cnpoOyBatu nepexonutd PMKID 1 3amyctutu ataky meTtomom
nigdopy maposs ans BragyBanns PMK, neoOxigHoro nms ayTeHTH]IKAIi B MEpPExXi.
Cama araka Ha PMKID Bumarae goctymy g0 6€31pOoTOBOI Mepexi, a i 311MCHEHHS

NOTpiOCH MEeBHUI IHCTPYMEHTAPI.

2.2.2 Ataku Ha WPA2-Enterprise

Ataku Ha cuctemMu WPA2-Enterprise HalijieH1 Ha aHami3 piBHS OE3MEKH, IO
HAJA€ThCSl CEpBEpaMU aBTEHTH(IKalll Ta MEXaHI3MaMU KEPyBaHHS KIIOYaMH Y
CKJIQJIHUX KopropaTuBHUX Mepexax. Cepen miyied MOXyTh OyTH 1 (i3UUHI aTaku Ha
mepexeBe oonmannanns. WPA-Enterprise Takox Bigomuii sik craniapt WPA-EAP a6o
WPA-802.1X. Bin BukopuctoBye npotokon EAP s neneryBaHHs aBTeHTU]IKALIi
KIieHTIB  Oe3apoToBoi Mepexki Ha cepBep RADIUS. EAP Hamae Habip
CTaHAAPTU30BaHUX (PYHKIIA Ta mpaBWwi s peani3alli KOHKPETHHX METOMIB
aBreHTU(iKkanii, Bigomux sk Meroan EAP. Cepen Takux MeTONIB MOXYTh OyTH SIK
aBTeHTU(IKaIlisT HA OCHOBI cepTU(]iKaTiB, TaK 1 HA OCHOBI 00JiKOBUX naHux. Ochb
KibKa npukianis EAP-meTonis:

— EAP-TLS — wmeton € opurinaiibhuM ctanaaprom EAP aBrentudikarii, 1mo
MIUPOKO MIATPUMYETHCS, BIH JIO3BOJIsI€ aBTEHTHQIKAIIIO JIMIIE Ha OCHOBI
cepTudiKaris.

— PEAP 0OyB po3pobnennii komnanismu Microsoft, Cisco Ta RSA Security 1
BUKOPHUCTOBYE TyHenbHe mudpyBanns TLS mis nepenayi nanux EAP.

— EAP-TTLS € posmmmpennsam TLS s 3a6e3neuenns EAP uepe3 TLS-Tynens i
TaKOXX MIMPOKO MiJTPUMYETHCSI B KOPHOPATHBHOMY CEPEAOBHUII, 32 BHHITKOM
Microsoft.

— LEAP 6yB po3po06aenuii Cisco 10 BCTAHOBIICHHS CTaHAAPTY 1 HE Ma€ HATHBHOI
HiATPUMKH B ITpotykTax Microsoft, 1m0 B JaHuil yac BBaXKaeThCs 3aCTAPLIUM.

— EAP-FAST 6yB po3po6isienuii Cisco sik 3amina LEAP.

Havinommpenimumu peanizarisimu npotokosry EAP € EAP-PEAP ta EAP-TTLS.

PEAP BukopuctoBye cepTudikat Ha CTOPOHI cepBepa JJisi IEPEBIPKU aBTEHTUYHOCTI
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cepBepa RADIUS. Maitke Bci araku Ha PEAP mnoB's3anHi 3 HempaBUILHUM
HACTPOIOBAHHSAM MEPEBIPKU cepTU(IKATIB.

OcHoBui Buau arak Ha cucremu WPA2-Enterprise: Evil Twin (Stealing
Credentials) Ta Online Bruteforce.

Ataka Evil Twin BkITtoua€e CTBOpEHHS MiAPOOICHOT TOUKH JOCTYITY, sIKA IMITY€
ipoBui SSID, 1106 3amyduTH KITIEHTIB 1 3MYyCUTH iX BUKOHATH aBTEHTHU]IKAIIIO B
npyriit ¢asi 3 migpodbrenum RADIUS-cepepom. Ciiji 3a3HauMTH, 110 LA aTaka HeE
CHpallO€ TMPOTH KIEHTIB, SIKI: BUKOPUCTOBYIOTh aBTEHTHU(IKAIII0O HAa OCHOBI
ceprudikariB (Hanpukiaa, EAP-TLS a6o PEAP 3 EAP-TLS), Tomy 1o TyT BiACYTHI
0OJIIKOBI J1aH1, sIKI MO>KHA BKPACTH; IEPEBIPSIIOTH CEPTUPIKAT cepBeEpa il 4ac Mepuioi
da3u aBTeHTHdIKAIIII.

HesBaxatouu Ha Te, mo mepexxi WPA-Enterprise BBakaroThCsi O€3MEUHIIITUMU,
HIK Mepexi WPA-PSK, BoHM Hep1AKO MiIIaI0ThCs aTakaM OHJIAH-11epedopy MapoJiiB
(Online Bruteforce). Ockinbku 00mikoBi gani WPA-Enterprise yacTto € 00J1iKOBUMH
JAHUMH KOPUCTyBaya JOMEHY, MO>KHA BUKOPUCTOBYBATH BUSBIICHI OOIIKOBI J1aH1, 00

OTpUMATH JOCTYII IO JOJIATKOBUX CUCTEM KOPIIOPATUBHOI MEPEXI.

2.2.3 Ataku Ha WPA3

VY ciuni 2018 poxy Wi-Fi Alliance orosnocumna npo crBopenus WPA3, sxuii mas
cratu 3amiHor0 WPA2, skuii BBaxkaBcsa BpasznuBuM aiisi Key Reinstallation Attack
(KRACK-atak). HoBuii ctanaapt BukopucToBye 128-0iToBe mm(pyBaHHS B peKUMI
WPA3-Personal a6o 192-6itoBe wmmdpyBanHs B pexumi WPA3-Enterprise.
ATakyBaTH HOTo CKJIQJHINIE Yepe3 HASBHICTh CYy4aCHOTO MPOTOKOJY BCTAHOBJICHHS
kimouiB (SAE) ta Gesmeunoro pyxoctuckanHs Dragonfly Key Exchange. Inmi
BaxxuB1 (pyHKII1 0e3neku WPA3 BKIIIOUAIOTH:

— 3aXHUCT KJIE€HTChKUX KaapiB MFP, 1o 3anobirae HecaHKI[IOHOBaH1M B3a€MOIi1
13 30BHIIIHIMU JKEpETaMHu;

— Oe3mepepBHY TeHEpaIil0 HOBUX CECIMHUX KIIOUIB TPHU KOXKHIM HOBIH
KOMYHIKallii, 110 3arnooirae po3mudpoB1i nonepeanix nosigomieHs - Perfect Forward

Secrecy;
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— TPOTOKOJI JIJIsl HAJAIITyBaHHS TPUCTPOIB, MO JTO3BOJISIE HOBUM IMPHUCTPOSM
MIKJIF0YaTUCS 10 Mepexi 3a monomororo QR-koxisB — DPP.

Y 2019 poui nocniguuku 3 Oesnekun Mathy Vanhoef ta Eyal Ronen BusBuiu
Henomiku B WPA3, mo ainsatees Ha nBa Tunu: downgrade-ataku Ta ci1abKi MOMEHTH Y
Dragonfly handshake, mo BukopuctoByerbes y WPA3:

— Downgrade & Dictionary Attack mporu WPA3-Transition - araku yepe3
3JIOBXKMBAHHS  3BOPOTHOIO  cywmicHicTIo WPA3, Koimu KIi€eHTa 3MYIIYyIOTh
MIIKITIOYUTUCA 10 miApoOsieHoi Touku jgoctyny WPA2 s 3axoruieHHA
PYKOCTHCKaHHSI.

— Security Group Downgrade — konu kii€eHTa 3MyLIyIOTh BUOUpaTH CiIa0Ki
rpymnu O€3MeKH MIITXOM BIAXUIIEHHS HOoro KoMiT-(peiimiB uepes rogue AP.

— Timing-Based Side-Channel Attack - 310BXMBaHHS 4acoM BIAMOBIAI TOYKH
JIOCTYITy Ha KOMIT-(ppeiiMu npu BUKOpUCTaHHI rpyn 6e3neku MODP.

— Cache-Based Side-Channel Attack — komm memory access patterns
PO3KpUBaIOTh 1H(OPMAILIII0 TPO MapoJii, SKII0 CTOPOHA, IIO0 aTaKye, KOHTPOIIOE
JIOJATOK Ha IIPUCTPOI KEPTBHU.

— DoS — 310BkUBaHHS KOMIT-ppeiiMaMu, 1[0 BUKIIUKAE BEJIMKE HABAHTAXKCHHS

Ha mpoiecop ado NpU3BOAMTH /10 BIIKIIIOUECHHS KITIEHTA.
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PO3/1J1 3 PO3POBKA TA EKCINIYATAIIA IOPTATUBHOI'O
IMPUCTPOIO JJIsA TECTYBAHHSA BE3ITEKH BE3/IPOTOBUX MEPEK

3.1 Po3poOka mnNOPTATHBHOIO MNPHUCTPOI JIA TECTYyBaHHS Oe3nmeKun

0e3ApOTOBUX MEpeK

Pe3ynbraty mpoBeIeHOro JOCIIKEHHS IGMOHCTPYIOTh TOTPeOy B MPUCTPOT JIJIst
TeCTyBaHHs Oe3meKku Oe3IPOTOBUX MEpEeX SIK 3pyYHOTO Yy BHUKOPUCTAHHI PIIICHHS,
3aBJSKU peati3allii MOBHOTO KOMILJIEKCY MEHTECT-IHCTPYMEHTIB Bijl CKaHyBaHHS JI0
€TUYHOTO XaKIHTy Ha eHeproePeKkTUBHIM MIKPONPOLECOPHIM mmIatdgopmi, M0
MIHIMI3Yy€ anapaTHi pecypcu Ta (piHaHCOBI BUTPATH.

Came Tomy, y Mexax KBamidikamiiiHoi poOOTH po3po0JIEHO MOPTATUBHUIA
NpUCTPiH, 0 Ha3BaHO NetScope, sikuil nepeiiHsaB nepeBaru 6aratoyHKIIIOHATILHOTO
Flipper Zero, npu 1iboMy Ma€ BiTHOCHO Mayly cO01BapTICTh HaBITh MopiBHAHO 3 WiFi

Pineapple (Tabu. 3.1).

Tabnuus 3.1 — AHani3 TpuCTPOIB ISl TECTYBaHHS 0€3APOTOBUX MEPEK

Kpurepiit Wi-Fi Pineapple Flipper Zero NetScope
[ina 1o 250 USD 1o 400 USD no 70 USD
Pozmip / CepenHiii, KomnakTawmii, KoMmmakTauii,
MOPTAaTUBHICTh notpedye KHUIIIEHbKOBU I KHUIIIEHbKOBUI

JNOTATKOBUX dopmar dbopmar
MO/TYJIIB
IIpocrora [ToTpeOye 3HaHB InTYyiTHBHO InTyiTHBHO
BUKOPHUCTaHHS Linux / CLI 3pO3yMITIUI 3pO3yMIIUI
iHTEepdeiic iHTepdeiic
OyukuioHanbHicTh | O0Mexena Wi-Fi | Iliatpumka Wi-Fi, | Ilintpumka Wi-Fi,
BLE, RFID/NFC, Radio 2.4 GHz
Radio 300-928 MHz
[Ipr3HaueHHA Jlnst paxiBiiiB Jlnst paxiBiiiB Jlist paxiBiiB 1
OCBITHIX YCTaHOB

Po3po6nenuii mpuctpiil siBisie co0010 BOYI0BaHy anapaTHO-IIPOrPaMHYy CUCTEMY
Uil TecTyBaHHS Oe3aporoBux Mepexxk cranmapry IEEE  802.11 Tta 360py

TEJIEMETPUYHUX JaHUX 3 30BHIIIHIX MOAYJIB uepe3 MOCIIAOBHUI 1HTEpdeic y
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peanbHOMy 4yaci. NetScope mnoeanye (yHKIII MOHITOPUHTY O€3ApOTOBOIO
CepeNoBHUIla, Bi3yami3allii pe3yJbTaTiB TECTYBaHHS Ta 3a0€3MeUYeHHS 3PYyYHOTO
iHTepelicy ToCTymy 10 JaHUX SK JIOKAIbHO, TaK 1 BIAJAICHO Yepe3 BeOiHTepdeiic.

Cucrema nodyoBaHa Ha 6a31 MikpokoHTposepa ESP32, skuit oOpano 3 orisiay
Ha HOro OOYHMCIIOBAJIbHI MOXJIMBOCTI, HAsBHICTH amapaTHoi miarpumku Wi-Fi,
JOCTaTHI OOCSAT OINepaTHBHOI MaM’STI Ta PO3BHHEHY EKOCHCTEMY IPOTpaMHUX
6160morek. [IpucTpiii GyHKIIOHYE SIK aBTOHOMHHUM BY30J1, III0 HE MOTpeOye MOCTIHHOTO
nigkmodeHHs 10 [1K 3aBasku )KUBIEHHIO BiJ JITIH-I0HHOTO aKyMYyJIATOPA.

AmnapartHa yactuHa NetScope ckitanaeTbes 3 KiTbKOX (PYHKIIOHAIBHUX MOIYJIIB
(puc. 3.1):

— LEHTPaJbHUN OOUYUCITIOBAILHUN MOAYJIb;

— MOAYJIb Bi3yasizarlii;

— 30BHILIHINA aHAII3aToP.

Packet History

Strong Neighbors History

Client or Station mode

o

Client

Rest API
WEB page
Backend
Analytics
Control attack

UPo Batery
1103542 1350man
+37V 48988

GND and VCC

ESP32 HDI

Battery

Pucynok 3.1 — CxeMa B3aeMo/11i MOJTyJTiB IPUCTPOIO
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MikpokonTtposiep ESP32 Buctynae B SIKOCTI LEHTPaJIbHOTO OOYMCIIIOBAIBHOTO
MOJYJISI pO3pPOOJIEHOTO PUCTPOIO, 110 BIAMOBIAAE 32 MPHUIOM 1 00pOOKY JaHHUX dYepes
UART, mepexeBy B3aemonito uepe3 Wi-Fi, dopmyBanus BebinTepdeiicy, oOpooKy
CEHCOPHOTO BBEJEHHS, IpadiuHe BUBEICHHA Ha AHUCIUICH. 3aBISKU ABOSICPHIN
apxitektypt ESP32 moxivBe mapasenbHe BHKOHAHHS 3a]ad, 30KpeMa OJIHOYacHa
00poOKa aHux, oHOBJICHHS 1HTepdeticy Ta oOcmyropyBanHus HTTP-3amuTis.

VY Momyni Bizyanizailii BUKOPUCTOBYETbCsl KoibopoBuil TFT-exkpan Ha 0asi
koHTposniepa ILI9488 3 posminbHOO 3natHicTIO 320%x480 mikceniB. Jucruteit
nigkmoueHuit 1o ESP32 3a momomororo SPI-iHTepdeiicy Ta miaTpumye amapatHe
MPUCKOPEHHS Tnepenadi qaHux. [loBepx AucIies BCTaHOBJICHA PE3UCTHBHA CEHCOPHA
nanenb XPT2046, skxa 3a0e3nedye B3a€MOJIII0 KOpHUCTyBaua 3 rpadiyHUM
iHTepdericom. Takuit miaxia 103BOJISIE peaTi3yBaTH TIOBHOLIIHHE MEHIO, HABITaIlIF0 MiX
€KpaHaMH Ta OTpPUMaHHS JAeTalbHOI 1H(popmarii 0e3 BUKOPHUCTAHHS TOJATKOBUX
(b13MYHUX KHOTIOK.

30BHIIIHIA aHam3aTop Ha OCHOBI KommakTHOTo Wi-Fi wmikpokoHTpoiepa
ESP8266 nigkmtouaetses 10 ESP32 uepes nocninosauit intepdeiic UART. ESP8266
J1a€ 3MOTY MIBUAKO MOOYAyBaTU MPOCTHUI CEPBEP, 3UUTYBAU CEHCOPIB 200 IHCTPYMEHT
JUIs TECTYBaHHS PaJiodyacTOTHOIO CEPEIOBMINA, 3aBJISIKU BMIHHIO OJHOYACHO OyTH
«roukoro goctymy» (AP) — Tto0To posmaBatu Wi-Fi, abo «ctanmieo» (STA),
MIIKIIOYEHOI 70 1CHYr4oi Mepexi. OOMIH JaHUMHM 3HIMCHIOETBCS y BHUIIISIII
TEKCTOBHX KOMaH/I Ta CTPYKTYpOBaHMX BiamnoBijen y popmati JSON.

Takuii miaxig T03BOJIsIE PO3MEXKYBATH (PYHKIN 300py CHpPUX HaHUX Ta iX
nojanbIoi o0pooku Ta Bizyanizanii. ESP32 y nboMy Bunajaky BUCTyIA€ B POJIi IIUTHO3Y
(bridge), sxmii 3a0e3nedye arperaiiito, 30€peKeHHS Ta IHTEPHPETAII0 OTPUMAHOL
iHdopmarii. OTpumaHi JaHl OJHOYACHO BUKOPUCTOBYIOTHCS JUISl OHOBJICHHS
iHopmMmarlii Ha BOyJIOBaHOMY aMCIUIEi, 30epexeHHs1 y Oydepi icTopii, mepegadi y
BeOiHTEep(elic, 1110 103BOJISIE YHUKHYTH AyOII0OBaHHS Ta 3a0€3Mevye HUTICHICTh JaHUX
y BCIX pexuMax poOOTH MPUCTPOIO.

[leHTpanbHUil KOHTPOJEp KOOPAMHYE POOOTY IUCIUIeS, CEHCOPHOI TMaHel,

MmepesxeBoro inTepdericy Ta UART-kanamy.
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JIns miaBUIEHHST HAIIMHOCTI mepea0adueHo MEeXaHI3MHU MOBTOPHOI 1HIIIa13aIlli
TUCIUIes,, KOHTPOJIb TieperoBHEHHS OydepiB Ta oOMexeHHs o0csary 30epexeHux
TaHUX.

AmnapaTHa yacTuHa npuctporo NetScope TICHO 1HTErpoBaHa 3 MPOrPAMHOIO
YacTHHA, sIKa peajizye MOBHUN LMKJI OOpOOKM, aHali3y Ta Bizyaui3alii JaHuX.
[Iporpamue 3a0e3neueHHs He JUIIE € OKPEMHUM €JIEMEHTOM, a PO3IJISIIA€THCS B SIKOCTI
(GYHKI10HATBHOTO TIPOOBKEHHS anapaTHoi miatGopmu, 0 T03BOJISIE MAKCUMAIIBHO
e(heKTUBHO BUKOPUCTATH 1l pecypcHu.

ApXITeKTypa IporpaMHoOi YaCTUHU TeX MOOY0BaHa 32 MOIYJIbHUM MPUHITUIIOM.
KoxeH mporpaMHuii MOIyih BIJIOBIa€ OKPEMOMY armapaTHOMy a0 JIOTi9HOMY
onoky: po6ora 3 UART, kepyBanHs aucmiieeM, 0OpoOKa CEHCOPHOTO BBEJICHHS,
MEpeXeB1 CEPBICH TECTYBaHHs OE3MEKH Ta OIliHKAa OTPUMAHHUX JaHWX. Takui Imiaxif
CIPOLIY€E MacIITa0yBaHHS CUCTEMHU Ta il CYIPOBIiJ.

3amns  peanmizaimii mporpamMHOi YacTMHM cucTeMu mpuctporo NetScope
BUKOPWCTaHI HACTYIHI IHCTPYMEHTH:

— ESP-IDF.

— Arduino IDE.

— Visual Studio Code.

[oT Development Framework (ESP-IDF) € odimiitnum dpeiimBopkom ist
PO3pOOKH MPOrpaMHOIo 3a0e3MeueHHs i1 MIKpoKoHTposaepu Espressif1 Hagae qoctyn
0 BHYTPIIIHIX MEXaHI3MIB KepyBaHHS O€3IpOTOBUM MOIyJeM. Y Mexkax
kBamidikamiitHoi podotu ESP-IDF BukOpuCTOBY€ThCS SIK 0a30BUM THCTPYMEHT IS
po0OOTH 3 HU3bKOPIBHEBUMHU KOMIIOHEHTaMu Wi-Fi-miicucreMu, 30kpeMa KepyBaHHIM
MAC-piBHeM, pagiokaHaTamMH Ta mapamerpamu (i3udHOTO iHTEpdeicy. OperitMBoOpK
3abe3neuye peanizamito cragaapty IEEE 802.11 Ta mo3Bomsie mpairoBaTé 3 Kaapamu
KepyBaHHs 0€3 3aJIy4eHHs] IOBHOTO MEPEKEBOTO CTEKY.

Jlnst mpukiiaxy HaBeneHO (GparMeHT KOy, SIKHil peasizye aObCTpakTHY MOJIEIh
dopMmyBaHHS Ta TmepeAaBaHHs Kaapy kepyBanHs craHpapty [EEE 802.11, mio
BUKOPHCTOBYETBCS JUISI JIEMOHCTpAIlii MPUHIUIIB HU3BKOPIBHEBOTO KEPYBaHHS

6e3nporoBuM iHTepdericom (auB. mictuHr 3.1). OcHOBHOIO MeTOI (yHKIIT €
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JIEMOHCTpaIllisl CTPYKTYPH KaJpiB KEpyBaHHsS Ta MEXaHI3MIB iX MepeaaBaHHS Ha PiBHI

KaHaJIBHOTO Ta (hi3uyHOTrO piBHIB MOl OSI.

Jlictuar 3.1 — AoOGctpaktHa Mozenb (OpMyBaHHS Ta TeEpEJaBaHHS Kaapy

kepyBaHHs ctanaapty IEEE 802.11
J **
* Demonstration of management frame construction
* and forced disconnection logic
*/
bool performDeauthSimulation (
uint8 t* accessPointAddr,
uint8 t* clientAddr,
uint8 t radioChannel,
uint8 t disconnectReason
) { uint8 t mgmtFrame[26] = {0};
// 1. Set frame type (management: deauthentication)
mgmtFrame[0] = 0xCO;
// 2. Fill MAC address fields
copyMac (¢émgmtFrame[4], clientAddr); // destination (STA)
copyMac (&mgmtFrame [10], accessPointAddr); // source (AP)
copyMac (&émgmtFrame[16], accessPointAddr); // BSSID
// 3. Specify reason code
mgmtFrame[24] = disconnectReason;
// 4. Switch physical radio channel
setRadioFrequency (radioChannel) ;
// 5. Transmit raw management frame
bool transmitted = sendManagementFrame (
mgmtFrame,
sizeof (mgmtFrame)
)
// 6. Optional logging for monitoring
if (transmitted) {
registerStatistic (EVENT FRAME SENT) ;
}

return transmitted;
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VY nporeci BukoHaHHs QyHKIII hopmyeThes kaap Tumny deauthentication, sikuit
HAJICXUTh 10 miakiacy kaapiB  kepyBanHs I[EEE  802.11. Taki kanmpu
BUKOPHUCTOBYIOTHCSL CTaHIAPTOM JUIsl KEPYBaHHsS CTaHaMH acoliaiii KIE€HTChKUX
IIPUCTPOIB Y OE3IPOTOBIN MEPEKi Ta HE MICTATh KOPUCHUX JaHUX MPUKIATHOTO PIBHS.
dopmyBaHHS Kapy 3A1MCHIOETHCS NUTSIXOM MPSMOTO 3allOBHEHHS O6aliToBoro Oydepa
BianoBigHO 110 hopmaTty 3arosioBka IEEE 802.11 Management Frame.

[Tepuii 6alT Kaapy BU3HAYAE THI 1 MIATUI KaJIpy Ta BIANOBIA€ 3HAUCHHIO, SIKE
inenTudikye deauthentication-nosigomnenus. Hactymui momns kaapy mictsate MAC-
anpecu otpuMyBaua (Receiver Address), mepemaBada (Transmitter Address) Ta
ineHTudikatopa mepexi (BSSID). SIBHe 3amaHHs LUX aJpec T03BOJISE 3MOIETIOBATH
nopouec ajpecaiii Ha KaHaJIbHOMY piBHI 0€3 BUKOPHCTAHHS CTEKY MEpPEKEBUX
npotokoiB. OkpeMe Moje Kajpy BiABOJUTHCS MMiJi KOJ MPUYMHM JIeaBTEHTH(IKAIIII,
akuil  Bu3HadaeTbca crangaproM IEEE  802.11 Ta BUKOpPUCTOBYETBCS ISt
dbopmManizoBaHOrO0 OMUCY TOJIi po3ipBaHHA 3’€IHaHHA. HasgBHICTP IHOTO TOJIA
J03BOJISIE aHAJI3yBAaTH JIOTIKY OOpOOKHM TMOBIIOMJIEHb KEpPYBaHHS MPUIMAIOYOI0
CTOPOHOIO Ta OLIIHIOBaTH BIUIMB PI3HUX CIIEHApiiB KepyBaHHs 3’eaHaHHAM. [lepen
nepeaBaHHsAM Kaapy 31IHCHIOETHCS BHOIP pajiiloyacTOTHOTO KaHaIy, IO BiAMOBIIAE
¢13uuHoMy piBHIO Mozem OSI. Takuil miaxig AEMOHCTPYE 3B’SI30K MIXK JIOTTYHOIO
CTPYKTYpOIO KaJIpy Ta napamerpamu (pi3M4HOro cepepoBHUIla MepelaBaHHs, 30KpeMa
YaCTOTHUM KaHAJIOM Ta paniointepdericom. [lepenaBanns kaipy BUKOHYEThCS Yepes
a0CTpaKTHUI HU3BKOPIBHEBUU 1HTEp(eiic, sIKuil iMiTye Oe3MocepeHIO B3aEMOIIO 3
MAC-piBHem 6e3 Bukopuctanus npotokoiiB I[P, TCP a6o UDP.

Arduino IDE 3acTocoByeTbCs SIK CepelOBUIIE IMIBUAKOTO MPOTOTHUIIYBaHHS Ta
TECTYBaHHS OKpeMUX (PYHKIIOHAIBHUX OJIOKIB. 3aBJIIKU CIPOILEHII MOIeI1 pO3POOKH
Ta BEJIWKIN KIIBKOCTI TOTOBHX O10JII0TEK CEpPEIOBHUINE JI03BOJISIE 30CEPEAUTHCS Ha
AITOPUTMIYHIN YacTHHI pOOOTH, OJJHOYACHO 3a0e3Meuyroud IOCTYN A0 arnapaTHUX
pecypciB MIKpPOKOHTpoJiepa. Y KOHTEKCTI kBamidikariitnoi pobotu Arduino IDE
BUKOPUCTOBYETHCS JUIsl TEPBMHHOI Balijalii JIOTIKKU poOdoTH 3 0e31pOTOBUM
iHTEepdencom.

Visual Studio Code BUKOPHCTOBY€ETHCS SIK OCHOBHE CEpPEOBUINE PO3POOKH Ta

aHaJi3y MporpamMHOTo Koay. 3aBsku miaTpuMill posmupens 1t ESP-IDF 1 Arduino,
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cepefioBulle 3a0e3reuye 1HTErpoBaHy poOOTY 3 CHCTEMOIO 300py, MiJCBIUyBaHHS
CHUHTAKCUCY, CTaTUYHUN aHali3 KOAYy Ta 3py4YHy HAaBITralil0 BEJIMKUX IPOEKTIB.
Buxopuctanas Visual Studio Code cnpusie mMiIBUIEHHIO SKOCTI MPOTpamMHOI

peaizarliii Ta Mmojeriuye CynpoBig KOay.

3.2 TecryBaHHsI PoO3p00JIeHOr0 NMPUCTPOI 3 BUKOPHCTAHHAM PpPeaJbHUX

cIeHapiiB aTak

ITix gac oriHku 6e3neku OE3IPOTOBUX MEPEXK MOTPIOHO JOTPUMYBATHCS TIEBHOL
METOJIOJIOTIi Ta CTaHAapTiB — TakKud MiAXiJg J0loMarae CHUCTEeMaTHU3yBaTH
iH(pOopMaIlito PO MOTEHIIIHHI BPa3IUBOCTI, IKUMH MOTEHIIHHUMHA TOYKAMU JOCTYITY
MO>K€ CKOPUCTATHUCS 3TIOBMUCHHUK, SIKI JJaHI MOXKYTh PU3UKYBATH BUTOKOM.

[Tigxin TecTyBaHHS O€3MEKU B MEXKaX €TUYHOTO XaKIHTy BKJIIOUA€ OCHOBHI €TaIu:
IUTaHYBaHHS, PO3B1JIKa, aTaka.

Ha erami mmanyBaHHS MTEHTECTEp MOBUHEH JOTPUMATHUCS ABOX OCOOJIUBOCTEH -
MpoJayMaTH IUlaH 1 He 3a0yTH OTpUMATH Y3TO/DKEHHS KII€HTa. Yroja Ipo
HeposrosomeHHss (NDA) 3maTtHa  yOe3nmeyuTd BiJ HETaTUBHUX HACHIJIKIB Y
MalOyTHHOMY. 3aBIISKH IIbOMY, IPUCTYIHBIIH O PO3BIIKH, TIEHTECTEP PO3YMITHME,
sAKa 4YaCTUHA MEpexki Mae OIlIHIOBATHUCS, Aka iH(opmMmallis Oyae 3i0paHa, sKi METOAH
po0OTH BiH OyJie BUKOPHUCTOBYBATH.

Ha erani po3Bigku, IEHTECTEp BXKE MOBUHEH BOJOJITU 1H(OpMaIi€ Mpo BCi
0e3IPOTOBI MEPEXKI Ta MPUCTPOT, OO0 PO3pOOUTH CTpaTerito MpoBeacHHs aTtaku. Ilei
MpoIleC BKJIOYA€ BHSBJICHHS Ta JOKYMEHTYBaHHS BCiX O€3IPOTOBHX MEpEK,
BKJIFOUar04M npuxoBaHi (HekoH@piryposani SSID/BSSID), kananiB, piBHIB CUTHAITYy Ta
pexuMiB mudpyBaHHs, IIUITXOM TACUBHOI Orepartii.

Po3pobniennii mpucTpiii Ha erami po3BIAKA 3a0e3nedye CKaHyBaHHS IS
3UNTYBaHHS Ta BiIOOpakeHHs 3aBIsAkU BeOiHTepdelicy iHpopMallii mpo 0e31poToBi
Mepexi, III0 TPAHCIIOTHCS B eipi, 30KpemMa:

— imertudikarop mepexi (SSID);

— MAC-aapeca Touku gocrymy (BSSID);

— piBensb curnany (RSSI);
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— HOMeEp KaHaIly;

— THI 3aXHCTY;

— BUPOOHUK 00IaTHAHHS.

Ha ocHogi 310panux manux GpopmMyeThCs y3araJbHeHa CTaTUCTHKA, KA T03BOJISE
OIIIHUTHU CTaH e(dipy B paJlloyacTOTHOMY Jliaria30Hi 3a1aHOTO CEPEeIOBHIIA JJIs1 BUOOPY

ONITUMAJILHOTO KaHAITy, BUSIBIICHHS CYCIJTHIX MEPEXK 1 0a30BOT0 aHAII3y HABAaHTAXKEHHS

(puc. 3.2).

Channel Security Vendor

= WPA* Shenzhen
WPA2
TendaTec

Tp-LinkT

TendaTec

Pucynok 3.2 — Y3arajibHeHa cTaTUCTUKA O€3APOTOBUX MEPEK

BaxnuBoro uyactuHOO 11i€i a3 € HaJaHHA i1 KOXKHOI  Mepexi
PEKOMEHIA1l11i/BUCHOBKIB MPO CTYIIHb 3aXHUCTYy Ta BU3HAYEHHS Y ICHYIOTh MICI, 3
SIKUX 3JJOBMHUCHHK MOJKe 31MCHUTH aTaKky. OKpiM TOYOK JIOCTYITy, CHCTEMa IMATPUMYE
i1eHTUdIKAIII0 KIIEHTCHKUX MPUCTPOiB, TOOTO BHM3HAueHHs crnucky MAC-aapec

MIPUCTPOIB, K1 ACOIIHOBaHI 3 KOHKPETHOIO TOYKOIO JIocTyny (puc. 3.3).

Network Channel Vendor Packets Status
3 il <1min

1 HonHaiPr 2 <lsec

3 3 <Imin

<Imin

<Imin

<Imin

<lsec
<Imin

<Imin

Pucynox 3.3 — [nenTudikaiiis KIi€eHTCbKUX MPUCTPOIB

JInst koxHOTrOo KiieHTa dikcyeTbes (puc. 3.4):
— MAC-anpeca;
— acouiifoBaHa ToOYKa AOCTYIY;

— KaHaJ 3B s3KY;



— BUPOOHUK 00JIaTHAHHS,
— KITBKICTh MEPEIaHUX MMaKeTIB;

— CTaTrycC AKTHUBHOCTI.

31| Vendor: Shenzhen

Channel: 11

Signal level: -54 dBm
Security: WPA*
Hidden SSID: no

Channel advice

On channel 11 you see 2 networks. Better move to 2, there only 1 networks.
Security

WPA* Check your configuration and ensure WPA2/3 is enabled.

Potential attacks

o Deauth and rogue AP spoofing
¢ Dictionary attacks on captured handshakes

Connected clients
MAC Vendor Packets ENT
313 <1sec

9 <1min

5 <1min

Latest scan trends

Ee

Pucynok 3.4 — Indopmariis no Ko>XKHOMY KIEHTY

et Qynkuionan Moxe OyTH BHUKOpPUCTAaHUN it 0a30BOi  imeHTU]IKAIIT
aKTUBHUX BY3JIIB y MEpEX1 Ta Ja€ 3MOTY OIIIHUTH HaBaHTakXeHHS Ha AP Ta BusiBUTH

HEBIIOMI ITIAKJIFOYECHHS.
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Takoxx NetScope miaTpumye 30€peKeHHS 1CTOpii CKaHyBaHb Ta MOOYIOBY
rpadikiB, sKi BiToOpakaroTh TUHAMIKY 3MIH TapaMeTPiB MEPEXKi y yaci.
30kpemMa Bi3yali3yloThCs Taki mapaMmeTpu, sk (puc. 3.5):

— pIBHI CUTHAIYy;

PO3IOII KaHAIB;

— KIIEHTCHKI ITAKETH;

— TEIJIoBa KapTa KaHaly;

— HaBaHTAXEHHS MEPEexi;

— cepenHiii piBeHb RSSI;

— 3aBaHTAXCHICTh KaHAIIIB;

— 3arajibHa KUJIBKICTh IIaKETiB;
— KUIBKICTh aKTUBHUX KJII€HTIB.

— 1CTOpIs KIIIEHTA.

Signal Levels Channel Distribution Client Packets Channel Heatmap Network Load

g L
.. DIRNNERD Bw__ = %7 6 eee

RSSI History Channel Load History Packet History Strong Neighbors History Client History

Pucynox 3.5 — Bizyanizailisi CTaTUCTHKH Ta iCTOPisS CKaHYBaHb

[cTopuyHi 1aHi 103BOJSIOTH MPOBOAMTH aHAJI3 Ta BUSBISATH NMATEPHU Y POOOTI
0E3IPOTOBOrO CEPEAOBHIIIA.

Jlo nomatkoBuX (YHKIIOHATBHUX MOXJIUBOCTEH PO3POOJIEHOTO MPUCTPOIO
HaJIeKaTh:

— BIJJIAJIEHUN TOCTYT Yepe3 BeOiHTepdelic;

— KepyBaHHS 30BHINIHIMH JIIHISIMHU BBEJICHHSI-BUBEICHHSI,
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— onoBieHHs mpomuBku o Wi-Fi (OTA);

— aBTOMAaTHYHE MEPIOUYHE CKaHyBaHHS.

3aBagku MOAYJbHIN apxiTekTypi NetScope moxke OyTH pO3MIMPEHUI HUISIXOM
MIIKIIOYCHHS JTOJAATKOBUX CEHCOpiB abo MoaynmiB 0e3 ICTOTHMX 3MiH 0a30Boi
anapaTHOi YaCTUHHU.

daza araku mnepeadavae, IO TMEHTECTEP MOXKE BHKOPHUCTOBYBATH BHUSBICHI
BPA3JIMBOCTI Ta CJIA0K1 MiCIIsl y 0€3ApOTOBIM MEpexKi JJIs 3JIOMY UH IOCTYITY JI0 MEPExKi.
BaxxnmBo BUKOHATH €KCIUTyaTallil0 BPa3IMBOCTI TakMM YHHOM, 100 BOoHa Oyia
SIKHAWMEHIIT TTIOMITHOIO.

[Ticnst ckanyBaHHS po3poOJIECHUM MPUCTPI Mae HA €KpaHi MePeNTiK JOCTYIMHUX B
paziyci Aii MepexeBl 3’€JHAHHS 3 BKa3aHOKO MOTY>KHICTIO CUTHATY, BUKOPHUCTaHUM
HOMEpPOM KaHajly Ta MPOTOKOJIOM O€3MEeKH Ui 3aXUCTy O€3IpOTOBUX MEPEXx; Aall
NetScope npoBouTh AKTUBHI METOIU MEPEKEBOI PO3BIIAKHU AJI1 00paHOi MEPEXKI.

Jng mpukiamy B MeEKax ETHYHOTO XakKiHTy [UIsl TPOBENCHHS TMEHTECTY
pPO3pOOJICHUI MPUCTPIM CHPSIMOBYE JeaBTEHTU(IKAIINHI MMAKETH MPOTH 3aBYACHO
MiATOTOBIEHOI TECTOBOI TOUKH AocTymy. [Ipukian oriB aTaku Ha Bpa3iMBY TOUKY

JOCTYITy TIPEJICTABIECHO HA puc. 3.6.

Start attacking
7:01:50 PM | RX: [Pkt/s] All: 0 | Deauths: 0/750 | Beacons:
7:02:54 PM | RX: /s] All: 752 | Deauths: 752/750 | Beacons:

0/0 | Probes:
0/0 | Probes:

0/0
0/0

[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:
[Pkt/s] All:

752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:
752 | Deauths:

752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752[750 | Beacons:
752/750 | Beacons:
752/750 | Beacons:

0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0

| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:
| Probes:

0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0
0/0

Pucynox 3.6 — Ilpukinan ataku neaBTeHTUdiKaii

3B’S30K Ha Bpa3JIMBIM TOYIll JOCTYIy PI3KO cTae HecTabiapHuM (puc. 3.7). e

CBITYUTH TPO MOXKJIMBICTh MPOBEJACHHS aTaKW, OCKIIbKA TMOKH Mepexka clialIiae,
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3JIOBMHUCHUK MOE PO3TOPHYTH MIJIPOOJIEHY TOUKY 3 Ti€ro K Ha3Bow (SSID). fkmio
3JIOBMUCHUK III¢ ¥ 3HATUME CHUIBHUHN mapob s nocTymy a0 mepexi (PSK), moxe
peanizyBatu ataky «Evil twin», ToOTO po3ropHyTH (anbplIMBy TOYKY JOCTYMY, 1 B
NpUBATHINA Mepexi Bech Tpadik KEPTBU MPOXOJUTUME Yepe3 aTaKylouui By30J1, 110
no3BoJisie mpoBoautd MITM-crieHapii: mepexorieHHs JIOTiHIB, MapojiB 1 3MiHU

KOHTCHTY.

WiFi Scanner Found: 18 Page: 1

TEST -53dBn  chid WPA/UPAZ
TP-Link _BES8 -szuen ohio uwraz
TP-Link_29 =74dBm  chl UPAZ
TP-Link _D429E -78dBn  ché UPAZ

Master_28 -79dBm  ch2 WPA/WPAZ Wi - Fi
Ivan -86dBm  che WPA2

lubaxwy -87dBn  che UPAAIRAZ Connect to Wi-Fi, view available networks, and
8. kyivstarld -seen o wauree manage settings for joining networks and

et s T L B PN B

9. TP-LINK_Home -sesen ont ueee nearby hotspots.

18. Luba -91dBm chl WPA2
Wi-Fi @

TEST

Pucynok 3.7 — Ilpukinan ataku «Evil twiny»

OpHi€0 3 KIOYOBUX OCOOIMBOCTEH PO3POOJIEHOIO MPUCTPOKD € MOKIIMBICTD
MOBHOI[IHHOT aBTOHOMHOI po0OOTHM 0€3 MIAKIIOYEHHS 30BHILIHIX MPUCTPOIB
B1JI00pa)KEHHS Ta HEOOOB’ SI3KOBOTO BHKOPUCTAaHHS BeOiHTEepdelicy nist hopMyBaHHS
3BITY IPO OLIHKY Oe3rneku 0e3qpoToBoi Mepexi. BOygoBanuil qucrieil 3a0e3nedye
KOPHUCTYBady JIOCTYII /10 BCi€l KITt0UOBOi iH(MOpMaIlil y 3pydHOMY TpadpidHOMY BUTIISIII.

Ha expani peanizoBaHo 0aratoBKIanKoBHil 1HTep(deic, KUl BKIIOYAE OKpEeMi
PEXKUMHU TEPerjsily Mepex, KIIEHTIB Ta CTaTUCTUYHMX rpadikiB (puc. 3.8).
[TepemukanHs MK peKHUMaMU 3IHCHIOETHCS 3a JIOMOMOTO0 CEHCOPHOI IMMaHell, 110

pOOUTH KEPYBAHHSI IHTYITUBHO 3PO3YMLUIUM.
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a) 0)
Pucynox 3.8 — JlokanpHa Bi3yasi3allisi JaHUX Ha BOyjoBaHOMY auciuiero NetScope:

a) peKUM MEPEkK, 0) peKUM KITIEHTIB

Ha Bknazii craTucTuku BijoOpakaroThes y3araibHeH1 rpadiku, siki GOpMyIOThCs

0e3rmocepeIHbO Ha MIKpOKOHTpoJIepi (puc. 3.9).

a) 0) B)

Pucynok 3.9 — I'padiku Ta cTaTUCTHKA HA TUCILUIET MPUCTPOIO: a) rpadiku KiIbKOCTI

KJIIEHTIB Ta 00CATY TIEpeIaHnX MaKeTiB, 0) CTOBMYHMKOBI Aiarpamu piBHIB RSSI mist

HANCWIBHIIINX TOYOK JAOCTYIy, B) IlarpaMu 3aBantaxeHocti Wi-Fi kananis
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HasBHicte rpadikiB Ha BOymoBaHomy auciiei NetScope m03BOsS€ IMIBUAKO
OI[IHUTH CTaH MepexXi 0e3 HeoOXiMHOCTI BUKOpHCTaHHS Opaysepa abo IIK, mo €
0COOJIMBO KOPUCHUM Yy MOJBOBUX YMOBAX.

JlokanbHuit quctiieit Ta BeoinTepdelic BAKOHYIOTh B3a€MOIOTIOBHIOKY1 (PYHKIIII.
JlokanpHa maHeNIb OpiEHTOBaHA Ha MIBUAKUN OTJISA 1 poOOTy y MOOLIBHOMY (opmarTi,
ToAl sIK BeOiHTepderic 3a0e3neuye (GyHKIIIOHATBHI MOXKIMBOCTI aHAII3Y Ta 3pYYHICTh
pobotu 3 ictopuuHrMu gaHuMU. [loe€HaHHS TIOKaIbHOT Bi3yauti3allii Ha BOY/10BaHOMY
aucruiei Ta po3MMpeHoro BebOiHTepdeicy m03BoNsIE peanizyBaTh yHIBEpCATbHUI
IHCTPYMEHT  aHajli3zy O€3[pOTOBUX MEPEX, MPUAATHUM I8 aBTOHOMHOIO
BUKOPUCTaHHA Ta TOMIMOJICHOTO JOCHIIKCHHS MEpPEXKEBOrO0 CEpeloBUINA Y
CTaIllOHAPHUX yMOBaXx.

dakTUYHO, 1Ie JOCTYITHE Ta MOPTATUBHE PIIICHHS JJI MIBUAKOI OIIIHKUA Oe3MeKu
0e3ApOTOBUX MEpEeX y peaJbHUX yMOBax, OCOOJMBO KOPHCHE JUIsi HaBYAIBHHUX
3aKJIa/iB, JEP>KaBHUX MIAMPUEMCTB, MATHUX QipM, K1 He MalOTh BIacHUX (axiBIliB a00
pecypciB il PETyJISIpHOTO TECTYBaHHS Ha MPOHUKHEHHS MEPEKEBUX 3’ €/IHAHb.
OCHOBHOI0 IEpEBAro0 po3poOKH € MOBHA aBTOHOMHICTh MPUCTPOI0. BiH He moTpedye
BCTAHOBJICHHS oAaTkoBOro [13 uu migkitoueHHs 10 )KuBJIeHHS. MoylibHa CTPYKTypa
J03BOJII€ po3IIUpIoBaTH (YHKIIIOHAN, HAMNPUKIIAJ, 0JaBaTH MIATPUMKY HOBHUX
MPOTOKOJIIB YW THUIIB TECTIB. Pe3yiabTaTH TEHTECTIHTY MOXYTh OYyTH ITOCTYIIHI
JIOKAJIbHO Ta 4yepe3 BeOiHTepdeiic, mo crporrye aHaii3 i ctBopeHHs 3BiTiB. Ille oqHa
nepeBara — HU3bKa COOIBApTICTh y TOPIBHSHHI 3 AHAJOTIYHUMHU KOMEPUIMHUMU

PIIICHHSIMU.
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PO3/ILJT 4 OXOPOHA IPAIII TA BE3IIEKA B HAJI3BBUYAHHUX
CUTYALIAX

4.1 OxopoHna npaui

Mertoto po60oTH € po3poOKa MOPTATUBHOTO MPUCTPOIO JJIsI TECTyBaHHS Oe€3MeKu
0€3ApOTOBUX MEPEXK y MeXaxX €TUYHOro XakiHry. JlaHuil mpucTpiii po3ropTaroThes
Ha eHeproeeKTUBHIN MIKpOIIPOIIECOPHil TaThopmi.

[Tpu poOOTI 3 MaHUM TPHUCTPOEM TOTPiIOHO 3a0€3MEUUTH TOTPUMAHHS BHUMOT 3
OXOpDOHM TIpalll, TEXHIKU O€3MeKH Ta NPOTUMNONKEKHOI Oe3neku. OCHOBHUMHU
pEriaMeHTYIOUYMMU HOPMATUBHUMU JJOKYMEHTaMH €:

— 3akoH Ykpainu «IIpo oxopony mpaimi»;

— HITAOIT 0.00-7.15-18 «Bumoru mogo Oe3neku Ta 3aXUCTy 3J0pOB’S
MPAaIIBHUKIB M1 4ac poOOTH 3 EKPAHHUMH MIPUCTPOSIMHI;

— JICH 3.3.6.037-99 «CaniTapHi HOpMU BUPOOHUYOIrO IIYMY, YJIBTPa3BYKy Ta
iH(bpa3Byky» [24];

— HAIIBb A.01.001-2014 «IIpaBuiia mo>kexHOi O€3MEKU B Y KpaiH1».

OO6oB’s13kM poOOTOMABI MO0 3a0e3leueHHs MpaliBHUKaM KOM(OPTHUX Ta
0e3reyHux yMOB JUIsl 3[1HCHEHHSI pOOOTH, a TAKOK IpaBa MpaIliBHUKIB HAa TaKli YMOBHU
nepeadayeHo yactuHoto 2 ¢T. 2 ta 4. 1 cr. 21 K3nll, a takox crt. 13 3akony Ykpainu
«IIpo oxopony mparti» [25]. JlaHuii 3aKOH BH3HA4Ya€ OCHOBHI TOJIOKEHHS OO
peanizanii KOHCTUTYUIHHOTO IpaBa MPALIBHUKIB HA OXOPOHY iX KUTTS 1 3J0pOB’S y
MpOIIECt TPYIOBOI JiSIILHOCTI, HAa HAJIEXkKH1, OE3MEUHi 1 3JJ0pOB1 YMOBH Mpaili, PEryJiroe
3a y4acTIO BIAMOBIIHUX OPTaHiB JIepKaBHOI BIaJM BIJHOCHUHU MiX POOOTOJABIIEM 1
MpaliBHUKOM 3 THUTaHb O€3MEeKH, TIr€HW Tpall Ta BUPOOHUYOIO CcepeioBHINA 1
BCTAHOBJIIOE €IMHUN MOPSIOK OpraHizailii OXOpOHH mpaili B YKpaiHi.

B cepennbomy poGouwnii feHb 0(iICHOTO MpaliBHUKA CKjIafgae 7-8 roauH (K
nependayeHo HopMaMu Kojekcy 3akoHIiB Mpo mpaiio YKpaiHu) mpu m’satd — abo
MIECTUACHHOMY POOOYOMY THIKHI, MOXHA 3pOOUTH BUCHOBOK, HACKIJILKH 0araTo 4acy

JIOBOJIUTHCS MPOBOJAUTH 32 KOMIT IOTEPOM.
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[lin yac mnpoBeneHHS OyIb-sIKUX poOIT, e 00poOKa OTpUMAHUX JaHUX
3MIIACHIOETHCS 32 JAOMOMOIOI0 KOMIT IOTEPIB, MOTPIOHO TOTPUMYBATUCA TIT1€HIYHUX
HOPM, MPaBWJI 1 BUMOT TE€XHIKK O€3MeKH MpHu poOOTi 3 MePCOHATLHUM KOMIT F0TEPOM
(I1IK).

KopuctyBaui mepcoHaqpHUX KOMIT'IOTEpIB MalwTh OyTu  3a0e3medeHi
BIIMOBIAHUMU POOOYMMH MICISAMH, SIKI BIJMOBIIATUMYTh TIT1€HIYHHUM HOpPMaM.
KoHcTpykInii BCix e1eMeHTIB poO0oUoro Miclis Ta iX B3aEMHOTO PO3TalllyBaHHS MOBUHHI
BIJIMOBIAATH €PrOHOMIYHMM BHMOTaM 3 ypaxyBaHHSM XapaKTepy 1 OCOOJIMBOCTEH
TPyA0BOi AisibHOCTI. KOHCTpyKIisi po60o4oro Micisl KOpPUCTyBada MEPCOHAIBHOTO
KOMIT F0Tepa Mae 3a0e3MeUnTy NIATPUMAHHS ONTUMAJIbHOT pOO0U01 MO3H.

PoGoui wmicisi 3 TepcOHaTbHUMU KOMIT FOTEpaMH CJiJI TaK pO3TalloBYBaTH
BIJTHOCHO CBITJIOBUX IIPOPIi3iB, III00 MPUPOJIHE CBITIIO Ma1aio 300Ky, IEPEBaXKHO 3J11Ba.

[Ipn po3MilleHHI POOOYMX CTONIB 3 MEPCOHAIBHUMHU KOMII FOTEPAMH  CIIA
JTOTPUMYBATHUCh TaKUX BIJICTAHEH MiX iX O1YHUMHM TOBEPXHAMHU — 1,2 M, BIJICTaHb BiJl
TUJIBHOI MOBEPXH1 OJIHIE€T MAIIMHU 0 €KpaHa 1HIoi — 2,5 M.

KoncTpykiis pobodoro cTojly Mae BIANOBIJATA BUMOraM E€pProHOMIKH 1
3a0e3nevyBaTi ONTUMAIbHE PO3MIIICHHS Ha Po0O0Uiil MOBEPXHI BUKOPHUCTOBYBAHOTO
oOnagHaHHS (IUCIUIes, KJIaBIaTypH, IPUHTEPA) 1 JOKYMEHTIB.

Expan IIK w™mae posramoByBaTUCS Ha ONTHUMAJbHIM BIJICTaHI BiJ O4YeH
KopucTyBaua, sika craHoButh 600-700 MM, ame He Ommkue MK 3a 700 MM 3
ypaxyBaHHSAM PO3MIPY JITEpHO-IIU(POBUX 3HAKIB 1 CUMBOJIIB. Po3TanryBaHHs eKpaHa
Mae 3a0e3MeuyBaTi 3pYUYHICTh 30POBOTO CIIOTJISIAHHS Y BEPTUKAIBHIN TUIOMIMHI 1111
kyToMm 30° 10 HOpMaUTi.

Jlist 3a0e3neyeHHs] 3aXUCTY 1 JOCATHEHHST HOPMOBAHUX PIBHIB KOMIT IOTEPHUX
BUIIPOMIHIOBaHb HEOOXIHE 3aCTOCYBaHHS NPHEKpPaHHUX (QIIBTPIB, JOKAIBHHUX
cBITJIODUIHTPIB (3aCO0IB 1HAMBITYATHHOTO 3aXUCTYy OUYCH) Ta 1HIIKUX 3aCO01B 3aXUCTY,
[0 TPOWIIUIM BUTIPOOYBAHHS B aKpEIWTOBAHUX JAOOPATOPIAX 1 MAIOTh IMOPIYHHIA
ririeHIYHAN cepTudikar.

Takum 4rHOM, JJIsl TOTO 1100 0COOH, SIK1 MPALIOIOTh 3 KOMIT FOTEPHOI0 TEXHIKOIO,
MEHIIIOI0 MIpPOI0 BTOMIIIOBAJIMCH 1 30epiraiu BUCOKUW PIBEHb Mpare31aTHOCTI,

NOTPIOHO palloHATBHO OPraHi30BYBATH iXHI poOOUl MiCIIS.
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3rigno 3 HITAOIT 0.00-7.15-18 «Bumoru mos0 0e3neku Ta 3aXucTy 3I0pPOB’s
MpaLiBHUKIB MiJl Yac pOOOTH 3 EKPAaHHUMHU MPUCTPOSMI» IS 3a0e3meueHHs Oe3neKku
Ta 3aXMCTY 3/10pOB’S MPAIiBHUKIB yCE BUPOMIHIOBAHHS BiJl EKpaHHUX MPUCTPOIB Ma€
OyTH 3BejJeHE J0 TPAaHUYHO JOMYCTUMOIO piBHSA (BIUIMB Ha JIOAWHY (haKTOpPIB
JOBKUIA - IIyMy, BiOpaiiii, 3a0pyJHIOBaYiB, TEMIIEPATYPH TOIIO, SIKHH HE CIIPUYMHSIE
COMaTUYHUX a00 MCUXIYHUX PO3Ja/IiB, a TAKOXK 3MIH CTaHy 37I0pOB’ s, IIpaIe31aTHOCTI,
MOBE/IIHKH, 1110 BUXOJATH 32 MEXI MIPUCTOCYBAJIBLHUX PEAKIlli) 3 MOTrJsay O0e3neKu Ta
OXOPOHHU 3MI0OPOB’S TpariBHHUKIB [26]. PoOoui Micisl mpaliBHUKIB 3 €KpaHHUMU
IMPUCTPOSIMU MAarOTh OYTH CIIPOEKTOBAaHI TakK 1 MaTU TaKl PO3MIPH, 1100 IpaIliBHUKH
Maju MOpPOCTIp I 3MIHM poOOYOro IMOJOKEHHA Ta pyxiB. LluM AoKymeHTOM
periiaMeHTOBaHI MiHIMaJIbHI BUMOTH 0€3MEeKH JJ0 eKpaHHUX MPUCTPOIB, 10 HEOOX1THO
JOTPUMYBATHUCH TIPH PO3POOILIi:

1. EkpaHHI pUCTpOi HE MalOTh OYyTH JPKEPEIOM PU3UKY ISl IPALIIBHUKIB.

2. Yce BUIIPOMIHIOBAHHS, 32 BUHSATKOM BUIMMOI YACTUHU €JIEKTPOMArHiTHOTO
CHEeKTpa, Mae OyTH 3BEJCHE J0 HE3HAYHOrO PIBHA 3 MOTJsAQy O€3MeKH 1 OXOPOHHU
3J10pOB’sl MPAIIBHUKIB.

3. CuMBOIM Ha EKpaHHUX MPHUCTPOSIX MAlOTh OYTH UITKUMH, BIATMOBIIHOTO
po3mipy. MK CHMBOJIaMHU 1 psiIKaMU CUMBOJIIB Ma€e OyTH HaJle)KHA B1JCTaHb.

4. 300pakeHHs Ha eKpaHi Mae OyTH cTabUIbHUM, O€3 MUTOTIHB 200 1HIIMX BUJIIB
HECTaOUIBHOCTI.

5. Tlig vac po3poOku, BUOOpPY, 3aMOBJIEHHS Ta MoAudIKalii MPOrpaMHOIo
3a0€e3Me4eHHs, a TAKOXK 1] 4ac po3pOOKH 3aB/laHb, IO Mepea0avaroTh BUKOPUCTAHHS
YCTaTKyBaHHS 3 CKPaHHUMH TPHUCTPOSIMH, POOOTOJABEIb MAa€ KEPYBATHCSH TaKUM
MIPOrpaMHUM 3a0€3MEeUEHHSM, KE BIANOBIAAE PO3B’SI3yBaHUM 3aBJAHHSM 1 € IPOCTUM
Yy BUKOPUCTaHHI, a JIe HEOOX1/THO - a/TallTOBAHUM JI0 P1BHS 3HAHB 1 JOCBITY MPaIliBHHUKA.

OcHOBHI BHMOTH O0 ITOXexxHOI Oesmekn Bkaszani B HAIIb A.01.001-2014
«IIpaBmia moxxkexkHo1 Oe3meku B YKpaiHi», 3TITHO SKUX y BCIX HE3AJIEKHO BiJl
NPU3HAYEHHS! MPUMIIIEHHAX, SKI MICJIs 3aKiHYEHHS pOOOTHM 3aMUKAIOThCA 1 HE
KOHTPOJIIOIOTBCSI ~ YEPrOBHUM  TEPCOHAIOM, 3 YCIX  E€JeKTPOYCTaHOBOK  Ta
€JICKTPOTPUIIA/IIB, @ TAKOXK 3 MEPEXK 1X JKUBJICHHS MOBUHHA OyTH BIAKIIOUYEHA HAIpyTra

(33, BHUHATKOM 4YC€pProBoro OCBiTHCHHH, CUCTEM IPOTHUIIOKCIKHOI'O 3aXUCTy Ta
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OXOpPOHHOT CHTHaji3allii, a TaKOX €JIEKTPOYCTAHOBOK, II0 32 BUMOTaMU TEXHOJOTIi
MPALOIOTh 1[1104000B0) [27]. 3aranbHa MOTYKHICTh MIJKIIOYECHUX EICKTPONPUIIAIIB,
AK1 eJIeKTporeHepyrode oOnagHaHHS Oyle >KMBUTH, HE TMOBHHHA MEPEBHIYBaTH
HOMIHAJIbHE HaBaHTAXXCHHS, BU3HAUYE€HE BUPOOHMKOM 3a3HAYEHOrO OO0 HaHHS.
Enextpuuni wmammHu, amapatv, OOJIaJHaHHS, €JNEeKTPONpoBOaM Ta Kabeml 3a
BUKOHAHHSIM Ta CTYNEHEM 3aXHCTy MOBUHHI BIAMOBIAATH Kiacy 30HH 3TiaHO 3 [IVE,
MaTH anaparypy 3aXUCTy BiJl CTPyMiB KOPOTKOTO 3aMUKAHHS Ta IHIIUX aBapiiHUX
pexumiB. Jlo movatrky ekcrutyaTaiii 00’exktu (OyIWHKH, CIOPYAH, HMPUMILICHHS,
TEXHOJIOTIYHI YCTaHOBKM) MOBHHHI OyTH 3a0e3rnedyeHl MEePBUHHUMH 3acO0aMH
noxkexkoracinus 3rigHo 3 [lpaBuiamMu ekciutyaTaiii Ta TUIIOBUMH HOPMaMH
HAJIEKHOCTI BOTHETACHUKIB, 3aTBEp/KEHUMHU Haka3oM MiHiCTepcTBa BHYTPIIIHIX
ciupaB Ykpainu Bix 15 ciuns 2018 poky Ne 25, 3apeectpoBanumu B MiHICTEpPCTBI
rocTullli Ykpainu 23 motoro 2018 poky 3a Ne 225/31677.

HocnimkenHss B poOOTI BUMarajJid B3a€MOJIi JIIOAWMHU 3 TEPCOHAIBHUM
KOMIT IOTEPOM Ta TOPTATHUBHUM MPHUCTPOEM, TOMY BaXJIMBHM Ta aKTyaJlbHHM OYJIO
MIPOBECTH aHa13 OCHOBHUX BUMOT JI0 oprasizarii podounx micup 3 [1K, mo g03B0111510

3a0e3neunTr KOMGOPTHI 1 O€3MeYH1 YMOBH Mpalli IEHTECTEPIB.

4.2 ®akTopu PHU3HKY | MOMNJIHBI NOPYLIEHHSI 310POB’Sl KOPHUCTYBauviB

KOMII’FOTEPHOI Mepexi

Benuka KiIbKICTB JIF0/Iel MPOBOIUTH 0AraTo 4acy 3a KOMIT F0T€POM, 110 301JIbIITY€E
pU3UMKM Ta MOXJIMBI HETATUBHI HACHIAKU ISl 3710poB’s. JloBre CuaiHHA 3a
KOMII IOT€POM MPU3BOJUTH 10 PI3HUX MPOOJIEM 13 37J0pPOB’SIM.

OcCHOBHI HIKIJJTMBI YUHHUKUA TPUBAJIOl pOOOTH 32 KOMIT FOTEPOM:

1. ITpaitorounii 3a KOMII'IOTEPOM TPHUBAIMI Yac MOBUHEH 30epiratu BiTHOCHO
HEPYXOME TOJIOKEHHS, 1110 HETaTUBHO MO3HAYAETHCSA HAa XPeOTl 1 MUPKYIISIIT KPOBi Y
BCbOMY Oprasi3mi (3acTiii kposi). HalimomupeHimmuMy NpyuyuH NOTIPIICHHS CTaHy
3I0pOB’Sl € TIOPYILICHHS MOCTaBU Ta O1Ib y cruHi [28]. HempaBuiibHa mocrtaBa, sika
3yMOBJIEHA BHACJIJIOK TIOTAHO OPTaHI30BaHOTO POOOUYOTO MiCIs ab0 HEMmpaBUIBLHO

ni10paHoro KOMIT IOTEPHOTO CTLIbI, 11€ MOKE CIPUYMHUTH XPOHIUHI 001 y CIIHHI,
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mui Ta 1edax. [lpu TpuBamuMxX MOPYHIEHHSX LMPKYJSALII KpPOBI MOPYIIY€EThCA
’KUBJICHHS TKAHUH, 1 MIOMIKOJKYIOTHCSI CTIHKU CYJIUH, III0 B CBOIO Y€pry MPHU3BOAUTH
10 1X HEOOOpPOTHOTrO pO3MIMpPEHHS. Take pPO3IMIUPEHHS CYJIWH CIOCTePIraeThes,
HaAMPUKJIA, IPU TEMOPOI.

2. llle omHUM CepilO3HUM PU3HKOM, MOB’S3aHUM 13 TPUBAIUM BHUKOPHUCTAHHSIM
KOMIT'I0T€pa, € MpobiieMH 31 310poB’sM oueid. [IpoBeneHHsT HAATO TPUBAIOTO Yacy
nepes eKpaHOM MOKE MPHU3BECTU J0 TAKUX CHUMIITOMIB, SIK MOTIPIICHHSM 30py abo
HANpPYKEHHsI OYeH, sIKe XapaKTePU3YEThCS CYXICTIO, CBEPOIHHSM, MOAPA3HEHHAM 1
BTOMOIO ouei. UutaHHs 1HpopMallii 3 MOHITOpa BUKIUKAE HAMPYKEHHSI OUYeH, 11T Jac
YUTaHHS 3 MOHITOPA BIJICTaHb BiJ] TEKCTY JI0 JIIOAUHU MOCTIMHO 3AJIUIIAETHCS OJTHUM 1
TUM XK€, 4epe3 Lie M 3H OU€eH, 1110 PETyJIIOI0Th aKOMOJIAIi 10, TepeOyBal0Th y MOCTIHIHI
Hanpy3i. 3 4acoM 1€ MO>Ke IPU3BECTH 10 MOPYIICHHS aKOMOJIaTUBHOI 3/1aTHOCT1 O4ei
1, OTK€, /10 IOPYIIEHB 30Dy .

3. TpuBana poboTa Ha KiIaBiaTypi MPU3BOJIUTH 10 TEPEHANPYKEHHS CYIJI001B
KHUCTI 1 M’s31B nepeamniyys. Lle mommpena npoOnema - 13 3am’CTAM Ta KHUCTIMH,
HAMPUKIIA] CHHAPOM 3aIl’ ICTHOTO KaHaly, KWl BHHUKA€E Yepe3 TOBTOPIOBAHHI PYXH,
HAIMPUKJIa] BUKOPUCTAHHS MUIII 4 KiaBiatypu [28].

4. MOHITOpH — CUJIBHE JIKEpENIo eleKTpoMarHiTHuX noiiB. [locTiiiHa nig Ha
OpraHi3M JIIOJUHU, MPUCKOPEHUMHU EJIEKTPOHAMH, MPUBOJUTH 10 PI3HUX PO3JIAIiB
HEpBOBOI CHCTEMHU Ta ouel. TakoK BaKJIMBO PO3IJISHYTHU BIUIMB HA SKICTh CHY Ta
3aranpHe (i3uuHe 370poB'a. bararo kopucTyBadiB KOMIT'IOTEpIB CKap:KaThCs Ha
MOPYIICHHS CHY, 110 MOke OyTH MOB'S3aHO 3 HAJAMIPHUM BILUIMBOM Ha CBITJIOB1 €KpaHU
nepea cHoM. lle cBITIO mnpurHiuye BUPOOJEHHS MEJIATOHIHY, TOPMOHY CHY,
3aBa)KalOuM JIIOJSIM 3aCHHATH Ta MIATPUMYBATH 30POBUI MK CHY. BUKOpucTaHHs
CHeliaJIbHUX TporpaM abo OKYJISIpiB AJis OJIOKYBAaHHS CHHBOTO CBITJIA € BAYKIIUBUM IS
THUX, XTO PETYJSPHO MpaIltoe 3 KoMmmn'torepamu BBeuepi. DizuuHa HEAaKTUBHICTb, SKa
4acTO CYyNpOBOKY€E JOBTOTPUBATY pOOOTY 3a KOMIT'IOTEPOM, TakoX € (HaKTopoM
PU3WKY ISl Py XPOHIYHHX 3aXBOPIOBaHb, CEPIEBO-CYAMHHI 3aXBOPIOBAHHS Ta
niaber apyroro tuny. HemoctaTHs (i3uyHa akTUBHICTH MPU3BOAUTH 10 YIIOBIILHEHHS
MeTaboJi3My, M0 MOXXE€ CHPUYMHUTH HAOIp Baru 1 3HWKEHHS 3araibHOl (Di3UYHOI

dopmu. Lle migBUILlyEe pU3HK PO3BUTKY CEPLIEBUX 3aXBOPIOBAHb.



63

5. PobGora 3a KoMmII'lOTepoM Tependavyae mepepoOKy BEIUMKOIO0 MAaCUBY
iHpopMallii 1 TOCTIHHY KOHLIEHTpAlil0 yBard, TOMY @pHU TpuUBaIid poOOTI 3a
KOMIT IOTEPOM HEPIJKO PO3BUBAETHCS PO3YMOBA BTOMA 1 OPYIIIEHHS YBaru.

6. JlioguHa, MO Mpaiioe 3a KOMIT IOTEPOM, 3MYIIIEHAa BECh 4Yac MpUAMATH
pilIeHHA, Bl AKUX 3aJeKUTh €(PEKTUBHICTb podoTu. Tomy TpuBama poOoTa 3a
KOMIT FOT€POM YaCTO € MPUYUHOIO XPOHIYHOTO cTpecy. PoOoTa 3a koMn'toTepoM 4acTo
NOB's3aHa 3 BUCOKUM PIBHEM CTpeECy, OCOOJIMBO B YMOBaX KOJIM TE€PMIHU CTHUCIHI, a
BUMOTH BHCOKI. lle Moke mpu3BEeCTH [0 BUTOPSHHS, Jempecii Ta 1HIIMX
NcUxoJIoriyHuX TpobseM. KpiM Toro, 13o0Jidiis, sKa 4acTO CYMHPOBOJIKYE POOOTY
BloMa a00 B HEBEJIMKUX KaOlHETaX, MOK€ BIUIMHYTH Ha COLIAJIbHE Ta €MOLIHE
CaMOIIOUyTTSl.

7. 3anexHicTh BiJl [HTEpHETY Ta COIliaJbHUX Mela € Ie OJIHIEI0 MPOoOIeMOIo, 3
SAKOIO CTHKAIOTHCS KOPUCTYBaudli KOMITIOTEpHHX Mepex. Ll 3amexHicTb Moxe
IMPU3BECTH JIO0 3HIDKCHHS MPOAYKTUBHOCTI, COINIAJIbHOI 130JIA11i Ta MOTIPIIEHHS
MICUXIYHOTO 3/I0pOB's. BakTMBO BCTaHOBIIOBATH MEXI Ta PETYJISIPHO MPOBOIUTH Yac
0€3 BUKOPUCTaHHS €IEKTPOHHUX MPUCTPOIB.

[Ipamtoroyi NMOYMHAIOTH AKIEHTYBaTH yBary Ha 3HAayHy Hampyry 30pOBOTO
armaparty 3 OsIBOIO CKapr Ha HE3aJI0BOJIEHICTh pOOOTOI0, TOJIOBHI 00JI1, APATIBIUBICTD,
MOPYIISHHS CHY, BTOMY 1 XBOPOOJIMBI BIIYYTTS B O4YaX, B MOSCHUIN, B IUISHII IIHI 1
pykax. Tomy KepiBHHUKaM MiIIPUEMCTB, /e BUKOPUCTOBYETHCSI KOMIT FOTEpHA TEXHIKA,
HEOOXITHO KOMIUIEKCHO BHpPIUIYBaTH MpOOJIEMH €proHOMIKH, Tirl€HH 1 Oprasizaii
PEXKUMIB TIpalll Ta BIMOYUHKY.

JUJist 3SMEHIIEHHS IUX PU3HUKIB ICHYIOTh P13H1 CTpATETTIi.

[To-nepiue, nys 30epekeHHs 3A0pOB’ sl MPAI[IBHUKIB, HEOOX1THO TOTPUMYBATHUCS
BCIX BUMOT JI0 TIPUMIIIICHB, JI€ BIOYBAETHCSI pOOOTA 3 KOMIT FOTEPAMH.

[To-gpyre, HE0OX1IHO OAOATH MPO MPABUIILHE PO3MIIICHHS pOOOYHMX MICIh SIK
1010 6e3MmocepeIHbO KIMHATH, TaK 1 11010 BCi€i OyaiBmi mianpueMctsa. lle BaximBo
- MPAaBWJILHO OpraHizyBaTu poOoye Miclie.

[To-Tperte, cnin 3a0e3neunT poOITHUKIB CYYaCHUMHU KOMIT IOTEPHUMU MEOIISIMHU,
AK1 Oynu 6 3pyYHUMHU Y BUKOPUCTAHHI 1 HE TIOCTABIISIIN BIAUYTTS JUCKOMQOPTY, OyiIu

MPUCTOCOBAHI JI0 OCOOJMBOCTEH JIIOJICBKOTO OpraHiamy. Epronomiuni kpicia,
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HAJICXKHO PO3TAIIOBaHI MOHITOPH Ta KiaBlaTypH, MiJCTaBKa sl HIT, PeryJispHi
MIEPEPBU JIJIS1 PYXY Ta PO3TSHKKU MOXKYTh 3HAYHO 3HU3UTU PU3UK MYCKYJ CKEJIETHUX
npoOsem.

Takoxx He cii 3a0yBaTH 1 Ipo cami KomIl 1otepu. Heo6xi1HO 3a0e3MeunTH BCiX
MPAaliBHUKIB Cy4aCHOIO KOMII IOTEPHOIO0 TEXHIKOIO (PIAKOKPUCTATIUHI JUCIUICT, SKi
MO>KHA Ha3BaTU MalKe «3€JICHUMI» MPUCTPOSIMU, OC3NECUYHUMHU JJIs1 310POB’ S JIIOJICH;
BUKOPHUCTaHHS  PI3HOMAHITHUX  CYYaCHMX €pProHOMIYHMX  KJaBlatyp) abo
CHCIIaIbHUMU ~ 3aXMCHUMH  TPUCTPOSMU  (HalpHKIAd, 3aXUCHUH  QUIBTD).
Buxopucranss crnemiaibHUX OKYJSIpiB 200 3aCTOCYBaHHS MPOrpam, IO 3HIKYIOTh
CHUHE CBITJIO B1Jl €KpaHiB, MOXYTbh JIONOMOI'TH 3MEHILUTH BTOMY o4eil [28].

Kpim TOro, moBuHeH OYTH BCTAaHOBJICHHM MPAaBWIbHUM pPEXKUM TMpaii Ta
BiAnounHKy. IIlo cTocyeThCsi TNCHUXOJOTIYHOIO 370pOB'S, BAaXJIMBO 3a0€3MEUUTU
Oaslanc MK pPOOOTOO Ta OCOOMCTUM KUTTAM, BKIIFOUAIOUH PETYIISPHI NEPEepBHU, X001,
COIllaJIbHY B3a€MOJIIIO Ta BIPAaBU Ha CBKOMY MOBITPIi. Takok KOPHUCHOIO MOXe OyTU
MpaKTUKa MEAUTAIT JJIsl 3HH>KEHHS PIBHSI CTPECY.

JloTpriMaHHS BUIIEBKa3aHUX 3aXO0JIB MOKPAIIUTh POOOTY MiANPUEMCTBA, MIO
M1BULIUTE TPOYKTUBHICTH mpaitii. [IpariBHuky 3aBxau Oy1yTh B TApHOMY HACTPOi 1
HE CKap>KUTUMYCS Ha TIOTaHE CAMOTIOYYTTH.

AnMiHICTpallis MiANPUEMCTBA TTOBUHHA MEPIOUYHO TMTPOBOIUTH 3 TIEPCOHATIOM
Oeciii PO MOKIIMBI HACTIAKM B3a€EMOJIIT 3 KOMIT IOTEPOM, THCTPYKTaX PO MpaBHIIa
po00TH 32 KOMIT FOTepOM (MpaBUIIbHA 11034, BIPAaBH, EPEPBH 1 T.]1.), 1100 chopMyBaTH
IpaBUJIbHE, paIllOHAIIbHE CTaBJICHHS MpAaIliBHUKA JO CBOTO 370pOB’s, TOMY IO BCI
repepaxoBaHi BHIIE 3aX0H MOXYTh BUSBUTHCS MAPHUMH, SKIIIO TIPAIIBHUKY caMi HE
OIIIHATH CHUTYyaIlito, 10 CKJIajacs 1 He 3MIHATHh MOBEAIHKY IiJ 4Yac poOOTH Ha

KOMII IOTepI.
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BUCHOBKHA

B xoni gocnmimpkeHHS MPOBEASHO JSTANBHUI aHalll3 Cy4acHOTO CTaHy 3aXUCTY
0€3pOTOBUX MEPEXK, B MEXKAX SKOTO PO3IIIIHYTO CTaHJAPTH 0€3POTOBOIO 3B’SI3KY,
taki sk IEEE 802.11 - Wi-Fi, IEEE 802.15.1 - Bluetooth, IEEE 802.15.4 - ZigBee Ta
cTitbHUKOBOTO 3B'13KY (GSM, 4G LTE, 5G); nporpamMHi Ta anapatHi IHCTPYMEHTH JJIs1
TECTyBaHHs 0e3MeKu Oe3/[POTOBUX MEPEX, TaKl CKAaHEPU BPA3NIMBOCTEH, PperMBOPKH
MEHTECTIHTY, aHali3y Tpadiky, sk Kali Linux, Aircrack-ng, Wifite, Reaver, PixieWPS,
Kismet, a takox mpuctpoi WiFi Pineapple it Flipper Zero. Pesynbpratn anamizy
MOKa3yI0Th, 1110 TECTYBaHHs 0€3MEKH OE3IPOTOBUX MEpEkK HEOOX1THO ISl BUSBJICHHS
MOJKJIMBOCTEN JOCTYIy J0 MEPEXKl YU CUCTEMH, SIKE Ja€ MIACTaBy JO MOPYIIECHHS
IUTICHOCTI Ta KOHGIAEHIIHHOCTI JaHuX. EdexTuBHMil 3axucT HEMOXIUBUN 0e3
LHUTICHOTO TIAXOAY, SKUH TNO€IHYE KpUNTOrpadiuHi MEXaHI3MHU, peryJsipHUn
aKTUBHUI ayJuT, B TOMY YMCII €THUYHUNA XaKiHT, JIabopaTOpHi BUIPOOYBAaHHS 3
BUKOPUCTAHHAM anapaTHUX IUIaT(opM Ta MOCTIHHY MiATOTOBKY HepcoHany. Takox
MPOBEJICHO JTOCTIHKEHHS CTaHJApTIB Oe3neku 0e3apoToBux Mepex, 30kpema WEP,
WPA, WPA2, WPA3, na mnpeanMmer BIAMIHHOCTI aJrOpuUTMIB IMHU(pPyBaHHS Ta
npoueaypu aBTeHTH(IKAIlI 3 3axUIIEHUM JOCTYNOM J0 O€3apOTOBOI Mepexi,
OCKIJIbKM CaMe€ 111 MEXaH13MH TMEPEIIKOKAI0Th MTPOBEACHHIO OUIBIIIOCTI aTak.

Sk pesynbrar, po3poOJIEHO MPUCTPIN JUIsi TeCTyBaHHS O€3MeKu Oe3IPOTOBUX
Mepex NetScope, 1110 37aT€H aBTOMAaTUYHO BUSIBIISITH O€3pOTOBI MEPEXKI, IMIAKITIOYEHI
IPUCTPOi, Bpa3iuBocTi, 30kpema Ha WPA/WPA?2, BinkpuTi TOYKH AOCTYyMy, clla0Ki
napoJti, 3actapusii mpoTokoiau mudpysanas, WPS; npoBoauTu ataku, BKIIOYAIOYU
aTaku JeaBTeHTHU(IKAIli, ClTaM-MasKH, a TAKOX KJIIOHYBaTU MEPEXKI.

To6T0, 3aBaSKM PO3pOOIEHOMY MPUCTPOI0 MOKHA IMPOBOAUTH TECTYBAHHS 1
OLIIHKY Oe3neKku Oe3qpOTOBUX MEpeXK, B TOMY YMCII BHU3HAYATH YU MiANA€THCS
MepeKeBe 3’ €THAHHS aTakaM, K1 TPU3BOATH 10 BIIMOBH a00 10 pi3HuX TruimiB MITM-
aTak, II0 HEeCyThb ICTOTHMM pH3UMK KOMIpomeTaiii Tpadiky, O0COOJMBO B

KOPIIOPAaTUBHOMY CETMEHTI.
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Po3pobnenuii goctynmHuii Ta mopTaTuBHUM mpucTpiii NetScope Bupinrye
aKkTyaJlbHy MpoOjeMy, a came JJ03BOJISI€ OTIEPATUBHO MEPEBIPUTH PIBEHB 3aXHILEHOCTI
TOYOK JIOCTYIy, KOHTPOJEpIB, KIIEHTCHKHX TMPHUCTPOIB y OyIb-SIKOMY MicCIIi;
3a0e3neuye 3HIDKEHHS PHU3UKIB BUTOKY JaHUX IUISXOM IIBUAKOT JI1arHOCTUKU
Bpa3auBoCTel B KOHPIrypalii 6e3ApOTOBUX MEPEX B peaTbHUX YMOBAX Ta MOXKe OyTH
BUKOPUCTAHUN SK: TOJBOBUM MPUCTPINA s ayauTiB O€3MeKH, 1HTErpOBaHUMN
KOMITOHEHT CHUCTEM MOHITOPHUHTY MIANPUEMCTB ab0 cMapT-OyaiBelNb, HaBUYAIBHUI
1HCTpyMeHT s 3100yBauiB BO 3a cnemianbhicTio «KiGepOesmeka Ta 3axucT
1HpopMaIii».

3okpema pe3yibTaTd KBaji(ikaiiiiHoi poOOTHM Marictpa BUKOPHUCTAHO B
HaBYaJIBHOMY Mpolieci kadeapu KibepOe3neKku npu npoBeJeHH1 1abopaTOpHUX POOIT

3 nucuuiTiny « TecTyBaHHS Ta OIliHKA 1HPOPMALIIHHOT OE3MMEeKnY.
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Jancko we Bol Mol 3ak1agn MO Th cofl  A0SBOMHTH NOTMOHE  0DIaTHAHHL,
TpHBATHil npoLiee AOEPIBAHHA THAHHH - LG 3 MIHYCIB, IIHOCAME & € NCPCHCKTHER CTROPCHHA
oprasis am: Tpamcrinantanii Ta nikyBases fediliuTy A0HOPCEEHX OPraHis, MOZIHBICTE
APYKYBATH TKAHHHH 3 KIITHH MANIEHTA, CTBOPCHHA XPHUNIE, KICTOK. WIKIpH, CYIMH /18
PexoHcTpyETHEROT Mo JHINEN, 8 TAKOH JHHKCHHA BAPTOCTI MEYBAHHA Y WAy THROMY.

Bionpys sae semuscinii NOTCHINAT KAPAMHATLHO IMIHHTH MCTHUHHY T4 HAYKOBI
aocpaeHER. UMIKYETRCH, M0 TEXHOIOTIA JO3R00IHTE CTBOpIOBATH [IOBHOLIHHI HHEL OpTaH!
AR TPAHCIUTAHTALIL, 10 JON0MOGKE BHPIINTH NPoGICMY HECTa4i IOHOPIE | IHAYHO IHHINTE
PHIHK BIATOPIHCHEA, 3/F&C OPTaHH CTROPKBATHMYTHCR 3 EMTHH CAMOMD mamienra. T ano
GIOTPYK BIIKPHE MOEIHEICT NCPCOBANIIOBAHOT MCIMIMHH, KOMH TKAHHHN T2 iMITaHTH
TOYHO BIINOBLIATHMYTE (HAHBLIYAIEHIM ocobnreocTaM mogusn. Kpiv Toro, y ncp-cnrmm
MEap IMOGEYTE APYEYESTH TEAHHHH Geanocepe/HED Y TUN NEWIEHTA M 4ac oncpaui, o
NPHCKOPHTE JAr0EHHA PaH | BUTHORICHHA MOMKOTECHRY JgHoE. Jaranom Gloapyk crade
OCHOROH HOBOT CHOXH PCTCHCPATHEHOT MEIHIMHH, CYTTEED POSMIHPHHMH MOBIHBOCTI
JlikyBaHHA Ta MIEHITYIOYH AKICTE MHTTA I,
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( TeproninbckEmil HAMOHATEENI TeXHIMHAT yHIBepewTeT imcHl [eana [ymoa, ¥ xpaina)
MetSeope: HEHTECTIHD BEJIPOTOBHX MEPERK

1.5, Matiuk, M.V, Derkach, Ph.Db., Assoc. Prof.
MetScope: WIRELESS NETWORK PENTESTING

BezppoTori Mepesl MO®YTE GYTH POIMOPHYTL T NPAIOEITH ¥ PI3HIN CepeloBHINEN:
KOMEPLIHNX, YPEIOEI, OCEITHIX, 4 TAEDHE ¥V IBNMAAHNX muTnorm Gyvonxkax. o Toro &
TexHonoril Ge3ApoTORGT Mepedadl CHIHATY OCOOMHED COPHAKTE koHlenuil [HTepreTy pesedi
(Internet of Things, 1oT), Ha Aky nepexodsTe Ece GlIbme MpHCTPOIR, MO MITEANYVTE HAM
komtopT nepefyeanss B lrmepaeri [1].

B peayneTaTi KiBKICTE ﬁ-::mp-unmmm MEpCHE, AK i ELTBKICTL OFEKTIE QN8 arak, Gvoe
TUIkKN SGimsnryBaTHes. KnienTn Ta oprasizanil nOBHHHI POSYMITH BCI PHIHKH BHEOPHCTARHR
Be3IPOTORMN MCPCH T8 JHATH, K TIOBMHCHHKH STaKyioTh Ui cneres. [lentectepn nosmnmi
FAPAHTYBATH, MO U MCPCKT MAKTE HCODXIIHY KLILKICTE CICMCHTIE KepYBaHHA Heanckow Ta
¥y inmifi  EoR(irypani  BiacyTHEl mosmnEn. NS OsOro  BHKOPHCTOBYIOTE  CRAHEPH
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BpEENHECCTe, JpefiMBOPEH NeHTeCTYEIHHE T4 aHAMY Tpadiky, Mo BHARIAKTE
worfirypaniiiz noxnien i sigosi CVE. CenanHicTs Mepek | PEHOMAHITHICTE NPOTOXOIIE
(Wi-Fi, Zighee, Bluetooth, panmqamc-ru mmnmy 24 I'Tu) ana :tl:rcrnmm:-ru 3XHCTY
BHMATAKTE OATATOMMBHEEMX KOHTPRENOJIE, HKi ONOILINGOTE SE AKTHEHL, TAK | DacHEH]
BCKTOPH 8TaK, W0 NPHSEOINTE A0 EOMOIHYEEHHA NPOTPAMHEX i anapaTHix ]IIGTF}'HEI!T]II.,
HKi 31aTHI NePeRIpETH piBCHE FANHIEHOCTI TOHOK JOCTYVIY, KOHTPONEPIE, KMIEHTCREMX
npHCTpoiE, BUAENTH BEPALIHBOCTI Eﬂ,ﬂ_puTunuI mepe [2]. Pm.pl:-ﬁum AMAPATHOT MIATHOpME
HAJAE IMOCY [MPOBOIHTH MONEOR] EHOPOGYBAHHA, MIEHIKO POITOPTATH TOMEH STAKH T4
MIHIMIIYBATH 48C HANAMTYBAHHA,

Hapaszi, pozpodneno npl{c:rpuu 1718 TeCTYBAHHA GeanckH Eflﬂ_]:lﬂ'lﬂm mepes NetScope,
IO 30aTCH BHABIATH BpaznneocTl, sokpesia WPAWPAZ, sugspun toues gocrymy, crabel
nmapomi, 3acTapimi npoTokomd  mmjpysanss, WPS; agaTHRil  AETOMATHMHO BHABIATH
De3apoTORl MopoWl T OUIKIKHCH NPHCTPOL OPOBOINTH STAKH, BREIKPEANMH  STAKH
nmr:mr:]}inmii CIAM-MAAKH, 8 TAEOH ENOHVEATH Mmcpowi. lle moctynee Ta noprammeme
PlCHHA 108 MEHAKCT ouiEKl Ge3ncim E-::tnpumn MCPCH ¥ PEATBHIX YMOBAX. 0COGIHBO
KOPHCHE [UIA HAEYATEHHY JAKIA0IE, JCPEAEHNX TANPHEMCTE, MAnHx fips, fKi HE M3KTh
BI8CHHX (axiBule afio pecypcoik 418 PerylspHOND TCCTYBAHHA HA MPOHMKHCHHA MCPCECBHX
Y eanans, (JCHOBHOK NEPCBArOK podpofiKn € NOBHA SETOHOMHICTE NpHCTPOLO. Bin wme
noTpedye BOTAHOBACHHA JOJATKOBOND NPOTPAMHONG 3ale3medcHHE 4 NIIEIHSMCHHER 00
wHENeHER. MogyisHa cTpyETYpA  I0aBonse PoILHPIOBATH PYHEIIOHAT, HANPHEIA,
NOSAEATH MATPHMEY HOBHX NPOTOKGIE 4H THINE TocTis. PesynbTarn ncHTCCTIHTY MO®YTH
GyTw pocTymHi wepes BebinTeploiic, wo cnpomye anams i creopeuns 3gimis. lle onma
NepeBara — HIILKD cOMBAPTICTL ¥ NOPIBHAHHEI 3 AHATOITS HEME KOMEPUTHIMHT ]:lllnclnu:ml

PrapTHane MetScope 3gaten epsensTn Bpainneocti o MITM-cuenapiie, migsiesm
TOYOK JOCTVIY T4 IHIIHX 3arpos v GeigpoToBEmx Mepessax. [Ipmeoun mii mecTymeHu: gom
MOHETKY MPHCTPI MPOBOINTE CKAHYBAHHA, HA CKPAH] AKOTO 3 RENRETECH NCPEIIIE J0CTYTIHEX
B pagiycl g MepeEeEHX 3 €QHIHE 3 BEAIAHOK NOTYVEHICTE) CHIHATY, BHECPICTAHIM
HOMCPOM  KAHATY T4 NPOTOKONOM OcInekd [N 38XHCTY Oe3qpoToEMX  MCpos; mam
popobneHId IPRCTPIN NPOBCIHTL MEHTECT AN 00PAHOT Mepesl.

Jins mpEKnany B MCEAX CTHMHOMO XAKIHIY A1 NPOBCICHHS MCHTCCTY pozpobicHnii
npm:rp-m NetScope cnpamoaye feayTentndikamiinl naker npotn Town goctyny TEST,
3B HIOK pizEo cTac Hecraduismum (pic. 1), Le cBigauTe Opo MOSOIMBICTE POBCICHHA ATAKH,
DCKUTLEN [OKH Mepeka cnafiias, JM0BMBCHUE MOES POIFOPHYTH NLIPODICHY TOHKY 3 TIEK &
Hazpow (S51D). Axmo 1oBMBCHEE 1ie i THATHME COLTEHHEE DAoL Q08 JOCTYIY 10 Hr]:u::ti
(PSK), mome p-:a.m‘:mm araey «Evil twins, TobTo pozropaym Gankmey TOUKY Q0CTYIY, i
B NpHBEaTHI Mcpeki Beck Tpapik ECPTEH MPOXOAMTHME HCPE: aTAKYIOWHI BY3OM, 1m0
mozeonas nposoaTH MITM-cuenapil: nepexonieHHs TOMHIE, TAPOIIE | IMIHA KOHTEHTY.
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Tobro, 3aBaaxi pozpoficHOMY NPHCTPOK) MOAHAE TPOBOAHTH TCCTYBAHHA 1 ONIHKY
Ocanckn OCITPOTOBHX MCPCA, 8 CAMC BHIHAMATH HM  NIAJSCTLCH MCPCACBE 3 CAHAHHN
arakaM, fKi NpPH2BOJATE A0 BIAMOBH abo xo prannx thme MITM-arak, mo Hecyts icToTHMI
PHIHK KOMITpoMeTalli Tpadiky, ocofaneo B KOPIOPATHEHOMY CCIMCHTI.

B munomy npucrtpiit NetScope Bupimye akryansay mpobieMmy, 30KpeMa J103BOIRE
ONCPATHRHO NCPCBIPHTH Ocaneky OcagpoToBHX Mcepew y Oyap-skomy Mmicul; 3abernesuye
IHIGKCHHR PHIMKIE BHTOKY J@HHX HLIAXOM [IBH/IKOT JIArHOCTHKH BPAZIHBOCTCH ¥ PCAThHMX
YMOBaX Ta Moxc OyTH BHKOPHCTaHMI AK: HABHATBHMIT IHCTPYMCHT I 3100YBa4IB BHIO]
oceiTH 32 crnewianehicTio «KiGepbesneka 1a zaxucr idopManiiy, NonLOBMIl NPHCTPIN IR
ayauTIE OCIUTCKH, IHTCIPOBAHNI KOMIIOHCHT CHCTEM MOHITOPHHIY MNPHEMCTE abo cMapT-
Oymecns.
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