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Kpanidikamiitny poOOTYy NOPHUCBAYEHO PO3pOOIIl  METOAY  OI[IHIOBAHHS
e(heKTUBHOCTI 3axofiB MpoTuli pimmury B cepenoBuiil Microsoft Defender XDR. V
poOOTI MpoaHaNTi30BaHO CY4YaCHHM JaHAMA(PT (QIIIMHIOBUX 3arpo3 Ta OOMEKEHHS
CTaHJAPTHHUX 3aCO01B 3BITHOCTI CUCTEM 3aXHCTY €JIEKTPOHHOI MOIITH. 3alIPOIIOHOBAHO
METOJI  PO3paxyHKy  KIIOYOBHX  TOKa3HHMKIB  €(EKTUBHOCTI HAa  OCHOBI
PETPOCHEKTUBHOIO aHam3y nonid y xxypHaiax Advanced Hunting. Po3poOneno Ta
nporectoBaHo Habip yHikanmbHux KQL-3amuTiB, siKi J03BOJISIIOTH aBTOMAaTH3yBaTU
IPOLIEC ayJUTY SIKOCT1 pOOOTH MOMITHK OE3MEeKH Ta BUSBISATH MIPUXOBAH1 3arpo3H, 110
OMMHYJIM MEpPBUHHI (PUIBTPU. Pe3ynbTaTu HOCHIHKEHHS MOXYTh OyTH BHUKOPUCTaHI

SOC-aHanmiTukaMy  J1Ji  MIJBUINEHHS  PIBHS  3aXUIIEHOCTI  KOPHMOPATUBHOI

1H(PaACTPYKTYpH.



ABSTRACT

Evaluation of the Effectiveness of Anti-Phishing Measures in Microsoft Defender
XDR using Advanced Hunting // Thesis of educational level «Master» // Taras
Maslianka // Ternopil Ivan Puluj National Technical University, Faculty of Computer
Information Systems and Software Engineering, Department of Cybersecurity, group

SBm-61 // Ternopil, 2025 // p. 60, figs. 12, tbls. 0, drws. 10, apps. 1.

KEYWORDS: Microsoft Defender XDR, Advanced Hunting, KQL, phishing.

This thesis is devoted to the development of a method for evaluating the
effectiveness of anti-phishing measures within the Microsoft Defender XDR
environment. The paper analyzes the modern phishing threat landscape and the
limitations of standard reporting tools in email security systems. A method for
calculating key performance indicators based on a retrospective analysis of events in
Advanced Hunting logs 1s proposed. A set of unique KQL queries has been developed
and tested to automate the audit of security policy performance and identify hidden
threats that bypassed primary filters. The research results can be utilized by SOC

analysts to enhance the security posture of corporate infrastructure.
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IHHEPEJIIK YMOBHHUX IIO3HAYEHb, CKOPOYEHbD I TEPMIHIB

XDR - Extended Detection and Response.
KQL — Kusto Query Language.

BEC — Business Email Compromise.
AiTM — Adversary-in-the-Middle.

URL — Uniform Resource Locator.

SOC — Security Operations Center.

Z AP — Zero-hour Auto Purge.

MTTD — Mean Time to Detect.

MTTR — Mean Time to Respond.



BCTYII

AkTyanbHicTh TemMu. B ymoBax crpimkoi nudposizaiii Oi3HecC-mpoieciB
€JICKTPOHHA TOIIITA 3aUIIAE€THCSI OCHOBHUM BEKTOpOM Kibeparak. CydyacH1 (pilIMHTOBI
KaMIaHii €BOIOI[IOHYBAJIM BiJI MAaCOBHX PO3CHJIOK JO CKJIATHUX IIJThOBUX aTak, siKi
BUKOPUCTOBYIOTh METOJIM COIIiabHOT 1HXXEeHepii Ta 00dycKallii KOHTeHTY Jisg 00Xomy
TpaauiiitHux curHarypuux ginsrpiB. Cuctemu kinacy XDR (Extended Detection and
Response), Taki sik Microsoft Defender, HanaioTh MOTyXHI IHCTPYMEHTH JIJIS1 3aXHCTY,
OpoTe CTaHJApTHI 3BITM YacTO BIOOpaXKalOTh JIMIE CTAaTUYHY CTATUCTHUKY
3a0JI0KOBaHUX 3arpo3, HE 1at0uu 00’ €KTUBHOI OLIIHKU peaibHO1 €)EKTUBHOCTI 3aXUCTY
B JHaMiIll. BukopucTanHs MOB 3alUTIB )1 DIMOOKOTO aHaJli3y TeJIeMEeTPii J103BOJISIE
CTBOPUTH OUTBII THYYKI METPHUKH, K1 MOKHA BUKOPHUCTOBYBATH JIJIsl BCECTOPOHHBOTO
aHaii3y €(EeKTUBHOCTI BIPOBAIKEHHUX 3aXoA1B mpoTuaii ¢imuHry. Tomy po3poOka
METOJy OIIHKH e(heKTUBHOCTI mpoTudii ¢imuury 3acobamu Advanced Hunting ta
MoBHu KQL € akTyanbHUM HayKOBO-TIPUKJIAHAM 3aBIAHHAM, 1110 JO3BOJISIE MIABUIIUTH
KIOEpCTINKICTh OpraHi3aiii.

Meta i 3agaui gocaimkeHHs. Metoro poboTH € po3pobka Meromy JUIs
ABTOMAaTM30BAaHOI'O OI[IHIOBaHHS €(QEKTUBHOCTI MEXaHI3MIB NpOTUAll (PIimMHTY B
cepenouii Microsoft Defender XDR.

3aBIaHHAMH JOCJTI;KEeHHS €:

— mpoBesieHHa aHamzy apxitekrypu Microsoft Defender XDR Tta crpykrypu
nannx Advanced Hunting i BU3HaY€HHS KJIFOYOBUX 1HIUKATOPIB KOMIIPOMETAIIIi Ta
€(heKTUBHOCTI;

— PO3poOKa METPUK Ta METOMY OLIHIOBAHHS SIKOCTI 11eHTU(DIKALIT (PIIIUHTY, 110
0asyerbest  cnerudini  podotn  Microsoft Defender XDR Tta pesynbrarax
PECTPOCIIEKTUBHOTO aHAII3Y;

— CTBOPEHHS aJITOPUTMIB Ta IPOrpamMHUX 3anuTiB MoBor0 KQL ais po3paxyHKy
JUHAMIYHUX METPUK, 30KpeMa Koe(QillleHTa MOMUJIKOBUX pIlIEeHb Ta JaT€HTHOCTI
BUSIBIICHHS 3arpo3;

— eKCIIEpUMEHTAJIbHA TIePEBIPKa 3aPOTIOHOBAHUX METOIB HA PEATbHUX JaHUX;
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— po3poOKa peKOMEHAAIlli MO0 OMTUMI3aIlli IMOJITUK O€3MeKH Ha OCHOBI
OTPUMAaHUX METPHK.

O0’exT nocaigxenns. [Ipouec BusBneHHs Ta HelTpamizaiii (QIIIMHIOBUX aTaK y
KOPIIOPATUBHUX MOIITOBUX CHCTEMaX, 3aXUIICHUX XMapHUMHU IUIaTGopMamMu Kiacy
XDR.

Ipeamer mocaigxkenHsi. MeToau, Mojeni Ta MporpamMHi 3acOO0M OIIHIOBAHHS
€(DEeKTUBHOCTI CHUCTEM 3aXHUCTy BiJl (IMIMHTY 3 BUKOPUCTAHHSIM I1HCTPYMEHTApIIO
po3mmmpenoro nomyky 3arpo3 (Advanced Hunting) Ta moBu 3anutie KQL.

HaykoBa HOBHM3HA oOJepKaHUX Ppe3yJbTaTiB KBaJi(ikamiiiHoi poodoTw.
VY1ockoHaneHo METOAM OI[IHKHM HaA1MHOCTI MOLITOBOI CUCTEMU 3aXMCTY Y IUIaT(opmi
Microsoft Defender XDR nuisixom 3actocyBaHHSI peTPOCHEKTUBHOTO aHAII3Y MO
3acobamu Advanced Hunting, mo m03Bojisi€ BHUSABISATH NPUXOBaHI 3arpo3u 0e3
pO3rOpTaHHs JOAATKOBUX AareHTIB MOHITOPHHIY Ta 3a0e3neuye BepUuQiKalliio
ABTOMATUYHUX BEPJIUKTIB CUCTEMH O€3IMEKH Ha OCHOBI PE3yJIbTaTIB PETPOCIIEKTUBHOTO
aHalizy.

IIpakTH4YHe 3HAYEHHS OJepP:KAHUX pe3ybTaTiB. [[pakTnyHa MIHHICTE POOOTH
MoJISATa€e y CTBOpEHH1 016m10Teku aganTuBHUX KQL-3anuTiB Ta aHAMITUYHUX TIPaBUII,
AKI MOXYTb OyTH Oe3MocepeiHbO IMIUIEMEHTOBaHI B poboui mpouecu SOC s
MOHITOPUHTY sikocTi pobotu Microsoft Defender. 3anpomonoBaHi pileHHS
JI03BOJISIFOTH CKOPOTUTH Yac Ha MJATOTOBKY 3BITIB MPO €PEKTUBHICTh CUCTEMHU O€3MEKH
Ta HAJAIOTh OOIPYHTOBAHI JlaHl JJIs HaJalITyBaHHS aHTU(DIIIMHIOBUX MOJITHK, IO
MIATBEPKYETHCS MOXJIIMBICTIO iX BHUKOPHUCTAHHS B peabHIM 1HGPACTPyKTypi
MIITPUEMCTBA.

Anpofania pe3yabratiB  maricrepcbkoi  po06oTn. OCHOBHI  pe3ylbTaTH
MPOBENICHUX TOCTIKeHb oOroBoptoBanuch Ha: XIII HaykoBo-TexHiuHINA KOH(epeHIii
«IHdopmariiiini Mmogeni, cucTeMu Ta TexHosorii» (M. TepHoniib, YkpaiHa).

Iyoaikamii. OcHOBHI pe3ynbTaTH KBami(ikaIiiHoi poOOTH OIMyOJiKOBAHO Y

npatsix koHbepeHuii (auB. JJonatok A).
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PO3I1JI 1 AHAJII3 CYHACHUX METOIIB BUABJIEHHA OIIIUHIY TA
3ACOBIB MOHITOPHUHI'Y BE3IIEKHA

1.1 EBoumonis ¢GimuHroBHX arak Ta mnpodjeMaruka iX BHUSIBJIEHHS Y

KOPIIOPpaTuBHHUX MEPEKaxX

B yMoBax rio6anbHoi udgpoBizailii CycrniibcTBa Ta mepexoxy 613Hec-IpoIeciB y
BIpTyaJIbHHI TPOCTIp 3a0e3nedeHHs] KOH(IAeHIIHHOCTI, MITICHOCTI Ta JOCTYMHOCTI
iHdopMartlii crae KpUTHUYHO BaXJIMBUM 3aBAaHHsAM. Cepel YHCENBHUX 3arpos
iH(dopmariitHii Oe3neni ocoOaMBe Miclie Mociae (IMMHL, SKUA 32 OCTaHHI
JNECATUNITTS TpaHCcPOpMyBaBCs 3 TMPUMITHUBHUX CHPoO OOMaHy KOPUCTYBayiB Y
BHCOKOTEXHOJIOT1YHY 1HyCTPit0 KiOep3I0UMHHOCTI. EJIeKTpOHHA MOIITa 3aJIMIIAETHCS
OCHOBHMM KaHaJIOM JI1JIOBOi KOMYHIKaIlli, 1 CaMe TOMY BOHA € TOJIOBHUM BEKTOPOM aTaK
JUISL 3JIOBMUCHUKIB, fKI HaMararOThCsi OTPUMATH HECAHKIIIOHOBAHWUU JOCTYH J0
KOpHopaTuBHUX Mepex. CTaTUCTUYHI AaH1 IPOBIAHUX aHANITUYHHUX areHIlii CBIIUaTh,
[0 TMepeBakHa OUIBLIICTh IHIMACHTIB O€3MEeKU, SKI MPU3BOAITH JIO0 3HAYHUX
¢diHaHCOBUX 30MTKIB, MOYMHAETHCS came 3 ¢imuHroBoro ymcra [1]. Posyminus
€BOJTIOLIIT IIUX 3arpo3 Ta aHayli3 OOMEKEHb ICHYIOUUX METO/IIB 3aXUCTYy € HEOOX1THOIO
YMOBOIO JJIs1 TOOYI0BU €(PEKTHUBHOT CHCTEMH KiOepOe3IeKHy.

[cTopuunMil pO3BUTOK (PIIMHTY JEMOHCTPYE YITKY TEHICHINIO J0 YCKIIaHEHHS
METO/I1B COIlIaIbHO1 THXEHEePii Ta TEXHIYHUX 3aCO01B IOCTABKH MIKIIJIMBOTO KOHTEHTY.
Ha mouaTkoBHX eTamax pO3BUTKY IHTEpHETY (IMIMHTOBI KaMIaHii MaJd MacOBUU
XapakTep 1 OyJu CIpsSMOBaHI Ha HIMPOKE KOJO KOPUCTYBayiB 0€3 ypaxyBaHHS iXHIX
IHIUBIAyallbHUX ocoOnuBocTe. Taki araku, BIJOMI SK  «CIped-eHI-TIpeny,
MOKJIAJAINCS HAa 3aKOH BEJIMKUX YUCEN, JI€ HaBITh HE3HAYHHWM BIJCOTOK YCHIITHUX
cpo0 MPUHOCUB 3JI0BMHUCHHUKaM NMpuOyToK. OIHAK 3 pO3BUTKOM crHam-(uUIbTPiB Ta
MIIBUIIEHHSAM OO0I3HAaHOCTI KOPHCTYyBadiB €(EKTHBHICTh TaKMX METOJIB IMoYaia
CTpiMKO 3HIKYBaTHcs. Lle cnoHykano Ki0ep3104HHIIB 10 3MIHU TaKTUKH Ta IEPEXOAY
710 OUIBIII HUJIECIIPSIMOBAHMX aTakK.

Cy4acHuii eTan po3BUTKY (DIIIMHTOBHX 3arP03 XapaKTEPU3Y€EThCS MEPEXOIOM 10

NEPCOHAIII30BAHOIO BILTMBY Ha >KEPTBY. 3TIOBMUCHUKH MPOBOJSTH PETEIBHY PO3BIAKY,
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BUKOPUCTOBYIOUM BIJIKPUTI JKepena iH(popMaliii, coriaabHi Mepexi Ta KOpIopaTUBHI
BeOcalTh 7151 300py TaHUX PO CHiBPOOITHHKIB MIIBOBOI opranizaitii [2]. I{e mo3Bossie
CTBOPIOBATH TMEPEKOHJIMBI MOBIIOMJICHHS, SIKI IMITYIOTh CTWJIb CIUIKYBaHHS KOJIET,
KepiBHUIITBA a00 mapTHepiB. Takui MmiAXiJ 3HAYHO YCKJIQJHIOE aBTOMaTHYHE
BUSBIICHHS 3arp0o3, OCKUJIBKU JINCTU MOXKYTh HE MICTUTH KJIACHYHUX O3HAK (IIINHTY,
TaKuX SK TpaMaTU4Hl MOMUJIKH, MiJA03pUIN BKJIAJCHHS a00 IMOCHJIaHHS Ha BijoMi
MIKIJUIMBl pecypcH. 3aMmiCTh LIbOTO araka OyayeThCcsl Ha JIOBIpI Ta aBTOPHUTETI,
EKCIUTyaTyloud JIIOACHKUI (DaKTop, SIKMH 3alUIIA€ThbCcs HAMCIaOIIo JIaHKOK B
cucremi 3axucty iHdopmartii [3].

Opniero 3 HalOUIbII HeOe3NMeuHnX GOopM CydacHOro (IIUIUHTY € KOMIIPOMETAIls
JJI0BO1  €JeKTpOHHOI TmomTH, Bigoma sk BEC-araku. Ileli Buj maxpaiicTsa
CIPsIMOBaHUN Ha KOMIIAHII, SIKI MPOBOIATH EJIEKTPOHHI IUJIaTeXi Ta MPaIiolTh 3
1HO3eMHUMH TNocTadanbHukaMu. OcobnuBicTio BEC-aTtak € BiICYyTHICTh HIKIJJTUBOTO
IPOrpPaMHOTO 3a0e3MeyYeHHsT B Tl JiMcTa. ATaka 0a3yeThCsl BUKIIOYHO HAa METOAAX
COLIlaIbHOI 1HXEHepli Ta MaHimyasuli [4]. 37T0OBMUCHUKH MOXYTh 3J1aMaTH a0o
MIIPOOUTH TIOIITOBY CKPUHBKY KEpIBHMKA KOMIIaHIi Ta HaJAICIaTH BKa31BKY
¢dbiHaHCOBOMY BTy 3MIMCHUTH TEPMIHOBUM TIEpPEKa3 KOIITIB HA IMiJAKOHTPOJIbHUMN
paxyHOK. OCKUIbKHM JIUCT HAIXOAMUTH 3 JIETITUMHOI aJipecu a00 Bi3yaJIbHO 1IEHTUYHOL
710 Hei, a TEKCT MOBIJIOMJICHHSI HE MICTUTh MIJI03PIINX IMOCHIIaHb, TPATUIIIIHI 3aC00H
3aXMCTY, Takl K aHTUBIPYCH Ta IUIIO3M OE3MEKH, YacTO BUSBIAIOTHCS OE3CHUIIUMU.
BusBieHHs Takux arak BHUMara€ aHamidy KOHTEKCTY JIMCTYBaHHSI, ITOBEIIHKOBHUX
NaTepHIB KOPUCTYBA4YiB Ta aHOMaIii y (piHAHCOBUX OMEpallisX, M0 € CKIATHUM
3aBIAHHSIM JIJIS1 KIIACHYHUX CHCTEM MOHITOPHHTY.

[Tpobnemaruka BUsIBIEHHS (DIMIMHTY 111 OUIbIIE YCKIAIHIOETHCS 3 TTOSIBOIO aTak
TUITy «CyNpOTUBHUK mtocepeaudi» (Ai1TM). Lls TexHomoris 703BOJS€ 3TOBMUCHUKAM
00xoauTH 6ararodakTopHy aBTeHTU]IKAIIIIO0, KA TPUBAIUN Yac BBaXkanacs HaJiiHUM
3aXHMCTOM BIJlT KpaabKKH OOMiKOBUX 3amuciB [5]. Y wmacuuHiii cxemi (QimmHry
KOpPUCTYBay BBOAMTH CBOI JIaH1 Ha MiJIpoOJICHOMY CalTIi, ajie K10 Y HhOTO YBIMKHEHA
nBoGaKTOpHA aBTEHTH(iKallisl, 3JOBMHCHUK HE 3MOXE YBIUTH B cHCTeMy 0e3
0JTHOPa30BOrO Koay. ATaku AiTM BUPINIYIOTH IO MPOOIEMY IUITXOM BUKOPUCTAHHS

IIPOKCI-cepBepa, SIKUM pO3TAIIOBY€ETHCSI MIXK )KEPTBOIO Ta JIETITUMHUM cepBicoM. Konu
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KOPUCTYBay MEPEXOJUTh 3a MOCHIIAHHSM, BiH MOTPAIIsi€e HA CEpPBEP 3JIOBMUCHUKA,
KU y peanbHOMY Yacl TPAHCIIOE 3allUTH Ha CIPaBXkHiil callT. )KepTBa BBOJUTH JIOTIH,
Mapojb Ta KON MATBEPIPKCHHS, SKI MPOKCI-CepBEp MEpenae Ha CepBiC, YCIIIIHO
OpoXonsaun aBTeHTHdIKAIi0. Y pe3yapTari 3JIOBMUCHUK TEPEXOIUIIOE HE JIMIIE
00JIKOBI J1aHi, a i ceclitHul TOKEH, 10 JO3BOJISIE OTPUMATHU MOBHUI IOCTYTI 10 aKayHTY
KOpHCTyBauya 06e3 He0OX1JTHOCTI1 MOBTOPHOTO BBEACHHS Mapoid. Taki aTaku CTaHOBIISATh
3HAYHY 3arpo3y, OCKUIbKM JJIsi KOPUCTyBaya MpPOLIEC BXOMY BHUMIAAE AOCOIIOTHO
HOPMaJILHUM, a CUCTeMa Oe3nekn He (PIKCye TOMHIIOK BXOJTY.

EBomroniss TeXHIYHMX 3acO0IB 3aXHCTy 3MYIIy€ 3J0BMHUCHHKIB ITOCTIHHO
BJIOCKOHAJIIOBATH METOAM JOCTABKU IIKIIJTMBOrO KOHTEHTY. OTHUM 13 HOBUX TPEH/IIB
CTaJO0 BUKOPUCTAHHS JIETITUMHUX XMAapHUX CEPBICIB JJIs PO3MIIIECHHS (DIIIMHTOBUX
cTtopiHok. [lg TakTHka, BioMa SK <«KUTTS 3a paxyHOK 3eMiil», Mepeadadae
BUKOPHUCTaHHS JOBIPEHOI 1H(PACTPYKTypH, TaKoi sIK (pailioBi cxoBuina ado cepBicu
JUTsI CTBOPEHHSI OHJIaH-popM, 17151 00xoay penyTaiiiaux Guistpis [6]. [locunanus Ha
JOKYMEHT, PO3MIIIEHHI Ha BIJOMOMY XMapHOMY pecypcl, 3a3BU4ail HE OJOKyeTbhCs
cucteMaMu O€3NeKH, OCKUIbKM JIOMEH Mae BHCOKY pemnyTanito. Kopucrysay,
TOBIPSIOUN 3HAHOMOMY 1HTEp(deCy, 3 O1IBIIIOI HMOBIPHICTIO TIEpei e 3a TOCUIIaHHIM
Ta BUKOHAE 111, 10 SIKUX MOTO CITIOHYKa€ 37I0BMUCHUK. L{e cTBOpIOE cepito3ny mpobiemy
TSt cucteM (iIbTpallii KOHTEHTY, K1 3MyIIIeH] OaTaHCyBaTH MK OJIOKyBaHHSIM 3arpo3
Ta 3a0€3MeUeHHSIM JOCTYITY 10 HEOOX1THUX JIJIT pOOOTH PeCypciB.

[Ile ogHUM BUKJIMKOM JJII Cy4aCHHUX CHUCTEM BUSBJICHHS € BukopucTtaHHs QR-
KOMIB y (PINIMHTOBUX KaMIMaHIsAX, [0 OTPUMAJIO Ha3By «KBIIIMHTY». 3JIO0BMHCHUKHU
BOYIOBYIOTh IIKIUIMBI TOCWJIAHHS y rpadiyHi KOAW, SIKI PO3MIIIYIOTBCA B TiII
€JIEKTPOHHOTO JHUCTa abo Yy BKJIAJeHUX JoKyMeHTax. OCKIJIbKH OUIBIIICTh
TpaJAMIIITHUX 3aC00IB 3aXHUCTY €JIEKTPOHHOI MOIITH aHAJI3YIOTh TEKCTOBUW BMICT Ta
URL-aapecu, 300paxenHs 3 QR-komoM Moxe MPOUTH MepeBipKy Oe3MepenikoIHo.
KpiMm TOro, ckanyBaHHS KOIy 3a3BHU4ail BiIOyBa€ThCs 3a JOIMOMOTOI0 MOOUIBHOTO
PUCTPOIO, KU 9acTO 3HAXOAMTHCS M03a MEPUMETPOM KOPITOPATUBHOTO 3aXHCTy Ta
HE Ma€ BCTAHOBJICHUX 3ac00iB MOHITOpHUHTY. lle mpu3BOauUTH 10 TOrO, IO aTaka
MEPEHOCUTHCS 3 3aXUIIEHOTO KOPIMOPATUBHOTO CEPEIOBUIIA Ha OCOOMCTUN TPUCTPIN

KOPUCTYyBaya, J€ MOXJIUBOCTI KOHTPOJO 3 OOKy CIy>KOM Oe3neku € oOMEXKEHHMHU.
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3pocTaHHs MOMYASPHOCTI KBIIIMHTY BHUMAara€e BIPOBA/XKEHHS HOBHX TEXHOJOTIN
po3mi3HaBaHHs 300pakeHb Ta aHaJli3y BMICTY KOAIB Y peaJlbHOMY Yaci.

Oxpemoi yBaru 3aciayroBy€ BIUIMB IITYYHOTO 1HTEJEKTYy Ha €BOJIOLIIO
¢immmHroBux  arak. JIOCTymHICTh  BEJIIMKMX MOBHHMX  MoOjelied  J03BOJIMJIA
Ki0ep3J04YMHIISIM aBTOMATH3YBaTH MPOIEC CTBOPEHHS (DIMIMHTOBUX TOBIJOMJICHD.
SAkimio panilie OIHIEI 3 TOJOBHMX O3HaK (PImMHTY OyJd TOMHJIKA B TEKCTI Ta
HENPHUPOIHA MOBA, TO CYYacHI IHCTPYMEHTH INTYYHOTO IHTENEKTY JI03BOJISIOTH
CTBOpIOBaTH Oe€310TaHHI JHUCTH OyIb-SKOI0 MOBOIO, aJanTylOdd TOH Ta CTHIIb
MOBI1JJOMJICHHS IT1]T KOHKPETHY *KepTBy [7]. Lle 103BoJIsI€ MPOBOAUTH MacOBaH1 aTaku 3
BUCOKHMM  pIBHEM IME€pCOHami3alii, 10 padime OyJlo JOCTYIIHO  JIUIIE
BHUCOKOKBaJi(DIKOBAaHUM TpylaM 3JT0BMUCHUKIB. KpiM TOro, MmTy4yHUN I1HTEIEKT
BUKOPHUCTOBYETHCS ISl CTBOPEHHST MOJIMOP(HOTO KOy HIKITIMBUX MPOTpaM, SIKUN
3MIHIOETbCA TIPU  KO)KHOMY 3aBaHTaXCHHI, YCKIAIHIOIOYM MOTO BUSBJICHHS
CUTHATypPHUMH METOJAMH aHTUBIPYCHOTO 3aXHUCTY.

AHani3 (QiHaHCOBUX HACIIAKIB (DIIIMHTOBUX araK JAEMOHCTpPY€E iX pyHHIBHHIA
MOTEHIIa JJIsl EKOHOMIKH. 3T11HO 31 3BiTOM LleHTpy ckapr Ha iHTepHeT-3104uHU DBP,
30UTKH BiJl KIOEP3JTOYMHHOCTI MPOJOBKYIOTh 3pDOCTaTH 3 KOXKHUM POKOM, JOCSTAIOun
MUIBAPAIB AoJapiB. JIeBoBa yacTka IMX 30UTKIB MPUIAJAE HA THUUACHTH, OB’ A3aHI 3
KOMIIPOMETAITI€I0 JTUIOBOI TOIITH Ta MIAXPalCTBOM 3 1HBECTHUIIISIMU. BapTicTh ogHOTO
YCHIIIHOTO 1HIMJICHTY JIJIs OpraHi3allii Mo)ke BUMIPIOBATUCS COTHSIMU TUCSY JI0J1apiB,
HE BPaxXOBYIOUM peIyTaIliiHUX BTpaT Ta BHUTpPAT HA BiMHOBICHHS cucTeM. lle
MJKPECTIOE €KOHOMIYHY JOUUIBHICTh 1HBECTHIIN Yy Cy4dacHI 3aco0M 3aXHCTy Ta
HaBYaHHsA TepcoHany. [IpoTe, sk ToOKa3ye MpakTUKa, MOKIAJAAHHS BUKIIOYHO Ha
TEXHIYH1 3aco0M OJIOKYBaHHS € HEJOCTaTHIM, OCKUIbKHM >KOJHA CHUCTEMa HE MOXKE
rapaHTyBaTH CTOBIJICOTKOBUM 3aXWCT BIiJ 3arpo3, M0 0a3yroThCAd Ha JIIOACHKIN
TICHUXOJIOT1].

CyTTeBoro mpo0iemMoro y 60poTh01 3 (QIIITUHTOM € YaCOBUH JIar MIXK MOSIBOIO HOBO1
3arpo3u Ta OHOBJIEHHSM 0a3 AaHuX 3aco0iB 3axucty. TpaauiiiiHi cucteMu Oe3neKu
Y4acTO MPAIIOIOTh Y PEAKTUBHOMY PEXHUMI, OJIOKYIOUM 3arpO3H JIMIIE MICIs TOTO, K
BOHU Oy 1IeHTH(IKOBaHI Ta JI0/aHI 10 YOPHHUX CIHUCKIB. Y MPOMIKOK Hacy MiX

MOYaTKOM aTaKy Ta OHOBJICHHSIM CUTHATYP 1HPPACTPYKTYpa 3IMIIAETHCS BPA3JIUBOIO.
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JlocaipKeHHsT TTOKa3y0Th, 110 3HAYHA YaCTHHA KOPUCTYBaYiB BIJIKPHUBAE (PIIITUHTOBI
JUCTH B TEpIIl XBWIMHM Miciag iX oTpumanHs. Lle sBuine, BizomMe SIK «HYJIbOBHIA
MaIli€HT», CTBOPIOE PU3HK IMBHIKOTO TOIIMPEHHS 3arpo3d MEPEXEI0 10 MOMEHTY
CIpAIlfOBaHHS aBTOMATUYHUX CHUCTEM 3axucTy. [ns BupimieHHs wi€i mpoOnemMu
HEOOXiTHI MEXaHI3MU PETPOCIEKTHBHOTO aHalli3y Ta aBTOMAaTHYHOIO BHITyYEHHS
JIUCTIB, SIKI BXKE OyJau TOCTABJIEHI JI0 MOMITOBUX CKPUHBOK KOPUCTYBauiB, aje 3r0JI0OM
OyJIM BU3HAHI1 MIKIIJTUBUMHU.

Y KOHTEKCTI KOPIOPATUBHOT O€3MeKH BAXKIIUBY POJIb BIAIrpae BUANMICTD MO/IM Ta
MOJKJIMBICTb KOPEJIALIT IaHUX 3 Pi3HUX JpKepes1. DIMMHToBa aTaka pijiko OOMEKY€EThCS
OITHUM JIMCTOM; BOHA YaCTO € YaCTUHOIO CKJIQJHINIOTO JAHITIKKA I, 110 BKIIOYAE
nepexiy Ha BeOCalT, 3aBaHTaKeHHs (pailily, 3amyck Mpolecy Ha KIHIEBIM Toulll Ta
cripoOy rOpU30HTAIBLHOTO MEPEMIIIEHHS Mepekero. TpaauiniitHi 3aco0u 3aXUCTy YacTo
MPAITIOIOTh 130JIb0BAHO, aHATI3YIOUH JIMIIIE OKPEeMi acTieKTH araku. [lomToBwii mutro3
0auuth nucT, BeO-PuibTp 6aunth URL-ampecy, a aHTUBIpyC Ha KOMIT IOTE€pl OaYUTh
daiin. BiaCyTHICTh €IMHOT KAPTUHU MOAIN YCKIIAIHIOE BUSIBJICHHS KOMIUIEKCHUX aTak
Ta YIOBUIbHIOE pearyBaHHsS Ha 1HUMAECHTH. CydacHi miaxogu A0 Oe3MeKu, Takl sK
po3ipenHe BusBIeHHs Ta pearyBaHHs (XDR), cipsimoBaHi Ha 00'eTHaHHS TeIeMeTpil
3 yCIX KOMIIOHEHTIB 1H(PaCTPyKTypH B eAuHy matdopmy i anamizy. Lle qo3sonse
BUSBJIATH CKJIQJHI MATEPHU aTak, SKl 3aJMIIAIOTHCS HETOMIYEHUMH IS OKPEMHX
3ac001B 3aXHUCTY.

OOMeXEeHHS ICHYIOUMX METPHK OLIIHKUA €(PEKTUBHOCTI CUCTEM 3aXUCTy TAKOXK €
BOXJIMBOIO YAaCTHHOIO TMpoOiieMaTuku. buIbImicTh oOprasizailiii OIIHIOIOTH CBOIO
3aXHUIIEHICTh Ha OCHOBI KUIBKOCTI 320JIOKOBAHMX JIUCTIB a00 pe3yNbTaTiB HaBYaIbHUX
cuMyJsii pimmary. OIHAK 11 MOKAa3HUKU HE JAl0Th MOBHOI KapTUHHU pPeaabHOT
edekTuBHOCTI. Bucokuil BiICOTOK OJOKYyBaHHS MOXE CBIIYUTH MPO BEJIUKY KIIbKICTh
criaMmy, a He Mpo SKICTh 3aXUCTY BiJ IUJIOBUX aTak. Pe3ynbratu CUMYIAIIN 4acTo HE
KOPEIIOITh 3 PEajJbHOI TMOBEIIHKOI0 KOPUCTYBAYiB Tij] 4Yac CIPaBXKHBOI aTakwu.
KpuTnyHO BaXXTMBUMHU METPHUKAMH, K1 YaCTO ITHOPYIOTHCS, € YaC BUSBIICHHS 3aIPO3H,
piBEHb XHOHOIMO3UTHUBHUX Ta XWOHOHEraTMBHUX CIIpalllOBaHb, a TaKOX 4ac,

BUTPAUCHUN HA PO3CIIAyBaHHS Ta HeWTpamizamito I1HIUACHTY. BiacyTHiCcTh



15

IHCTPYMEHTIB JJIi aBTOMAaTM30BAHOIO PO3paxyHKy LHUX IOKa3HHUKIB YCKJIaIHIOE
NPUMHATTSA OOTPYHTOBAHUX PIIIEHb 100 HATAIITYBAHHS MOJITUK OE3MEKH.

CrangapTHi KOHCOJ YTpaBiiHHS 3aco0aMu O€3MeKd YacTO HaJalOTh JIMIIE
y3arajlbHeHy CTaTHCTHKY, sIKa HE JO03BOJs€ INIMOOKO aHali3yBaTH I1HLMJEHTH.
Anamitukam SOC (Security Operations Center) T0OBOIUTBCS Bpy4YHY 30uparw
iHpopMaliro 3 PI3HUX >KYpHAJIB TOMIM, IO € YaCOMICTKMM Ta HEe()EKTUBHUM
npouecoM. B yMoBax BeIMKOro MOTOKY CHOBIIIEHb L€ NPU3BOJUTH /10 TaK 3BAaHOI
«BTOMH BiJ TPUBOT», KOJIHM aHAIITUKH MOXYTh MPOIYCTUTHU peajbHy 3arposy cepen
BEJIMKO1 KIJIBKOCTI XMOHUX CIIpalfoBaHb. JIJIsl BUpIICHHS IIi€l MpoOiieMu HeoOXiIHi
IHCTPYMEHTH, 5Kl JO3BOJISIIOTH aBTOMATU3yBaTH MPOIIEC MOIIYKY 3arpo3 Ta aHami3zy
naHuX. BukopucTaHHs creniaigi3oBaHMX MOB 3anuTiB, Takux fk KQL, no3sosse
CTBOPIOBAaTH T'HYYKI MpaBuja JETEKTyBaHHS, aJalToBaHl 1O CleUU(iKu KOHKPETHOT
1H(pPaCTPYKTypH, Ta MPOBOJUTU NIMOOKUN aHami3 TeJIeMeTpii s BUSBICHHS
IPUXOBAaHUX 3arpo3.

Oco0nauBO1 aKTyabHOCTI HAOyBa€ MUTAHHS 3aXUCTY B1J BHYTPIIIHIX 3arpo3, sKi
MOXXYTh BHHHMKATH BHACIIJIOK KOMITpOMETallii OOJIKOBHX 3alMCiB CIIBPOOITHHUKIB.
SIKIIO  3JOBMUCHUK OTPUMY€E JOCTYN JO JIETITUMHOTO akKayHTY, BIH MOXe
BUKOPHUCTOBYBAaTH MOTO JIs1 PO3CHIKH (PIIIMHTOBUX JIUCTIB KOJeraMm a0o MapTHEPaM.
OCKUIbKM Taki JIMCTA HAIXOAATh 3 JOBIPEHOrO JpKepela BCEpPEeArHl TepUMeTpa
0e3MneKy, BOHM 4acTO HE MPOXOIATh MOBHOI MEPEBIPKH Ha LUII03aX, HAJTAIITOBAaHUX
MepeBaXHO Ha (UIBTPALI0 30BHIMIHBOrO Tpadiky. BusBIEHHS BHYTPIIIHBOIO
GimMHTY BUMAarae aHajizy MOBEAIHKOBUX aHOMalllid, TaKuX SK HETUIOBUU Yac
BIJIIPaBKMU MOBIJOMJIEHb, MacoBa pO3CHJIKa a00 HexapakTepHui 3MicT jucTiB. Lle
MIJKPECI0€ HEOOXIIHICTh BIPOBAKEHHS CHCTEM IOBEIIHKOBOI aHAJITUKU Ta
MOHITOPUHTY BHYTPIIITHHOTO MOIITOBOTO TpadikKy.

VY3aranpHIOOUM BUKJIAJEHE, MOKHA CTBEPIKYBAaTH, 110 €BOJIOLIsA (PIIIMHTOBUX
aTak mpu3Besa J0 MOSBH 3arpo3, AKi €(heKTUBHO OOXOIATh TPAIUIIIHHI 3aCO0H 3aXUCTY.
BukopucranHs MeTOIIB COLIaIbHOI 1HXeHepli, 00QycKallli KOHTEHTY, JeriTUMHHUX
XMapHHUX CEpBICIB Ta TEXHOJIOTIH IITYYHOTO IHTENIEKTY POOUTH Cy4acHHM (IIIMHT
HAJ3BUYAiHO HeOe3NMeYHUM IHCTPYMEHTOM Y pyKax KiOep3nounHuiB. CraTHuHi

npaBuiia GUIBTpAIlli Ta CUTHATYPHUN aHaJ13 BXKE HE MOXYTh 3a0€3MEUUTH JOCTATHIN
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piBeHb Oe3neku. EpexTrBHA MpOTH IS BUMarae KOMIUIEKCHOTO ITiIXOMY, SKUH MO€EIHYE
MepeoBl TEXHOJOT1i JIeTeKTYBaHHSA, IIHOOKMI aHali3 JaHuX, aBTOMAaTH3allllo
pearyBaHHS Ta NOCTiiiHEe HaBYaHHs nepcoHany. [lepexin Bi peakTUBHOTO 3aXUCTY 110
IPOAKTUBHOTO TMONIyKYy 3arpo3 3aco0amu Advanced Hunting Ta BUKOpHUCTaHHS
JeTaJIbHOT TEJIEMETPil € JOTTYHUM KPOKOM Y PO3BUTKY CUCTEM KOPIIOPATUBHOI O€3MEKH,
110 JIO3BOJIUTH BUSIBJIATH Ta HEUTpali3yBaTH aTak¥ Ha PaHHIX CTaAisX, MIHIMI3yIOUH
[IOTEHII1I1HI 30UTKH.

3pocTaHHs CKJIaTHOCTI IHPPACTPYKTYpH Ta PO3MUTTS NEepUMeETpa Oe3MeKH yepes
BiJIJIaJIieHy poOOTY CTBOPIOIOTH JIOAATKOB1 BEKTOpU arak. MoO1IbHI TPUCTPOI, JOMAIIIHI
Mepexi Ta 0COOUCTI KOMII IOTEPH CIIBPOOITHUKIB CTAIOTh YACTHHOIO KOPIIOPATUBHOIO
cepeloBuIa, 30UIBIIYIOYM TOBEpXHIO araku. DIMMHTOBI KaMIIaHii BCE YacCTiIle
CIpsIMOBaH1 Ha BUKPAJEHHS OOMIKOBUX JIAHUX JUISl JJOCTYITY IO XMapHUX PECYpCiB Ta
SaaS-nonarkiB. lle BuMarae Bij oprasizailiii BOPOBAKCHHS MOJENl «HYJIbOBOI
noBipw» (Zero Trust), 1€ KOXKEH 3aMUT HA TOCTYII MIJIATa€E IEPEBIPII, HE3ATEHKHO BIJ
MOT0 MOXOMKEHHA. Y Takiidi MOJEN aHalll3 KOHTEKCTY aBTEHTHU(IKAIlll Ta MOBEAIHKA
KOpHCTYBaua CTA€ KIIOYOBUM €JIEMEHTOM 3aXHCTY, a IHCTpyMeHTH XDR Bimirparorsb
POJTb IIEHTPATBHOTO By3J1a /I 300py Ta aHami3y iH(popMaIlii Mpo 3arpo3u.

TakuM ymHOM, npoOnemMa OLIHKK €()EKTUBHOCTI 3aXOAiB MPOTUMli (ilIMHTY €
OararorpaHHoO Ta aKTyaJlbHOIO. BoHa 0XOTUTIOE TEXHIYHI, OpraHi3aliiHi Ta JIOACHKI
acriekT kibepoOesneku. Po3poOka MeToiB, K1 I03BOJUIN O 00’ €KTMBHO BUMIpIOBATH
AKICTh pOOOTH CHUCTEM 3aXHUCTy B yMOBaxX MOCTIMHOi 3MiHM JIaHamadTy 3arpos, €
BOXJIMBUM HAyKOBMM Ta MPAKTUYHUM 3aBIaHHSM. BHUKOpUCTaHHS MOXIUBOCTEH
mnatgopmu Microsoft Defender XDR Tta moBu 3anutiB KQL BiakpuBae HOBI
MEPCTIEKTUBH JJI1 CTBOPEHHS aJalTHBHUX Ta €()EKTUBHUX MEXaHI3MiB BUSBICHHS Ta
pearyBaHHs Ha (DIMIMHTOBI aTaku, 10 1 OyJe MPEIMETOM MOJAIBIIIOTO JOCITIIKEHHS B
naHii poOoTi. 30KkpemMa, peasizallis TaKuX MiAX0/1B JO3BOJUTh HE JIUIIEC ONTUMI3yBaTH
HasBHI IHCTPYMEHTH MOHITOPHUHTY, ajie 1 PO3pOOUTH HOBI CIIEHapii aBTOMAaTUYHOTO
pearyBaHHs Ha IHUUJEHTH. Lle, y cBoto uepry, 3a06e3meunTh MiHIMi3al1li10 OnepaiiHux
PHU3HKIB Ta MiJBUIIEHHS 3arajibHO1 KiOepCTIMKOCTI 1H(OpMaLiiHOi 1H(pacTpyKTypH

I IMTPUEMCTBA.
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1.2 Orsp apxitektypu Tta moxiauBocreii Microsoft Defender XDR st

3aXHCTy MOIITOBOIO Tpadiky

Jlns ycmimHOi peaimizaiii 3aBAaHb KBalidikarmiiiHoi poOOTH Ta MOOYI0BH
aJIeKBaTHOT MOJENi OIIHKA €(PEeKTHBHOCTI HEOOXIAHO MPOBECTH TIHMOOKUN aHami3
apxitektypu miatdopmu Microsoft Defender XDR, sika Buctynae cepenoBuinem st
NPOBEACHHS JOCHipKeHHA. s cucrema mpencrasisie co00l0 KOMIUICKCHE PIlIeHHS
kiacy Extended Detection and Response, sike BUXOAUTE 3a MEX1 TpaaUIliHHUX 3ac00iB
3aXUCTY, 00’€THY€ 3aXUCT KIHIIEBUX TOYOK, IJICHTHYHOCTEH, XMAapHUX MOJATKiB Ta
CJIEKTPOHHOI TMOIITA B €IWHY I1HTETpOBaHy eKocucTeMy Oe3nekd. B ocHOBI
apXITeKTypH JEXKHUTh NPHUHIIMI HACKPI3HOI BHUJIMMOCTI, SIKUW, Ha BIAMIHY BiJ
130IbOBAaHUX pIllIEHb, 30Upa€e TeIeMEeTpil0 3 PI3HUX JOMEHIB 1H(PACTPYKTypH,
HOpMaJIi3ye i Ta 3aCTOCOBYE AJTOPUTMHM MAIIMHHOTO HABYAHHS JJIsI BUSIBIICHHS

CKJIaJHHUX, 6aTaTOCTYHeHeBHX aTak.
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AD AD AD | Exchange Online  Organization Cloud app Microsoft
FS CS DS Protection devices traffic Entra ID

\ | | | )
I — | | |
Microsoft Defender XDR

NN N N N N
Microsoft Microsoft Microsoft Microsoft Microsoft
Defender for Defender for Defender for Defender for Entra ID
Identity Office 365 Endpoint Cloud Apps Protection

Shared signals

Pucynok 1.1 — 3aranbna apxitektypa miarpopmu Microsoft Defender XDR
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HentpanpbHuM enemeHToM Iatdopmu € enuHuil nmopran Microsoft Defender
Portal, sxuii Hajmae aHamiTHKaM KOHCOJIAOBaHUM 1HTEepEHC OIS MOHITOPUHTY
IHIIU/ICHTIB. APXITEKTYpHO pIIICHHS CKJIAJA€ThCS 3 KUIBKOX KIIIOUOBUX CTOBIIIB
Oe3mneku, o (YHKIIOHYIOTh Yy TICHIA B3aemoli. 3okpema, komnoHeHT Defender for
Endpoint BigmoBinae 3a 3axucT poOOUMX CTaHIIA Ta CEPBEPIB, BUKOPHUCTOBYIOUU
MOBEIIHKOBUM aHaJi3 mporiecis, Tofi sk Defender for Identity anamnizye curnanu Active
Directory nist BUSIBJICHHS aTak Ha 1A€HTHYHICTh Ta TOPU3OHTAIBHOTO IMEPEMIIICHHS
3IOBMHUCHHKIB Mepexero. KOHTposiab Hajg BUKOPUCTAHHSIM XMapHUX CEpBICIB Ta
TinboBUM [T 3a6e3neuye Defender for Cloud Apps. IIpoTe Ki1t040BHMM KOMIIOHEHTOM
s gaHoro aociipkeHHs € monyiab Defender for Office 365, sikuit Binmosigae 3a
3aXMCT KOPIOPATMBHUX KOMYHIKAIii Ta (yHKIIOHYE TOBEpX 0a30BOTO 3aXHUCTY
Exchange Online Protection [8]. Po3ymiHHs 0TiKM poOOTH 1IOTO MOYJIS Ta 1€papXii
mapiB (puUIBTpalii € KPUTUYHO BAXKIMBUM JJI1 KOPEKTHOI 1HTEpIIpPETalli OTpUMaHUX
JAHUX.

[Iponrec 00poOKM BXIJHOI KOPECHMOHAEHII B JOCIIKYBaHI cucCTeMi
B11I0yBaeTbcs OaratoeranmHo, (GopMyroud CKIaJAHUA (QUIBTPALIMHUN CTEK, SK L€

300pakeHO Ha pUCYHKY 1.2.

Microsoft Defender for Office 365 protection stack

Edge protection

- [ ] ~=~ @ m :

Metwork throttling IP reputation/throttling Domain reputation Directory-based edge filtering Backscatter detection Enhanced filtering for
on-prem routing

Sender intelligence

1 1 = F P

1 Y B . ~ k4 L . microsoft. com
l 1 -
Accoun it DMARC DKIM, Intra-org spoof Cross-domain Bulk Mailbox Mailbox intelligence User Domain
compromise detection SPF, ARC intelligence spoof intelligence filtering intelligence impersonation impersonation impersonation

Content filtering

. e -
L X v i v = v = S

! u g S ) ° °
Transport AV engines Type blocking Attachment Heuristic ML URL reputation Content Safe Linked content URL

custom rules reputation blocking clustering models blocking heuristics Attachments detonation detonation

Post-delivery protection ]

B ~, = (R i - T
§ %
Se 3 [ ’ - Tt o
Safe Links Phishing zere-hour Malware ZAP Spam ZAP Campaigns End-user reporting Office clients OneDrive SharePaint URL detonation
auto purge (ZAP)

Pucynok 1.2 — Crex ¢inprpamii Microsoft Defender for Office 365
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Ha nepmiomy, MepexeBoMy pPiBHI, 3aCTOCOBYEThCS (PiIbTpallis 3a pPemyTalli€ro
BinmpaBHuKa Ta [P-aapecu, mo M03BOJIsAE BIACIATH 3HAYHY YaCTHHY MACOBOTO CIIamMy
Ta BIIOMUX IIKIJIMBUX PO3CHJIOK IIE IO MOMEHTY 3aBaHTKEHHS IMMOBHOTO BMICTY
JIUCTA, 1110 CYTTEBO EKOHOMUTH OOUHCITIOBAIBHI PECYPCU CUCTEMHU.

[Ticnms TPOXOMKEHHS MEpPEKEBOTO Oap'epa BCTYMAIOTh B JiI0 MEXaHI3MH
NEePEeBIPKM aBTEHTUYHOCTI BijnpaBHUKa. CucTEeMa MOCIIOBHO aHali3y€ 3arojOBKU
JUCTa Ha BUIMOBIAHICTh HUBIN Taldy3eBHUX cTaHAapTiB. Hacammepen mepeBipseThbes
SPF (Sender Policy Framework) mis miarBepmkeHHs mpaBa KOoHKpeTHO1 [P-anpecu
HAJICUJIATH TOIITY Bif iMeH1 AJoMeHy. Jlam aHami3yeTrhcss MuGpOBUMA MIMKUC JTUCTA 32
nporokosioM DKIM (DomainKeys Identified Mail), mo rapantye uiiicHICTh
noBiJoMJIeHHs. 3aBepiiye 1iei npouec nepepipka noiituku DMARC, sika BuzHavae
aJTOPUTM JIIi MOIITOBOTO CEpBEpa y BUMAAKY, SIKIIO MOIMEPEIH] NepeBIpKU HE Oynu
YCHIIIHUMU. 3a3Ha4€H1 MPOTOKOJIU (OPMYIOTh (YHIaMEHT AJIs 3a11001raHHs CIyIHTY
JIOMEHIB, 1110 € TUTIOBUM BEKTOPOM JIJIsl (DIITMHTOBUX KaMITaHii.

Brim, HailOUTbII 1HTENIEKTYaJdbHO MICTKI NpOLECH BilOyBalOThCS Ha eTarl
[JIMOOKOTO KOHTEHTHOro aHamizy. Jius oOpoOkM BKIAJEHb BUKOPHUCTOBYETHCA
texHosoris Safe Attachments, ska 0a3yeTbcsi Ha METONl JIMHAMIYHOTO aHaIi3y,
BIJIOMOMY SIK «J€TOHAaIlis». BKiajeHHs, siki HE MalTh BIJOMUX CUTHATyp 3arpos,
BIJIKPUBAIOTHCS B 130JIbOBAHOMY BIpTyajbHOMY cepenoBuiii Microsoft, e emymtoeTbest
MOBE/IIHKA KOPUCTYBa4a, BKIIOUAIOYN PyX MUIIKOIO Ta KK, a CHCTEMa MOHITOPUTH
Oyap-sIKI 3MIHM B PEECTpI, COPOOM MEpEeKEBUX 3’€HAHb Ta 3allyCKy CTOPOHHIX
IIPOLIECIB.

Takuii miaxix 703BOJIsIE€ BUSBIISATH HOBI, paHillie HEB1IOMI IKIAJIUBI TPOTpaMu Ta
EKCIUIONTH HYyJbOBOTO JHA. BakinMBow 0coOMuBICTIO peanmi3amii € (QyHKIisA
JTUHAMIYHOI JJOCTaBKH, 3aBJSKH SIK1il KOPUCTYBad OTPUMYE TLIIO JIMCTa MalKe MUTTEBO,
TOJI SIK BKJIQJICHHS MPOJOBKYE CKaHyBaTUCS. Y IIeH MPOMDKOK Yacy 3aMmicTh (haiiry
BiJI0OpaKa€ThCS TTOBIOMIICHHS TIPO MEPEBIPKY, 110 MIHIMI3y€ BIUIUB 3aXO0/iB O€3MeKn
Ha MIBUJIKICTH O13HEC-TIPOIIECIB.

3axuCT BiJ WIKIAJIMBUX TOCUJIAHb peallizyeTbes yepes TexHosorito Safe Links. Ii
BIJIMIHHICTh BiJI TpaJMIiiHUX (DUIBTPIB mojsrae B ToMy, 1o nepeBipka URL-aapecu

B110YBAETHCSA HE JIMIIE CTATUYHO B MOMEHT OTPHMMAHHS JIUCTa, a Oe3MocCepeHbO B
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MOMEHT MEepexXoJly KOpUCTyBaya 3a nocuiaHHsM. CucTteMa aBTOMAaTUYHO IMEPENucye
OpUTiHAJIbHI TIOCHJIAHHS B JIUCTI, CIIPSMOBYIOUM Tpadik depe3 3aXUIICHHH MPOKCi-
cepBep Microsoft. Konmn kopucTyBau HaThCKae Ha Take TOCHIAHHS, BilOyBa€ThCS
MUTTEBA MEPEBIpKa IIJIbOBOTO PECYPCy 3a aKTyalbHUMU 06a3amu 3arpos. Lle kputuaHo
BaYKJIMBO ISl IPOTHIIT aTakam, Jie 37I0BMUCHUKH CTIOYaTKy Ha/ICUJIAIOTh MOCUIIAHHS HA
JIETITUMHHUI pecypc, a BKE MICIsA JOCTABKU JIMCTA MiJAMIHSAIOTH BMICT CTOPIHKH Ha
(bIIIMHTOBUN, HAMararouuch OOIUTH MEPBUHHY (QUIBTPAIIIIO.

Oxpemoi yBarm B KOHTEKCTI JOCHIIKEHHs 3aCIyrOBY€ 3/[aTHICTb CHUCTEMH JI0
PETPOCIIEKTUBHOIO aHal3Y, 110 peallizyeThcsl uepe3 MexaHisM Zero-hour Auto Purge
(ZAP). Ls TtexHosoriss BUpILIy€e MNPOOIEMY JIATEHTHOCTI BUSBJIEHHS, KOJIW JIMCT
[OYaTKOBO BU3HAETHCS OE3MEUHHUM 1 JOCTABISIETbCA KOPHCTYBauy, ajieé 3rojlOM, Ha
OCHOBI HOBUX JJaHMX PO3BIJKH 3arpo3, HOro cTaTyc 3MIHIOEThCS Ha ILKIAJTUBUH.

Burnsin inTepdeiicy HanamTyBaHb TeXHONIOT1T ZAP 300paxeHo Ha pucyHKy 1.3.

Actions

Select quarantine policy

AdminCnlyAccessPolicy -

Bulk

‘ Move message to Junk Email folder -

Retain spam in quarantine for this many days

Safety tips

Enable spam safety tips (D

Zero-hour auto purge (ZAP)

Enable zero-hour auto purge (ZAP)(D

Enable for phishing messages

Enable for spam messages

Pucynok 1.3 — HanamryBanns ZAP B Microsoft Defender XDR
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MexaHnisMm ZAP MOCTIHHO MOHITOPUTH CKPUHBKM KOPHUCTYBadiB 1 y pasi
PETPOCTIEKTUBHOTO BHUSBIICHHS 3arpO3M aBTOMATUYHO BUJIYYA€ JIUCT Ta MEPEMIILy€
HoTO 70 KapaHTHHY [9], HABITh SIKITO KOPUCTYBAY BXKE MPOYUTAB MOBIIOMIICHHS. J[J1s
JTOCHIAHUKA 1 (PYHKITIS € HaJA3BUYAMHO HIHHUM JKEPEJIOM JaHUX, OCKIJIBKH IMOAil
cnpattoBads ZAP ¢akTuyHO € MapkepaMH MOMMIIOK MEPIIOro €IIEJIOHY 3aXHCTY,
TOOTO MOMUJIKOBO HETaTUBHUMU CIPAIIOBAHHAMH Ha MOMEHT JIOCTABKH.

[Ie oaHi€0 BasKIIMBOIO CKJIaI0BOIO ApXITEKTYPH € MiICCTEMa aBTOMaTU30BaHOTO
po3CiiayBaHHs Ta pearyBaHHs. BoHa iMiTye fii aHamiTHKa O€3MEKH, aBTOMATHUYHO
3aIyCKalo4uu ClEHapii po3CIilyBaHHs MPHU BUABICHHI Mijfo3piioro jgucrta. Cucrema
CaMOCTIMHO LIyKa€e CX0XKI1 JJUCTH B OpraHi3allli, IepeBipse akTUBHICTh KOPUCTYBaUiB Ta
MIPOTIOHYE aJIMIHICTPATOPy KOHCOJIIIOBaH1 A1l i yCyHeHHs 3arposu. [Ipukiazn rpady

po3ciigyBanHns iHIUAeHTY B Microsoft Defender XDR 300pakeHno Ha pucyHky 1.4.

Mail with malicious urls is zapped - urn:ZappedUrlinvestigation:367e2bff83263e01922f72a6b720b8%9d

e Mail with malicious urls is zapped - urn:ZappedUrlinvestigation:367e2bff83263e0

Investigation #20b89d is complete - Terminated by system

Investigation graph  Alerts (1)  Mailboxes (1)  Evidence (6)  Entities (7)  Log (20)  Pending actions history (3)

a

Investigation Summary
Investigation Status Timeline A
Started
Ended =
o 172005 1000 5 [/ o\\
Duration \""/
Total pending time - Evidence
s 6 entities found
ﬁ Q Mailbox (1)
s \‘ Waited for user approval cameronvivnevado. aipineskihouse.
\ J
Ej 7d
Investigation details N
/A  Result
Status | e )
N, Terminated by system

Q Terminated by system C

Alert severity

mmm Informational

Pucynok 1.4 — I'pad poscnigyBanns inunuaenty B Microsoft Defender XDR

VYci mopii, moB’si3aHi 3 0OpOOKOIO TOIITH, JACTEKTYBAaHHSIM 3arpo3, poOOTOro
ABTOMAaTU30BaHUX CHCTEM Ta JisIMU KOPUCTYBaYiB, arperyloThCs B €JMHOMY CXOBHIII

JaHUX, JOCTYII JI0 SKOTO HamaeTbes yepes iHcTpyMeHT Advanced Hunting. PoGora 3
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UMHU JTaHUMH 3I1MCHIOETHCS 3a aornomororo mMoBH 3anuTiB Kusto Query Language
(KQL), sxa ontumizoBaHa st OOpOOKM BEIMKMX MAaCHUBIB JIOTIB Ta J03BOJISE
MPOBOIUTH TIHOOKHUI aHami3 1 Kopemsmito momid. Cxema JaHMX BKIIOYA€E KiJIbKa
KJIFOUOBUX TaOJIHUIIb, III0 CTAHOBIISATH O€3MOCEePEIHIN IHTEpEC JJIS TAaHOTO JOCIIIIPKSHHSI.
3okpema, Tabmuisg EmailEvents micTuth BUuepmnHi MeTaaaHi mpo Bci 00poOIieH1 TUCTH,
BKJIIOUAlOYM 1HGOpMalil0 Mpo BIANPaBHUKA, OTPUMYyBaya, MOYATKOBHM BEPIUKT
¢binbTpa Ta 3aCTOCOBaH1 MOMITUKHU. [[ii, BUKOHAHI CUCTEMOIO MICHS IOCTaBKH, TaKi K
cnpautoBanas ZAP abo pydHe BUIaNeHHS aAMIHICTPaTOpoM, (IKCYIOThCS B TaONHUII
EmailPostDeliveryEvents. [ndopmartis mpo B3aeMo1i10 KOpUCTYBadiB 13 TOCHUIIAHHIMH,
3axuieHuMu texuosoriero Safe Links, 30epiraetses B Tabnuii UrlClickEvents, 1o
JI03BOJISIE  BIZICTXXKHUTH TEepexoAu 3a MmKiymBUMU pecypcamu [10]. JlomaTkoBo
BUKOpUCTOBYIOThCsl Tabmuii Alertinfo ta AlertEvidence, siki micTaTh naHi mpo
IHIMJEHTH, aBTOMAaTUYHO C(POPMOBAHI CHCTEMOIO OE3MEKH Ha OCHOBI KOPEJISLIIT MO/IM.

[arepdeiic Advanced Hunting 300paskeHo Ha pucyHky 1.5.

.
Adva nced Huntlng [0 Schema reference 0 Try the new Hunting page
Schema  Functions ’ < <> New query t Create new
Alerts ~ & Save ~ & Share link f&] Last 24 hours ~» [ Create detection rule
v B Alertinfo
Query .
~ B AlertEvidence
1 EmailPostDeliveryEvents
Apps & identities v 2 Wi Timestamp > ago(7d)
3 st malicious emails that were not zapped successfullyconverge-2-endpoints-new.png
’ A 4 tionType has "ZAP" and ActionResult == "Error”
Email 5 | project ZapTime = Timestamp, ActionType, NetworkMessageId , RecipientEmailAddress ot
8 Emaik 6 //Get logon activity of recipients using RecipientEmailAddress and AccountUpn
~ [ EmailEvent - A . . s - q
= Em e | join kind=inner IdentitylLogonEvents on $left.RecipientEmailAddress == $right.AccountUpn
s [ EmailAttachmentinfo : 8 | where Timestamp between ((ZapTime-24h) .. (ZapTime+24h))
- a9 /fShow only pertinent info, such as account name, the app or service, protocol, the target device, and
~ B EmailUrlinfo 1o S S R PR S S T AP T
[0 EmailPostDeliveryEvents Getting Started  Results

Pucynoxk 1.5 — Intepdeiic Advanced Hunting 3 BBeZieHUM NPUKIIAIOM 3aMTUTY

[HTETpalisa MMX MacHBiB JaHUX JTO3BOJISIE TOCTITHUKY HE MPOCTO KOHCTATyBaTU
dakT aTtaku, a i BITHOBUTU MOBHUM KOHTEKCT 1HIIMJICHTY, IMOOYyBaTH YaCcOBY KTy
MOJTIi Ta BU3SHAYUTH CJIA0K1 MICIIS B HAAIITYBAHHSIX TOJIITUK O€3MEKH. 3aBepIryoun
OIS apXITEKTYpPH, HEOOX1THO MITKPECIUTH BAXJIMBICTh 1HTErpallii CUTHAIIB Bij
Defender for Endpoint Ta Defender for Identity B mexxax enunoi miatdhopmu XDR. 1le

7A€ MOYKJIMBICTh KOPEJIOBATH TMOMII0 OTPUMAHHS (DIIITMHTOBOTO JIUCTA 3 TOJAJIBIIO0
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M103p1JI0I0 aKTUBHICTIO HA POOOYIA CTaHIi, HANpHUKJaJ, 3alyCKOM HEB1JOMOTO
mporecy abo aHomamisMu B ayTeHTH(dikamii. Taka Kpoc-IOMEHHAa BHUAMMICTh €
KIIIOYOBOIO TIE€PEBAror0 JOCIHIKYBaHOTO PIIMIEHHS TMOPIBHSIHO 3 TPaJAULIHHUMU
CHUCTEMaMH, OCKIUJIBKM BOHa 3a0e3leuye KOHTEKCTyallbHEe 30aradcHHsS JaHuX O0e3

HEOOX1AHOCTI CKJIQIHOTO HaJAIITyBaHHS ITPaBUII HOpMaTi3aIlii.

1.3 AHaJji3 icHylOUYHX HIiAXOAIB Ta METPUK OUIHKH €(PeKTUBHOCTI CHCTEM

nporufii GpimmHry

Tpanuuiitai nigxoau o ominku podotu SOC (Security Operations Center) yacTto
0a3yloThcsi Ha 0a30BHX METpUKaX, TaKMX SK KUIBKICTh OOpOOJEHHX IHITUICHTIB,
KUIBKICTh 3a0JIOKOBaHMX aTak abo cepenHiil yac pearyBaHHs. [IpoTe B KOHTEKCTI
MPOTUIT CydacHOMY (IIIMHTY Il MOKAa3HUKHU YaCTO BHUSBIISIIOTHCA HEAOCTATHIMHU 200
HaBITh TaKUMH, 1110 BBOJSTH B OoMaHy. Hampukiaa, BUCOKa KUIBKICTh 3a0JIOKOBAHHMX
JIUCTIB MOXKE CBIIUUTHU HE MPO €(PEKTUBHICTH 3aXUCTY, a PO MACOBAaHY CIaM-aTaKy
HU3BKOI CKJIQJHOCTI, TOJl K OJWH MPOIyUIEHUH LIIbOBUHN (DIIIMHTOBUHN JHUCT MOXKE
IIPU3BECTH JI0 KOMITPOMETAIlii BCi€l 1HQPACTPYKTYpH.

[cHytO4l METOaU OIIHIOBAaHHSA YacTO ITHOPYIOTh AWHAMIUHY TPUPOAY 3arpos.
Knacuuni merpuku, Taki sik Mean Time to Detect (MTTD) ta Mean Time to Respond
(MTTR), 3a3Buyaii po3paxoBYIOTHCA BIJT MOMEHTY TeHeparlii ajepry CHUCTEMOIO
oe3nexku. OIHaK Takui MiAX1J1 HE BPaXOBY€E Yac, MPOTATOM SIKOTO 3arpo3a nepedynaia
B 1HGPACTPYKTYypl JO MOMEHTY ii BUSBICHHA. Y BUIAJKY 3 (DIMIMHTOM KPUTUYIHO
BKJIMBUM € IHTEPBaAJI MIXK JOCTABKOIO JIMCTA Ta MEPIIO0 B3aEMOIE€I0 KOPUCTyBaya 3
HUM. SIKIIO cucTeMa BUSBIISE Ta BUAAJSE JIUCT Yepe3 5 XBUJIMH MICHS TOCTaBKH, aje
KOPUCTYBa4 BCTHUT BIAKPUTH HOTO Yepe3 2 XBIWIMHU, (POpMaTHHO CHCTEMA CTIpaIloBaa,
ajne (aKTUYHO 3aXUCT He Oyso 3abe3neueHo. ToMy BUHMKAE HEOOX1IHICTh Y po3po0iri
OUIBLI TPAHYJISIPHUX METPUK, sIKI O BpaXOBYBaJM 4aCOBY LKAy MOJINA 3 TOYHICTIO A0
CEKYH/I 1 KOPEJIFOBAJIM [Iii CUCTEMU 3 MOBEIIHKOK KOPUCTYBAYiB.

[Ile omgHier0 MPOOIEMOIO ICHYIOUUX MIIXOAIB € Te, M0 BaXKKO OLIIHUTH, CKUIHKU
aTak CUCTeMa He BHSIBHJIA — TOOTO BMIIAJKIB, KOJIM araka BigOyJaacs, aje MeXaHi3M

3aXHMCTy HE CIpaIfoBaB. Y KJIaCHYHIN Teopii BUSBIICHHS CUTHAJIB TOYHICTDH 1 TOBHOTA
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PO3pPaxoBYIOThCS HA OCHOBI B1JIOMO1 BUOIPKH. Y pealbHUX yMOBax (DYHKIIIOHYBaHHS
SOC MU 4acTO HE 3HAEMO TOYHOI KIJBKOCTI MPOIYIIEHUX 3arpo3, JOKH HE CTAaHEThCS
iHuaeHT. CTaHmapTHI 3BITH TOIMITOBHX IIIIO3IB MOKA3yIOTh JHINE TE, 10 BOHU
3a0J10KyBaJld, CTBOPIOIOYH 1103110 TOBHOT BUAMMOCTI. {15 oTpuMaHHsa 00’ €KTUBHOT
OIIHKA HEOOXiTHO BHUKOPUCTOBYBAaTH METOAM PETPOCIEKTUBHOTO TMIONIYKY Ta
KOpEJSAUIAHUNA aHami3, SKUW J103BOJISIE BUSIBUTU MPOMYIIEHI 3arpo3u 3a HENpPsSIMUMU
O3HAaKaMU, TaKUMU SK CTBOPEHHS MIJO3PUIMX MPaBWI y IOIMITOBIA CKPHUHBIN abo
aHOMaJIbHI BXOJM B CUCTEMY Bipasy miciisi oTpuMaHHs nucta [11].

CygacHl JOCHIKEHHS B Taily3l MeETpUK KibepOe3neKku MpONoOHYIOTh
BUKOPHUCTOBYBATH 1HTErPAJIbHI MTOKA3HUKH, K1 TTOEJHYIOTh TEXHIYHY €(DEKTUBHICTD 3
BIJTUBOM Ha O13HeC. 30KpeMa, PO3IISIA€ThCsl METPUKA «BAapPTOCTI ITHOPYBAHHS, SIKa
OI[IHIOE TMOTEHIIMHI 30MTKHU BiJl MpoOmymieHux arak. OJHaK MpakTU4YHA peanizallis
TaKMX METPHUK YCKJIAJHEHA BIJICYTHICTIO 1HCTPYMEHTApIIO IJisi aBTOMAaTH30BaHOIO
300py HEOOX1THUX JTaHUX. BUIBIIICTh TOCTYIMHUX HA PUHKY PillIeHb HAJAI0Th CTATHYHI
namoopau, SIKI  BaXKKO ajanTyBaTh i crneurdiyHi moTpedu  opraxizaiii.
Buxopucrtanns mosu 3anutiB KQL y cepenosuii Microsoft Defender XDR BinkpuBae
HOBI MOKJIMBOCT1 JIJI1 CTBOPEHHS KaCTOMI30BaHMX METPHK y peanbHOoMy daci. Lle
J03BOJISIE TIEPEHTH BiJl TMACHBHOTO CHOIVISIAAHHA CTAaTUCTUKA A0 TPOAKTUBHOTO
YOpPaBIiHHS pU3UKaMHU, 0a3ylOuHMch Ha JAaHUX MPO peandbHy €(PEKTUBHICTH MOJITHUK
Oe3neKu.

BaxxmBUM acneKkToM OLIHKHM € TAKOX PIBEHb «IIyMy» a00 XMOHOMO3UTHUBHUX
cipaitoBanb. HamMipHO arpecuBHI MOMITHKUA (DUIBTparii MOXYTh MPU3BOIUTH 0
0JIOKYBaHHS JIETITUMHOI JA1JI0BOi KOPECIOHACHIII1, 110 HETAaTUBHO BIUIUBA€E Ha Oi3HEC-
MpolecH Ta MPU3BOAUTH 10 TaK 3BAHOI «BTOMH Biff OE3MEKW» y KOPHCTyBadiB Ta
aaMmi"ictparopiB. OnTuMajbHa CHUCTEMa 3aXHCTy TIIOBUHHA OalaHCYBaTH MIX
MIHIMI3aIll€}0 PU3UKIB Ta 3a0E3MEUEeHHSIM JIOCTYITHOCTI KOMYHikaiii. Jls
BHUMIPIOBaHHS I[,OTO OanaHCy AOUUIbHO BUKopucToByBatu F-mipy (F;-score), sika €
TapMOHIYHUM CEPEHIM M1’K TOUHICTIO Ta TOBHOTOMO, aJanTyBaBIIH i1 pO3paxyHOK JI0
crietudiku Jior-hansiB MOMITOBUX cUcTeM [12].

OTxe, MpoBe/leHUI aHali3 CBIIYUTH MPO TE, IO ICHYIOUYl 3aCO0M 3BITHOCTI HE

HAJal0Th MOBHOI KAPTUHU €(PEKTUBHOCTI 3aXMCTy BiJ CKJIAJHUX (PIIIMHIOBUX aTak.
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Bunukae 00’ ekTuBHA 1oTpeda y po3poOIil METOAIB, sKa O J03BOJIsAIa aBTOMATH3yBaTH
PO3paxyHOK pO3LIMPEHUX METPUK €(EeKTUBHOCTI, BPAXOBYIOUM SIK YCHIIIHI
OJ0KyBaHHS, TaK 1 BUSIBIICHI MOCT()AKTYM MPOIMYCKH, @ TAKOXK YaCOB1 3aTPUMKH PEaKilii.
Buxopucranus incrpymentapito Advanced Hunting Ta moBu KQL € nepciektuBHUM

HATPSIMKOM JIJIs1 BUPIILICHHS I1i€1 HAYKOBO-TTPUKJIAIHOT 3a/1a41.
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PO311J1 2 TEOPETUKO-METOJOJIOI'TYHI 3ACA/IXM OLIITHIOBAHHA
E®EKTUBHOCTI MPOTUJIT OIIIUHITY

2.1 MeTpuKHM OLiHIOBAHHS SIKOCTI IeTEKTYBAHHA 3arpo3

st 00’ €KTUBHOTO BUMIpIOBaHHS €()eKTUBHOCTI 3aC001B 3aXHCTy B CEPEIOBHIII
Microsoft Defender XDR HeoOxigHO dopmatizyBaTH Iporec 00poOKH €IEeKTPOHHOT
KOPECTIOHIEHIT11, TIPECTABUBIIM HOTO SK 3a/1a49y OiHapHOI Kiacudikaiii, e cucreMa
npuiiMae pilieHHs MOI0 HAJIEKHOCTI KOXKHOTO BX1JHOTO MOBIJOMIIEHHS J0 OJHOTO 3
JIBOX KJIACIB: JIETITUMHOIO JUCTa a00 (PIIIMHTOBOT 3arpo3u. TeOpEeTUUHUM MIATPYHTAM
Uit Takoi (opmanizaniii BUCTymae Teopis OiHapHOi Kiacu@ikalii B MalIMHHOMY
HABYaHHI, SIKa J03BOJIIE MAaTE€MAaTUYHO OMHCATH 3JATHICTh CUCTEMH PO3PI3HATU JIBA
KJIacH 00’ €KTIB (JIEr1TUMHI JIUCTH Ta (DIILIMHTOB1 aTaKy) B yMOBaxX HEBU3HaYeHOCTI [13].
3acTtocyBaHHs IILOTO M1IXO/Y J03BOJISIE MEPEUTH Bijl Cy0’ EKTUBHUX OI[IHOK HAJIIMHOCTI
0 KuTbkKicHUX MeTpuk (precision, recall, Fl-score, accuracy), mo 0a3yloThCcsi Ha
aHai31 pe3yJpTariB Kiacu(ikali Ta MaTpuLll MOMHUJIOK.

VY KOHTEKCTI (PyHKIIIOHYBaHHSI TOIITOBOTO TuIt03y Ta XDR-cucremu mpoctip
MO MOYKHA ONMHCATH 3a JOIMOMOTOI MATPHIll TOMHUJIOK, sIKa BWU3HA4Ya€ YOTHUPU

MOKJIUBI pe3yabTaTu Kiiacudikaiiii, sk e 300pakeHo Ha pUCyHKY 2.1.

Predicted
Positive Negative

TP | FN

Actual
Negative Positive

FP | TN

Pucynok 2.1 — Marpuust noMuIok
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[Tepuuii ctan — ictTuHHO-I03uTHBHE pimeHHs (True Positive, TP), Bunukae, koiau
CUCTEeMa KOPEKTHO 1IeHTU(IKy€e (IITMHTOBUI TUCT Ta O5I0Kye Horo. Y norax Advanced
Hunting npomy BinmoBigaroTs moaii 3 tabmumi EmailEvents, ne mone ThreatTypes
MmicTuTh 3HadeHHs Phish, a DeliveryAction mae craryc Block a6o Quarantine.

Hpyruii cran — ictuHHO-HeratuBHe pimenHs (True Negative, TN), omucye
CUTYyallll0, KOJHM JIETITUMHUN JIMCT YCHIIIHO JOCTaBJISEThCS KopucTyBauy. Lle
HaliMacoBIIIa KaTeropis Mojii, ska xapakTepru3y€e HOpMaJbHUM PEXXUM poOOoTH Oi3HEC-
MPOLIECIB.

Tpertiii cran — xubHo-no3utuBHe pimeHHs (False Positive, FP), abo mommika
nepuioro poxy. Lls curyaniss BUHUKae, KOJIM CHUCTEMa ITOMHJIKOBO 17eHTU]IKYE
JIETITUMHE TOBIJOMJICHHS SIK IIKIJUTMBE (HANMPUKIIAJ, KIACU(DIKY€e TIIOBY MEPEIHUCKY
AK GimuHT 200 craMm) 1 3aCTOCOBYE J0 HHOTO 00OMEXKYBaJIbHI 3aX0/IH, TaK1 SIK KapaHTHH
a0o nepewminieHHs y nanky «Hebaxxana momray.

Texuiuyno npornec BunukHeHHs1 FP y cepemoBumni Microsoft Defender XDR
BUIJISIAAE SIK TOCIIJOBHICTh 3MIHM CTaHiB. CHouaTky cHCTeMa JETEKTy€ JIUCT 3a
CUTHATypamH, €BPUCTUKOI0 a00 MOJEISIMH MAIIMHHOTO HABYAHHSA 1 MPUCBOIOE HOMY
BEPIAUKT, 110 (PIKCYeThCA B JIorax K YCIIIIHE CIpaIfoBaHHs 3axucty. OHaK 3rojjoM
BiIOyBaeThcsa Tmponec pekinacudikamii. Ile Moxke TpanuTucs BHACHIAOK il
aaminictparopa (Admin Submission), SIKUi 3BUIbHSIE JUCT 3 KapaHTUHY, a00 3BITY
xopuctyBada (User Reported as Safe), saxuii mno3Hadyae IUCT SK TOMUIKOBO
3a0nokoBaHui. Ilicnst HanpcunanHs Takoro 3BiTy Microsoft mpoBOAWTH MOBTOPHMIA
aHami3 (rescan) 1, y pasl miATBEPIKECHHS TOMUIIKH, 3MiHIOE BepaukT Ha Clean. Came
HAsBHICTh y JKypHaJll ayauTy 3alucy Mpo Te, M0 NepBUHHUNA BepAuKT «LLKiamnBo»
OyJ10 3MiHEHO Ha «be3neyHo», 103BOJIsIE PETPOCIEKTUBHO KBATI(PIKYyBaTH 1[0 TOIIO SIK
False Positive.

YerBeprtuii crad — xubHo-HeratuBHe pimeHHs (False Negative, FN), abo nomuika
JPYroro poiay, € HaWOLIbIl KpUTHYHUM s KibepOesmeku. lle cutyaris, komu
(GIIMHTOBUN JIUCT MPOXOAUTH Yepe3 (PUIbTPU 3aXUCTy Ta MOTPAIISE€ A0 CKPUHBKHU
KOpPHUCTyBaua.

BaxnuBo 3ayBaxkutu  (yHIAMEHTaldbHY YacoOBYy aCHMETpPII0  IpoLecy

Kjacudikailii B aBTOMaTU30BaHUX CUCTEMaX 3aXHUCTy. Y MOMEHT MEPBUHHOI 00pOOKU
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KopecnoHaAeHIi (Jac to) ms anroputmiB Microsoft Defender XDR He icHye MOHATH
«TOMUJIKA TIEPIIOTO POAy» abo «IMOMMIIKA APyroro poay». Cucrema ampiopi BBajkae
BC1 CBOi pilIEHHS BipHUMH. TOOTO, 3 «TOYKH 30py» MAIIMHU, Y MOMEHT ty ICHYIOTh
numie aBa cranu: True Positive (3arpo3y BusiBiaeHO 1 3a610koBaHO) Ta True Negative
(JIMCT BU3HAHO YMCTUM 1 TIPOITYIIICHO).

Cranu nomunok (False Positive Ta False Negative) € nareHTHUMH (ITPUXOBaHUMH )
y MOMEHT HAJXOIKEHHS JHCTa. BOHU MpOSBISIOTHCA JMINE PETPOCIEKTUBHO, Y
MOMEHT 4acy t; (t; > t), KO 30BHINIHIN BITHOCHO alTOPUTMY apOiTp (aamiHiCTpaTop
Oe3MeKy, KOpUCTyBad abo0 1HIIMH MexaHi3M BepHu@ikallii) CIpoCTOByE MEPBUHHUMA
BEPAUKT CHUCTEMHU. TakuM YHMHOM, aHali3 €(QEKTUBHOCTI € MO CyTl MOIIYKOM
PO301KHOCTEN MK NEPBUHHUM aBTOMATUYHUM DIIICHHSIM Ta OCTATOYHUM CTaTyCOM
JUCTA, SIKUiA OyJI0 CKOPUTOBAHO B MIPOIIECT )KUTTEBOTO IUKITY 1HIIUJICHTY.

3a3BHuail OLIHKA SKOCTI Kjacu(ikauliHUX MoJeNeld MOXXe MPOBOJUTHUCH Yepes
METPUKUA TOYHOCTI, KOJIM MH PaXye€MO BIJHOIICHHS MPaBUIBHO Kiacu(iKOBaHHUX
JUCTIB (JIETITUMHUX Ta (DIIIMHTOBUX) JO 3arajbHOil KUIBKOCTI JIMCTIB. MareMaruuHo

1IeH MOKa3HUK PO3PaxoBYeEThCs 3a popmyioro (2.1).

TN+TP

_ 2.1
ACCUTaCy = TP FNTFP @1)

[HIIOIO XapaKTEpPHCTUKOIO € BIYyYHICTH ab0 gocToBipHicTh (Precision), sika
BU3HAYA€ YACTKY JIMCHO WIKIJIMBUX JIUCTIB CEpPEl yCIX MOBIJOMIIEHB, 3a0JIOKOBAHUX

CUCTEMOI0. MaTemMaTuyHO 1e¥ MOKa3HUK PO3pPaxoByeThCs 3a popmyroro (2.2).

TP

- 2.2
TP+FP (2-2)

Precision=

IIpore s Hamoi 3adadli BaXXJIMBOIO € caMe MiHIMI3aIis HMOBIPHOCTI
BUHUKHEHHS 11011 FN, 1110 1 € 0CHOBHOIO METOIO HAJTAIITYBAHHSI TIOJIITUK OC3MEKHU.

Crenugika 3acToCyBaHHS JTaHOTO METOAY 10 aHajizy Jor-ainiB Microsoft
Defender XDR nosnsirae B Tomy, 1110 Ha MOMEHT JOCTaBKHU JucTa (4ac to) ctan False

Negative (konu cucteMa BU3HAJIA JIUCT JIETITUMHUM, aJie HacIpaB/i BiH € (PIIIMHTOBUM)
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€ npuxoBanuM. CucreMa BBaxae, 1110 IpuiiHsIIa paBwibHe pimeHHs (True Negative),
1 JIMIIE 3TOJI0OM, Y MOMEHT 4acy t;, KOJIU CrpaiboBye MexaHi3M Zero-hour Auto Purge
(ZAP) abo wHaaxomuTh 3BIT BiJ KOPUCTyBa4da, CTATyC TOAIl PETPOCIEKTHBHO
3sMmiHIOeThCs Ha False Negative. TakuMm 94WHOM, MHOKMHY TOMHJIOK IPYTOTO POTY
MOJKHA TIPEJICTABUTH SIK CyMY TIOJIi}, BUSIBJICHIX aBTOMATHYHO TTicyst 1ocTaBKu (FNzap),
Ta TOMIM, Mpo sKi nmoBigoMuin KOpucTyBadl (FNuse). MaTeMaTHdHO 11e¥ MOKa3HUK

po3paxoByeThes 3a hopmyrioro (2.3).

FN=FNzaptFNyger (2.3)

Taka JEKOMIIO3MINIS JIO3BOJIAE TOYHIIIE OIHUTH €(EKTUBHICTh PI3HUX
KOMIIOHEHTIB CHCTEMH 3aXHCTY.

Bucoke 3Hau€HHA TOYHOCTI CBIJYUTh MPO HU3BKUH pIBEHb MOMUIKOBUX
CIIpallloBaHb, IO 3MEHIIyE HaBaHTaXeHHs Ha aamiHicTparopiB SOC. pyroro
KPUTUYHO BaXJIMBOIO MeTpuKoro € nmoBHoTa (Recall), abo uymuBicTh cuctemu, ska
MOKa3ye 3/aTHICTh CHCTEMHU BUSBUTH BCi HasBHI 3arpo3u. [loBHOTA BH3HAYAETHCS K
BIJIHOIIIEHHSI K1JIbKOCTI 3a0JIOKOBAaHHUX 3arpo3 JI0 3arajibHOI KiJIbKOCTI peaIbHUX aTak,

BKJIFOYAIOYH Ti, 1110 OyJIM MPOMYIIeHi, 3riHo 3 hopmyroro (2.4).

Recall= (2.4)

TP+FN

VY KOHTEKCTI JaHOTO MOCHIKeHHS 3HAaMEHHUK (opmynu (2.4) € AMHAMIYHOIO
BEJIMYMHOI0, OCKIJIBKM KUIBKICTh mpomyiieHux arak (FN) moke 3poctaru 3 yacoM 1o
MIpi BUSIBJICHHS! HOBUX 1HIIMJICHTIB 200 OTPMMaHHA JaHUX MPO KoMmOpomeTalito. Jis
KOMIUICKCHOI OIIHKK SIKOCTI POOOTH CHUCTEeMH, sika OallaHCye MK HEOOXIIHICTIO
OJIOKyBaTH 3arpo3u Ta 3a0e3reyeHHsIM Oe3nepepBHOCTI O13HECY, BUKOPUCTOBY€EThCS F-
Mmipa (F;-score). Lleit moka3HUK € TApMOHIYHUM CEPETHIM MK TOYHICTIO Ta IOBHOTOIO

1 po3paxoByeThes 3a hopmyrioro (2.5).

g% Precision*Recall 2.5)
L% Precision+Recall '
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Bukopucranus Fi-score go3Bonsie mopiBHIOBaTH  €(QEKTHBHICTh  PI3HUX
KOH(}ITYpaIliid MOMITHK OE3MEeKH 3a €AMHUM CKAJIIPHUM 3HaueHHsM. Kpim toro, ms
OIIHKYA PU3UKY TOIIPHO BBECTH MOKa3HHWK KoedirienTa mpomycky (Miss Rate a6o
False Negative Rate — FNR), sikuit BinoGpaskae HMOBIpHICTb TOTO, III0 PeajbHa aTaka
He Oyzie 3a0JI0KOBaHA MTEPBUHHUMH MEXaHI3MaMH JETEKTYBaHHS Ta JOCSATHE MOIITOBOT
CKPUHBKHM KOPHUCTyBada. 3 ypaxyBaHHSIM Toro, mo MHOoxkuHa FN y nanHiii poGorti
bopMy€eThCS PETPOCIIEKTUBHO (3a paxyHOK cripaiioBanb ZAP Ta/abo miaTBEepIKeHb
KOpUCTyBadiB BianmoBigHO 110 (2.3)), 3HaueHHss FNR crmig iHTeprnperyBatu siIK 4acTKy
NPOIYIICHUX 3arpo3 cepell YCIX HasBHHUX 3arpo3 3a oOpaHWil 4acoBHM 1HTepBall
CIIOCTEpEKEHHS. MareMaTuyHO 1€ TOKa3HWK BU3HAYAETHCS SK JIOMOBHEHHS 0
noBHoTH (Recall) Ta po3paxoByerbest 3a dopmynoro (2.6). Y mpakTuuHii 4YacTUHI
poOOTH HaBeleHU TOKAa3HUK Oyzie iMIieMeHToBaHO MOBOI0 KQL n1y1st aBTOMaTH4HOTO
OOYMCIICHHS Ha OCHOBI Te€JIeMETpii, 0 JO3BOJIUTH BIJACTEXKYBATU TPEHIU 3MIHU

e(eKTUBHOCTI 3aXHUCTy B TuHamilli [ 14].

FN
- 2.6
FNR TP+FN (26)

BaxnuBo 3a3HauuTH, 110 3aIPOIMOHOBAHUI METOJl BPAaXOBYE 4YaCOBUM (hakTop.
OCKUTBKM BEPJIUKT IIOAO IIKIJIUBOCTI JIUCTA MOXKE 3MIHUTUCS MICJIsl OHOBJIEHHS 0a3
3arpo3, MOHATTS "ICTUHHOCTI" Kiacudikaiii € QyHKiriero Big gacy. Tomy po3paxyHOK
METPUK NOBUHEH MPOBOJUTHUCA Y (PIKCOBAHUX YACOBUX BikHax (Hampukiana, 7 ado 30
TTHIB), 110 103BOJIsIE cTab13yBaTu 3HaYeHHS FN 3a paxyHOK 3aBepIieHHS [IUKITY TTOCT-
aHamizy Ta peakuli ZAP. Takuii migxin 3a0e3mneuye HayKOBY CTpPOTICTh Ta

BIJITBOPIOBAHICTb PE3YJIbTATIB OLIHIOBAHHS €(PEKTUBHOCTI CUCTEMH IPOTUA1T (PIIIUHTY.
2.2 MeTtoam po3paxyHKy iHTerpaJibHUX NOKA3ZHUKIB e(PeKTUBHOCTI

JIist oTpUMaHHS PENMPEe3eHTATUBHOI OIHKKA €()EeKTHBHOCTI MPOTHAil (DIlmmHTY
HEJ0CTAaTHHO OOMEXKYBATHCS JIMIIE METPUKAMU SIKOCTI Kiacugikarii 3 miaposauny 2.1,
OCKUIBKH BOHU OIHKCYIOTh KOPEKTHICTh BEPIMKTIB, aje HE Bi0OpakaloTh TPUBAIICTD

“BiKHA €KCMO3HUIIIi”, MPOTATOM SIKOTO JIUCT yXe nepeOyBae B CKPUHBII 1 KOpUCTYyBad



31

MOTEHIIIMHO MOXKE B3a€EMOJIIATH 31 IIKIIJIMBUM KOHTEHTOM. Y cepenoBuiii Microsoft
Defender XDR 3HauHa 4YacTMHAa KPUTUYHO BaXJIMBHX MOMINA MPOSBISETHCA
NOCT(aKTyM: TUCT MOKe OyTH JJOCTaBIIEHUH 13 mepBUHHUM BepaukToM Clean, a 3romom
BUNyuYeHU MexaHi3MoM ZAP abo BpyuHy B paMmMkax pearyBaHHsi. Came ToMy
METOAOJOTIYHUM SIAPOM I[HOTO MIAPO3AUTY € KOPENSIIHHUN MiaXild, 3a SKOTO IMOJis
noctaBku 3 Tabnui EmailEvents po3misgaeThes ik CTapTOBa TOYKA )KUTTEBOTO ITUKITY
MOBIJIOMJICHHS, a TOCT-IocTaBouHl Aii 3 Tabmumi EmailPostDeliveryEvents — sk
CIIOCTEPEKYBaHI 3aBEpINalibHI CTaHM, IO JTO3BOJISIOTH BHMIPIOBATH OIEPATHBHICTH
HeUTpai3alli Ta HABaHTAKEHHS Ha MEXaHI3MHU pearyBaHHs.

@opMaIbHO KOXKEH JUCT y BHUOIPII TOIUIBHO OMHCYBaTH K CYTHICTh, IO Mae
yHIKanbHUN 17eHTUdIKaTop ToBimoMiieHHs (Hampukian, NetworkMessageld a6o
InternetMessageld) Ta yacoBy MiTKy A0CTaBKU Tclivery. SIKIIO MICHS JOCTaBKU Hal
JIOCTAaBOYHUX TOMINA. Y MPaKTUYHUX 3alUTaX BAXKIMBO (PIKCyBaTH came NepIIUi
MOMEHT HeWTpaJi3aillii, OCKUIbKM OJJHA i Ta caMa CyTHICTh MOXE IMOPOAXKYBaTH KIJIbKa
MOCT-JI0CTABOYHUX 3alMUCIB (HANPUKIIAJ, MOBTOPHI IepeMilnieHHs a0o J0JaTKOBI
cepBicHi aii). Tomy B mporenypi KOpensiii CIiJ 3acTOCOBYBaTH MPaBUIIO
MIHIMAJIBHOTO YaCY Tremediation AJISI KOXKHOTO 1I€HTU(DIKATOPA, 11100 YHUKHYTH IITYYHOTO
“po3myBaHHs” BUOIPKU Ta BUKPUBJICHHS arperOBaHUX CTAaTUCTHUK.

OxpeMuM Moka3zHUKoM, sikuit ornoBHIOE FNR 1 103BosIsi€ OLIHUTH IPOHUKHEHHS
3arpo3 y pooo4yuii KOHTYp KOMYHIKAIlii, € Koe(illieHT MPOCOUYyBaHHS B aOCOTIOTHOMY
BUPaXEHHI IIIOAO0 BChOTO BXigHOTO MOTOKY. Ha Biaminy Bim FNR, mo HOpmyerhbcs
BITHOCHO MHOXXHHHU aTak, KOe(Ii€HT MPOCOYYBaHHS JOIIBHO TPAKTYBAaTH K YaCTKY
JUCTIB, K1 Oyau JOCTaBJiE€HI KOPUCTyBadaM 1 MOTpeOyBajid MOCT-JOCTABOYHOIO
BUJTyYCHHS 4epe3 MmiaTBeppkeHHs 3arpo3u. Hexait Nj, — 3aragpHa KiJbKICTh BX1JTHUX
JUCTIB Y 4YaCOBOMY BIKHI CIOCTEPEKEHHS, @ Nigax — KUIBKICTh JIUCTIB, IS SIKMX
OJTHOYACHO BUKOHYETHCA (PaKT mocTaBku Ta (HakT mopanbinoi HerTpamizaiii (ZAP abo
py4YHE pearyBaHHs) 3a THM CaMUM 1eHTUdikaTopoM. Toal KoedilieHT TpOCOIyBaHHS

BU3HA4YaEThCs popmyroro (2.7).
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Nleak
Nin

LeakageRate= (2.7)

[Ipaktnuna minHicTh LeakageRate mossirae B Tomy, 110 BiH HOpPMY€ IIOCT-
JOCTaBOYHI I1HITMACHTH BITHOCHO BCHOTO IOTOKY JIMCTIB 1 THUM CaMHUM J03BOJISIE
MOPIBHIOBATH TEPIOAX 3 PI3HUM HABaHTAKCHHSAM Ha IOIITOBY 1HMPACTPyKTypy, a
TaKOXX BIACTEKYBaTW TPEHAU MPH 3MiHI MNOMTHUK (iAbTpalii 4Yu HaJalITyBaHb
aHTU(IIMHTOBOTO MPOQLITIO.

OxpeMuM BUMIpOM €(EKTUBHOCTI, PEJIECBAaHTHUM JI0 PU3UKIB KOPUCTYBAIIbKOI
B3a€EMO/Ii1, € PE3yJIbTaTUBHICTH OJIOKYBAaHHS MIEPEXO/IIB 3a MOCUIaHHAMU. HaBiTh SIKII10
ucT OyJ10 TOCTaBIEHO, MeXxaH13Mu Ha KitanT Safe Links 31aTH1 3ynTUHUTH HIKIJTUBY
IO B MOMEHT KIIKY, II0 CYTTEBO 3HM)KY€E MMOBIPHICTH KOoMIIpoMeTarii. Jljis 1poro
BBOJIUTHCS KOE(DIIIEHT OJIOKYBaHHS KIIIKIB, SIKUM BiJJ0Opa)kae 4yacTKy MEPEXOiB, IO
Oynu 3a010KOBaH1 3ac00aMu 3aXHUCTY, BITHOCHO BCIX 3a(piKCOBaHUX CIIPOO MEPEXoTy 3a
aHaii30BaHui nepiof. Llel mokasHuk BU3HaYaeThes (hOpMyInoro (2.8) Ta 00UHUCITIOEThCS

Ha OCHOBI MOJI1¥ MEPEeX0/1iB KOPUCTYBAYIB 13 BIAMOBIAHOIO 03HAKOIO OJIOKYBaHHS.

Nblocked

ClickBlockRate= (2.8)

Ntotal

Y  wommuekci  LeakageRate Tta  ClickBlockRate  ommcyrors  naBi
B3a€MOJIOTIOBHIOBAJIbHI IUIOMMHA PU3UKY — YacTOTY TMPOHUKHECHHS IIIKiTHBUX
MOBIJOMJIEHb Y CKPUHBKM KOPHUCTYBauiB 1 3[aTHICTh CHUCTEMHU 3YIUHSATHU aTaKky B
MOMEHT B3aeMOIi 3 ii eeMeHTaMu. Y MPaKTHYHIN YacTHHI 11l TIOKa3HUKH JOIIJILHO
PO3paxoBYBaTH y TPUB s3Il 10 OJAHAKOBOTO YaCOBOTO IHTEPBATY Ta 3 OIHAKOBHUMH
npaBuiamu (GireTparii, Mmoo 3a06e3neunTH BiITBOPIOBAHICT PE3YJIbTaTIB 1 KOPEKTHICTh

MOPIBHSHB MI>K BUOIPKaMH.
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PO3I1JI 3 ITPAKTUYHA PEAJIIBAIIIA METOAY OLUIHIOBAHHSA
E®EKTUBHOCTI 3AXOAIB NPOTUJIT ®IIAHTY

3.1 Po3po0ka moumryKoBHMX 3aNUTIB sl 300py TesieMeTpil

[IpakTyHa peanizallis 3alpONOHOBAHOI METOAY OIIHIOBaHHS €(EeKTUBHOCTI
CHUCTEMH 3axuCTy BiJ GIIMHTY 0a3yeThCsi HAa BHUKOPHUCTAHHI 1HCTPYMEHTApIIO
Advanced Hunting y cepemosumii Microsoft Defender XDR. IlepmodeproBum
3aBHaHHSIM € (OpPMYyBaHHS MaCHUBY JIaHUX, TMPUIATHOTO JJIA TOAAJIBIIOTO
CTaTUCTUYHOIO aHalI3y Ta pPO3paxyHKy METPHK, BU3HAYEHUX Y APYroMy pO3ALIL.
OckiIbKH cUp1 AaHl B XKypHaJlaX MoOJii MalOTh TETEPOreHHY CTPYKTYPY, JI€ OJTHE T0JIe
MOXKE€ MICTUTH KiJbKa 3Ha4eHb a00 HECTaHJapTH30BaH1 (opMaTH, HEOOX1THO
po3pooutn crnemiamizoBadi KQL-3anutu mns ix nHopmamizaimii [16]. OcHOBHUM
JDKepeJIoM JaHuX Ui aHali3y BXIJHOTO TIOTOKY 3arpo3 BHUCTyMae TaOIuIs
EmailEvents, sika MicTuTh neTanbHy I1HQOpMALiI0 TPO KOXKEH 0O0poOieHHi
€JIEKTPOHHUM JIUCT, BKIIFOYAIOYH BEPAUKTU (DUIBTpALLii, OTITUKU Ta A1l CACTEMHU.

J11st 3a6e31nedeH s penpe3eHTaTUBHOCTI BUOIPKA HEOOX1JHO BU3HAUYNUTH YaCOBHIA
Jliaras3oH aHai3y. Y JaHOMY JOCIHIIKEeHHI o0paHo nepioa y 30 aHiB, 110 € CTaHAAPTOM
JUTsl peTpocnekTuBHOro aHamizy B Advanced Hunting 1 103Bossie OXONMUTH MOBHHIMA
KUTTEBUM MK OUIbIIOCTI (DIIMIMHTOBMX KaMIaHIA, BKIIOYAIOYM BIAKJIAACHI
AeTeKTyBaHHS. KpUTHYHO BaXXJIMBUM €TaloM TIOMEpenHbol OOpOOKH HaHWX €
HopMadmizamis moist ThreatTypes. ¥ BuxigHiii cxemi JaHHX II€ MOJE€ MOXXE MICTUTU
KoMOiHallito 3HaYeHb (Hanmpukia, «Phish, Spamy), o yckinagHioe npsiMy arperaiito.
Jlnst BupimeHHs: 1€l npoOiaemMu po3po0NeHO alIropuT™M MpiopUTe3alli 3arpos,
peanizoBanuii 4yepe3 omeparop case moBu KQL. Jlorika HOpmamizamii mojsirae y
NPUCBOEHHI KOXXHOMY JIUCTY €IMHOTO CTaTyCy 3a MPIOPUTETOM HEOE3MEKH: IIKIIITUBE
nporpamue 3ab6esneueHHs (Malware) mae HaWBUIIMIA TPIOPUTET, 32 HUM CIIIYE
¢immar (Phishing), motim cnam (Spam), 1, HapenITi, YACTI JTUCTH.

Po3po0nenunii 3anuT, HaBeAeHUN y JICTUHTY 3.1 BUKOHY€E (DUIBTpALIiIO0 BX1JHOTO
tpadiky (EmailDirection == "Inbound"), Hopmai3aliiro TUIIB 3arpo3 Ta arperario

naHux 3a gaismu cucremu goctaBku (DeliveryAction). Lle no3Bossie oTpumaTtu 6a30By
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CTaTUCTUKY €()EKTUBHOCTI MEPBUHHOI (PibTpallii Ta moOyayBaTH Bi3yalbHY MOJCIb

PO3MOILTY 3arpo3.

Jlictunar 3.1 — KQL 3anut ais HopMmadizaiii Ta aHali3dy CTPYKTypH BXiJHOTO

HIOTOKY 3arpo3

EmailEvents
| where Timestamp > ago (30d)
| where EmailDirection == "Inbound"
| extend ThreatCategory = case (
ThreatTypes has "Malware", "Malware",
ThreatTypes has "Phish", "Phishing",
ThreatTypes has "Spam", "Spam",
"Clean")
| summarize Count = count () by ThreatCategory, DeliveryAction

| order by Count desc
| render piechart

Pesynbrar  BUKOHAHHS ~ HaBEACHOIO  3alUTy  JIO3BOJSIE  BI3yasi3yBaTH
CITIBBIJTHOIIIEHHS 3a0JIOKOBAHUX Ta JIOCTABJICHUX JIUCTIB ISl KOXKHOI KaTeropii 3arpos.
Hampuknan, wasBHicTh momiii 31 crarycom ThreatCategory == "Phishing" Ta
DeliveryAction == "Delivered" € nepBUHHUM 1HAMKATOPOM MOTEHIIHHUX 1HIIUICHTIB,
AK1 TOTPeOyIOTh JOJATKOBOTO aHATI3y Yepe3 MEeXaH13MHU MOCT-JOCTaBKH.

Pesynbratn Bukonanus KQL 3amuty, HaBegaeHoro y nictunry 3.1, Ha OCHOBI
peaibHUX JaHUX MpeACTaBlieHI Ha pucyHKy 3.1. 3 HbBOrO BUJIIHO, IO HAWOUIBIIOO
KaTeropiel0 10 KUIBKOCT1 JINCTIB € HE 3JI0BMHUCHI JIUCTH, sIKi Oyiau J0CTaBIICHI
OTpUMYBauy, a JPyrol0 KaTeropield € cmaM, SKUH B OUIBIIOCTI BHIAAKIB OyB
BIJIHECEHMI 10 KaTeropii HebakaHUX JIUCTIB.

OTtpumaHni JaH1 Jal0OTh 3arajbHy KapTHHY TOTO, sIKI IUCTU CUCTeMa OJIOKYE, a sIKi
BCE K JOXOISATH J10 KOpPUCTyBauda. SKIIO cepel JOCTaBJICHUX € TMOBIJOMJICHHS 3
kareropieto Phishing, 1ie o3Hauae, Mo Taki BUMAJKA MOTPIOHO MEPEBIPSITH OKPEMO,

1100 3pO3yMITH IPUYKHY MPOIMYCKY Ta OLIHUTH PUZHUKH.
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[> Run query Set in query ™ Share link

- Query

Getting started Results Query history

Export

Filters: Add filter

[] ThreatCategary DeliveryAction *

Clean Delivered

Spam Junked

Clean Junked

Phishing Elocked

Spam Blocked

Phishing Junked

Clean Blocked

Spam Delivered

Phishing Delivered

Malware Blocked

Pucynok 3.1 — CTpykTypa BXIJTHOTO OTOKY JIUCTIB

Ha pucynky 3.2 mpencraBieHa rpadiyHa Bizyamizaiisi JaHUX, OTPUMAHUX Y

pe3yabTari BukoHanHs KQL 3anuTty, HaBeeHOro y JicTuHry 3.1.

@ Phishing Phishing @ Malware Clean

Pucynok 3.2 — I'padiuna Bizyasizailisi CTpyKTypHY BX1JJHOTO IMOTOKY JIUCTIB
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Hactynaum kpokoMm € 30aradeHHsi JaHUX Mpo (PIIIMHTOBI JUCTU 1H(OPMAIIIEO
PO BEKTOPH aTtaku. J{Jis 11b0T0 HEeoOXiTHO BUKOpUCTaTH AaHi 3 Tabiauis EmailUrlInfo
ta EmailAttachmentInfo. Ockinbku OAMH JTUCT MOXKE MICTUTH O€3714 TOCHIIaHb 200
BKJIQJICHb, MpOCTa orepalis 3’eaHaHHA (join) MOXKE MPU3BECTH N0 JAYOITFOBaHHS
3alMCIB Ta BUKPHUBJICHHS CTAaTUCTUKHU. J[JI1 YHUKHEHHSI IIbOTO Y PO3POOICHOMY
aJIrOpUTMI BUKOPUCTOBYETHCSl arperaiisi BKJIAJCHUX CYTHOCTEM y CHHUCKH Tepen
3’€JHAaHHSIM 3 OCHOBHOIO Tabnuuero nomiid. Lle mo3Bomsie copmyBarv €aUHMIMA
aHAMITUYHUM 3aIUC A1 KOXKHOTO 1HIIMJEHTY, IO MICTUTh METa/aHi JIMCTA, MepeiiK
nigo3piaux URL-aapec Ta xemi-cymu BKJIaJICHb.

Oco6nuBy yBary npu Hopmaizailii ciuija npuauuty noio AuthenticationDetails,
sxe mictuTh pesynsratu nepeBipku SPF, DKIM ta DMARC. V cupomy Bursiai e
noJie € TeKcToBUM psiikoM popmaty JSON ab6o XML. /[ aBTOMaTn30BaHOi OIIIHKH
€()EeKTUBHOCTI MOJIITHK ayTeHTU(DIKAL1i HEOOX1THO pO3MAPCUTH LIEH PAIOK Ta BUAUIUTH
BEPAMUKTH JJIsI KOXKHOTO MPOTOKOJIYy B OKpeMi KOJOHKHW. Peamizarfiss mporo miaxomy
npeAcTtaBieHa y Jlictunry 3.2, 1€ BHUKOPUCTOBYEThCS (YHKINS parse json s
CTPYKTYpYBaHHsI JaHUX ayTeHTU(IKallli, 0 JI03BOJIIE BUSBUTH KOPEIALII0 MIXK

HanamryBaHHsMu DMARC ta iiMOBipHICTIO TipomycKy crydinr-atak [17].

Jlictuar 3.2 — KQL 3anut mid a”amizy KOpessiii MDK pe3yiabTaTamu

ayTeHTU(IKAIl1l Ta BepAUKTaMu QiabTparii

EmailEvents
| where Timestamp > ago (30d)

| where ThreatTypes has "Phish"

| extend AuthDetails = parse json (AuthenticationDetails)

| extend DMARC Verdict = tostring(AuthDetails.DMARC)

| extend SPF Verdict = tostring(AuthDetails.SPF)

| summarize PhishCount = count() by DMARC Verdict, SPF Verdict,
DeliveryAction

| sort by PhishCount desc

Pesynwsratu Bukonanus KQL 3anuty, HaBeeHoro y gicTUHTry 3.2, 300pa)xeHi Ha

pUCYHKY 3.3.
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[> Run query Setin query ™ Save Share link

- Query
EmailEv
| where Ti

Getting started Results Query history

Export Show empty columns

Filters: Add filter

E| DMARC_Verdict " SPF_Verdict ~~ DeliveryAction PhishCount

pass pass Blocked

fail pass Blocked

bestguesspass pass Blocked

none pass Junked

none pass Delivered

fail softfail Blocked

fail pass Junked

none pass Blocked

pass Delivered

Junked

Blocked

pass Junked

softfail Junked

pass Delivered

Blocked

permerror 55 Delivered

fail Blocked

permerror pass Blocked

Pucynok 3.3 — CrpykTypa (IIIMHIOBHX JUCTIB

OTpuMaHi B pe3yJbTaTl BUKOHAHHS 3alMTIB HOpPMaJli30BaHI HAOOpU JaHUX
dbopMyt0oTh (YHIAMEHT IS PO3PAXYHKY CKIATHUX METPHUK, TaKUX SIK KOEQIII€HT
xnbHo-HeratuBHUX crpaitoBadb (FNR) ta yac peakuii (MTTD). 3acTtocyBanHs MoBH
KQL na erami mAroToBKM [JaHUX JO3BOJIIE ABTOMATH3yBaTH PyTHUHHI omeparii
0o0OpoOKHM JIOTIB Ta 3a0€3MEYUTH BUCOKY TOYHICTH BUMIPIOBAHb, BHUKJIIOYAIOUU
JOACHKUIN (DAKTOP MpH MiIPaxyHKy CTATUCTUKH 1HIUICHTIB.

3aranom, MmiAroTOBKa i HOpMadizaiist nanux yepe3 KQL moTpibHi 115 TOTO, 1M100
JlaJTl KOPEKTHO paxyBaTH METPHUKHU Ta MOPIBHIOBATH pe3yabTaru. Komu gaHi nmpuBeneHi
710 OHOTO (hopMaTy, 3 HUMHU MPOCTILIE MPAIlOBATH, POOUTH MiIpaxXyHKH Ta OyayBaTu

rpadiku 6e3 MOMIIOK 1 3aiBUX JTyOJIIOBaHb.
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3.2 Peanizanisi aJropurMy BUSIBJICHHSI XUOHO-HEraTUBHUX CIPALIOBAHb TA

PO3PaxXyHKY 4YaCOBHX 3aTPUMOK

Ha ocHOBI miArOTOBJICHUX Yy TONIEPEIHBOMY ITIIPO3/iIl HOPMaJII30BaHUX JaHUX
tenemeTpii cepenoBuiia Microsoft Defender XDR 6yro peanizoBaHo anroputMu Juist
ABTOMATH30BAaHOTO PO3PaxyHKY KIIFOUOBHX ITOKa3HUKIB €(QEeKTHUBHOCTI (iabTparlii.
3okpema, moBa KQL no3Bossie Oe3nocepelHbO OOYHCIUTA METPUKH TOYHOCTI
(Precision), moBHotn (Recall), koedimienra xubHoHeratnBHUX crpartoBanb (False
Negative Rate, FNR) ta interpansnoi Fi-Mipu Ha OCHOB1 CTaTUCTUKH Kiiacudikarii
KOYKHOT'O €JIEKTPOHHOTO JiicTa. KpiMm TOro, po3po06iaeHo 3anuTu AJi OLIHKH 3aTPUMKH
BUSBJICHHS (IIIMHTOBUX MOBiIoMiIeHb (dacy peakiii, MTTD) ta mns migpaxyHky
KUTIBKOCTI 1HIUJIEHTIB, MPOIMYIIEHUX TEPBUHHUM 3aXUCTOM 1 BHUSBICHHUX JIMIIE
PETPOCHEKTUBHO a00 BPYUHY.

JIyist BU3HAUEHHS KUIbKICHUX TMOKa3HUKIB MPABUIBLHUX Ta TMOMUIKOBUX PIIICHb
3MIMCHIOETHCS MIJIPAXyHOK TOJIM KOXKHOI KaTreropii pe3ynbrary Kiacudikaiii 3a
BUOpaHuii mepion. BUKOPUCTOBYIOUM pO3pOOJIEHY  paHillle  KaTeropu3alliio
ThreatCategory, KQL-3anut arperye KuUIbKICTh JHUCTIB Y KOXKHOMY 3 UYOTHPHOX
MoxunBux ctaHiB: TP (True Positive, 3a6mokoBana 3arposa), FP (False Positive,
MOMHUJIKOBO 3a0mokoBanmii jeritumHuid Jmct), FN (False Negative, nmpomnyiieHa
3arpo3a) Ta TN (True Negative, JTEeriTUMHUHN JIUCT, IO YCHIIIHO POUIIOB (PIIBTPH).
Ha ocnoB1 mux 3HadeHb oOumciroroThes Precision, Recall, F; ta FNR 3rigHo 3
BU3HAYCHHSIMH, HABEACHUMH B IPYTOMY PO3JILII.

VY nmictunry 3.3 nokazaHo BianoinHuid KQL-3anut, skuii peainisye onvcaHuii
aNropuT™M po3paxyHKy. B pesynabrari BukoHaHHs uporo KQL 3anuty, Oyzae
dbopMyBaTHCst TAOIUIIS 3 OTHUM PSIKOM, IO MICTUTHME 3HAUYCHHS BCIX PO3PaXOBAHUX
MOKa3HUKIB.

OTpumanuii pe3ynbTaT 3pyYHHH TSl TTONABIIIOT0 aHaJi3y, OCKUIBKH JTO3BOJISIE
oJIpa3y OLIHUTH AKICTh QiibTpalli 3a BUOpanuii nepion. Takox 1ei miaxia COpourye
NOPIBHSHHS MMOKA3HUKIB MK PI3HUMHU MPOMIXKKaMU 4yacy a0o miciist 3MiH y TOJIITUKAX

3aXUCTY, 00 CTPYKTypa pO3paxyHKy 3aJIUIIA€THCA OTHAKOBOIO.
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Jlictunr 3.3 — KQL-3anut 151 po3paxyHKy MaTpuill kiacudikailii Ta moxiJHux

metpuk Precision, Recall, F;, FNR

EmailEvents

| where Timestamp > ago (30d)

| where EmailDirection == "Inbound"
| extend ThreatCategory = case(

ThreatTypes has "Malware", "Malware",
ThreatTypes has "Phish", "Phishing",
ThreatTypes has "Spam", "Spam",

"Clean™)
| summarize

TP = countif(ThreatCategory in ("Phishing", "Malware") and
DeliveryAction in ("Blocked", "Junked")),

FN hidden = countif (ThreatCategory in ("Phishing", "Malware")
and DeliveryAction == "Delivered"),

FP = countif (ThreatCategory == "Clean" and DeliveryAction in
("Blocked", "Junked")),

TN = countif (ThreatCategory == "Clean" and DeliveryAction ==
"Delivered")

| extend Precision = round(todouble (TP) / todouble (TP + FP), 4),
Recall = round(todouble (TP) / todouble (TP + FN hidden), 4),
F1 score = round(2 * todouble(TP) / todouble(2 * TP + FP +
FN hidden), 4),
FNR = round(todouble (FN hidden) / todouble (TP + FN hidden),
4)

Pesynwrar Bukonanus KQL 3anuty, HaBeAaeHOTO Yy JicTUHTY 3.3, 300paxeHo Ha
pucyHky 3.4. Tak, Ha peanbHUX JaHUX oTpuMaHo Precision =~ 0.42 (42%), Recall = 0.90

(90%), F1 = 0.57 (57%) i FNR = 0.1 (10%).

[> Run ‘query Setin query ™ Si : Share link

B) / todoul
/ todouble(T

Getting started Results Query history

Export @ 00:01.397 m Low

Add filter

Pucynok 3.4 — Marpuris kinacudikariii Ta mOX1JHAX METPUK



40

HactynmHuM eTanom € aHalli3 4acOBHMX XapaKTEPUCTHUK pearyBaHHS CHCTEMH Ha
3arpo3u. [Ins OLIHKM 3aTpUMKHU BHSIBICHHA (DIIIMHTOBUX TOBIIOMIIEHB OYyJ0
BUKOPHUCTaHO 00’e€qHaHHs Tabnmuii modatkoBux momii (EmailEvents) 3 Tabmuriero
noct-goctaBouHux a1 (EmailPostDeliveryEvents). Ile mo3Bossie 3icTaBUTH 4ac
JOCTaBKH KOXKHOTO JIMCTa 3 YacOM MOro MOMAJbIIOr0 BHAAICHHS 13 IOIITOBOT
CKpUHBKH 3aco0amu ZAP aGo Bpy4HY aaMiHICTparopoM. Y JICTHHTY 3.4 HaBeJEHO
KQL-3anuT, 1m0 o6uncioe cepeHii Ta MeI1aHHUN yac MIXK JJOCTaBKOKO (D1IIMHTOBOTO

JUCTa 1 HOTO HEUTpai3aIi€ero.

Jlictunr 3.4 — KQL-3anuT 1y1st OMIHKY 3aTPUMKH BUSIBJIEHHS (DILIMHTOBUX JIUCTIB

(MTTD)

EmailEvents

| where Timestamp > ago (30d)

| where EmailDirection == "Inbound" and DeliveryAction ==
"Delivered"

| project NetworkMessageld, DeliveryTime = Timestamp,

RecipientEmailAddress, Subject, ThreatTypes
| jJoin kind=inner (

EmailPostDeliveryEvents

| where Timestamp > ago (30d)

| extend RemovalTime = Timestamp

| project NetworkMessageId, RemovalTime, ActionType
) on NetworkMessageld

| where ThreatTypes has "Phish" or ActionType in ("Phish ZAP",
"Manual remediation")

| extend DetectionDelay = datetime diff ("hour", RemovalTime,
DeliveryTime)

| summarize AvgDelayHours = avg(DetectionDelay), MedianDelayHours =

percentile (DetectionDelay, 50)

Y 1mpoMy 3amuTi 3a JOMOMOror oreparlii join nmo momo NetworkMessageld
BCTAHOBIIOETHCA 3B 130K MUK (hakToMm noctaBku jucta (3 EmailEvents) Ta ¢gakrom
roro Bupanienns micis goctaBku (3 EmailPostDeliveryEvents). @instp ActionType in
("Phish ZAP", "Manual Remediation") rapanrye, 1110 aHaJIi3yIOThCS JTUIIIE T1 BUMAIKH,
Koy JUcT OyB KiIacuikoBaHUM K (DIIMHIOBUN MOCT(PAKTYyM — aBTOMATUYHO
BUJIAJICHUH CUCTEMOIO a00 BPYYHY MEPEMIIICHUIN aJMIHICTPaTOpOM J0 KapaHTHHY.
OOGuuciieHHs pi3HUII Yacy MIX JOCTaBKoro Ta BuaaieHHsM (datetime diff) mosBomsie
OTpUMATH BEJIMYUHY 3aTPUMKH B TOIMHAX AJI KOKHOTO iHIMAEHTY. [lam arperyrorbces

cepenqHe  3HaueHHa ~ nporo  iHTepBany  (AvgDelayHours) Tta  menmiana
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(MedianDelayHours) nms Bcix 3arpo3, siki OyJivd BUsIBJIEHI 13 3ami3HeHHsIM. Hanpukian,
y pa3i edekruBHOi poboTH MexaHI3My ZAP cepemHst 3aTpuMKka BHUSBICHHS MOXKE
CTAHOBUTH ~1.5 roguHu, a MeaiaHHUN Yac — OMM3bKO 1 TOIWHU, IO BKA3ye Ha Te, 10
3a3BUYail MPOMyIIeHI (PIIIMHTOBI aTakKu HEUTPaT3yIOThCS MIPOTIATOM TEPIIUX TOAUH
MiCIs JOCTaBKHW. Pe3ynbrarth BWKOHAHHS 3amuTy, HAaBEIECHOTO Yy JICTUHTY 3.4,

300pakeHO Ha PUCYHKY 3.5.

> Run query Set in query ™ Share link

/ Query

yEvents
tamp > ago(
| extend
| project N
on or

where Threat "Phish™

extend nD dat
summariz 1

Getting started Results Query history

Filters: Add filter

[] AvgDelayHours MedianDelayHours

[] > 18.946902654867255 2

Pucynok 3.5 — Cepennsi Ta MelliaHHA 3aTPUMKH MK JIOCTABKOIO Ta BUIAIICHHSIM

OKpiM KUTbKICHUX METPUYHMX MOKA3HUKIB, JOLIIBHO OLIHUTH CHIOCIO BUSBIICHHS
MPOIYIICHUX aTaK, OCKUIBKH 1€ XapaKTepu3y€e pojib aBTOMATU30BaHUX 3aco0iB Ta
JIONWHYU B CUCTeMI 3axuCTy. JIJIS IbOTO OKPEMHUM 3allUTOM IiAPAXOBAHO KITBKICTh
iHuuaeHTiB tumy FN, siki Oynu jikBigoBaHi MexaHi3MoM Zero-hour Auto Purge (Phish
ZAP), Ta KUIbKICTh THX, IO 3aJUIIMINCS HENOMIYEHUMH CHCTEMOIO 1 MOTpedyBaiu
PYYHOTO pearyBaHHs 3 00Ky aaMiHicTparopa. Jlictunr 3.5 mictuth BianoBigaud KQL-

3aI1uT.
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Jlictuar 3.5 — KQL-3anut s mipaxyHKy PETPOCIEKTHBHO aBTOMATHYHO

BUSBIICHUX 1 BPYYHY BUSBJICHUX 1HIUICHTIB

EmailPostDeliveryEvents
| where Timestamp > ago (30d)
| where ActionType in ("Phish ZAP", "Manual Remediation")
| summarize
FN ZAP = countif (ActionType contains "ZAP"),
FN User = countif (ActionType == "Manual Remediation")

Ileit 3amuT 3BepTAETHCA JO TAOJIMIN MOMIM MMICHA JOCTaBKU Ta paxye KUIbKICTh
3amnuciB 3a KookHUM TuroM Aii. [one FN_ZAP BinoOpaxkae uncio GpilIMHIOBUX JHUCTIB,
ABTOMAaTUYHO BHIAJICHUX CHUCTEMOIO TICIS To4yaTKoBOi JocTaBku, a FN User —
KUIBKICTh 1HIMAEHTIB, IO Oyau MpOMNyIleHl (UIBTPALIEI0 1 BUSABICHI JIUIIE ITiCIIA
MOBIJIOMJICHHSI KOPUCTYBauiB (4epe3 pydHe BTpyuYaHHs aaMiHicTpartopa). Pesynsratu
3alUTy JAI0Th 3MOTY OIIIHUTH, SIKa YacTKa MPOIYIIEHUX aTak Oyjia HeWTpalizoBaHa
3aco0amMu 3aXUCTy 0€3 y4yacTi JIIOAWHM, a SIKI THIUJICHTH 3JIMIIAIACS HEBUSIBICHUMU
710 3BEPHEHb B1J] KOPUCTYBAYiB.

Pesynbratn Bukonanns KQL 3anuty, HaBeeHOTo y JICTUHTY 3.5, 300pakeH1 Ha

PUCYHKY 3.6.

> Run query Set in query ™ Share link

2 Query

mailPostDelive

| where Timesta
| where Acti
|

Getting started Results Query history

Export

Filters: Add filter

FN_ZAP

Pucynok 3.6 — IlinpaxyHOK aBTOMaTUYHHX 1 PyYHUX BUSBIEHB (IIIMHTOBUX JIMCTIB
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3.3 Inrepnperamisi pe3yJbTaTiB €KCINEPUMEHTAJILHOI0 OLIHIOBAHHS TAa

peKoMeHAaNil 010 ONTUMI3aNil MOJITHK 0e3nmeKu

OTtpumaHi B pealibHii IHPPACTPYKTYpl KOMITIaHIi pe3yabTaTh PO3PAXYHKY METPUK
edextuBHOCTI TpoTuaii ¢immATy B Microsoft Defender XDR 3aco6amu Advanced
Hunting 103BoJIsII0TH MEPENTH B1J] 3arajibHOTO YSIBICHHS MPO «HASBHICTH 3aXUCTY» 10
IpPEAMETHOI OIIIHKK TOTO, SK CaMe€ MpaIiolTh AaHTU(IIIMHIOBI MEXaHI3MHU B
MOBCSKICHHUX yMOBaX, y SKHX MPUCYTHI 1 MacoBl PO3CHJIKH, 1 IUIbOBI araku, 1
JIETITUMHI O13HEC-JIMCTH, 110 MOXKYTh OyTH CXO)XKMMH Ha (DIIIMHTOBI 32 OKPEMHMU
03HaKaMH. Ba)kJIMBO MIAKPECIUTH, 1110 HABEICHI MOKA3HUKH HE € «OLIHKOIO MTPOAYKTY
Microsoft» sik Takoro, a BijoOpaxaroTh e(peKTUBHICTh KOHKPETHOT peati3allii 3aXucTy
B KOHKPETHOMY CEpEIOBHILI, TOOTO pe3ysbTaT NOEAHAHHS TEXHIYHUX MOXIJIMBOCTEH
mar@opmu, oOpaHUX MONITHK, IHTErpalii, a TakoXK peajbHOro Mpo@uIo 3arpo3 1
MOBEMIHKK KOopucTyBa4iB. Came TOMy iHTepIpeTallis METPUK y LbOMY IiJIPO3ail
PO3MIAAETHCS SIK OCHOBA JJIsI MPUHHATTA MPAKTUYHHUX PIMICHb MO0 ONTHUMIi3alii
MOJIITUK OE3MEKH Ta MPOLIECIB PEaryBaHHs.

3a pesynbraramMu BUKOHaHHS po3poOieHnx KQL-3amuTtiB oTpuMaHO 3HAUYCHHS
Precision = 0.42 (42%), Recall = 0.90 (90%), F1 = 0.57 (57%) 1 FNR = 0.10 (10%).
Take CHIBBIIHOIIEHHS TIOKA3HHWKIB € XapakTEpPHUM JJIs CEpPEIOBHIN, y SKHX
opraHizaiisi poOOUTh aKIEHT Ha MaKCHUMAJIbHOMY TMEPEXOIUICHHI ITi03PLINX
MOBIJIOMJIEHb, aJI€é CTHKA€ThCSA 3 HACIIJKAMU «arpecuBHOD» (UIBTpalii y BHUIISII
3HAYHOI YaCTKM XWOHOMO3WUTUBHUX pimieHb. Bucoke 3nauenns Recall o3nauae, 1o
OUIBIIICTD (PIIIMHTOBUX JIMCTIB TaK UM 1HAKILE 1IEHTU(PIKYIOTHCA, a OTKE MEPBUHHUN
KOHTYp 3aXHUCTy 3arajoM BHUKOHY€ CBOIO 0a30By (DYHKIIIO ¥ HE J03BOJISIE€ 3HAUHIM
KUIBKOCTI aTak 0e3MepelIKoHO JOocsATraTu KopucTyBadiB. BogHouac Hu3bkuii Precision
JNEMOHCTpPY€E, IO CYTT€BAa 4YacTKa 3a0JOKOBaHMX a00 TMOMIMICHUX Yy KapaHTUH
MOBIIOMJICHDb (DaKTHYHO € JIETITUMHOIO KOPECTIOHICHITI€0. Y MPaKTUYHIN TJIONTUHI 1€
OPOSIBISIETECS HE JIUIIE JTOJATKOBUMH 3allUTaMW KOPWCTYBadiB IMOMO «3HUKIHMX
JIUCTIBY», a 1 CHCTEMHHM onepaliinuM HaBaHTaxeHHsM Ha SOC abo aaMiHICTpaTopiB,
SK1 3MYIIIEH] MMOCTIMHO BUKOHYBATH MIEPEBIPKY, BIAHOBICHHS a00 BHECEHHS BUHSTKIB.

3a TakUX yMOB 3pOCTa€ PU3MK, 110 BAXKJIMBI CUTHAIM 3arpo3 OyayTh «3aryOyieHi» Ha
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¢dboH1 BeIMKOI KIIBKOCTI MOAIA 13 HHU3BKOK peaibHOI HEOEe3MeKo, a TaKoXK
3 SBIISIETBCSI CTIOKYyCa TOCTAOWTH TIOJMITUKH O€3MEeKHW CUTYaTUBHO, MO0 BiHOBUTHU
HOpPMaJIbHUW poOoumii mporiec. TakuMm YWHOM, HU3BKWK Precision € He mure
TEXHIYHOI0 XapaKTEpUCTHKOI0, a M (akTopom, IO MPSMO BIUIMBAE HA CTIHKICTDH
opraizarfii o aTak yepe3 BIUIMB Ha AUCIMILUIIHY pearyBaHHs Ta AKICTh ONepaliitHux
IIPOIICCIB.

Oxkpemoi yBaru 3aciyroBye FNR = (.10, mjo Bkazye Ha HasBHICTh HPOITYCKIB
MEPBUHHOTO JICTCKTyBaHHs. HaBiTh SAKIIO 4YacTWHA TaKWX BHITAJAKIB 3TOIOM
HEUTpasi3y€eTbcs, caM (hakT MOTpaIuITHHS (IIIMHTOBOTO MOBIIOMJIEHHS J0 MOIITOBOI
CKPUHBKH (DOPMY€E «BIKHO PH3UKY», MPOTATOM SKOTO KOPHUCTYyBad MOXE BHKOHATH
HeOe3MeyHy Jit0. Y CydacHHUX CIIEHapisiX arak 1€ OCOOMMBO aKTyalbHO, OCKIJIbKU
3IOBMUCHUKHM TpParHyTb OTPUMATH MHUTTEBY B3a€EMOJII0, BHUKOPHUCTOBYIOUU
TE€PMIHOBICTh, aBTOPUTET a00 MIAPOOKY 3HAOMUX CEpBICIB. ¥ 1boMy KOoHTEeKCcTI FNR
HE CJIIJi TPAKTyBaTH SIK CYTO CTAaTUCTUYHHUI MOKA3HUK, OCKUIBKH MOTO MPAaKTHUYHUN
3MICT MOJIAra€e B IMOBIPHOCTI TOTO, IO OKPEMi aTakh CTapTyBaTUMyTh 13 (azu
B32€MO/I1i KOPUCTYBa4a, a OTKE MOAAbIIIE pearyBaHHs MOKe OyTH BKe «Iicisl (PaKkTy».
BuCHOBOK 13 IIhOTO MOJSITAa€ B TOMY, 10 ONTHUMI3allisl MOMITHK Ma€ MEePEeCciIiyBaTH
oJlpazy MBI IIJIl — 3MEHIIEHHS KIJTBKOCTI MOMHUJIKOBUX OJIOKyBaHb Ta CKOPOYEHHS
YaCTKM TPOIYCKIB, aje poOOWTH I11¢ TOTPIOHO CHUCTEMHO, OIMUPAIOYUCh Ha
CIIOCTEPEKYBaH1 JJaH1 Ta TOBTOPIOBAaHI BUMIPIOBAHHS.

YacoBi XapaKTEpUCTUKH pearyBaHHs, OTPUMaHI 3a JaHUMH PO3PAXYHKY
3aTpUMKH BUsIBIEHHS, cTaHOBIATh AvgDelayHours = 19 ta MedianDelayHours = 2.
Take moeHaHHS MeNiaHU W CepeaHbOTO 3HAUCHHS 3a3BHYall O3HAUYa€ HEPIBHOMIPHUMA
pPO3MOJIIT 3aTPUMOK: Y THUIOBHX CHUTyalisiX MPOMYILIEHI JINCTU BUAAIAIOTHCA abo
HEUTPaTI3yIOThCS BIAHOCHO IIBHIKO, aje ICHy€ MOMITHA YacTHHA IHIUICHTIB, SIKi
3aIUIIAIOTHCSI HEBHSIBICHHMH 3HAYHO JOBIIE Ta (OPMYIOTh «IOBTHUH XBICT». 3
MPAKTUYHOI TOYKH 30py caMme Il BUMAAKKA € HAWOUIbI KPUTUYHUMH, OCKUIBKU
30UTBLIYIOTh Yac, POTATOM SIKOTO (DIIIMHTOBUM JIMCT NIepeOyBa€e B CEPEIOBUILI, a OTXKE
NiBULIYIOTh AHCH YCHIIIHOI KoMIpomeTallii. Taki 3aTpUMKU MOXYTh MaTH Pi3HY
MPUPOAY: 1HIUKATOPU 3aTPO3U MOTIIU 3 SIBUTHUCS JIUIIIE Yepe3 NMEBHUN Yac, MEXaH13MU

PETPOCIIEKTUBHOI  TMEPEOIIHKU  CHOpAIIOBAIM 13  3aMi3HEHHSAM, JINCT MICTHUB
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HECTaHJAApPTHUI BMICT, a00  OpraHi3alliiiHi MpoIecH pearyBaHHs Oy/iM iHIIiOBaHI
mi3HO. Y OyAb-SIKOMY pa3l pe3yabTarT JEMOHCTPYE BaXJIMBICTb METPHUK Yacy SK
OKpPeMOro BHUMIpPY €(EKTUBHOCTI, aJke HaBITh «IPABUJIbHE» BUSBICHHS, SKE
B110Yy710CS 13 3aIli3HEHHSIM, HE 3aBXK/I1 3HUKY€E PU3UK JI0 IPUHHATHOTO PIBHS.

JIoaTKOBO BCTAHOBJICHO, IO CEpeJ MPOMYIICHUX 1HIMACHTIB IMICIS JOCTaBKH
CyTT€Ba 4YacTMHA  HEWUTpadidyBajacsi  aBTOMAaTUYHO  3aBASKA  MEXaHi3MaM
perpocnektuBHoro pearyBanHsi: FN ZAP = 74 ta FN User = 16. JlominyBaHHs
aBTOMAaTUYHUX il HaJ PyYHUM BTPYYaHHSIM MIATBEPIKY€E MPAKTUUYHY 3HAYYIIICTb
MeXaHi3MIB Ha KITaiT Zero-hour Auto Purge, siki KOMIIEHCYIOTh YaCTHHY MOMHJIOK
a00 MPOMYCKIB HA €Tall JOCTaBKU Ta JI03BOJSIOTh 3MEHIITYBATH 3arajlbHUN pU3HK 0e3
OpsMOi yyacTi JroAuHU. BopHOuac HasIBHICTH BHIIAJKIB, 10 MOTpeOyBajlud PyYHOTO
pearyBaHHs, CBIIYMTh, III0 HE BCl cIleHapli @IMUHTY OAHAKOBO J00pe
T TXOTUTIOIOTHCS aBTOMATHKOIO, @ TAKOXK [0 POJIIb KOPUCTYBAIILKOTO PETIOPTUHTY Ta
aHamtruyHuX npoueayp SOC 3anmumiaerscs cyTTeBoro. Ha mpakTuii 1ie o3Hayae, 1o
TE€XHIYHI MOJITUKH 3aXUCTy MalOTh OyTH JOINOBHEHI MNpPOLECaMU BHSBJICHHS Ta
ecKayalli 1HOUACHTIB, a TaKOK AaBTOMAaTH3all€l0 PYTUHHUX KPOKIB aHam3y W
pearyBaHHs, 11100 MiHIMI3yBaTH 4ac BiJI MEPIIOrO CUTHATY J0 HeUTpai3alii.

3 oISy Ha BUSIBJICHI XapaKTEPUCTUKHU, OITUMI3AIlI0 MOJITHK OE3MEeKU AO0IIIHHO
CHpsIMYBaTH Ha 3MEHUICHHS YaCTKH XMOHOMO3UTHUBHHUX PillIeHb 0€3 BTPaTH JOCITHYTO1
NOBHOTH BHSIBIIGHHS, a Tako)X Ha CKOPOUYEHHS yacy HeuTpamizauli HpomyleHUX
IHUMIEHTIB. Y YacTHHI Precision KIIOUOBUM € TIEpeXi]] BiJl «IIUPOKUX» y3araabHEHUX
npaBuiI 10 OUIBII KOHTEKCTHO-OPIEHTOBAHUX PIllIeHb, AKI BPaXOBYIOTh JIOBIpEHI
0i13Hec-mporecu Ta Npoduib KOMyHikalii opranizamii. [IpaktnuHo ne nependavae
CUCTEeMHHMI TIePErIAl MPUYMH MOMUIKOBHX OJIOKYBaHb, BHUSIBIICHHS MOBTOPIOBAHUX
mabJI0HIB JIETITUMHOI KOPECTIOHIEHITIT, 0 MOTpaIIsi€ MiJ KapaHTUH, Ta KEPOBAaHE
3aCTOCYBaHHSI BHUHSTKIB 13 KOHTpOJIEM PHU3MKY. BaknmuBo, 1m00 BUHATKH HE Oynu
«TIIOOATPHUMI» 1 HEKOHTPOJIbOBAaHWMHU, a 0a3yBajuCsi Ha MEPEBIPEHUX O3HAKaX,
HanpUKIaa Ha aBTeHTU(IKAI] JOMEHIB 1 CTablIbHOCTI KOMYHIKallli 3 KOHKPETHUMHU
KOHTpareHTamu. J[OomiIbHO TaKOoXK MOCHIWTH IUCHUILTIHY KEpyBaHHS T03BOJICHUMH

BIJIMTPaBHUKAMH Ta JOMEHAMH, MIATPUMYBATU aKTyaJIbHICTh CIHCKIB JOBIPEHHX
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napTHEPIB 1 BUKOPUCTOBYBATH MPHUHITUIT MiHIMAJIbHO HEOOX1THMX BUHSTKIB, 100 HE
CTBOPIOBATH «IPKH» y 3aXHUCTI.

JloAaTKOBUM HampsIMOM IiIBUILIEHHS! TOYHOCTI € TIEPETIsi MOMITUK aHTUCTIaMy i
aHTU(ImUHTY 3 (OKYCOM Ha Y3rOKCHHS PIBHIB arpECUBHOCTI JJIsl PI3HUX KaTeropii
KOPHUCTYBaUiB 1 MiIPO3ALTIB. Y peadbHUX OpraHi3allisix iCHYIOTh PO 3 PI3HUM PU3HK-
npodigeM: Oyxranrepis, (piHaHCOBI CIIyXKOH, KEpIBHHUIITBO, MIIPO3AUIM 3aKyIliBEb
3a3Buuail € npioputetHuMu HusiMu BEC-atak 1 morpeOyroTh OLIbII CyBOpPOTO
KOHTPOJIO, TOA1 SIK JUIsl 1HIIMX TPYIN HaJgMIpHAa arpecHBHICTb MOXKE CTBOPIOBATU
HETPONOpIIiitHI 013Hec-BTpaTu. ToMy cerMeHTarlis MOJITHK 3a TpynaMu KOPUCTyBadiB
13 PI3HHMH CLEHApIIMH KOMYHIKAI[ll MOXE JlaTW KpallWil 3arajlbHUi OajaHc MIXK
Oe3rekoro Ta Oe3MepepBHICTIO Oi3HEC-IPOIECIB, OAHOYACHO 3MEHIIYIOYH DPIBEHb
«3alBHUX» KapaHTHHIB.

Y uyactuni 3HwkeHHs FNR Ta 3MeHIIEHHS 4YacoBUX 3aTPUMOK JOIIBHO
HOCWJINTH MEXaHI3MU TNPEBEHTUBHOI IepeBipku BMICTy, 30kpema URL-anpec 1
BKJIAJICHb, a TakoX 3a0e3MeYUTH JOCTAaTHIO MIBUAKICT PETPOCHEKTUBHOTO
MEPEOI[iHIOBAHHS TOBIIOMJIEHb. 3 TPAKTUYHOTO TOIISAY 1€ O3HAYa€E KOPEKTHY
KOH(]ITypaIlito 1 MOBHOI[IHHE BUKOPUCTAaHHS (YHKIIN aHAII3y MOCUJIaHb Ta BKJIAJIEHb
y cepenosuiii Microsoft Defender, a Takok KOHTPOJIb TOTO, SIK IIBUJIKO CIIPALIbOBYIOTh
MEXaHI3MHU TOCT-IOCTABOYHOTO pearyBaHHS JIsS PI3HUX THUINB 3arpo3. BaxiamBum
€JIEMEHTOM € CKOPOUYECHHSI «JIOBIOT'0 XBOCTa» 3aTPUMOK, KU (POpMye BUCOKE CepeIHE
3HAUEHHSI, 110, SIK MPABUIIO, IOCITAETHCS KOMOIHAIIIEI0 TEXHIYHUX 1 MPOIECHUX 3MiH.
J1o TEXHIYHUX 3MiH HAJICKUTh YTOUHEHHS MPABUJT IETEKTYBaHHS, TOCUJICHHS BaJIiaIii
BIJITPaBHUKA, (POKYC HAa aHOMAaJIISIX 3ar0JI0BKIB, MIABUIIEHHS PIOPUTETY PearyBaHHs
Ha OKpeMI KJIacH 1HJIMKATOpiB. J[0 MPOIECHUX 3MiH HAJEKUTh HAJAIITYBAHHS YITKUX
SLA Ha o00poOKy pemopTiB KOPHCTYBadiB, BIPOBAPKCHHS aBTOMAaTH30BaHUX
playbook’iB st TUMOBMX cClLEHapiiB Ta 3a0e3MeyYeHHs! MIBUIKOTO IMOUIMPEHHS
1HJIMKATOPIB Ha BCIO OPTaHI3allii0 MICIIs M ATBEPHKCHHSI 1HITUICHTY.

OkpemMuM HampsIMOM ONTHUMI3AIlli € MiABUIIEHHS SIKOCTI KaHaJliB 3BOPOTHOTO
3B’SI3KY BiJ KOPHUCTYBauiB. 3 OISy HA HASBHICTh BUMAJKIB PYYHOIO pearyBaHHS,
BapTO 3a0€3MEYNTH MAKCUMAIbHO MPOCTHM MEXaHI3M MOBIJOMIIEHHS TPO MiA03pLIi

JUCTHU, CTAaHJAPTU3yBaTH TMPOLEAYyPY OMNpaIfOBaHHS TaKUX MOBIJOMIICHb 1
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BUKOPHUCTOBYBATHU X SIK JKEPEJO JAaHUX JUIsl MOJAIBIIOr0 HANIAIITYBaHHS MOMITHK. Y
MPAKTHYHOMY CEHCI 1I€ CIpPHUsi€ CKOPOUYCHHIO Yacy BHSIBICHHS B THX CIICHApPIfX, SIKI
ABTOMATHUYHI MEXaHI3MH He KIacu(iKylOTh JOCTAaTHHO IIBHUIKO, a TaKoXK (opmye
KyJbTYypy KiOepririeHu, MmO € KPUTHYHOI CKJIQJ0BOK MPOTUIll (PIimMHTY sK
COLIIAILHO-TEXHIUHIN 3arpo3i.

CdopmoBaHi pe3ynbTaTH MatOTh SIK 11arHOCTUYHUH, TaK 1 MPUKIIATHUN XapaKTep.
BoHu neMoHCTpyIOTh, 110 3alpONOHOBAHUHN IMiAXIJ 0 OLHIOBaHHS €(EeKTUBHOCTI
3aco0iB npotuii pimmary Ha ocHoBi Advanced Hunting Ta 6i6miotexn KQL-3amuTiB
€ Tpale3JaTHUM y peaJIbHOMY CEpEe/IOBHIIIl Ta 3a0e31euy€e BUMIPIOBAHICTh KIIFOUOBUX
XapaKTePUCTHUK 3aXUCTy, BKIIOYHO 3 THMH AacTeKTaMH, SKi CKJIQJHO OI[IHUTH Ha
MiJICTaBl JIMIIE€ CTaHJAPTHUX 3BelleHb. BracHe, IIHHICT MIAXOAY IMOJISITae B
MOJIUBOCTI ~ OpraHi3yBaT KEpOBaHWUN IHMKJI BJIOCKOHAJCHHS, KOJIU 3MIHU
KOH(QIrypaliid, TpaBui JE€TEKTyBaHHA a00 OmepaiiiHuX MpPOLEAYyp OLIHIOIOTHCA Ha
I1JICTaB1 MMOBTOPIOBAHMX METPHK IO Ta IMICJIsI BIPOBAKEHHS, @ HE Ha OCHOBI 1HTYIIIIi
YU OJMHUYHMX KEWCIB. Y pe3ysibTaTl opraHizaiis OTpUMY€E MPAKTUYHUN 1THCTPYMEHT
VOpPaBIIHHS SIKICTIO aHTU(IMIMHIOBOIO 3aXHCTy, KWW J103BOJISE€ 30anaHCyBaTH
Oe3reKky i 6e3nmepepBHICTh KOMYHIKAIliH, CKOPOTUTH BUTPATH Ha OOPOOKY «IIIyMy»,
3MEHILUTHA KPUTUYHI 3aTPUMKH pearyBaHHs Ta MIJBUILUTHU 3arajbHy KiOEpCTIMKICTh

6e3 HeoOX1THOCTI PO3rOPTAHHS JI0AATKOBUX CHCTEM 300py TeJIeMeTpii.
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PO3/ILT 4 OXOPOHA TIPALII TA BE3IEKA B HAJI3BUYATHUX
CHUTYALIAX

4.1 Oxopona nmpaui

Bukonanus  kBamidikamiifHoi poOOTH  Marictpa, MPUCBSIYCHOI  OIlIHII
edexTuBHOCTI 3axoAiB npotuali ¢imuHry B cepenonuil Microsoft Defender XDR,
nependadae TMPOBEACHHS KOMILIEKCY HAyKOBO-IOCHIIHUX POOIT, fAKI 3a CBOIM
XapakTepoM Hajexarb 10 cdepu 1HGOPMAIIMHUX TEXHOJIOTIM Ta aHaJITUYHOI
nispHOCTI.  Crnenugika poOOTH JOCIHITHUKA B JAHOMY KOHTEKCTI IMOJSTae Yy
HEOOX1THOCTI TPUBAJIOi B3a€MOJIi 3 BI3yaJIbHUMH JUCIUICHHUMHU TepMiHAJIAMU
€JICKTPOHHO-O0UHCITIOBAIBHUX MAIIMH, 110 BUKOPUCTOBYETHCA MJII MOHITOPUHTY
IHIMIEHTIB Oe3neku, HanrcaHHs ckpunTiB 11 Advanced Hunting Ta aHanizy BeIMKUX
MacuBiB naHux. Lleit TpynoBuit mpoliec XxapakTepusy€eThCs 3HAYHUM THTEJIEKTYaTbHUM
HaBaHTAXXEHHSM, HEOOXIHICTIO KOHIIGHTpallii yBaru, Halpy>KEHHSIM 30pPOBOTO
aHaji3aTopa, a TaKOX TIMOKIHE31€10, BHUKIMKAHOIO TPUBAIUM IEpPEOYBAHHIM Y
BUMYIIEHIN poOodiil 031 cuasuu. 3 OmIsiAy Ha 11e, 3a0e3MedeHHs] Oe3MeYHNX YMOB
mpalll € HeB1J EMHOIO CKJIAJ0BOIO €(PEKTUBHOIO BUKOHAHHS JOCIIKEHHS, OCKIJIbLKU
koM@opTHE pobode cepenoBuile 0e3MocepeIHbO BIUIMBAE HA MPOIYKTUBHICTH Mpalli
Ta SKICTh OTPUMAHUX PE3YJILTATIB.

[IpoBenenuii aHamiz yMOB Tpall [03BOJHMB 1IEHTHU(PIKYBaTH MOTEHIINHO
MIKIJUTUBI Ta HeOe3meuH1 BUpoOHUY1 (aKTOpH, 0 MOXKYTh BIUIMBATUA HA JOCIITHUKA
il 4ac poOOTH 3 MpOorpaMHO-arapaTHUM KOMIUIEKCOM. [0 OCHOBHUX (Pi3MuHMX
(akTOpiB HaJIekKaTh IMIJBUILECHUNA PIBEHb EJIEKTPOMArHiTHUX BUIIPOMIHIOBAHb BIJl
CUCTEMHOTO ONoKy Ta mnepudepiiiHOro oONagHAaHHS, MOXJIWBA HEIOCTATHS
OCBITJICHICTh POO0OYOi 30HU, HASIBHICTH BIJOJIMCKIB HAa €KpaHi MOHITOPA, TiBUILICHUMA
PIBEHb CTaTUYHOI €JIEKTPUKHU, a TAKOK HEOE3MeKa YPaKSHHS eIEKTPUIYHUM CTPYMOM y
pa3i MOMIKOMXKEHHS 130J1511i CTPYMONPOBIIHUX YacTuH. [lcuxodizionoriuni ¢pakropu
pU3MKy O0OyMOBJEHI crenudikor KiOepOe3neKoBoi ISUIBHOCTI Ta BKIIHOYAIOTh
HEPBOBO-€MOIIIfHE HANpy>KeHHsI TMpu 00poOi iHdopMallii, MmepeBToOMy 30pPOBOTO

amapary BHACJiJJOK TPUBAJIOTO CIIOCTEPEKEHHS 3a 00’ €KTaMM PO3PI3HEHHS Ha €KpaHi,
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a TakoXX MOHOTOHHICTH mpari. s MiHIMi3alii BIUIMBY 3a3Ha4eHUX (HaKTOPIB
pPO3pOOICHO KOMIUIEKC 1HXKEHEPHO-TEXHIYHUX Ta OpraHi3aliiHuX 3axofiB, IO
BIJIMOBIAAIOTh Cy4aCHUM HOPMATHBHUM BUMOTaM YKpaiHU.

Opranizariiss po6040ro MicCIls JOCIITHUKA 3A1MCHIOETHCS BIJMIOBIIHO 10 YHHHHUX
«Bumor 10 6e3mexu Ta 3aXUCTY 30pOB’S MPAIIBHUKIB M 4ac poOOTH 3 eKpaHHUMU
OPUCTPOSIMU», 3aTBEPIKEHUX HakazoM MiHcoumnomtuku Ykpainu Ne 207 Bin
14.02.2018 [18]. PoGoue Mmiciie CHPOEKTOBAHO TaKMM UYMHOM, IIO0 3a0€3MEUUTH
JOCTaTHIN MPOCTIp U1 PO3MIIIEHHS 3ac00iB Mpalli, 30KpeMa MOHITOpPIB, KJIaBiaTypu
Ta JOKyMEHTaIllii, JO3BOJISIIOYM 3MIHIOBaTH poOOYY IM03y Ta 3A1MCHIOBATH HEOOXIJIHI
pyxu. Pobounii cTi1 Mae HU3bKY BIJOMBHY 3/1aTHICTh, a HOr0 pO3MipH J03BOJISIIOTH
THYYKO PO3TalllOBYBaTH €KpaH, KJiaBlaTypy Ta JokyMeHTH. KnaBiarypa po3miltyerbes
OKpEMO BiJ €KpaHa, 1110 JI03BOJIsiE 00paTu 3pyuHy poOouy 103y Ta YHUKHYTH BTOMH
pyk. IIpocTip nepen kinaBiaTyporo AOCTATHIN JIJIsl OIOPH PYK Ta 3aIl SICTh, & TOBEPXHS
KJIaBlaTypu MaToBa, 00 YHUKHYTH Bi10aKCKIB. PoOoue Kpicio € CTIHKUM, JO3BOJISE
KOPUCTYBaueBl JIETKO pyXaThcs Ta 3ailMaTH 3py4dHE TIOJOKEHHS, a CHIIIHHSA
PEryIIoeThCs 110 BUCOTI. EKpaH MOHITOpa BCTaHOBJIEHO Ha TaKiil B1ICTaH1 B1J] OYEH, 110
BiJMoBiae BuMoram eproHoMmiku (600-700 mm), a 300paxkeHHS Ha HBOMY €
CTaOUIbHUM, 0€3 MEPEXTiHb, 1110 KPUTUYHO BAXJIUBO MPU TPUBAIOMY aHai31 JOTIB.

CyTTeBull BIUIMB Ha Mpale3laTHICTh Ta CaMOMOYYTTS JOCIIJHUKA MAaroTh
napamMeTpu MIKpPOKJIIMATy B TMPHUMIIIEHHI, 0 SKHUX BIIHOCATBHCS TEMIIEparypa,
BIJTHOCHA BOJIOTICTh Ta MIBUAKICTH pyXy NOBITps. PoOoTa 3 HanamTyBaHHS MOJITHK
Oe3IeKy Ta aHaJi3y JIOTIB BIIHOCHUThCS 110 kKareropii la 3riguo 3 JICaulliH 3.3-6.042-
99 «CaHiTapHi HOPMHM MIKpPOKJIIMaTy BHPOOHMYMX MPUMILICHBbY», AK Taka, M0
MOB’Si3aHa 3 HE3HAuYHUM (PI3UYHUM HarpyxkeHHsM. [[ns 3a0e3neyeHHsi TEernjaoBOro
KOM(OPTY B XOJIOAHHM TIEP10]] POKY TEMIIepaTypa MOBITPS MATPUMYETHCS B Mexax 22-
24 rpanyciB llenscisa, a B Terumii mepion — 23-25 rpaayciB Llenbcis. BigHocHa
BOJIOTICTh TOBITPSI KOHTPOIIOEThCA Ha piBHI 40-60 BiICOTKIB, M0 3amolirae
NEPECUXAHHIO CIU30BUX OOOJOHOK AUXAJIbHUX LUISIXIB Ta OY€H, a MBUJIKICTh PYXY
NOBITps 0OMeXyeThesl BenmmuuHow 0,1 MeTpa Ha CEeKyHAy AJsl YHUKHEHHS MPOTSTIB.

3a0e3neueHHs 115D, € HapaMeTpiB A0CATAaETbCA 3a JOIIOMOI'OKO CHUCTCMU IIPHUILIIMBHO-
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BUTSDKHOT BEHTWJIAALIT Ta MOOYTOBUX KOHAMIIIOHEPIB, a TAKOXK LUISIXOM PETYJsSpHOTO
MPOBITPIOBAHHS MPUMIILIEHHS il YaC PEerIaMEHTOBAHHUX MIEPEPB.

Jl5is cTBOpEHHS KOM(OPTHHX YMOB 30pOBOi pOOOTH CIIPOEKTOBAHO CHCTEMY
OCBITJIeHHs, sika BiamoBinae Bumoram JIBH B.2.5-28:2018 «Ilpupomne 1 mry4dHe
ocBiTiieHH» [19]. Y mpuMillieHH] 3aCTOCOBYETHCSI CUCTEMA CYMIIIICHOTO OCBITJICHHS,
Jie TPUPOJHE CBITJIO Yepe3 BIKOHHI MPOPI3U JOMOBHIOEThCS MmITydHHM. LllTydne
OCBITJICHHSI peaji3oBaHe SIK 3arajbHE PIBHOMIpPHE, IO 3a0€3MeUyEThCS CTEIbOBUMU
CBITWJIBHMKAMH 3 pO3ciloBayaMHu cBiTia. HopmaTtuBHMII piBeHb OCBITIIEGHOCTH Ha
MOBEPXHI poOOYOTO CTOIY B 30HI POOOTH 3 JOKyMeHTaMu cTaHoBHUTH Bij 300 mo 500
mokc. OcobnuBa yBara npuieHa 3ano0iraHHio npsaMoro OJIMCKY BiJ JKepen CBITIa
Ta BigOMTOro OJMCKY BiJ €KpaHIB MOHITOPIB, JJI1 4YOro BIKHA O0OJIaJHaHI
PEryJIbOBaHUMHM KaJI031, a PO3TAlllyBaHHS CBITUJILHUKIB BHKIIIOUAE X IMOMAJaHHS B
moJie 30py MpaliBHUKA. BUKOpUCTaHHS Cy4acHHUX JHKEPEI CBITIA T03BOJISIE YHUKHYTH
nyJbcalli CBITIIOBOTO TMOTOKY, SIKa MOXE BUKIMKATH CTPOOOCKOIIYHUN e(eKT Ta
M1JIBUIIICHY BTOMY OYEH.

3Bakaloud Ha Te, W0 BHUKOHAHHS pOOOTH TIOB’SA3aHE 3 EKCIUTyaTalli€ro
€JIEKTPOYCTAaHOBOK Hampyroro 220 B, BaxiuBUM eTanoM € 3a0e3NneueHHs
enekrpodesneku. IlpumimenHs mnaboparopii abo odicy kiaacupIKyeTbes SK
npuMinieHHss 0e3 MIABUIIEHOI HEOE3NeKH YpaKeHHS EJIEeKTPUYHUM CTPYMOM.
Bignosigno no «IIpaBun Oe3medHoi eKcruryarallii €IeKTPOYCTaHOBOK CITOKHBAYiB)
[20], yci meraneBl YacTUHM OOJaAHAHHS, SIKI HOPMaJIbHO HE NepeOyBaroTh IiJ
HaIpyrow, ajie¢ MOXKYTb OIMHUTHUCS TIiJ] HCHO BHACIIIOK ITOIIKOKECHHS 130JIA1Ii1,
MiUIATAIOTh 3aXUCHOMY 3a3eMJieHHIO abo 3aHyneHHio. lle peamizyeTscs uepes
BUKOPHUCTAHHS TPHUIPOBIJIHOI MEpEeXl MKUBJIEHHS Ta PO3ETOK 13 3a3eMIIOI0YUM
KOHTaKTOM. JlJI1 3aXHUCTy BiJA CTPyMiB BUTOKY B €JIEKTPHUUYHOMY ILIUTI BCTAHOBJIEHO
npuctpoi 3axucHoro BUMKHeHHs (II3B), sxi 3a0e3meuytoTb MUTTEBE BIJIKIIOUEHHS
KUBJICHHS Y aBapiitHUX cuTyalisx. JlocaigHuk 30008’ s3aHui epe;] mo4aTkoM poooTu
BI3yaJIbHO NIEPEBIPATH LLITICHICTh KOPIYCIB, BUJIOK, 3’ €JHYBaJIbHUX IIIHYPIB Ta PO3ETOK,
a TaKOXK HE JIOMyCKAaTH TOTPAIUISTHHS BOJIOTH Ha €NIEKTPO0OIaTHaHHS.

OkpeMUM BaXJIMBUM IHTAHHSIM € TIOKEKHAa Oe3MNeKa, OCKUIbKA HasBHICTD

BEJIMKOI KUIBKOCTI €JIEKTPOHHOI TEXHIKH, KaOeIbHHUX KOMYHIKAIli Ta ManepoBHX
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HOCIiB 1H(]OpMaIli CTBOpIOE TMOXKEXKHE HaBaHTaxeHHs. OpraHizailis MOXEKHOT
Oe3mneku 3a1icHIOeThCS 3rigHo 3 Kogexcom nuBimpHOTO 3axucty Ykpainu ta HAIIb
A.01.001-2014 «IIpaBuna moxkexxHoi Oe3mekw B Ykpaini» [21]. Jlns 3amobiranss
BUHUKHEHHIO TOXEX1 CYBOPO 3a00pOHSIETHCS TEPEBAHTAXKYBATH EJIEKTPOMEPEKY
MITKITIOYECHHSAM BEJTUKOI KUTBKOCTI CIIOKHMBA4iB 7O ONHIET PO3ETKH, 3alUIIATH
obnagHaHHS YBIMKHEHUM O€3 Hamisaay IIClA 3aBepIIeHHs poOodoro JHA Ta
BUKOPHUCTOBYBaTH  TMOIIKOJKEHI  enekTponpuiaau. [lpumimenHss  oOnanHaHe
ABTOMATUYHUMHU MTOXKS)KHUMH CIIOBIIITyBadaMHu, 10 pearyoTh Ha MOsIBY AuUMY. B sxocTi
MIEPBUHHMUX 3aCO01B MOKEXKOTaCIHHS 00paHO BYTIIEKUCIOTHI BorHeracHuku tuny BBK,
OCKUIbKA BOHHM €()EKTHUBHO TacsiTh 3arOPsIHHS €JIEKTPOYCTAHOBOK ITiJi HAMPYTOIO 1 HE
3aBIAIOTh IIKOJAM KOMII FOTEPHIM TEXHIilll, BUIAPOBYIOYUCH Oe3 ciimy. Po3mimieHHs
BOTHETACHUKIB BUKOHAHO y TTOMITHHUX Ta JIETKOJJOCTYITHUX MICIISIX MOOIU3Y BUXOIIB 3
MPUMILIEHHS.

TakuM 4rHOM, TOTpPUMaHHS OOIPYHTOBAHMX BHUMOT OXOPOHH Mpalll € KPUTUIHO
BOXJIMBUM (DAKTOpOM [JIsl YCIIIIHOTO BUKOHAHHS KBamiikaliiiHOi poOOTH.
3a0e3neueHHS EpProOHOMIYHHUX YMOB Ta HAJEKHOTO OCBITICHHS O€3I0CepeaHbo
BILJIMBA€E HA 3/1aTHICTh JOCIITHUKA e(EeKTUBHO mpartoBaTu 3 iHTepdeiicom Microsoft
Defender XDR, MiHIMI3yt0ourd 30pOBYy BTOMY Ta MiJABUIIYIOYM KOHLEHTpPALI0 yBaru
P aHaJli31 CKJIAIHUX 1HIUACHTIB Oe31eku. BiacyTHICTh BiBoJIiKar0unX (hakTopiB Ta
¢b13udHOTrO AUCKOM(OPTY 103BOJIIE YHUKHYTH TTOMIJIOK MPU HANMCAHHI MOITYKOBUX
3anuTiB KQL mig uvac Advanced Hunting, mo rapaHTye TOYHICTh BHSIBICHHS
(GINMHTOBUX aTak Ta JOCTOBIPHICTh OTPUMAHUX PE3ylbTaTiB JAOCIIKEHHS iX

e(EeKTUBHOCTI.

4.2 be3neka B HAA3BUYAHHUX CUTYyalisAX

3abe3neueHHs 0e3MeKH KUTTEAISITLHOCTI 1] YaC BUKOHAHHS HAYKOBO-T0CI1THOT
poOoTH nependavae He JUIIEe CTBOPEHHSI KOM(POPTHUX YMOB Ipalli, ajie il TOTOBHICTb
10 e(peKTUBHUX [ y pa3l BUHUKHEHHS HAA3BUYAWHUX CHUTyallld TEXHOTE€HHOTO,
MPUPOAHOTO 200 BOEHHOTO Xapaktepy. [IpaBoBOIO OCHOBOIO jIsi pO3pOOKH 3aXOIiB

oe3neku € Kopekc HUBUIBHOTO 3aXUCTY YKpAiHU, SIKUWA BU3HAYAE MEXAHI3MU 3aXUCTY
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HACEJICHHs, TEPUTOPIM Ta MaifHa BijJ HaJ3BUYaHUX cuTyaliid. OckiibKku poOOTa Hal
TEMOIO OIIHKA €()EeKTUBHOCTI 3aXOMiB MPOTUAIl (PIIIMHTY BHUKOHYETHCS B YMOBax
odicHOro mpuMIIIeHHS a0 cremiaai3oBaHoi J1adopaTopii, HalOLIbI HMOBIPHUMHU
3arpo3aMu € MoXKexa, aBapii B CUCTEMax KUTTe3a0e3neueHHs (eJIEKTPONOCTauaHHs ), a
TaKOXX 3arpo3H, MOB’s3aH1 3 BOEHHUM CTaHOM, 30KpeMa TOBITpsHi ataku [22]. MeToro
IILOTO MiAPO3JLTY € pO3pOOKa YITKOTO aJrOPUTMY Jil TOCIIIHUKA, CIIPSIMOBAHOTO Ha
30epeKEeHHS JKUTTS Ta MIHIMI3aIlil0 MaTeplaibHUX BTPAT y KPUTUYHUX yMOBax [23].
[InanyBaHHs 3axofiB LMBUIBHOTO 3aXHCTy Ha OO0 €KTi, J€ MPOBOIUTHCS
JOCHIJIKEHHSI, 0a3yeThCsi HAa NPHUHIMIAX MPEBEHTUBHOCTI Ta OMNEPATUBHOCTI
pearyBanHs. Kilto4oBUM eleMEHTOM CHCTEMU OE€3MEKH € HasSBHICTh Ta 3HAHHS IUIAHY
eBaKyallli, Akud TrpadiyHo BigoOpaka€ MNIUIAXM BUXOAY 3 MPUMIIIECHHS, MICIS
pO3TalllyBaHHS  TMEPBUHHUX  3aCO0IB  TMOXKEKOTACIHHSA, PYYHHUX  TOXKEKHUX
CIIOBIIYBAYIB Ta anTE4YOK JOMEIUYHOI aornoMoru. JlociigHuk, nepeOyBaroyud Ha
poOodoMy MicIli, TOBUHEH 3a3/1aJIeT1/[b 03HAHOMUTHCS 3 MapIIpyTaMu eBakyallii, 11100
VHUKHYTH TIaHIKA Ta JAE30pi€HTaIlli B yMOBaxX 3aJUMJICHHS a00 BiAKIIOYCHHS
OCBiTJIEHHSI. BaXTMBUM acmeKTOM € TakoK 3HAHHSA PO3TAlTyBaHHA HANOIMKIMX
3aXHMCHUX CHOPY/ IIUBUILHOTO 3aXUCTY (YKPUTTIB a00 CXOBHIII), OCKUJIBKU B Cy4acCHHUX
YMOBax 3arpo3a pakeTHUX yAapiB BUMara€ MUTTEBOI peaKilii Ha CUTHAIW OTOBIIIEHHS.
Opniero 3 HaWOLIBIN MONIMPEHUX HEOE3NeK B aJMIHICTPATUBHUX OYIIBISAX €
BUHUKHEHHS MOXKEX1. Y pa3l BUSBICHHS O3HAK TOPIHHS, TAKUX SIK MOJIYM s, TUM abo
3amax Topiioi 130JIs11ii, MEePIIOUYEePrOBO0 AI€I0 € HEerailHe MOBIIOMJIEHHS TIPO MO0
MOKEKHO-PATYBAIBHOI CITy>k0u 3a Tenedonom «101». [Ipu 1ibomy HEOOXiTHO YITKO
Ha3BaTH azapecy 00’€KTa, MiICIle BUHMKHEHHS MOXKEXI1 Ta HaaaTh 1H(OopMalito mpo
HasBHICTH Jitoeil y Oyaisimi. [lapanenbHo 3 BUKIMKOM PSATYBAJIbHUKIB CJIiJl aKTUBYBaTH
CUCTEMY PYYHOTO MOXKEKHOTO OTIOBIIICHHS, 100 MOTEPEIUTH 1HITUX CIIBPOOi THUKIB
npo HebOesneky. EBakyallis TNOBHMHHA BiJOyBaTHUCS OpraHi3oBaHO, 0O€3 MaHIKH,
BUKOPHUCTOBYIOUM BU3HAUEHI €BaKyalliliiHi BUXOJU Ta CXOJOBI1 KIITKH. Bukopucranus
M@TIB Mg Yac MOXKEXI CyBOpO 3a00POHEHO, OCKIUIBKH I1CHY€ BUCOKHUWA PH3UK
BIJIKJIFOUEHHSI €JIEKTPOCHEPTii Ta OJIOKyBaHHS KaOlHU y IIaXTi, sIKA MOYE HAIIOBHUTHUCS

TOKCUYHUMHU MMPOAYKTAMU FOpiHH?I.
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SKmo ocepenok MOXKeXi HE3HAYHUM 1 HMOro TaciHHS HE 3arpoXxye >KUTTIO
JOCJIITHAKA, JIOMYCKAEThCS BUKOPUCTAHHS TIEPBUHHUX 3aCO0IB IMOXKEKOTACIHHS.
BpaxoBytoun HasBHICTH IOpPOTOBapTICHOTO KOMIT IOTEPHOTO O0IaHAHHS Ta CEPBEPIB
Microsoft Defender XDR, mnpiopuTeTHUM € BHUKOPUCTAHHS BYIVIEKMCIOTHHUX
BOTHETACHUKIB. BoHr e(heKTHBHO 30MBaOTh MOYyM’ s T4 OXOJIOIKYIOTh IIOBEPXHIO, HE
MOIIKO/DKYIOUM €JIEKTPOHHI KOMITOHEHTH, Ha BIAMIHY B1JI MOPOIIKOBUX a00 TMIHHHUX
3aco0iB. Ilim dac raciHHS €JEKTPOYyCTaHOBOK IIiJi HAIPYrorw HEOOX1THO
JOTPUMYBATHCs O€3MEYHO1 BiICTaHI HE MEHIIIE OTHOTO METPa BiJ] COIIa BOTHEraCHUKA
JI0 CTPYMOIIPOBIIHUX YaCTHH. Y BUIAIKy HEMOXJIMBOCTI CAMOCTIMHOTO TaCiHHS CIiJ
HETalHO 3aJMIIUTH MOPUMIIIEHHS, UIUIbHO 3a4YMHUBIIM 3a CO00I0 JABepi, 1100
OOMEXHTH JTOCTYIl KUCHIO JI0 OCEPEIKY TOPIHHS Ta CHOBUIBHUTH PO3MOBCIOIKECHHS
BOTHIO.

B yMoBax BOEHHOTO CTaHy KPUTHYHO BaXKJIIMBUM € aJITOPUTM il MiJ dYac
OTOJIOIICHHSI CUTHAITY « YBara BciM!» (moBiTpsiHa TpuBora). [louysiiu 3Byk cupeHu abo
OTpUMMABILIM  CHOBILIEHHA 4epe3 OQILiifHI KaHadud KOMYHIKalli, JTOCIIAHUK
3000B’s13aHUA  HEraHo nOpunUHUTH poOory. Choenudika podOTH 3 JTaHUMH
ki6eppo3Biaku Ta Advanced Hunting Bumarae, 3a MO>KJIMBOCT1, BAKOHAHHSI EKCTPEHOTO
30epeKeHHsI JaHuX Ta OJOKyBaHHS poOO4Yoi CTaHLii g 3amoOiraHHs
HECAHKIIIOHOBAaHOMY JOCTYMy 10 KOoH(}IAeHIHOT iHdopMaIllii ma Jyac BiJCYTHOCTI
nepconany. Ilicma 1poro HEOOXiIHO BHUMKHYTH OCHOBHE €JIEKTPOXKUBIICHHS
KOMIT'I0Tepa Ta Nepu@epiiHuX TPUCTPOIB, B3SITH OCOOMCTI pedi, JOKYMEHTH Ta
MOOUTbHUI TenedOH 1 HAWKOPOTIIMM MUISIXOM JICTATUCS 10 BU3HAYEHOTO YKPHUTTSL.
[lepeOyBaHHs B 3aXMCHIM CHOPYAl TPUBAE JO MOMEHTY OTPUMaHHSA OQILIHHOTO
MOBIJOMJIEHHA TIpO BIAOil TpuBOrv. IrHOpPYBaHHS CHUTHAIIB OMNOBILIEHHS €
HETMPUITYCTUMHUM TOPYIIEHHSM MPaBUIT OE3MEKH.

Y pa3l BUHUKHEHHS HaJA3BUYAWHUX CHUTYyallld, M0 CYHNPOBOMIKYIOThCS
TpaBMyBaHHSIM JIIOACH, JOCTIAHUK TIOBUHEH BOJOJITH HAaBUYKAMH HAaJIaHHS
aoMeau4Hoi tornoMord. Ilpu ypaskeHH1 eJIeKTPUYHUM CTPYMOM, IO € Creuu(piuHuM
pusukoM npu pob6oti 3 EOM, nepumum KpoKoM € 3BUIBHEHHS MOTEPIIOro BiJ il
CTPpyMy IIUIIXOM BHMKHEHHS pyOWIbHUKA a00 BIJKUIAHHS TIPOBOAY CyXUM

JTieNeKTpUYHUM TpenmeToM. Ilicist 1boro HEeOoOX1JHO OIIHUTH CTAaH MOTEPIILIOTO,
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NEePEBIPUTH HASIBHICTh CBIJJOMOCTI Ta JMXaHHS. Y pasl BIJACYTHOCTI O3HAK >KUTTS
HEraiiHO PO3MOYMHAIOTHCS CEpLEBO-JIETEHEBA peaHiMallis, sKa MPOBOAUTHCA O
BIJTHOBJICHHSI JUXaHHS a00 mpuOyTTs Opuraau eKcTpeHoi MeanyHoi ponomoru. [pu
TEPMIYHHUX OMIKaX YpakKeHy AUISIHKY CIIiJi OXOJOAUTH XOJOJHOIO BOJOI0, HAKJIACTH
CTepUJIbHY MOB’ 3Ky Ta HE JOIMYCKAaTH MOIIKOMKEHHS MyXUpPiB. Y BUIAJKy OTPY€EHHS
YaJHUM Ta30M MMOTEPIIIOr0 He0OX1JHO BUHECTH Ha CBIKE MOBITPSI, PO3CTIOHYTH OJISIT,
IO YTPYAHIOE TUXaHHS, Ta 3a0€3MEUYUTH CIIOKIM.

OxpeMy yBary B cucTeMi O€3IMEKH CIi MPUIUTUTH 1HPOPMAIIHHIA CKIaT0BIH.
Ockibku TeMa KBanmiQikaiiiiHOi poOOTH CTOCyeThcs KiOepOesneku, Haa3BHuaiiHa
CUTyalliss MOXxe OyTH BHUKOPHUCTAaHA 3JIOBMUCHHUKaMH SIK (akTop aecradumizamii ams
npoBefeHHs KiOeparak. Tomy MmiaH Jid y HaJA3BUYAMHMX CHUTyaIllsiX BKIIOYAE
IPOLIEYPHU PE3EPBHOTO KOIMIIOBAHHS KPUTUYHO BXKIMBUX JAHUX Ha BIJIAJICHI XMapHI
cxoBulla abo 3axuineHl Hocii. Lle 3a0e3nedye Oe3nepepBHICTH J1OCTIAHUIIBKOTO
poliecy Ta 30epeKeHHs Pe3yIbTaTiB aHali3y HABITh Y BUIMAKY (D13MYHOTO 3HUILECHH I
oOaIHAHHS BHACHIIOK MOXKEXK1 YU THIINX PYHHIBHUX (PaKTOpIB.

Orxe, opranizamis O€3lEeKM B HaA3BUYAWHUX CHUTYalllsIX € KOMILIEKCHUM
3aBJIaHHSIM, 1[0 BUMarae BiJ JOCIIJHUKA 3HAHHS HOPMATUBHHUX JOKYMEHTIB, YITKOTO
PO3YMIHHSI aJTOPUTMIB €BaKyallii Ta BMIHHS HAJaBaTh JIOMEAMYHY JOTOMOTY.
JloTpuMaHHs po3po0IeHUX THCTPYKIIiH Ta IJIaHIB pearyBaHHs JO3BOJISIE MiHIMI3yBaTH
PU3UKU JUISL JKUTTSA Ta 3J0pOB’S, a TaKoX 3a0e3MeuuTH 30epex eHHs HayKOBUX
HarpaloBaHb Ta MarepiajibHUX LIHHOCTEH B YMOBax HemependadyyBaHUX OOCTaBHH.
CigoMe cTaBlieHHS 10 MUTAaHb IMBIIBHOTO 3aXUCTy € IMOKAa3HUKOM MpOoQeciiHOl

KOMIIETEHTHOCTI Ta BIJIMOBIAAIBHOCTI (DaxiBIIs.
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BUCHOBKHA

VY xBamidikamiiaiii poOOTI JOCHTIHKEHO MiIXiJ J0 OMiHIOBaHHS €(PEKTUBHOCTI
npotuii ¢pimumnry B Microsoft Defender XDR 13 Bukopucranusm Advanced Hunting
ta 3amuTiB KQL. 3anponoHoBaHo 1 ampoOOBaHO METOA, IO J03BOJIIE HA OCHOBI
TeJeMEeTpii MOIMTOBUX MOJIN (GOpMYyBaTH KiJIbKICHI IMOKa3HUKHU SIKOCTI BHUSIBJICHHS, a
TaKOXX OIIHIOBAaTH YacOBl1 XapaKTEPUCTUKU pearyBaHHS Ta POJIb PETPOCIEKTHUBHUX
MeXaHI3MiB HeUTpaii3alii 3arpos.

[IpakTuyna ampoOaliisi Ha JaHUX peajbHOl IHPPACTPYKTYpH MiATBEPIAUIIA, IO
po3po0ieHnit HaOlp 3amUTIB 1 MIAX1A A0 1HTEpIpeTanii METpUK € MPUAATHUMH JJIs
BUKOPHUCTAHHS B OMepalliiiHii poOoTi, OCKIJIbKH HAJAI0Th BUMIPIOBAaHY OCHOBY IS
aHaji3y pe3yJIbTaTUBHOCTI HAIAINTYBaHb 3aXUCTy, KOHTPOJIO 3MIH TMOMITHK 1
BU3HAYEHHS TMPIOPUTETIB iX onTuMizamli. OTpuMaHi pe3yabTaTd JIEMOHCTPYIOTh
XapaKTepHI JUIsl peajJbHUX CEPEOBUII KOMIIPOMICH M1k PIBHEM MEPEXOIUICHHS 3arpo3
1 KUIBKICTIO ITOMWJIKOBUX PIIIEHB, & TAKOXK MIJKPECIIOIOTh BAKIUBICTh CKOPOUYEHHS
yacy MK JOCTaBKOIO MIJO3PUIMX NOBIAOMIIEHB Ta 1X HEUTpai3ali€ro.

3aranmom, 3actocyBanHi Advanced Hunting sk 1HCTpyMEHTa METPUYHOTO
KOHTPOJIIO  3a0e3rneyye  MOXJIMBICTh CHUCTEMHO MIiABUULYBATH  €(QEKTUBHICTD
aHTU(IIIMHTOBOTO 3aXUCTY, MIATPUMYBATH Oe3MepepBHE BIOCKOHAJIECHHS TMOMITHK 1
M1JICHJTIOBATH KEPOBAHICTh MPOIIECIB pearyBaHHs 0€3 3ayueHHs J0AaTKOBUX 3ac001B

300py JIaHUX.
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OBMEXEHHSA CTAHIAPTHUX METPUK E®OEKTUBHOCTI XDR-CUCTEM IIPU
AHAJII3I ®IIIAHTOBUX KAMITAHIN

UDC 004.056.5
T. Maslianka; Yu. Oliinyk; N. Zagorodna, Ph.D, Assoc. Prof.

LIMITATIONS OF STANDARD EFFICIENCY METRICS OF XDR SYSTEM IN
ANALYZING PHISHING CAMPAIGNS

Y cydacHomy nanmmadTi Kibep3arpo3 GIMIMHT 3aJUIIAETHCS JOMIHYIOYMM BEKTOPOM
MEPBUHHOTO JIOCTYITY 3JIOBMHCHHUKIB 10 KOPITOPAaTUBHUX MepexkK. 3rifHo 31 3BiToM Microsoft Digital
Defense Report, nume 3a octaHHii pik OOCAT aTak Ha OCHOBI MAapOJIB 3pic y JAECATh pasiB, a
CKJIQJIHICTh METOMIB o0xomy Gimbrpartii, Takux sk Adversary-in-the-Middle (AiTM), 3HauHO
migsunmiaacs [1]. Y BignoBiap Ha 1e opradizaiii BOPOBAIKYIOTH MIAaTGOPMH PO3IIUPEHOTO
BUSIBJICHHS Ta pearyBaHHs, 30kpema Microsoft Defender XDR, siki KOHCONIYyIOTh 3aXHUCT IOIITH,
KIHIIEBUX TOYOK Ta iMeHTHYHOCTI. OJHAaK, MOKIaJaHHS BUKIIOYHO HA aBTOMAaTH30BaHI 3aco0u
OJIOKyBaHHS Ta CTaHAAPTHI 3BITH CTBOPIOE XUOHE BIUYTTS OC3MEKH.

[Tpobnemaruka CTaHIAPTHUX IHCTPYMEHTIB 3BITHOCTI MOJISATAE Y BUKOPUCTAHHI OOMEKEHOTO
Ha0Opy KUIBKICHHX MOKA3HHKIB, SIKIi MOXYTh HE BPaXOBYBaTH KPUTHYHUX (PAKTOpPIiB KOHTEKCTY Ta
XpoHoJorii iHUuAeHTIB. TUMOBI JambopaAu ITEMOHCTPYIOTh KIJIBKICTh 3a0JIOKOBAaHUX JIMCTIB, ajie
94acTO HE JAIOTh BIANOBIAI Ha MUTAaHHSA NPO 4ac repeOyBaHHsS (IIIMHTOBOTO JIMCTA y IMOIITOBIN
CKPHUHBII 10 MOMEHTY HOro BHJajeHHs a0o0 Mpo [ii KOPUCTyBaua, sIKi HEe MPU3BEIU O HETaiHOro
CrpalfoBaHHs CUTHATYp. Sk 3a3Hauaroth pocmigauku SANS Institute, mepexia A0 MPOAKTUBHOTO
3aXUCTYy BUMArae 3MiHU apaJurMy BiJl TACUBHOTO MOHITOPUHTY JI0 aKTUBHOTO MOMIYKY 3arpo3s [2].

st 00’€KTUBHOI OIIHKKA e(EeKTHBHOCTI KOHTP3aXoiB HEOOXiMHWUN Mepexia J0 aHami3y
«ecupux» naHux. Y exocucremi Microsoft Defender XDR kit0o40BUM iHCTPYMEHTOM AJisl IOTO €
Advanced Hunting, mo 0a3yerbcs Ha MoBi 3anutiB Kusto Query Language (KQL). Ha Biaminy Biz
cratuuHux 3BiTiB, KQL no3Boise kopemoBaTH Mofii 3 pi3HMX JAOMEHIB Oe3neku. Hampukian,
nmoegHaHHsA JaHux 3 Tabnuns EmailEvents, EmailUrlInfo ta DeviceNetworkEvents pno3Boise
BUSIBUTH JIAHIIOXKKU aTak, /& KOPUCTyBau MEpeHIloB 3a MOCHUIAHHSAM, sIKE HA MOMEHT JOCTaBKU
BBakajocs 0e3rmeunumM [3].

Amnaniz  ¢yHKuioHanpHUX MOXiMBocTe XDR-cucteM CBIAUUTH MO  HEOOXITHICTH
3aCTOCYBaHHS CIICLIANII30BaHUX METPUK ayauTy, SKI BHUXOIATH 3a MeEXI CTaHAApTHUX 3BITIB.
BukopucranHs neBHUX 3anuTiB, Takux sk Advanced Hunting B Microsoft Defender XDR, no3Bossie
BUpaxyBaTW TakKl KPUTUYHI TOKAa3HUKU, AK CEpeAHINl 4Yac MK JOCTAaBKOIO JIMCTAa Ta KIIKOM
KOpHUCTyBa4a Ta e(heKTUBHICTb MOCT-neTekil. Takuil miaxia 1o3Bossie TpaHcHOpMyBaTH MEXaHI3MU
MOIIYKY 3arpo3 y 3aci0 Bepudikaiii HaAIMHOCTI CUCTEMH 3aXHCTy Ta BUABIATH CJIa0Ki MICIS B
MONITUKAX Oe3MeKHu, sKi 3aluIIaloTbcd HEMOMIYEHUMH TIPU BHUKOPHUCTAaHHI CTaHAApTHHX
IHCTPYMEHTIB MOHITOPHUHTY.
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