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AHOTANIA

['enepaTuBHI MOBHI Mojell B aHaji3l mkiguBoro koxy // OP «Marictp» //
Jlerkobutr Onmexciit  HOpiiioBuu // TepHONUIBCHKUN HAI[IOHATIBHUNA TEXHIYHHMA
yHiBepcHuTeT iMeH1 IBana [lymros, pakyabTeT KOMIT I0TEpPHO-1HGOPMAIIIMHUX CUCTEM 1
porpaMHoi 1HXKeHepii, kagenpa kidepOesneku, rpyna Cbm-61 // Tepnomnins, 2025 //

C. 108, puc. — 17, Tabn. — 8, kpecit. — , gonaar. — 4.

KirodoBi cioBa: reHepaTuBHI MOBHI Mozem, LLM, mikiaimBe mnporpamHe

3abe3reueHHs, BUABIeHHs malware, few-shot learning, ceManTUuHMI aHaMI3.

VY kBamidikamiiHii podoTi MPOBEACHO TOCHIIKEHHS MOKIUBOCTEHN 3aCTOCYBaHHS
reHEPATUBHUX MOBHUX MOJIEJICH JIJIsl BUSIBJICHHS Ta aHAITI3Y HIKIJJTMBOTO MTPOTPaAaMHOTO
3a0e3neueHHs. 3IMCHEHO OrJisf[l CyYacHUX IIJIXOAIB J0 aHamizy malware Ta
OOTPYHTOBAHO JOIUIBHICTh BUKOPUCTAHHS BEJIMKUX MOBHUX MOJEIEeH s
CEMaHTUYHOT'O aHaJli3y MPOrpaMHOro KOJy B yMoBax oO(dyckariii Ta zero-day 3arpos.
Jlns mpakTudHOi peamizamii oopano moxaem cimeiicts GPT, LLaMA Tta Mistral, siki
MIPEICTaBIAIOTh Pi3HI MIAXOAU JI0 pO3ropTaHHs Ta BukopuctanHs LLM y cucremax
Ki0epOe3eK.

VY Mexax podotu chopMoBaHO 30a1aHCOBaHUI HA01p TaHUX Ha OCHOBI peabHUX
3pa3KiB MIKIJIMBOTO MPOTpaMHOro 3a0e3mnedyeHHs 3 peno3utopito MalwareBazaar ta
JIETITUMHOTO MPOTrpaMHOro Koay 3 BiAKpUTHX peno3uTopiiB GitHub, npeacraBienuii
y CTAaTUYHOMY TEKCTOBOMY BUIJISIl. 3alIPOINIOHOBAHO METOAMKY 3acTocyBaHHs LLM 13
BuKopuctanHsMm few-shot mimxomy Ta ¢ikcoBaHoro prompt s 3a0e3MeueHHS
cTabuTbHOCTI  pe3ynbTaTiB.  [IpoBepeHO  eKCIepUMEHTalbHI  JIOCHIIKCHHS
e(eKTUBHOCTI MoOJeNied 3 BHKOPHUCTAHHSIM METPHUK accuracy, precision, recall ta
MaTpHUIlb TIOMIJIOK, & TaKOXX BHUKOHAHO TOPIBHSUIPHUI aHalli3 IXHBOI SIKOCTI Ta

HpaKTI/IIIHOI HpI/I)IaTHOCTi JJIA 3a4a4 BUABIICHHS H_IKi,Z[J'II/IBOFO IMporpaMHOIO KOIY.



ABSTRACT

Generative language models in the analysis of malicious code // Thesis of
educational level "Master"// Oleksii Lehkobyt // Ternopil Ivan Puluj National
Technical University, Faculty of Computer Information Systems and Software
Engineering, Department of Cybersecurity, group Cbm-61 // Ternopil, 2025 // p. 108,
figs. 17, tbls. 8, drws. , apps. 4.

Keywords: generative language models, LLM, malicious software, malware

detection, few-shot learning, semantic analysis.

In this qualification thesis, a study is conducted on the possibilities of applying
generative language models for the detection and analysis of malicious software. A
review of modern approaches to malware analysis is carried out, and the feasibility of
using large language models for the semantic analysis of program code under
conditions of obfuscation and zero-day threats is substantiated. For practical
implementation, models from the GPT, LLaMA, and Mistral families are selected,
representing different approaches to the deployment and use of LLMs in cybersecurity
systems.

Within the scope of the work, a balanced dataset is constructed based on real
malware samples from the MalwareBazaar repository and legitimate program code
from open GitHub repositories, represented in a static textual form. A methodology for
applying LLMs using a few-shot approach and a fixed prompt is proposed to ensure
the stability of results. Experimental studies of model performance are conducted using
accuracy, precision, recall metrics, and confusion matrices, and a comparative analysis

of their quality and practical suitability for malware detection tasks is performed.
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BCTYII

AKTYaJBbHICTh TEMHU. Y Cy4aCHHX yMOBax CTPIMKOI IIu(poBi3allii Ta 3pOoCTaHHS
3aJIEKHOCTI CYCHUIBCTBA BiJl 1H(POPMAIIMHUX TEXHOJIOTIH TpobiemMa 3a0e3MeueHHS
kiOepOe3nekun HaOyBae 0coOIMBOI akTyanbHOCTI. OHIEIO 3 KIIOUOBUX 3arpo3 s
iHGOpMaIIHHUX CHUCTEM 3aJMINAEThCS UIKIUIMBE MpOorpaMHE 3a0e3NeyeHHs, SKe
MOCTIHHO €BOJIOIIIOHYE, 3aCTOCOBYIOYM HOBI METOJM MacKyBaHHs, oOdyckarii Ta
YXWJICHHS B1J BUSBJICHHS. TpaaulliifHl MAX0oau 10 aHali3y Ta AeTeKiii malware, 1o
0a3yl0TbC HAa CHUTHATYpPHHX, €BPUCTUYHMX a00 CTaTUCTUYHMX MeEToax, IeAali
YaCTIIIE BUSBIISIIOTHCS HEIOCTAaTHHO €(EKTUBHUMU, OCOOJIMBO y BUIMAAKax zero-day
3arpo3 Ta LIECIPIMOBAHMUX aTakK.

OcTaHH1 JOCATHEHHS y c(epl ITYYHOIO 1HTEIEKTY, 30KpEMa IO0sBA BEIUKUX
reHepaTuBHUX MOBHUX Mojenelt (LLM), BiAKpuBarOTh HOBI MOXJIMBOCTI JJI aHATI3y
IPOrpaMHOr0 KOJy Ha CEMaHTHYHOMY piBHI. Ha BiiMiHY BiJ KJIIACHYHUX METO/IIB,
LLM 3naTH1 iHTEpHpeTyBaTH JIOTIKY BUKOHAHHS KOAY, BUSBIIATH MPUXOBaHI HAMIPH
oporpaM Ta Yy3arajibHIOBaTHM CKJIaJHI IOBEIIHKOBI MAaTepHH, IO poOUTH iX
MEePCIEKTUBHUM IHCTPYMEHTOM JJIsl 3a7a4 BUSIBJICHHS Ta Kiacu(ikamii MIKiAJIMBOro
MPOTPAMHOTO 3a0€3MeYEHHHI.

[Tonpu akTHBHE 3pOCTaHHS KUIBKOCTI JOCIHIJKEHb Yy LIbOMY HAaIpsiMi, TUTaHHS
€()EeKTUBHOCTI 3aCTOCYBaHHS PI3HUX apXITEKTYp F€HEPATUBHUX MOBHUX MOJENEH AJis
aHaii3y WIKIJJIMBOTO KOOy, a TaKoX TOpIBHsUIbHA OIIHKA iX SKOCTI 3a
CTaHIapTU30BaHUMH METPUKAMU, 3AJTUIIAIOTHCSI HEIOCTATHHO BUBUEHUMHU. OCOOIMBOT
yBaru notpedye mociikeHHs: MoxuinBocted LLM y peanmicTHyHUX yMOBax, KOJH
3pa3Kd KOJAY MOXYThb OYTH 4YacTKOBO 0O0(yCKOBaHMMH, (parMeHTOBAHHUMH a0o
NpEeICTaBICHUMH Y BHUIJISAI OKpemMux (yHKIid uu ckpuntiB. Lle 3ymoBiioe
aKTyaJbHICTh 00paHOi TeMU KBaJi(iKaliifHOI pOOOTH.

Metorw kBagidikaniiiHol podoTH € 10CTIKEHHS €(EeKTUBHOCTI BUKOPUCTAHHS
FEHEPAaTUBHUX MOBHHUX MOJICJIICH 1Jig BUSBICHHS Ta Kiacudikali IIKIJIUBOTO
IPOrpaMHOTO KOJYy Ha OCHOBI aHalizy HOro TEKCTOBOIO MPEJICTaBICHHS Ta

CCMAaHTHMYHHUX O3HAK.



JIst MOCSITHEHHSI TIOCTAaBJICHOI METH B POOOTI HEOOXITHO PO3B’S3aTH TakKi

3aBJaHHA IlOC.]IiIDKeHHﬂI

. [IpoanamnizyBaT cCy4acHMl CTaH MNPOOJEMH BUSBICHHS MIKIIJINBOTO
IPOrpaMHOro 3a0e3MeUeHHs Ta OCHOBHI MiIXO/IH, 1110 BUKOPUCTOBYIOTHCS B ICHYIOUHMX

CUCTCMAX 3aXUCTY.

. JlocmiauTu TPUHLOMNK POOOTH TEHEPAaTUBHUX MOBHUX MoOjenell Ta

OOTpYHTYBaTH JOUUIBHICTH 1X 3aCTOCYBAHHSA IS aHATI3y MPOTPAMHOTO KOY.

. Posristaytrn ocobmmBocTi 3actocyBaHHs Few-shot learning nmnst 3amau
Kiacudikalii mKiaJIMBOTO KOy .

. PeanizyBat  eKCHepUMEHTAJIbHI  CILIEHapli  aHami3y  MIKIJIKMBOTO

MIPOTPAMHOTO KOAY 3 BUKOpUCTaHHSM pi3HUX LLM.

. [IpoBecTH MOpiBHSILHUM aHAJII3 PE3yJIbTATIB POOOTH 0OpaHUX MOJIEIIEH 3a

MOKa3HUKaMU accuracy, precision, recall Ta confusion matrix.

. OUIHUTHU CUJIBHI Ta CIa0KI CTOPOHM 3aCTOCYBaHHS TeHEPATUBHUX MOBHUX

MoJeliel y 3aJjauax aHaiizy malware.

. ChopmynmroBaTd BHUCHOBKM Ta PEKOMEHAAIll IIOJ0 MPAKTHYHOTO
BukopuctanHsi LLM y cucremax kidbepOe3neKu.

O0’€KTOM J0CTIKEHHsI € TPOIEC aBTOMATHU30BAHOTO BUSIBJICHHS Ta aHATI3Y
HIKIJTUBOTO MPOTPAMHOT0 KOy B 1HGOPMAIIIHUX CHCTEMaX.

IIpeameTrom aoCaizKeHHsI € METOAM Ta MOJIEII aHATI3y MPOTPaMHOTO KOAy Ha
OCHOBI TEHEPAaTUBHMX MOBHHUX MOJIEJIEH, a TaKOX iX €QEeKTUBHICTh y 3aJayax

KkJacudikariii mkiIyIMBOrO MPOrpaMHOro 3a0e3MeUeHHS.

HaykoBa HOBHM3HA oOjep:KaHMX pe3yJbTaTiB KBaJjdidikauiiiHol podoTn
NOJIATa€ y TMPOBEACHHI MOPIBHSJIBHOTO aHaizy e(pEeKTUBHOCTI Cy4yacHUX
TeHEpATUBHUX MOBHHMX MOJENEH I 3aJad BUSIBICHHS IIKIIJIMBOTO MPOrPaMHOTO
KOJy 3 BUKOpHCTaHHSIM MeToauku Few-shot learning. ¥ po0oTi Bnepiie B pamkax
€IUHOTO EKCIEPUMEHTAIBHOTO MIIXOAY JOCHIIKEHO BIUIUB  OCOOJMBOCTEH
¢dbopMyBaHHS MPOMIMTIB Ta MPUKJIAAIB HABYAHHS Ha SKICTh Kiacudikarlii malware 3a

00MEKEHO1 KUTBKOCTI BXITHUX JaHuX. OTpUMaHO KIJTBKICHI OIIHKH SIKOCTI MOJieTieH 13



BUKOPHCTAaHHAM confusion matrix, o J03BOJISIE TUOIIE IHTEPIPETYBATH PE3YIbTATH
iX poboTH.

I[IpakTuyHe 3HA4YeHHsA POOOTH TOJISITa€ y MOXKIMBOCTI BHKOPUCTAHHS
OTPUMaHHUX Pe3yJbTaTIB MiJ Yac PO3pOOJCHHS Ta BAOCKOHAJICHHS CHUCTEM aHalli3y
HIKIJJTMBOTO MPOTrPaMHOrO 3a0e3MeueHHs. 3alporoHOBaHl MiIXOAU MOXYTh OyTH
BUKOPHUCTaHl SK JOMOMDKHHN I1HCTPYMEHT y CHCTeMaX KiOep3axucTy, IeHTpax
pearyBanHs Ha iHIMAeHTH Oe3neku (SOC), a TakoxX y Ipoliec MiAroTOBKH (axiBIliB 3
ki0epOe3neKu 17 aHalli3y Ta IHTepHpeTalii HOTeHIIHHO HeOe3MEYHOTO IPOTPaMHOTO
KOZY.

Amnpo0Oaiist  pe3ynbTaTiB  Marictepcbkoi  poOoTH. OCHOBHI — pe3yJibTaTu
nocimipkeHHss Oynu  anpoboBaHi Ha XIII  HaykoBO-TeXHIYHIA  KOH(EpeHIil
«lHopmMmariiiHi Mozeni, cucteMd Ta TexHosori» (M. TepHomuns, Ykpaina, 17-18

rpyaHs). BignosigHa HaykoBa myOuikauis HaBeaeHa y Jlogatky A.



PO31J1 1 TEOPETUYHI 3ACA/IN AHAJII3Y HIKIAJIUBOI'O
ITPOI'PAMHOI'O 3ABE3IIEYEHHA

1.1 IIpoOJieMa BUSIBJICHHS IIKIJIABOr0 MPOrPaMHOro 3ade3nevyeHHsi Ta KOOy

VY cydacHomy iH(MOpMaIIHOMY CEpPEIOBHUIII JOIIILHO PO3PI3HIATH MOHATTS
IIK1/JTUBOTO MMPOTPAMHOT0 3a0e3meueHHs Ta HIKiIBoro koxy. LIkimuBuii kox sBisie
co0010 (hparMeHTH MPOTPAMHUX 1HCTPYKIIii, CKPUIITIB 200 O1HAPHUX TOCTITOBHOCTEMH,
AK1 peani3yroTh HeOe3neuHy ab0 HECAHKI[IOHOBAaHY (PYHKIIIOHATBHICTh HE3aJIEKHO BiJ
TOro, 4d O(OpPMJIEHI BOHM Yy BHUIJISJI 3aBEPIICHOTO MPOrpamMHOTO NpoAykTy. Ha
BIJIMIHY B1JI KJJACHYHOT0 malware ik OKpeMoro mporpaMHoro o0’ €KTa, K1 ATUBUMA KO
MOXX€ ICHYBaTM Yy BHUIVISAI OKpeMUX (YHKIIH, MakpociB, KOMaHJ OOOJIOHKH,
PowerShell-ckpuntiB, JavaScript-BctaBok, exploit-naniorie  abo 1H €Kiy
neriTuMHUM Kol Taka (parMeHTapHICTh 1 MOJYJIBHICTh J03BOJIAE€ 3JOBMUCHUKAM
Jerko BOYAOBYBAaTH WIKIJJIMBY JIOTIKY Y JIETITUMHI 3aCTOCYHKH, OHOBJIEHHS a0o0
KOH(irypamiitni (ainu, Mo CyTTEBO YCKIAQAHIOE 1i BHUSIBICHHS TpPaJULIMHUMHU
CUTHATYPHUMH METOJIAMH.

Y 2024-2025 pokax BHIIIEBKa3aHa OCOOJHMBICTH CTaja OJHIEID 3 KIHOUYOBHUX
MPUYUH YCKJIATHEHHs 3ajayl BUsIBIEHHSA KiOep3arpo3. IkignuBuii kom aenani
YacTillle HE TMPOSBISEThCS Yy BUIJISAAI CTaOUILHOTO BUKOHYBaHOTO dailmy, a
peanizyerbcsi depe3 fileless-TexHiku, AMHAMIYHO 3T€HEPOBaHI CKpUOTH abo
KOPOTKOXXHBYYl (parMeHTH KOAy, IO AaKTHUBYIOThCS JHUINE 3a IEBHUX YMOB.
VYHacai0K bOro KJIACUYH1 MiAX0AHM, OPIEHTOBAHI Ha 1ACHTU(IKAIIIIO BITOMUX 3pa3KiB
malware, BTpadaroTh €()eKTUBHICTb 1 MOTPEOYIOTh MEPEOCMUCIICHHS 3 YpaXyBaHHIM
MOBEJIHKOBHUX 1 CEMAaHTUYHUX XapPaKTEPUCTUK KOTY.

[IpoGnema BUSIBIIEHHS HIKIJJIMBOTO MPOrPAMHOI0 3a0€3MEUEHHS 3arOCTPIOETHCS
TaKOX 4Yepe3 CTPIMKE 3pOCTaHHS KIJILKOCTI 1HIIUAEHTIB Ta TpaHcpopmarlito Mojenen
atak. [IpuunHa mossirae He JMIIE y 3POCTaHHI KUIBKOCTI 1HUMJEHTIB, a W y 3MiHI
MOJIENII 3arpo3: aTak Jelalll 4acTillle CIHPAIThCS Ha BUKPAJICHI OOJIKOBI JaHi,

EKCIUTyaTaIlilo BPa3JMBOCTEH (30KpemMa Ha MEepUMETPOBHX 4M edge-mpuctposix), a



TaKOXX Ha IIAHTaX 1 pyHHYBaHHS JOCTYIHOCTI (ransomware Ta CyMiXKHI TeXHIKH). Y
3BiTi Verizon DBIR 2024 mpoananizoBano 30 458 inmuaentiB, 3 sxkux 10 626
MiATBEPHKEHO K BUTOKU YW MOPYIIEHHS O€3MeKu JaHuX, 10 BigoOpaskae macuitad
poOJieMH JIJIsi OpraHi3aliliil pi3Hux TUIiB [1].

YV 2025 poril TeHIEHIIIs MTOCUIUIACh, K J0Ka3, B IMiJICYMKOBOMY 3BiTI Verizon
DBIR 2025 3a3naueHo, 110 0yJo npoanaiaizoBano 22 052 peanqbHl IHIUAEHTH, 3 IKUX
12 195 € miaTBepmxeHuMHU nopyieHHs AaHuX (data breaches), a TakoXx MiaKpecIeHO
3pOCTaHHS POJIi JIAHIIOTIB MTOCTaYaHHS YU TPETIX CTOPIH Y BUHUKHEHHI 1HIUCHTIB.
Ile Hag3BUYAHO BaXIWBO i malware-aHamizy, OCKIIBKHM IIKIIJIUBHN KO 1
MIEpBUHHUMN JTOCTYN BCE YacTille 3 SBISIOTHCA HE «BCEPEIMHI» OpraHizailii, a yepes
1HTerpalii, mapsIHUKIB, CTOPOHHI CEPBICH Ta KOMIIPOMETAITII0 JOCTYIIB [2].

3 mornany «Bxoay» arak y 2025 pori JAOMIHYIOTh TPU MPAKTUYHO 3HAUYII

BEKTOPHU:

*  3J0BXHUBaHHA 00J1IKOBUMU AaHUMU (22%);

* ekcrutyatarlisi BpaznuBocteit (20%);

e ¢immunr (16%) [2].

[TapanenbHO BKa3y€ThCS, M0 EKCIUTyaTallisl Bpa3JIMBOCTEH SIK BEKTOP MEPBUHHOTO
JTOCTYNy MPOJOBXKHWIa 3pocTaHHs 1 jgocsarima  20%, mnpudoMy  3pOCTaHHS
MiATPUMYBAJIOCh, 30Kpema, zero-day ekcruioitamu mpotu edge-mpuctpoiB 1 VPN;
TaKOX 3TaxyeThCs, IO JHINE OIu3bKO 54% TakuxX Bpa3IWBOCTEH OyJIM TOBHICTIO
YCYHEHI1 MPOTAToM poKy (y BUOIpPII 3BITY), IO MIJABUILYE KMOBIPHICTh KOMIIPOMETAIIIT
HaBITh 32 HASBHOCTI NATYiB «y MPUHIUII» [2].

3rinno nanumu 3BiTy DBIR 2024 ransomware «3HU3HUBCS» 10 23% MOpyLIEHb,
OJIHaK CYMapHO 3 IHIIIMMH TEXHIKaMH BUMaraHss (extortion) 1e cTaHOBHWJIO OJU3BKO
32% ycix mopymienb. Y 2025 porii 3adikCOBaHO CyTTEBE 3pOCTaHHS, a CaMe: presence
ransomware (3 mudpyBaHHsIM abo 0e3) mpucyTHi y 44% poO3TISHYTHX TOPYIICHb
(3poctanns 3 32% y momepenIHbOMY 3BiTi), a TaKOX HABEJCHO JaHi, 10 Majui 1
cepefHii O13HEC MOCTpakJaB HEMPOMOPIINHO CHUIBHO (ransomware-KOMIIOHEHT Y
88% iXHIX MOpPYIIEHb), TOAl K y BEJIMKHX Oprasizauisx ctraHoButbh 39% [1-2]. Lle

O3Hauae, 1110 3ajJia4a BUSABJICHHSI malware cTae He TIJIbKM TEXHIYHOIO, a M ornepariiifHoro



3a/1auero, OCKUIBKHM TPOIMYCK PaHHIX O3HAK (OOJIKOBI JIaHI M BPA3JIUBOCTI) IIBUIKO
TpaHCPOPMYETHCS B IHIUACHT 13 MIAHTAXXEM, IIPOCTOEM 1 KACKaTHUMH HaCTiIKaMH [3].

ExoHoMiuHMi eeKT KiOepIHIUICHTIB BUMIPIOETHCS HE JIUIIE CYyMOIO BUKYILY, a
1 IPOCTOSIMU, BITHOBJICHHSIM, IOPUIMYHUMH BUTPATAMU Ta PEIyTallIHHUMH BTpaTaMHU.
3rinHo 3 IBM Cost of a Data Breach Report 2024, cepenns rio0anbHa BapTiCTh OJTHOTO
BUTOKY JaHux y 2024 poui gocarna USD 4,88 mun (mpotu USD 4,45 mun y 2023), a
npaiiBepaMH 3pOCTaHHS Ha3BaHO BTpatu Oi3Hecy (downtime, BTpaTa KIIEHTIB) 1
BUTpaTH Ha pearyBaHHs MiCIs IHIUACHTY [4].

Oxpemo, 3a manumu Chainalysis, y 2024 porti xepTBu cruiatiin 0au3pko USD
813,55 mulH ransomware-IiaTexiB y KpUNTOBAIIOTI (Mpubim3Ho Ha 35% meHiie 3a
2023), u10 1EMOHCTpPY€E: HABITh 3a 3HMKEHHS IIATEXKIB €KOCHCTEMA aTaK HE 3HUKAE, A
agantyerbes (pedakTOPUHI/KYIIBIA KOAOBOI 0a3u, IMIBUAIII MEPETrOBOPHU, OLIbIIE
IHIIMJICHTIB 13 MEHIIOI KOHBepci€lo B ormaTty [S5]. B eBpomeiicbkoMy KOHTEKCTI
ENISA Threat Landscape 2024 Takox BIIHOCUTH ransomware J10 KJIIOYOBHX 3arpos,
MIIKPECTIOIYN JOMIHYBaHHS aTak Ha JOCTYITHICT Ta MIAHTAX K CUCTEMHUIN PHU3HK.

VY3aranbHioun, mpodsema BusiBieHHS malware y 2024-2025 pp. BU3HAYAETHCA
TPbOMa B3a€EMOTIOB’I3aHUMHU (DAKTOPAMH:

* MacmTaOOM IHIIMJIECHTIB 1 IBUJIKICTIO X €BOJIIOIIIT;

* TIEpEOpIEHTAIlIEI0 aTaK Ha OOJIIKOBI J1aHi;

* SKCIUTyaTaIlito Bpa3IuBOCTEN Ta KOMIIPOMETAIIII0 TPETIX CTOPIH;

* BUCOKUMU €KOHOMIYHUMHU HACJIIKaMH, JI€ ransomware BHCTYIae

KaTaJ13aTOPOM MaKCUMAaJIbHUX BTpaT.

Ha puc 1.1 BimoOpaxeHo AMHAMIKY 3araibHOi KIJTBKOCTI BUSIBJICHUX 3pa3KiB
IIKIJIJTABOTO TIPOTPAMHOTO 3a0e3MeyYeHHs] Ta MOTEHIIMHO HeOakaHWX 3aCTOCYHKIB
(PUA) y mepiog 3 2008 mo 2024 poxu. AHami3 rpadika CBITYUTH MPO CTIAKY
3pOCTaloyy TEHJICHIIII0 TMPOTATOM YChOTO JOCTIIKYBAaHOTO TEpIOAY, MPUIOMY
0co0IMBO pi3Ke 301IbIIEHHS 00cATiB (ikcyeThes, mounHatouu 3 2014-2015 pokis.
KinekicTe 3pa3kiB malware 3pocia 3 JeCSITKIB MUIBMOHIB Ha MOYaTKy Mepioay 10
nonan 1,1-1,2 mupa 'y 2023-2024 poxkax, 110 Bigo0pakae MaciITabHy aBTOMAaTH3aI110

MpOIIECIiB CTBOpPEHHs Ta Mojaudikarii mkimBoro koay. Bognouac cerment PUA



TaKOX JEMOHCTpYe cTabiibHe 3pocTaHHs, 0cobauBo micist 2018 poky, 1m0 Bka3ye Ha
PO3MUTTSI MEX MK BiABepTO MKiAmuBuM [I3 Ta mporpamamu 3 arpecMBHOIO abo
HeOakaHOIO TOBEAIHKOIO [6-8]. CyKymHO i TEHACHINI MIATBEPKYIOTH €BOJIOIIIIO
kibep3arpo3 BiJg TMOOAMHOKHUX 3pa3KiB JI0 MacoBOIro, 1HJIYCTpilajai30BaHOTO
BUPOOHUIITBA TPOTPAMHOTO KOy, IO ICTOTHO YCKJIQJHIOE 3aBIAaHHS BUSIBJICHHS,
kiacudikalii Ta aHaizy 3arpo3 KJIaCHYHUMH METOJaMH Ta IIJIKPECIIIOE aKTYalbHICTh

3aCTOCYBaHHS 1HTCJICKTYyaIbHUX MIIX0IB Y cdepi KibepOe3neKku.

Total Amount of Malware and PUA (by year)
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Pucynox 1.1 — JIlunamika 3araiabHOi KiJIbKOCTI HIKIJJTHBOTO MPOTPAMHOTO

3a0e3nedYeHHs Ta MOTeHIIHO Hebaxkanux 3actocyHKiB (PUA) y 2008-2024 pokax

[&]

Ha pucynky 1.2 BigoOpa)keHO 3pOCTaHHS KIJBKOCTI 3pa3KiB MIKIIJIUBOTO
mporpamMHoro 3abesnedyeHHs, opiecHToBaHoro Ha loT-npuctpoi, y nepiox 3 2018 mo
2022 poku. Sk BumgHO 3 rpadika, 3a T0CIIKYBaHUM MPOMIXKOK 4acy 0OCSAT BUSBIEHOTO

[oT-malware 3pic Ois1biI HiXK yTpuyi: 3 npubau3Ho 32,7 MiH 3pa3kiB y 2018 poui 10



nonas 112 mua y 2022 poui. Oco6nuBo pi3ke 3pocTanHs croctepiraerses micis 2020
POKY, IIO KOPENIO€ 31 CTPIMKUM TMOILIUPEHHSM PO3YMHHUX MPHUCTPOIB, BIIAANEHOT
po0OTH, a TAKOK MacCOBUM BIPOBaKeHHIM [0T-pileHs y mpoMUCIOBOCTI, MOOYTI Ta

MicbKil 1H(ppacTpykTypi [8-10].

Growth of Global loT Malware by Year

2022 112,294,990

2021 60,139,968
2020 56,949,058
2019 34,296,891

2018 32,700,982
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Pucynox 1.2 — EBostottist o0csriB [oT-opieHTOBaHOTO MIK1ATMBOTO MIPOTPaAMHOTO

3a0e3neyeHHs [8]

Hapeneni mani migkpeciiowTh, o Oesneka 10T € KpUTHYHO BaKIMBUM, alie
4acTO HEJOOI[IHEHUM KOMIIOHEHTOM 3arajibHoOi cHucTeMH Kibep3axucty. barato
loTnpuctpoie MaTh 0OMEXEHI OOYHCIIOBAIbHI PECypCH, BHUKOPHUCTOBYIOThH
3acTapijie mporpaMHe 3a0e3rledyeHHs, CTaHAapTHI OOJIKOBI JaHi abo B3araji He
OTPUMYIOTh PETYISIPHUX OHOBJICHb OE3MEKH, M0 POOUTH iX IOCTYITHOIO IIJUTIO JIs
3JIOBMUCHUKIB. AHaI3 Cy4yaCHMX TEHJICHIIH pPO3BUTKY malware CBITYUTH PO
HeoOX11HICTh BpaxyBaHHs crienugiku [oT-cepenoBuil i BIpoBayKEHHS KOMITJIEKCHUX
MIAXOAIB JIO 3aXHMCTy, OCKUIbKM IrHOpyBaHHs Oe3neku loT-mpuctpoiB cTBOprO€E
CUCTEMHI PU3UKHU JUIsl BCi€l iHpopMaiiitHoT IHPpaCTPYKTYpH.

[TinBemeMo miaCyMOK 1070 BuIle HamucaHoro: y 2024-2025 pokax mpobiema
BUSIBIICHHS IIIKIITUBOTO MPOTPAMHOTO 3a0€3MEUEHHS Ta IIKIJTMBOTO KOAY TOJISTae He

JIMIIE Y 3pOCTaHHI KUIBKOCTI 3arpo3, a ¥l y 3MiHi ixHboi npupoau. CyyacHuil malware



Jenani yacTillle TOCTa€E $K CYKYNHICTh JAMHAMIYHUX, KOHTEKCTHO 3aJIeKHUX
(¢parMeHTIB KOJy, IO YHHKAIOTh JAETEKTYBaHHSA KiIacHYHUMH 3acobamu. Lle
0OyMOBIIIOE HEOOXIMHICTHP PO3BUTKY HOBUX IMIXOMIB O aHaJi3y, 3JaTHUX
BPAaxOBYBaTH CEMaHTHKY, MOBEAIHKOBI MaTepHHU Ta MPUXOBaHI HaAMipu MPOTPAMHOTO
KOZy, 110 Oe3MocepelHb0 3YMOBIIOE aKTyalbHICTh MOJANIBIIONO PO3TJISAY METOJIB

aHaji3y mkigmsoro I13.

1.2 Knacudikanisi IKiIJIMBOr0 NPOrpaMHoro 3ade3nevyeHHsi

CyyacHe LIKiJIMBE pOrpamMHe 3a0e3MeUeHHs € pe3yJbTaTOM TPUBAJIOT €BOJIFOLIIT
Ki0ep3arpo3 1 XapakTepU3yeTbCsl BUCOKUM PIBHEM aBTOMATH3allii, aJIallTUBHOCTI Ta
AKTUBHUM BUKOPHCTAHHSIM CKJIaJHHUX TEXHIK MPUXOBYBaHHS (00¢ycKallii, TaKyBaHHS,
mudpyBanHs, fileless-Bukonanns). Ha BigMiHy Big panHix ¢opm malware,
OpPIEHTOBAHMX Ha MAacOBE 3apakK€HHA, CydacHl 3pa3ku wkigmmBoro II3 wacro €
YaCTUHOIO LIIECTIPSMOBAHUX 0araToCTyleHEBUX aTak, y MeXax SKUX IIKIJIMBUN KOJ
JUHAMIYHO 3MIHIOE TIOBENIHKY 3aJIe’KHO BiJI CEpEIOBUINA BUKOHAHHS, HAsIBHOCTI
3aco0iB 3axucty Ta npoduio xxepTBu. Lle cyTTeBO yckiaagHIO€ WOro BUSIBICHHS Ta
aHai3 13 BAKOPUCTAHHIM TPaJULIAHUX CUTHATYpHUX 1 rule-based mijgxomiB.

3ajie’)kHO BIJl (PYHKIIOHAJIBHOTO MPU3HAYEHHS, CHOCOO0Y TMOIIMPEHHS Ta
XapakTepy BIUIMBY Ha 1H(OpMaliiiHy cUCTEMY, HIKIJIJIMBE MporpaMHe 3a0e3neueHHs

MOIUIAETHCS HA KIIbKa OCHOBHHUX KaTEeropii, 110 MpeacTaBiIeHo Ha puc. 1.3.

[ LUkianuBe nporpamHe 3a6e3neyeHHs ]

2 v

oyen ' Botnet
) WinuryHcbKi nporpamm
TPOsIHCBKI Nporpamu (spyware)

Komn'toTepHi YepB'aku Ransomware Backdoor

Pucynox 1.4 — Knacudikariist mKiyiMBOro mMporpaMHOTo 3a0e3NeYeHHS



Bipycu — 1ie nporpamu, 37aTHi O CAaMOBIITBOPEHHS IIJISIXOM 3apa)K€HHS 1HIIUX
¢ainiB a00 BUKOHYBAaHMX MOJIYJIB, aKTHBAIlisl SIKUX BiAOYBA€THCS MiA 4ac 3amycKy
3apaxkeHoro 00’ekra. Kinacuuni ¢aiioBi BIpyCH B Cy4aCHUX aTakax BUKOPHUCTOBYIOThCS
piamie, omHaK iXHI MEXaHI3MM pPETUTIKaIlli aKTUBHO 3aCTOCOBYIOTHCS B CKJIIQIHIIIAX
dbopmax malware. [IpukaagoM Moke CIyryBaTH BUKOPHCTAHHS BIPYCHUX TEXHIK Y
IKiIMBUX Makpocax Microsoft Office, siki MacKyrOTbCs i JIETITUMHI JOKYMEHTH.

ABTOHOMHI TIPOTPaMH, 10 TOMIHUPIOIOTHCS MEPEKEI0 Oe3 Oe3MmocepeTHbOl yJacTi
KOPHUCTYyBaua, €KCIUTyaTylOud BpPa3JIMBOCTI y CEpBicCax Ta MPOTOKOJaX HA3MBAIOTHCA
yepBamu (worms). Y 2024 porii YMCIICHH] IHIUAECHTH OYyJIM OB’ s13aH1 3 MEPEKEBUMU
yepBaMH, SKI BHUKOPUCTOBYBaJM BpaznuBocTi y VPN-mumo3ax, cepBepHUX
KOMITOHEHTaxX Ta edge-nmpucTposix. [ctopudHo BimoMi npukiany, Taki sk WannaCry
a00 NotPetya, 1 Haian BIIMBAIOTH HA apXITEKTYPY CY4aCHHX MEPEKEBUX ATAK.

TposiHCBKI MpOorpaMu MacKyIOThCS ITiJT JIETITUMHE TporpaMHe 3a0e3neueHHs abo
KOPUCHI YTWJIITH, IPOTE€ BUKOHYIOTh MPUXOBAaHI WIKIJJIWBI 11 JUIsl BUKPAJCHHS

0OJIIKOBUX JIaHWX, 3aBAHTAXXCHHsS JOJATKOBUX MOJYJIB a00 HaJaHHS BiJaJICHOTO
JOCTYMy 3JIOBMUCHUKY. Y 2024 pomil 3HAauYHy 4YacTKy IHIMJICHTIB CTaHOBWJIU
TpostHUaponiepu Ta yoanaepu (Hanpukian, Emotet, QakBot, IcedID), siki ciyryBamu
MIOYaTKOBOIO TOYKOIO JUIsl pO3ropTanHsa ransomware abo APT-kammaniii.

[Iporpamue 3a0e3nedeHHs MpU3HaAYEHe I IPUXOBAaHOTO 300py iH(MOpMaIIii mpo
KOpHUCTYyBaua, oro Aii, BBEJCHI JaH1 Ta KOH(DIICHIIIHY 1HGOPMAIIIIO CKIala€ TPYIy
HIMUTYHCBKOTO MpOorpaMHOro 3abe3neueHHs (spyware). Jlo 1iei kaTeropii HajaexaThb
Kkeinorepu, iHdopMariitHi ctuiepu (infostealers) Ta komepiiitHi spyware-piieHss. Y
2024 portii ocobaMBOI nomKMpeHoCTi Ha0ynu ctuiiepu Ha kTant RedLine, Raccoon ta
Vidar, siki MacoBO BHKOPUCTOBYBAJIWCS [JIsi BUKPAJACHHS OOJIKOBUX JaHHUX 1
MOTAJIBIIIOTO TIEPETIPOIAKY JOCTYTIB HA TIHROBUX MailaHUYMKaX.

Ransomware € omHuM 13 HaiiHeOe3MeUHIMUX TUMIB mKiamuBoro [13 i peamizye
OJIOKyBaHHS JIOCTYIy JO CHUCTEMH a00 MmupyBaHHS NaHUX 13 METOI0 BHUMAaraHHS
BUKymy. ¥ 2024 poui ransomware 3aJMIIaBcs JOMIHYIOUYMM KOMIIOHEHTOM 3HA4YHOI
YaCTUHU TMIATBEP/KEHUX IHIMJEHTIB, MPUYOMY aTakd 4YacTo MOE€IHYBaIH

mudpyBaHHs 3 MonepeAHiM BukpaieHHsM aanux (double extortion). Bimomumu



npuKiIagamMu Takux kammanii € cimerictBa LockBit, ALPHV (BlackCat) ta ClOp, sii
3aB/aiau 0araTOMiIBHOHHUX 30UTKIB OpPTaHi3allisiM y Pi3HUX CEKTOPax eKOHOMIKH.

[Ile ogHIM BHUIOM IIKIIJIMBOTO MPOTpaMHOTO 3a0e3nedeHHs € backdoor. 1o cyTi
backdoor me mpuxoBaHi MeXaHI3MH JOCTymy 10 iH(OpMaliifHOT CHCTEMH, IO
JO3BOJIAIOTE  OOXOJWTH CTAHAAPTHI MPOIEAypH aBTEHTH(IKaIi Ta KOHTPOJIIO
nocrymny. Backdoor-koMnoHeHTH HIMPOKO BUKOPHUCTOBYIOTHCS Y IIJIECIPSIMOBAHUX
aTakax 1 4acTo BIPOBAKYIOTHCS MICIs IEPBUHHOI KOMIIPOMETAIlli Jjisl 3a0e3MeueHHs
JOBTOTPUBAJIOL MPUCYTHOCTI 3TOBMUCHHUKA B CHCTEMI.

Botnet-kiieHTH € CKIa0BUMH PO3MOJIUICHUX MEPEXK 3apa)KEHUX MPUCTPOIB, IO
KEePYIOThCS IICHTPaIi30BaHO abo0 neneHTpanizoBaHo. Y 2024 porii 60THETH aKTHBHO
3acTocoByBaiucs A npoBeaeHHs DDoS-atak, po3noBciokenHs mkianusoro [13 ta
¢dimmHroBUX Kamrianil. Bimomumu mpukinagamu € moaudikoBani Bepcii Miral Ta
Mozi, opienToBaHi Ha loT-ipucTpoi.

OxpeMy Ta 0COONMBO HEOE3NMEYHY KaTEropil0 CTaHOBUTH MOJIMOp(HE Ta
MeTaMOp(pHE WIKIJJIMBE MPOrpaMHe 3a0E3MEUEHHs, SKE 3MIHIOE CBOIO CTPYKTYpY,
CUTHATYpU a00 HaBITh JIOTIKY BHKOHAHHS MPU KOKHOMY 3alyCKy YW IOUIMPEHHI,
30epiratouu npu 11boMy (YHKIIIOHAIBHY eKBiBaIeHTHICTh. CaMe Taki 3pa3ku malware
CTBOPIOIOTH HAMOUIBIIT TPYAHOII JUIsl TPAIULIMHUX CHCTEM BHUSBJICHHS, OCKIJIbKU
MIPAKTUYHO HE MAIOTh CTAOUIBHUX O3HAK JIJIsl CATHATYPHOTO aHaJli3Yy.

Y 2024 poui AOMIHYIOUY 4YacTKy cepen 3adiKCOBaHUX 3arpo3 CTaHOBHIIU
TPOSIHCBKI TIporpamu Ta jioaaepu (puc. 1.5), siki BUKOPUCTOBYIOTHCS SIK TTOYATKOBHIMA
eTan CKJIaJHUX 0araToCTYIEHEBHX aTaK. 3HAUHY YaCTKYy TaKOX 3aiMae IIMUTYHChKE
nporpaMHe 3a0e3MeUYeHHs, OPIEHTOBAaHE Ha BUKPAJCHHS OOJIIKOBUX HaHUX. YacTka
ransomware 3aJUIIA€TbC BHUCOKOI, IO MiATBEPIKYE aKTyalbHICTh 3arpos,
NOB’SI3aHUX 13 HU(PPOBHUM IIAHTAXKEM Ta MOPYIICHHSIM JOCTYIMHOCTI 1H(POPMALIHHUX
pecypciB.

[Ipencrapieni rpadgiyHO CTATUCTUYHI JaH1 MATBEPHKYIOTh TEHACHIIIIO MTEPEX01y
BiJl MACOBHUX OJHOTHUITHUX 3arpo3 J0 aIallTUBHOTO, ParMeHTOBAHOTO Ta KOHTEKCTHO
3aJIKHOTO IIKIJUTMBOTO KOAY, IO CYTTEBO YCKJIQJAHIOE WOr0 I€TEKTYBAaHHS

KJIaCHYHHUMH MCTOJaMMU.



KnacuuHi Bipycun Ta 4epsu

Botnet-knieHTn

Backdoor / RAT
TPOSAHCBKI Nporpamu Ta noaaepu

Ransomware

LWnuryHceke N3 / Infostealers

Pucynok 1.5 — Posmoain 3adikcoBaHUX THIIB HIKIJIHBOIO MPOTPAMHOTO

3abe3neueHns y 2024 porii (3a y3aralbHCHUMH JTaHUMH aHAJTITHIHUX 3BITIB AV -

TEST, ENISA, SonicWall Ta Verizon DBIR) [2-8]

3 ypaxyBaHHSIM Pi3HOMAHITTS TUIIIB IIKIIJTUBOTO MIPOTPaMHOT0 3a0€3MeUeHHS Ta
€BOJTIOIIT JOPM LIKIIITUBOTO KOy, OCOOTMBO 3POCTAHHS YACTKU TPOSIHCHKUX MTPOTpam,
spyware, ransomware, backdoor 1 IoT-opienToBanoro malware, axkTyaJbHUM
HanpsMOM JIOCHTIKeHb cTae 3actocyBaHHs LLM mis 3amau aHamizy Ta BUSBJICHHS
3arpos. [lorenuian LLM nossrae y 31aTHOCTI y3arajibHIOBaTH MOBEAIHKOBI MaTEPHU
pi3HUX KJIaciB malware, BUSIBIATH MPUXOBaHi 3B A3KM MK O3HAKAMU Ta a/IaliTyBaTHCS
710 HOBUX ab0 MoaudikoBaHWX 3paskiB MKiIuBoro 13, mo poduts Taki momeni
MEPCIEKTUBHUM 1HCTPYMEHTOM [IJIsl TOJ0JIaHHS OOMEXKEHb KIACHYHUX METO/IIB

aHanisy B YMOBax CTpiMI(OFO 3pOCTaHHsA Ta YCKIIAJHCHHA CYYaCHHUX Ki6€p3&l”p03.

1.3 MeToau aHaJi3y WIKiIJINBOr0 KOXY

AHaJII3 HIKIIJIMBOTO MPOrPaMHOTro 3a0€3MEeUeHHS € KJIIOUOBUM €TarloM Y MpoIieci
KiOep3axucTy, 10 J03BOJISIE BU3HAUYWTU MOBEAIHKY malware, #oro (pyHKIIIOHAJIbHI
MOXJIMBOCTI Ta TOTEHIIMHI 3arpo3u. Y TMpakTuil iHdopMariiiHoi Oe3nexu
3aCTOCOBYIOTHCSI TPU OCHOBHI MIAXOIU 10 aHATI3Y IKIIJIUBOTO KOJY:

* CTaTUYHMUI;

*  JMHaAMIYHUH;



e TiOpuanHMii [11-12].
VY HacTynmHUX miApo3aiiax KBamidikaiiiHoi poOoTu Oyje 3a1HCHEHO AeTalbHuM

PO3TIA KOKHOTO 3 MCTOI[iB, a TaKOX HpO&HaﬂiSOBaHO ixH1 ImepeBaru Ta 0OMEKCHHS.

1.3.1 CtaTuyHu# miaxix 10 aHATI3y IKIIJIUBOT0 KOAY

CrarnuHuii aHaji3z mnepeadadae JIOCTIIKEHHS MPOrpaMHOro Koay ©Oe3 Horo
BUKOHaHHA. BiH Bkitowyae ananiz OiHapHHX (aiiiiB, qu3aceMOIIOBaHHs, BUBUYCHHS
CTPYKTYpH BHUKOHYBaHUX (haililiB, PsAKIB, IMIIOPTOBAaHUX O107IOTEK Ta CHUTHATYP
[1112]. IlepeBaramMu CTaTUYHOrO aHAJI3Yy € OE3MEYHICTh T4 MOKJIMBICTH IIBUIKOTO
JOCIIJIKEHHST BEJIMKOI KIJTLKOCTI 3pa3kiB. BogHouac el MeToj € ManoeeKTHBHUM
npotu 3amudpoBanoro, oodyckoanoro ado noaimopdHoro koay [13].

CratuyHu#l aHaMI3 MIKIJTUBOTO MPOrPaMHOT0 3a0€3MEUYEeHHS € OJHUM 13 0a30BUX
METOJIB JOCIIKEHHS malware 1 mojsrae y BUBYCHHI MPOrpaMHOTO Koay 6e3 Horo
(GakTUYHOTO BUKOHAHHA. Takuil MiaXiA M03BOJISIE NOCTIIUTH CTPYKTYPY, JOTIKY Ta
MOTEHI[11H1 (DYHKIIIOHAJIbHI MOXIJIMBOCT1 MPOrPaMy, MIHIMI3YIOUU PU3UKH 3aPAKECHHS
cUCTeMHU Mif yac aHami3y. CTaTUYHMIA aHajIl3 HIMPOKO 3aCTOCOBYETHCS HA MOYATKOBUX
eTarax JOCIIKeHHS MIKIJIMBOTO KOy Ta € ePEKTUBHUM JJIs MBUAKOI Kiacudikarii
BIJIOMHUX 1 YaCTKOBO MOJM(IKOBaHMX 3pa3KiB malware.

OmHUM 13 KITIOUYOBHX €JIEMEHTIB CTaTUYHOTO aHATI3y € JOCIIIKEHHS BUKIUKIB
API. Amnami3 BUKOPHUCTOBYBaHMX MpPOrpaMHUX 1HTEpPGENCIB JO3BOJISIE 3POOUTH
BHCHOBKH IIOJ0 MOTEHLINHOI moBeaiHKU nporpamu. Hanpuknan, Bukiauku AP ns
pobotu 3 (PalIoBOIO CHCTEMOIO, MEPEKEI0, MpollecaMu abd0 PEECTPOM MOXKYTh
CBIJTYUTH MPO crpodu Moaudikalii CHCTEMHUX PECypCiB, BCTAHOBIICHHS 3’€IHAHb 13
BIJIJAJICHUMH CepBepaMH ab0 BIPOBAKEHHS MEXaHI3MIB CTIMKOCTI (persistence). Y
KOHTEKCTI aHaJli3y MIKIJIMBOTO MPOTPAMHOTO 3a0e3neueHHs BuBYeHHs API-BukimkiB
€ BOXJIMBUM 1HIAMKATOPOM HAsBHOCTI TPOSHCHKUX (YyHKIIIN, backdoor-koMnoHeHTIB
a00 IIMUTYHCHKUX MEXaHI3MiB.

BaxxJMBOIO CKJIaJJ0BOIO CTATUYHOTO aHaNi3y € MoOy0Ba Ta JAOCIIKEHHS rpada

notoky kepyBaHHs (Control Flow Graph, CFG). CFG Bino6pakae BCi MOXKJIUBI IUISIXU



BUKOHAHHS MPOrPaMu Ta B3a€MO3B’S3KM M1k 0a30BUMHU OJOKaMM 1HCTPYKIIi. AHami3
Takoro rpada 103BoJsie BUSBIATH CKJIQJHI JIOTIYHI KOHCTPYKIi, YMOBHI HEpeX0/H,
IIUKJTH, @ TAKOK MPUXOBaH1 a00 P1AKO aKTUBOBaHI TUJIKA KOAY. Y BUMaaKy malware 11e
Ja€ 3MOTy 1IeHTHU(IKYBAaTH aHTHAHATI3HI MEXaH13MH, JIOTIKY aKTHBAIlll MIKIJIUBUX
GbyHKIIIH 32 MEBHUX YMOB a00 cripoOu 00X0 1y 3ac001B 3aXHUCTY.

[Ile omHUM acreKTOM CTaTUYHOTO aHaJi3y € BUBYCHHSI MPOIIECOPHUX IHCTPYKIIIH,
0 BHUKOHYIOThCSA mporpamoro. JluzaceMOitoBaHHS OIHAPHOTO KOOy JO3BOJISIE
TOCTITUTA HHU3BKOPIBHEBY pealli3aiilo aJrOPUTMIB, BUKOPUCTAHHS CHCTEMHUX
BUKJIMKIB, MAHIMYJISIII 3 MaM’ ATTIO Ta PETiCTpaMu Tpoiecopa. AHali3 1HCTPYKIIH
0COOJIMBO BAKJIMBUM JJI BUABJICHHS 00(ycKallli, Mu@pyBaHHs, YIaKOBKH KOy a00
3aCTOCYBaHHS €KCIUIONUT-TEXHIK, sIKI YACTO BUKOPUCTOBYIOTHCS CYYaCHHUM IIK1IJTUBUM
IPOrpaMHUM 3a0€3MeUeHHSIM ISl YCKIIaiHeHH aHamizy [12-13].

OkpeMy poJib y CTaTUYHOMY aHaii3l Bifirpae N-TpaMHUN aHami3, SKUN
nependayae JOCTI/DKCHHS TOCHIJIOBHOCTEH IHCTPYKIKA, OalTiB abo OMKOJIiB
¢dikcoBaHOi  JMOBXMHHM. Takwii  MIAXiJg ~ JO3BOJSE  BUSBIATH — CTaTUCTHYHI
3aKOHOMIPHOCTI, XapakTepHl sl MEBHUX CIMEUCTB malware, HaBITh y BUNAIKY
4acTKOBO1 MoAM(iKallii Koay. N-rpaMH1 MOJEIN IUPOKO 3aCTOCOBYIOTHCS Y MOETHAHHI
3 METOJaMH{ MAaIllMHHOTO HaBYaHHS JJi1 aBTOMATU30BaHOI Kiacu(ikarlii mKiJTUBUX
nporpam i € eeKTUBHUMHU MPOTH ModiMopdHUX Ta MeTamopdHuX 3arpo3 [14-15].

OpHuM 13 paHHIX 1 IIUPOKO IUTOBAHUX JOCIIIKEHbB Y 1111 Tairy3i € podota Kolter
ta Maloof (2006), y sAKiii 3ampONOHOBAHO 3aCTOCYBaHHS N-TPAMHOTO aHaJi3y
0alTOBUX IIOCTIJOBHOCTEH y TOEAHAHHI 3 METOJIaMH MAIlIHHHOTO HaBYaHHS JIs
aBTOMATUYHOI Kiacuikalii IIKIAJIMBOIO MPOTPaMHOro 3a0e3neyeHHs. ABTOPH
IPOJEMOHCTPYBAM, 110 CTATUCTUYHI O3HAKH, OTPUMAHI 31 CTATMYHOIO aHami3y,
JO3BOJISIIOTH ~ JIOCSITaTH  BUCOKOI TOYHOCTI Kiacudikauii HaBITh Yy BHMIAJAKY
noxiMopdHUX 3arpo3 [14].

OxkpiM BHINIE3a3HAUCHUX XaAPAKTEPUCTUK, Y MEKaxX CTAaTUYHOTO aHaIi3y
IIKIJITTABOTO MIPOTPAMHOTO 3a0€3MEeUeHHs 3aCTOCOBYEThCSI HU3KA JOJIATKOBHX O3HAK,
SK1 TMMJABUIIYIOTh TOYHICTH Kjacu@ikallii Ta MOmepeaHhOTO0 BHsBICHHS 3arpo3. [o

TaKMX O3HAK HaJlekaTh PO3MIP BUKOHYBAHOTO (haidly, KUIbKICTh 1 IOBXKMHA (PYHKIIIH,



a TaKOX LIUTBHICTD KOJ, 1[0 MOXE CBITYUTH MPO BUKOPUCTAHHS MaKyBaJIbHUKIB 200
o0dyckartii.

BaxnuBy posib Bifirpae aHali3 MEpeKeBUX MapaMmeTpiB, 30KpeMa BHSBICHHS
xopcTko 3akonoBanux TCP/UDP-noprtis, IP-aapec mxepena Ta oTpuMyBaua, a TaKOxK
HTTP-3anmutiB, sKI MOXYTb MICTUTH XapaKTepHI IMA0JOHM 3BEPHEHHS [0
KoMaHJHOKepyrounx cepBepiB (C2). HaBiTh 0e3 BUKOHAHHS MpOrpamMu HasiBHICTb
TaKuX JJaHUX Y KOJIl € CUJILHUM 1HJAMKATOPOM MOTEHINMHOI MIKIVTMBOT aKTUBHOCTI.

JloaTKOBO aHAI3YIOThCS CTATUCTUYHI XapaKTEPUCTUKU PO3MOILTY 1HCTPYKIIiH,
EHTPOITIS CeKIii (ailiry Ta CIiBBIMHOMICHHS KOy 10 JaHUX, IO JO3BOJISE BUSBIISATH
3amudpoBaHi a00 CTUCHEH] AUISTHKH.

[Toganpmmii pO3BUTOK CTATUYHOTO MIAXOJY MPEICTABICHUN Yy TOCHIIKEHHI
Santos et al. (2013), ne BUKOPUCTAHO CTATUCTUYHI XapPAKTEPUCTHKU OMKOMIB 1
CTPYKTYPHI METPUKH BUKOHYBaHUX (haiiJIiB JAJis1 BUSIBICHHS IIK1ITUBOTO IPOTPAMHOIO
3a0e3nedeHHs. Pe3yabTaTi JOCTIKEHHS MiITBEPIUiIN €(heKTUBHICTh CTATUCTUYHOTO
aHaJi3y SIK 1HCTPYMEHTY MomNepeaHboro (pinbTpyBaHHA malware mnepen TIHOMINUM
JTUHAMIYHUM JOCTIKEeHHIM [15].

VY poGoti Anderson et al. (2018) cTaTUCTUYHI O3HAKH CTATUYHOIO aHami3y OyJu
MOETHAHI 3 TIMOOKMMH HEHPOHHUMH MEpEeXaMmH, IO JO03BOJIMJIO aBTOMATH3YyBAaTH
IpolleC BUSBICHHS WIKIJUIMBOTO KoMy 0€3 HEeoOXITHOCTI pydyHOTO (QopMyBaHHS
curHatyp. lle mocnmipkeHHST € TIOKa30BUM TMPUKIAIOM €BOJIONII CTaTUCTUYHUX
miAXoAiB  y OIK CydacHHX IHTENEKTyaJlbHUX MoOJeNiel, 30KpeMa THX, IO
KOHIleNTyabHO Onu3bKi 10 LLM [16].

Y po6ori Dhilung Kirat ta Giovanni Vigna mnpeacraBieHO pe3yJbTaTh
MacIITa0HOTO aHali3y WIKIJIMBOTO MPOTPaMHOro 3a0e3MedYeHHsT 3 TOUYKH 30py
IPOTHIIT CUTHATYPHUM METOJiaM AeTeKTyBaHHs. JlochimkenHs oxormitoe 2810 3pa3kiB
malware Ta mnpomnoHye 78 yHIKaIbHMX TEXHIK, IO JO03BOJSIOTH HE 3aCTOCYBaTH
CUTHATYPH1 MeXaHi13Mu BUsBICHHS [17].

3 METOI0 y3arajJlbHeHHS KJIFOUOBUX CKJIAJIOBUX CTATUYHOTO aHAJI3y Ta LII0CTpari
iX MPaKTUYHOTO 3aCTOCYBaHHS Yy BUsBIEHHI MmKijymBoro I[I3 B Tabmumi 2

IpeACTaBICHO BIJIMOBIAHI €JIEMEHTU aHAIII3y Ta MPUKJIAIU 3arpo3.



Tabmuns 1.1 — EneMeHTH CTaTUYHOTO aHAITI3y Ta MPUKIIAAHN 3arpo3

Enement ananizy [Ipenmet anamizy [Tpuknazn 3arpo3
Buxnuku API | HabGip Ta mociiIoBHICTh CHCTEMHHX TpostHu, spyware,
byHKIiH backdoor
CFG (rpad Jlorika BUKOHAHHS, yMOBHI niepexoau, | Anti-analysis,
MIOTOKY UK dormant payload
KEpyBaHHSI)
[Tpornecopni HwusbkopiBHeBa JioTika, poborta 3 | Exploit-ko,
THCTPYKIIii nam’sITTIo shellcode
N-rpamu YactotHi mnocmiioBHOCTI  OaiitiB / | [TommMopduuii
OITKO/1B malware
ImmnopTHi BuxopucroBysani DLL / Mmoaymi RAT, ransomware
010;110TeKH
CrpykTtypa Cexk11ii, 3aroJioBKM, aHOMaJi1 VYmnakosane 113
PE/ELF
PsaxoBi URL, xomaHaH, KITIOYOBI CIIOBA C2-koMyHiKalis
KOHCTaHTHU
Meranani ¢aiiny | TaitmcTeMIid, KOMIUISATOP MackyBaHHs
MTOXOKCHHS

3aranom, cTaTUYHUM aHami3 3a0e3nedye TIMOOKE PO3YMIHHS CTPYKTYypU Ta
MOTEHITIMHOI JIoTikK MmKiaauBoro I13, ogHak mMae meBHI 0OMeXeHHs. 30Kpema, Horo
e(eKTUBHICTh 3HUXKYEThCS y BHIAJKy BUKOPUCTAaHHS CKJIaAHOI oO0dyckaiii,
JUHAMIYHOTO 3aBaHTaXEeHHS Koxy abo fileless-texnik. Came TOMy B CydacHUX
cucTeMax KioepOe3neKku CTaTUYHUM aHali3 3a3BU4yail BUKOPUCTOBYETHCS y MOEAHAHHI
3 nuHamiyEMMH Ta IM, 30KkpeMa 3 MigXxoJamH, 3aCHOBAHMMHU Ha BEIMKUX MOBHHUX

MOJIEJISIX, 10 IO3BOJISE M1BUIIMTH TOYHICTH 1 TOBHOTY BUSIBJICHHS IIK1JIJTABOTO KOJTY.

1.3.2 InHaMivyHMil MigXix 70 aHAJI3Y IIKIVIHBOTO0 KOAY

JluHaMiyHUN aHaji3 WKIAJIMBOIO MPOTPAMHOTO 3a0€3MEYEHHs] MOJISrae y

JTOCIIDKEHH] TOBEIIHKA MPOrpaMHOTO KOAY MiJg dYac MWOro BHUKOHAHHS Yy



KOHTPOJIbOBAHOMY Ta 130JJbOBAaHOMY CEPEIOBUIII, TAKOMY SIK BIpTyajbHa MalluHa abo
micouruts (sandbox). Ha BimMiHy Bif CTaTUYHOTO aHANI3y, AMHAMIYHUHN ITiIX11d
JI03BOJISIE CIIOCTEPIraTH PeabHi Jii MporpaMu, He3aJIeKHO Bl piBHA 00dyckaiii abo
YIaKOBKH KOy, 110 pOOUTH HOTO 0COOJMBO €()EKTUBHUM MJIA aHAI3y Cy4YacHUX
3arpos.

OnHUM 13 KITIOUYOBHX aCHEKTIB JUHAMIYHOTO aHAMI3y € JOCIIIKEHHS BUKIUKIB
dbyHKIN, sSki 3A1MCHIOE Mporpama MijJg Yac BHUKOHAHHSA. AHali3 TOCIIIOBHOCTI
BUKJIMKIB CUCTEMHHX Ta 010J110TeUHUX (PYHKIIIH Ja€ 3MOTY BUSIBUTH CIPOOU TOCTYITY
70 (aiIoBOi CHCTEMH, MEPEKEBHX PECYpCIB, MPOIIECIB OMEpariiHoi cucteMu ado
MEXaHI3MIB aBTO3aITyCKy. Taki BUKIUKH € XapaKTePHUMH JJIST TPOSHCHKUX MIPOTpam,
spyware Ta ransomware 1 J03BOJISIOTh 1/IeHTU(DIKYBATH IIKIIJUBY aKTUBHICTh HAaBITh
y pa3i BIZICYTHOCTI cTaTUYHUX curHaTyp [11-13].

BaxxnuBoro Cki1a70BOI0 JMHAMIYHOTO aHali3y € BUBUCHHS apTyMEHTIB (PYHKIIIH,
Kl TepeNaloThCsl MiJ YaCc BUKOHAHHSA. AHAJI3 MMapaMeTpiB BUKJIUKIB JO3BOJISE
BU3HAUUTH, 3 IKUMU CaMe pecypcaMu B3aEMOJIIE Mporpama: ki Gaiian BIIKPUBAIOTHCS
a00 wmonudikyoTbes, a0 skux [P-agpec 1 MHOPTIB 3OIMCHIOIOTBCA MEPEKEBI
MIJKJIIOUYEHHS, SKI K04l PEECTPY 3MIHIOIOTBCS. Y  KOHTEKCTI IIKIJJIMBOTO
MpPOrpamMHOro 3a0e3NeyeHHs Takl JaHi MOXYTh CBIJUUTH MNP0 KOMYHIKAIIKO 3
KOMaHJHO-Kepytounmu cepBepamu (C2), BUKpaJeHHS JaHUX a0 MiJAITOTOBKY 0
MMOJAJIBIIINX €TallB aTaKH.

[lle omHMM eJIEeMEHTOM JUHAMIYHOTO aHali3y € JOCHIDKEHHS TMOPSIKY
BUKOHAHHS 1HCTPYKIIH, IO JO3BOJIAE MPOCTSKUTH (HAKTUUHHHA IIISTX BUKOHAHHS
nporpamMu. AHaji3 AMHAMIYHOTO MOTOKY 1HCTPYKIIIM Ja€ 3MOTY BUSIBJISITH MTPUXOBAHI
TUIKM KOJy, JIOTIKY YMOBHOI aKTHBAIlll IIKIAJUMBHUX (PYHKIIIM, 4acoBl 3aTPUMKH, a
TaKOXX MEXaHI3MHU YXWICHHS Bij aHamizy. Takuil miaxia € ocoOJIMBO KOPUCHUM ISt
BusBiieHHs fileless-aTak, momiMopdHoro malware ta mkiamusoro [13, o akTUBy€eThCS
JIUIIIE 32 BUKOHAHHS CTICIU(IIHUX YMOB.

JluHamMiYHUN aHami3 MIMPOKO 3aCTOCOBYETHCS Ui AOCTIIKEHHS ransomware,
botnet-kiientiB, loT-opienToBaHOr0 malware, a Takox ckiaaHux APT-kamrmanii,

OCKIJIbKH JTO3BOJISIE OTPUMATH MOBHY KapTHHY MOBEIIHKH 3pa3Ka y peajbHOMY 4aci.



Bomnodac meli MeTom Mae HU3KY OOMEXEHB, 30KpeMa BHCOKY PECYpPCOMICTKICTb,
0OMEKeHE MOKPUTTS NUIAXiB BUKOHAHHS Ta BPA3IUBICTh JI0 aHTUAHAII3HUX TEXHIK,
TaKMX SIK BUSABIICHHS BIPTYaJIbHOTO CEPEIOBHINA a00 BIKIIA€HE BUKOHAHHS.

g cucremaTH3anii OCHOBHUX CKJIQIOBUX JWHAMIYHOTO aHANi3y ILIKiJJIHBOTO
3arpo3 y Tabsmii 1.2 HaBeIeHO BIJMOBIIHI €JIEMEHTH aHaJi3y Ta MpuKIaad malware,

JUISL IKMX BOHM € HalO1IbIT 1HGOPMaTHBHUMU.

Ta6muig 1.2 — EnemMenT IMHaMi4YHOTO aHaIi3y Ta MPUKIIAINA 3arpo3

Enement ananizy [Ipeamer anainizy IIpuxinan 3arpo3
Buknuku [TocniqoBHICTh CUCTEMHHUX 1 Tposiu, spyware,
byHKITIH 010JTI0TEUHUX BUKJIMKIB IT1]1 Yac ransomware

BUKOHAHHS
AprymeHTu [lepenani napametpu (LLIAXU Paiiiis, Backdoor,
byHKIIIH [P-anpecu, moptu, KIIto4l peecTpy) C2koMyHikarris
[Topsmox PeanbHui NUISIX BUKOHAHHS KOAY, [Tommopduuii
BUKOHAHHS YMOBHI T1JIKH malware
THCTPYKIIII
daitnoBa CrtBopenHs, MoaudiKalris, Ransomware
aKTUBHICTh mudpyBaHHs GaiiniB
MepexeBa Bceranosnenns TCP/UDP-3’ennann, | Botnet, loT-malware
aKTUBHICTH HTTP/HTTPS-3anutu
IIpouiecHa CtBOpeHHS/1H’ €KITIS MPOIIECIB, RAT, APT
AKTUBHICTh ecKasalls NpuBLIEiB
[ToBeniHKOBI1 Tunosi naniroru Aiit (kill chain) Fileless-ataku
naTepHu
Jii, o He Bussnenns VM, 3atpumMku Cxnagne APT
CIPUSAIOTH BUKOHaHHS, sandbox evasion malware
aHajizy

EdekTuBHICTh AMHAMIYHOTO aHATI3y LIKIAJIMBOIO MPOTrPaMHOro 3abe3neyeHHs

HIATBEPAKYETHCS HU3KOK CYYaCHHUX HAYKOBUX JIOCHIKEHb, Y SIKUX TOBEIIHKOBI



O3HaKM BUKOHAHHS KOAY BUKOPHCTOBYIOTBHCS SIK KJIIOUOBE JyKepeno iHdopMmarii s
nerexktyBanHsg malware [18-21].

Y po6oti Raff et al. (2020) 3anpormoHoBaHO TiX11 10 TMHAMIYHOTO aHAITI3Y, 10
0a3yeTbcss Ha JOCHKEHH! mociinoBHOcTed API-BUKINKIB 13 BHUKOPHCTaHHSAM
rIMOOKUX HEHPOHHUX Mepex. ABTOpU MOKa3ajiu, 110 MOBEAIHKOBI JIOTM BUKOHAHHS
porpaM J03BOJISIIOTh €(heKTHBHO BUSBIISATH paHillle HeBiOMI 3pa3ku malware, HaBiTh
3a YMOB aKTUBHO1 oOdyckarii koay [18].

Hocnimxennss Zhang et al. (2021) 30cepemxyeTbCsl Ha aHammi3l AMHAMIYHUX
MEpEKEBUX O3HAK MIKIAJIMBOTO MPOrpaMHOro 3a0e3MEueHHs, 30KpeMa YacOBUX
XapaKTePUCTHK Ta CTPYKTYp MepexeBoro Ttpadiky. 3amnpornoHOBaHWNA METOJ
MPOJICMOHCTPYBAaB BUCOKY TOUYHICTh BUSIBJICHHSI botnet-kiieHTiB 1 [oT-opieHTOBaHOTO
malware, 1m0 MIATBEPKYE BAKIUBICTh JAUHAMIYHOTO aHATI3y B CEpEJOBHINAX 3
obmexxeHuMH pecypcamu [19].

Y po6ori Fan et al. (2022) nuHamiuyHU{ aHalli3 BUKOPUCTOBYETHCS IS
JOCIIJKEHHS MMOBEIHKY ransomware. ABTOpH aHaII3yIOTh MOCIII0BHOCTI (DailjIoBUX
orepauiidl Ta BUKJIMKIB KpuntorpadiuHux (QyHKIIH, 010 J03BOJISIE€ BUSBIATUA aTaKu Ha
paHHIX eTanax, A0 3aBEpILIEHH npolecy mudpyBaHHsa qanux [20].

[Tomanpmuii po3BUTOK LILOTO HAMpPsIMY MPEACTaBICHUH y IochimakeHHl Singh et
al. (2023), me 3acTocoBaHO KOMOIHOBAaHWUM MIAXIJ 0 aHATI3y IUHAMIYHUX Tpac
BUKOHAHHS 3 BUKOPUCTaHHAM Mojiesiell rmnookoro HapuaHHs. PoOoTa 1eMoHCTpye, 110
aHai3 TOPSAAKY BUKOHAHHS IHCTPYKIIA Ta apryMeHTiB (YHKIINH € epEeKTHBHUM
iHcTpyMeHTOM 11 BusiBiIeHHs fileless-atak 1 APT-kammnaniii, siki IpakTUYHO He
3aJIMIIAI0Th CTaTUYHUX apTedakTis [21].

OTxe, AMHAMIYHMM aHami3 J03BOJSE OTPUMATU 1H(POPMAILIIO PO PeaATbHY
NOBEAIHKY LIKIJIJTMBOIO MPOrPaMHOro 3a0€3MeUeHHs B MPOLeCci HOro BUKOHAHHS Ta €
BaXJIMBOIO CKJIAJIOBOIO KOMIUIEKCHOTO MiAX0My A0 aHamiizy malware. [Ipaktuka iforo
3aCTOCYBaHHS B CY4YaCHUX CHCTEMax 3axHCTy mepeadadae IHTETparfiio 3 1HIINMHU
METOJaMH aHalli3y, M0 CIPHUSE MIIBUIIEHHIO TOYHOCTI BHUSBJICHHS Ta KOPEKTHOCTI

knacudikarii 3arpos.



1.3.3 CurnarypHuii anaJui3 mkigausoro 113

CurnaTypHuil aHami3 € OJHUM 13 HAaWJaBHIMUX 1 HAUTOIIMPEHIIIMX METOIIB
BUSIBJICHHS IIKIJJIMBOTO MPOTPaMHOr0 3a0e3MEYeHHs] Ta HAJIEKUTh A0 KIACUYHUX
CTATHYHMX MiaxomiB. Moro oCHOBHA ijes IOJsATae y TOPIBHSHHI JOCIIIKYBaHOTO
IporpamMHoro o0’€kTa 3 Harepes BiIOMUMU CUTHATypaMHu, SIKl OMUCYIOTh XapaKTEpHi
O3HAKH KOHKPETHUX 3pa3kiB abo ciMelcTB malware. Takuil Miaxig IIUPOKO
BUKOPUCTOBYETHCSI B AHTHUBIPYCHHUX CHCTEMax 3aBISKH BHCOKIM IIBUAKOMII Ta
npocToTi peanizamii [12].

Y Mexkax CUTHATYPHOTO MiIX0y BUIUISIOTH IBa OCHOBHHUX THITH CUTHATYP. XeIlI-
CUTHATYpH 0a3yI0ThCsl HA 00UMCIIEHHI KOHTPOJIBHUX CyM 200 KpUMNTOrpapiyHUX XEIIiB
daiiTiB 1 J03BOJISIIOTH IIBUAKO 1ACHTH(IKYBATH BiAOMI 3pa3Kd IIKIIJIUBOTO
IPOrpaMHOro 3abe3rnedyeHHsl 32 YMOBHU MOBHOI 1IGHTUYHOCTI (paitnniB. CUTHATYpH Y
BUIJISI/II  TIOCIIJIOBHOCTEN OalTIB € OLIbIl THYYKMMH Ta OIUCYIOTh XapaKTepHI
(parMeHTH MaIIMHHOTO KOy a00 1HCTPYKIIii, mpuTamaHHi neBHoMy malware. Came
0aiiTOBI CUTHAaTYypud JO3BOJISIIOTH BUSIBISITM  YacTKOBO  MoaudikoBaHl  abo
MEpPEBIIAKOBaH1 3pa3Kd, XO04Ya BOHM 3aJMILAIOTHCS Bpa3JIMBUMH A0 OOQyckamii Ta
nonimopdizmy. Ha puc. 1.6 300pakeHO TUTIOBUN aJTOPUTM POOOTH CHUTHATYPHOTO

AHTUBIPYCHOTO MEXaHI3MYy.

[loBigoMneHHs
npo LWKiANnBeuia
dann

dann
nporpamMmHoro g Bipoma [opnatkoBe
» | AHTuBIpyC
3abesneyeHs Py curHatypa? CKaHyBaHHS
basza HoBa
[aHnX Tak curHatypa?

curHaTyp

Hi

dann e
6esneyHum

Pucynox 1.6 — Anroput™ poOOTH CUTHATYpHOTO MeTOdy [22]



[Tporec mounMHAETHCS 3 HAOXOMKEHHS (ailily mporpamMHOro 3abe3nedeHHs Ha
MEepeBipKy, MICHsS YOro AaHTHBIPYCHUH MOMAYNb 3IIMCHIOE TMOIIYK BiAMOBITHUX
curHatyp y 0a3i maHux. Y pa3i BUSBICHHS BiJJOMOi CUTHATypH cuctema (opmye
MOBIJIOMJIEHHS TIPO HASBHICTh IMIKIJIMBOTO (hailiry. SIKIo »K BIAMOBIAHICTE HE
3HaWJEHO, 3aIlyCKAEThCs JOJIATKOBE CKAaHYBAaHHs, SIKE MOKE BKJIIOYATH €BPUCTHYHI
a00 MOBEAIHKOBI METO/IU. 32 YMOBH BUSBIIEHHSI HOBOI CUTHATypU BOHA JJOJIAETHCS 10
0a3u gaHMx, O 3a0e3neuye MOoAaJbLIE PO3LIIUPEHHS MOXJIMBOCTEH CUCTEMH. Y
MPOTUIICKHOMY BHMAJKy (pailyl BBakaeThcsl OesneyHuM. Takuil MexaHi3M LTIOCTpPYeE
pPEaKTUBHY MPHUPOAY CUTHATYPHOTO aHamidy, KOJIU e(EeKTHBHICTh JETEKTYBAHHS
0e31ocepeIHbO 3aJEKUTh Bl aKTyaIbHOCTI CUTHATYpPHOT 0a3u.

[IpoGnemaTnka  €dEKTHUBHOCTI  CUTHATYpHUX  METOMIB  HEOJAHOPA30BO
po3risianacs y HayKoBuX gociikeHHsX. Y po6oti Christodorescu ta Jha (2003)
[OKa3aHo, 110 HaBITh HE3HAYHI 3MIHU Yy CTPYKTYpl KOAY MOXYTh IPU3BOIUTH 0
IOBHOI'O 00XOJy CUTHATYPHHX JIE€TEKTOPIB, IO CTAJO0 OJHUM 13 MEPIIUX CUCTEMHUX
JI0OKa31B 0OMEKEHOCTI 1IbOro mijaxoay [23].

[Tomanpmmii po3BUTOK IIi€l TEMATUKHU MpeAcTaBieHUM y pocnimpkeHHl Kirat,
Vigna ta Kruegel (2014), ne aBTopu mpoBeiau MaclITaOHUM aHaIi3 THCSY 3pa3KiB
malware Ta 11eHTU(IKYBaIH JECATKH TEXHIK YXUJIEHHS B1J] CATHATYPHOI'O BUSBIICHHS,
BKJIFOYHO 3 modiMopdizmMoMm, oOdyckaii€ero Ta AUHAMIYHOIO TEHEpaIl€lo KOIy.
Pesynbratu gociipKeHHs MATBEPIUIIH, 10 CUTHATYPHI METOAH € Majloe(eKTUBHUMHU
OPOTH CYYaCHUX aJIallTUBHUX 3arpo3.

VY 6inbu mi3HIX poboTtax, 30kpema Saxe Ta Berlin (2015), HaronomyeTsces, 1m0
CUTHATYpHUU aHaNI3 MOXe OyTH €(pEeKTUBHUM JIMIIE K MEepIIui piBeHb (PinbTparii,
TOJIi SIK TIOBHOIIIHHUM 3aXUCT BUMarae MO€JHaHHs 3 TTOBEIIHKOBUMH Ta MaIlTHHHUMU
meTonamu aHamizy. CydacHi pociimkeHHs micis 2020 poky Takox MiATBEPAXKYIOTh
0 TEHJEHLII0, PO3MISIal0oud CUTHATYpPHI MIIXOAU SIK JOTMOMDKHUN KOMIIOHEHT
0aratopiBHEBUX CUCTEM JICTCKTyBaHHS [24].

[Toripu cBOIO MOLIMPEHICTh, CATHATYPHUH aHaJli3 Ma€ CyTTEBI oOMexxeHHs. BiH €
e(eKTUBHUM MEPEBAKHO JJIA BIJOMHX Ta paHille NpoaHali30BaHMX 3pa3KiB malware,

ajie MPaKTUYHO HE 3/IaTHUI BUSABIIATH Zero-day 3arposu, noiaiMmopdHe Ta MetamopdHe



HIKIJUIMBE TporpamHe 3a0e3meueHHs, a Takox fileless-araku. Came TomMy cyd4acHi
IIKI/UTABI MIPOrpaMy aKTUBHO BHKOPUCTOBYIOTH TEXHIKH 3MIHH KOy, JMHAMIYHOTO
3aBaHTAXKEHHS Ta reHepallii YHIKAIbHUX €K3eMIUIAPIB, I[00 YHUKHYTH CUTHATYpPHOTO
BUSIBJICHHS.

TakuM 4YMHOM, CHUTHATypHHMH aHali3 3aJUIIAETHCA O0a30BUM 1 MIBUAKUM
1HCTPYMEHTOM BHSBJICHHS BIJOMHUX 3pa3KiB IMIKIJIMBOTO IPOTPaMHOI0 3a0€3MCUCHHS,
OJIHaK MOoro oOMEKeHa 34aTHICTh MPOTHAISATH HOBUM Ta MOJU(PIKOBAHUM 3arpo3am
3YMOBIIOE HEOOXITHICTh IHTErpamii 3 eBPUCTHUYHUMH, MOBEAIHKOBUMH Ta
1HTEJIEKTYaIbHUMU METOJIaMU aHaJi3Yy.

VY HacTynHOMy po3aum KBaiiikauiiHoi poOOTH OyJe pO3riasHYTO MPUHLUIU
(yHKLIOHYBaHHSI T€HEPATUBHUX MOBHUX MOJEJEH, iX apXITEKTYpHI OCOOJUBOCTI Ta
MO’KJIMBOCTI 3aCTOCYBaHHS JUIs 3aa4 aHaji3y 1 BUSBIICHHS LIKIIMBOTO IPOTPaMHOTO
3abe3neueHHs. OcoOnuBy yBary Oyae mpuaiaeHo mnotreHmiary LLM y KOHTEKCTI
M0JI0JIAaHHS 0OMEKEeHb KITaCMYHUX MiaxoAiB. Kpim Toro, y po3auii Oy/e npeactaBieHo
MOPIBHSJIBHY TaOJNMIIO ICHYIOUMX METOAIB aHali3y IIKIJIJIMBOIO MIPOrpaMHOIrO
3a0e3neyeHHs Ta MiX0/iB, 3aCHOBAHUX HAa BETMKUX MOBHHMX MOJIENSIX, IO TO3BOJIHTH

HAO0YHO OLIIHUTH 1XH1 NepeBaru, HeJOMIKHU.
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PO31J1 2 TEHEPATUBHI MOBHI MOJEJII B AHAJII3I HIKIJINBOT'O
ITPOI'PAMHOI'O 3ABE3IIEYEHHSA

2.1 I'enepaTuBHi MOBHI MojeJIi

['enepatuBni MoBHi Mojeni (Large Language Models, LLM) € ki1acom moeneit
IITYYHOT'O 1HTEJICKTY, IPU3HAYCHUX Il OOpOOKH, aHaIi3y Ta TeHepallli IpupoIHOi
MOBH i MPOrPaMHOI0 KOy Ha OCHOBI BEJIMKUX 0OCSATIB HaBUaIbHUX AaHUX [25]. Ix
KJIIOYOBOKO  OCOOJIMBICTIO € 37aTHICTh  (QopMyBaTH  y3arajJbHeHI  MOBHI
MPEJCTaBIICHHS, SIKI BIOOPAKAalOTh CEMaHTHUYHI, CHUHTAKCUYHI Ta KOHTEKCTyallbHI
3B’SI3KM MIXK €JIEMEHTaMHU TEKCTy a00 koay. Ha BiAMIHY BiJl TpaAUIIHHUX alTOPUTMIB
MaluMHHOTO HaByaHHsA, LLM He moTpeOyroTh >KOPCTKO BHU3HAYEHHX MpPaBWI YU
O3HaK, OCKUJIbKM HaBUAIOThCS BUSABIIATU 3aKOHOMIPHOCTI 0€3110CepeIHBO 3 JaHUX.

[TosiBa reHepaTHBHUX MOBHUX MOJEJEH € Pe3yJbTaTOM TPUBAJIOTO PO3BUTKY
METO/1IB 0OpOOKM MPUPOJIHOT MOBHM Ta MAalIMHHOTO HaB4yaHHs. [leprni migxonu mo
ABTOMATUYHOTO aHaJIi3y TEKCTY IPYHTYBAJIMCA HA TIPABMIIO-OPIEHTOBAHUX CHCTEMaX,
Kl BUKOPUCTOBYBAJIM BPYYHY 3a/laHi I'paMaTH4YHI MpaBuia Ta CIOBHUKH. Taki
cucteMu Oysin 0OMEXEHI MacIITaDOBAHICTIO W HE 3/1aTHI €(PEKTUBHO MPAIIOBATH 3
HEOJHO3HAYHICTIO Ta BaplaTUBHICTIO MNpUpoAHOi MoOBHU. llojganbiimii po3BUTOK
CTaTUCTUYHUX METO[IB, 30KpeMa n-TpaMHUX MOJEJeH, JO3BOJUB YaCTKOBO
BPaxOBYBaTH KOHTEKCT, OJHAK Il MIAXOJIW 3aJIUIIAIMCS YyTIMBHMHU 0 PO3MIPY
HaBYAJIBHUX BUOIPOK 1 HE 3a0e3MeuyBaiu TTHO0KOTO CEMaHTUYHOTO PO3YyMIHHS.

HactynHum etamoM eBOJTIOIT CTaJid HEHPOHHI MEpexXi, 30KpeMa PEeKypeHTHI
HeriponHi Mepexi (RNN) ta ix momudikamii — LSTM 1 GRU, saki mamu 3Mory
MOJIEJIIOBAaTH TMOCIIJOBHOCTI 3MIHHO1 JOBXHHHU Ta BPaxOBYBATH JOBIOCTPOKOBI
3anexHocTi. [Tonpu 3naynuit nporpec, RNN-noaiOHI apXiTeKTypu Maju CyTTEBI
0OMEKEHHS, TIOB’513aH1 3 TMOCIIIOBHOIO OOPOOKOI0 JMaHWX, MpoOIeMaMy 3HUKAHHS
rpajiieHTa Ta CKJIAQJHICTIO MacmTaOyBaHHS Ha Beluki oOcsru iHdopmamii. 11

OOMEXEeHHSI CTaJIM KIIOUOBUM YMHHHUKOM MOILIYKY HOBUX apXITEKTYPHHUX PIlLIEHb.
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PeBomoIiitHUM KPOKOM y PO3BUTKY MOBHUX MOJIEJICH CTaNO 3alpONOHYBaHHS
apxiTektypu Transformer, sika MOBHICTIO BIIMOBHJIACS BiJl PEKYPEHTHHX 3B S3KiB Ha
KOPHCTh MeXaHi3My camoyBaru. Came I1ie pillIeHHS 3aKJIajo TeXHIYHI MepeayMOBHU
JUIS. CTBOPEHHS BEJIMKUX F'€HEpaTUBHUX MOBHUX Mojeneil. [Tounnatoun 3 2018 poky,
3 mosiBoto Mozeneit Tuiry GPT, BERT Tta ixHiX MOX1AHUX, CTAJI0 MOKJIMBUM HaBYaHHS
Ha/J3BUYAHO MacIUTaOHMX MOJIele Ha PI3HOPIAHMX TEKCTOBUX 1 KOJOBHUX
KOpITycax, 1110 MPU3BEIIO JI0 SIKICHOTO CTPUOKA y 34aTHOCTI MOZEJIEH y3arajabHIOBaTH
3HAHHS Ta MPALIOBAaTH 3 KOHTEKCTOM.

VY nonanemomy po3BuTok LLM OyB 3yMOBIEHHMI HE JUIIE apXiTEKTypHUMH
IHHOBallIAIMM, a M 3pOCTaHHSAM OOYHMCIIOBAJBHUX PECYpPCIB, IMOSBOIO BEIHKUX
nyOJiYHUX JaTaceTiB Ta YJOCKOHAJCHHSIM METO/IB HaBuaHHS. BukopucraHHs
HOTIEPETHBOTI0 HABYAHHS 3 MTOJIAJIbIIUM JOHABYAHHAM, IHCTPYKIIHHOTO HaBYaHHS Ta
MIIXO0IB 3 MIAKPIIJICHHSIM JIO3BOJIMIIO aJIallTyBaTH MOJIEI JO ITUPOKOTO CIEKTpa
NpUKIaIHUX 3a1a4. Lle cripusiino nepexony Bil By3bKOCHEI1aII30BAHUX MOJIEIEH J10
YHIBEpCaJIbHUX T'€HEPATUBHUX CUCTEM, 3JIATHUX BUKOHYBAaTH PI3HOPIIHI 3aBIaHHS
0€3 1ICTOTHOI 3MIHU apXITEKTYpH.

LLM He “po3yMmitoTh” TEKCT SK JIOJUMHA, a OOYHMCIIOITH IMOBIPHICTb

HaCTyITHOT'O TOKEHa (CJ0Ba a00 YaCTUHHU CJIOBA) Ha OCHOBI MONEPEAHBOT0 KOHTEKCTY.

dopMaIbHO MO/JIETTb HABYAETHCS OIIHIOBATH

P(we| w1, wa, -+, we-1). (2.1)

7€ W1 — NIEePIINA TOKEH Y TEKCTOBIN MOCII1I0BHOCTI;
W2 — IpYTUH TOKEH Y TEKCTOBIM MOCIIOBHOCTI;

W¢ — HACTYITHUI TOKEH Y TEKCTOBIM MOCIIOBHOCTI.

VY cucremax BHUSBJICHHS LIKIIJIMBOTO MPOTrpaMHOro 3a0e3MeUeHHs] Ha OCHOBI
reHEepaTUBHUX MOBHHMX MOJIEJIEH BaXKJIUBY POJIb BIAIrpae eram TOKEHI3alli, SKuH
3a0e3reuye IepeTBOPEHHS MPOTPAMHOT0 KOy a00 CyNpOBIAHUX TEKCTOBUX JAaHUX Y

dbopmy, IpuAaTHY TS aHATI3y HEHPOHHOIO Mepexkero. Ockumbku LLM mpairoroTs 3
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MOCIIIJOBHOCTSIMU TOKEHIB, @ HE 3 KOJOM Y MOro MEepBUHHOMY BHIJISIL, SIKICTh Ta
croci0 ToKeHi3allii 6e3mocepeIHbO BIUIMBAIOTh HA €()EeKTUBHICTD BUABIICHHS 3arpo3.

VY kontekcti malware detection TOkeHaMu MOXKYTh BUCTYTIaTH Pi3HI €JIEMEHTH
MIPOrPaMHOTO KOJTy Ta MOB’A3aHMUX 3 HUM JaHuX. L{e MoxyTh OyTu okpeMi cioBa abo
inenTudikatopu (Hanpukian, CreateProcess, DownloadFile), wactunu ciiB 1
CUMBOJIIB, a TAKOX CIELiaIbHI KOHCTPYKIli MOBH MpOrpaMyBaHHsS. 3aCTOCYBaHHS
cyOCJIOBHOI TOKEHi3allii J03BOJIsI€ po30UBATH CKJIaH1 iMeHa (yHKIIH, 3MIHHUX a00
MIKI/UTUBUX KOMaHJ Ha MEHIIIl CMUCJIOB1 ()parMeHTH, 110 TMOJETIUIy€e aHali3 HaBITh Y
BHUIMAJKaX HABMUCHOI 00¢ycKaIlii Kozy.

3 morisaay (QYHKIIOHAIBHOTO TPU3HAYEHHSI TEHEPAaTUBHI MOBHI MOJIENI
MOAUIAIOTECS Ha KIJIbKAa OCHOBHUX THUMIB. Jl0 yHIBEpCaqbHUX MOJENEH 3arajbHOTO
NpU3HAUEHHS HaJleXkKaTh CUCTEMH, OPIEHTOBaHI HAa pOOOTY 3 MPUPOIHOK MOBOIO Ta
OararoyHKIIIOHAIBHI clieHapli BukopucTtaHHs. OkpeMy Tpymy CTaHOBISTh
creIiajgizoBaHi KOJOB1 MOJIEJ1, HABUYAHHS SIKMX CIIPsIMOBAHE HA aHa13, TeHepaIliio Ta
MOSICHEHHSI MPOrPaMHOro Kojay. KpiM TOro, BUOKpEMIIIOIOTh 1HCTPYKIIIIHI MOAEI,
ONTHMI30BaHI I BUKOHAHHS 3aBJaHb 3a TEKCTOBUMH 3allUTaMH, a TaKOX
JIOMEHHOOPIEHTOBAHI MOJIENl, aJanToOBaHl JO0 KOHKPETHHX Trajy3ei, 30KpeMa
KibepOe3nexu.

[TosiBa reHepaTUBHUX MOBHHUX MOJIEJIEH € 3aKOHOMIPHUM PE3YyJIbTaTOM €BOJIIOLIT
METO/IB OOpOOKM JaHWX, TOEIHAHHA TEOPETUYHUX HAMpalloBaHb Yy Traiys3i
HEHPOHHUX MEPEX 13 MPAKTHUYHUMH JOCSITHEHHSIMHU Yy cdepl OOUYUCTIOBAILHUX
TexHoJoriid. Came 1ei ICTOpUYHUH 1 TEXHOJOTTYHUNA KOHTEKCT MOsICHI0E, YoMy LLM
cTany (yHIaMEHTOM CyYaCHUX 1HTEICKTYaTbHUX CUCTEM.

VY KoHTeKCTI KiOepOe3neKkH Ta aHali3y MIKIJIMBOTO MPOrpaMHOro 3a0e3neyeHHs
LLM posrasaaioTecs SK IHCTPYMEHT BHCOKOPIBHEBOI I1HTEpIpeTanli, 3JaTHUN
MpaloBaTH 3 KOJAOM MOIIOHO 10 JTIOAMHHU-aHATITHKA: PO3YMITH JIOTIKY BUKOHAHHS
mporpam, TMpuU3HAUYCHHS (YHKIIIH, KOHTEKCT BuKopucTanHi APl Ta moreniiiini

HaMipu po3poOHuKa. [le BigKkpruBae MOKIMBOCTI JIJIsl 3aCTOCYBAHHS TaKMX MOJIeTeH
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y 3aladax CTaTHYHOTO aHalli3y, MOSICHEHHs TMOBEMIHKM malware Ta kimacuikartii

3arpos.

2.1.1 llepeaymoBu nosisu Transformer

Mogeni tumy Transformer OepyTh CBili TOYaTOK 3 HAYKOBOi pPOOOTH,
omyOmikoBanoi y 2017 pomi gocmignukamu kommnanii Google, 1 € ogHuM 13
HAWBIUIMBOBIIIMX JOCATHEHb y Cy4aCHOMY MAIlIMHHOMY HaBYaHHI. ApXITEKTypa
Transformer Oyna Briepiie npeacTanieHa y ctarti “Attention Is All You Need” [26],
AKa 3roIoM crajia (pyHIaMEHTaIbHOIO Ui PO3BUTKY METOJIB OOPOOKH MPHUPOJHOI
MOBH.

3anpomnoHoBaHa MOAEIH MIBUAKO Ha0yJa MPaKTUYHOTO 3aCTOCYBAaHHS, 30KpeMa
B O10mioreni Tensor2Tensor ¢peitmBopky TensorFlow. 3HauHuii BHECOK Yy
nomupenHss Transformer-apxitektypu 3pobmna rpyna Harvard NLP, sxa
IiroTyBajga aHOTOBaHMI aHaJIi3 OpUTiHATIBLHOI pOOOTH Ta pealizallito Mojiesi Ha 6a3i
PyTorch. Ile cnpusiio akTUBHOMY pO3BUTKY Ta CTaHAApPTHU3AIl MiAXOMIB JI0
BUKOpucTaHHs Transformer.

[TossBa Transformer crana KaTami3aTOpOM CTPIMKOTO PO3BUTKY HANpPSAMKY
Transformer-based Al Ta 3akiiasia OCHOBY JIsl CTBOPEHHS BEJIMKUX MOBHHUX MOJICTICH,
3okpema BERT, npencrasnenoi y 2018 poui. Yke Ha upomy ertami Transformer
PO3rsAaBcs SIK NEPEIOMHUNA MOMEHT y PO3BUTKY OOpPOOKH IPUPOIHOT MOBH.

[Tomanpimii 3HauHM ipopuB BiAOyBes y 2020 poui 3 anoncoM moaeni GPT-3
koMmraHiero OpenAl, sika mpoaeMOHCTpYBaia BUCOKY YHIBEPCATIbHICTD 1 3IaTHICTD /10
reHepailii TeKCTy, MPOrpaMHOro KOAy Ta IHIMX THUMIB KOoHTeHTy. Y 2021 por
nociaiaauk CTeH(OpACHKOro YHIBEpCUTETY 3ampornoHyBain Tepmid foundation
models, mnigkpecntoroun ¢yHAaMeHTalIbHY posib Transformer-apxiTektyp y
Cy4aCHOMY IITYYHOMY 1HTEIEKTI.

o nosisu Transformer OMiHYIOYHMM MIiAXO0JIOM JJiE pOOOTH 3 MOCIIJOBHUMHU

naHuMu Oynu pexypeHTH1 HeliponHi Mepexi (RNN), 3okpema LSTM. PekypenTHi
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HEHPOHHI Mepexi 00poOIIAIOTh BXiJHI JIaHl MOCTIAOBHO, €JIEMEHT 3a €JIEMEHTOM,
nepeaardu iHGOopMaIIio Mix KpokaMu. Takuil miaxia Mae TPUHITUTIOBT OOMEKEHHS.
[To-nepie, mocnigoBHa 00poOKa yCKIagHIOE €(hEeKTUBHE BUKOPHCTAHHS CyYacHHUX
rpadivyHUX MPOIECOPIB, ONTUMI30BAHUX JJIs HapajebHUX 00UYHCIIeHb, 110 3HAYHO
YIOBUIbHIOE HaB4YaHHA Mojeneil. [lo-mpyre, 31 30UIBIICHHSAM BIJICTaHI MIiX
€JIEMEHTaMH TIOCHIIOBHOCTI €(eKTUBHICTh Tepeaadi iHdopMallii 3HWKYEThCS, 110
PU3BOIUTH 10 BTPATH JIOBFOCTPOKOBUX 3aJICKHOCTEH.

Apxitektrypa Transformer Oyna HatxHeHHa cxeMoro encoder—decoder, onHak
MPUHLIUIOBO Bipi3HAEThCA BT RNN BiAMOBOIO BiJl pEKYPEHTHHUX 3B’ S3KIB. 3aMICTh
OO BOHA TOBHICTIO 0a3yeThCs Ha MexaHi3Mi1 yBaru (Attention), sSiKMil JO3BOJISE
MOJIeJI1 BpaXOBYBAaTH B3a€MO3B’SI3KH MK €JIEMEHTaMHU TTOCII1IOBHOCT1 HE3aJIEKHO BiJl
iXHBOTO PO3TAIllyBaHHS.

3aBasku 1poMmy  Transformer 3abesneuye epeKTHUBHE BUKOPUCTAHHS
napajieIbHUX OOYMCIIEHb, BUCOKY HIBUIKOJIIO Ta 3AATHICTh MOJIEIIOBATU CKJIAIHI
KOHTEKCTHI 3ajexHocTi. OkpiM 3amad o0poOku TekcTy, Transformer-apxitekTypa
YCHIIIHO 3aCTOCOBYETHCSA [JIsi aBTOMATUYHOrO pedepyBaHHs, TeHepalli ONUCIB

300pakeHb 1 pO3Mi3HABAHHS MOBJICHHS.

2.1.2 Apxirekrypa Transformer

Apxitektypa Transformer Oyia cnouaTky po3poOiieHa /sl 3a/1a4 MepeTBOPCHHS
MOCJIIIOBHOCTEH, 30KpEMa HEMPOHHOTO MAIMHHOTO MEepeKany, /1€ HEOOX1AHO
TpaHc(pOpMyBaTH BXiJHY TOCIIOBHICTh €JIEMEHTIB Yy BIANOBIAHY BHUXIJHY
nociigoBHICcTh. KimtouoBoro ocobnuBicTio Transformer € Te, 110 1€ mepima Moaeb
JUIT TaKUX 3ajlad, sKa IIOBHICTIO 0a3yeThCs Ha MeEXaHi3Mi caMoyBaru 0e3
BUKOPUCTAaHHS PEKYPCHTHUX HEUPOHHMX Mepex abo 3ropTKOBHX IIapiB,
MpUB’S3aHUX 10 TO3MUIA y mochigoBHOcTi. Bognouac apxitektypa Transformer
30epirae KJIacCHUYHy MOJENb THUIY «KOJIEP—ACKOIEp», IO 3a0e3leuye po3auUIeHHS

IPOLIECIB aHAITI3y BXIJTHUX JAHUX 1 TeHepallli BUX1THOTO Pe3yJIbTaTy.
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Sxmo posrmsinatu Transformer nns 3agady MOBHOTO TMEPEKJIany SIK YMOBHY
«4OpHY CKPUHBKY», TO Ha BXO/I1 BOHA MPUIIMAE peUEHHS O/IHI€I0 MOBOIO (HAIIPHUKJIA/,
aHTJINCHKOI0), @ Ha BHUXOHl (OpMye HOro Mepekyaja 1HIIOK MOBOI. Y TaKOoMy
CIPOIICHOMY YSBJIEHHI MOJI€Jb BUKOHY€E II€PETBOPEHHS CEMAaHTHUYHOIO 3MICTy
BXI1JTHOT'O TEKCTY Y BIATIOBIJHE MPECTABICHHS 11 TbOBOIO MOBOIO.

VY OuIbll A€TanbHOMY PO3IJISAL Il «4OpPHA CKPUHBKA» CKJIAJA€THCA 3 JBOX
OCHOBHHUX KOMITOHEHTIB: Kojepa (encoder) Ta nekojnepa (decoder). Konep npuiitmae
BX1JHY TOCJIIOBHICTh 1 IEPETBOPIOE 11 Yy BHYTPIIIHE BEKTOPHE MPEACTABICHHS, 10
MICTUTH y3arajibHEeHy 1H()OpMaIio PO 3MICT 1 KOHTEKCT MOoBiAoMIeHHs. Hanpuknan,
anrmiicbke pedeHHs “How are you?” Ha mpoMmy etami TpaHCHOPMYETbCS Yy
OaraToBUMIpHY MaTpull0 oO3HaK. Jlekojgep BHKOPUCTOBYE 1€ 3aKO/JI0BaHE
IPECTABJICHHS Ta MOETAHO T€HEPY€E BUXIJIHY MOCIHIJOBHICTb, IKa HA PUCYHKY 2.1

npeacTaBieHa K “;Como estas?”.

( dCémo estas? ]

rE S m e eSS e m i e e e e i
WRENCODER T, i": DECODER ¥ i
{ " ENCODER 3 i N )
T e T = bbb e i
\_ _ EWCODER 2 i "~ DeconeR 3 i
T ENcodER 1 ) e e o

\ DECODER T~ ¥

Pucynok 2.1 — 3aranbHa cTpyKkTypa apxitektypu Transformer “konep—uexonep” 3

N-mapamu
PosrisitHemo nocaigoBHO eTanu (GyHKIIIOHYBaHHS KoJiepa Ta JIeKoJepa.
2.1.2.1 IIpuHuun podoOTH Koaepa

Konep € xiatouoBuM koMnoHeHTOM apxitektypu Transformer. Moro ocHoBHe

OpPU3HAYEHHS TOJISArae y MepeTBOPEHH] BXITHUX TOKEHIB Ha KOHTEKCTHO 30arayeHi
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npencraBieHHs. Ha BigMiHy BiA momepenHix Mojenei, ski oOpoOisuid TOKEHU
130150BaHO, KOAep Transformer BpaxoBy€e KOHTEKCT KOKHOTO TOKEHA BiTHOCHO BCI€T

nociigoBHOCTI. CTpyKTypa Kojepa mpeacTaBieHa Ha puc. 2.2 1 BKIIIOYAa€ HACTYIHI

KPOKH:

. Bxinni em6equnrn (Input Embeddings).

. [Tozumiitae komyBanus (Positional Encoding).

. bararoronosmii wmexanizm camoyBarum (Multi-Head — Self-Attention
Mechanism).

. Hopwmamizanis ta pesunyanbHi 3’eqnanHsa (Normalization and Residual
Connections).

. [ToBHO3B s13HA HeMpoHHa Mepexka npsimoro nomupenHs (Feed-Forward
Neural Network).

NX |

; ADD & NORM |1
E_MU/LiIHEAD

Positional 9_@

2 Encoding } ;
INPUT
EMBEDDING,

INPUTS

Pucynok 2.2 — Ctpykrypa kozepa [27]

dopMyBaHHS eMOEIIMHTIB 3/IIMCHIOETHCS JIUIIE B HUKHBOMY mapi kogepa. Ha
I[bOMY €Tami BXIJHI TOKEHU TMEPETBOPIOIOTHCS HA BEKTOPHI MPEACTABICHHS 3a
JIOTIOMOTOI0 CIeIIaIbHUX eMOeIMHT-IapPiB, sIK1 BITOOpax)aroTh IXHIN CeMaHTHYHUN

3MICT y 4MCioBii Gopmi (puc. 2.3).
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Each word is embedded
inte & vector of size 512.

|
:
i

INPUT EMBEDDING,

1 I T

Pucynok 2.3 — Illap Bxignux emOequHris [27]

Ockuibku apxiTektypa Transformer He MICTUTH PEKYPEHTHOTO MEXaHI3MY,
nputamanHoro RNN, iHopmartiiss mpo MNOpSAOK €JIEMEHTIB y IMOCHIIOBHOCTI
BBOJIUTHCS 3a JIOMOMOTOI0 MO3ULIMHOTO KOJYBaHHSI, SIK€ JOJAETHCS JO BXIJHHUX
emOeuHriB. Lle q103BosIsIE MOIEeN BpaxoBYBaTH PO3TAIIyBaHHS KOKHOTO TOKEHA B
MeXax MOCTIOBHOCTI Ta KOPEKTHO IHTEPIPETYBATH CTPYKTYPY PEUCHHS.

Jns  peamizamiii  MO3UIIMHOTO  KOAYBaHHS ~ OyJ0  3ampOIOHOBAHO
BUKOPUCTOBYBATH KOMOIHAI[IIO CHHYCOIIaJIbHUX 1 KOCUHYCOINANbHUX (PYHKIIIH, 1110
dbopMyrOTh MO3uIIHI BeKTOpH. Takuii miaxig 3ade3neuye MOKIUBICTb 3aCTOCYBaHHS
MO3UIIIHHOTO KOAYBAHHS /10 MOCIIJOBHOCTEN TOBUIBHOI TOBXKUHU 0€3 HE0OX1THOCTI

NepeHaBYaHHs MOJIEJIL.

T
=—-H +« H—

S
Wordl Positional Emloedohns, with
Vector Encoding Pos?‘tiono\l context

A
|
'
1
'

B‘mar‘y er\codinﬁ of sinus and cosinus to
determine if words are close to each other.

Pucynok 2.4 — Cxematudne 300pakeHHs TIO3UIIIHHOTO KOAYBaHHS [27]
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VY Mexax bOro METoly KO>KeH BUMIpP BEKTOpa KOAY€ETHCS YHIKATHHOIO YaCTOTOIO
Ta (a30BUM 3CYBOM CHHYCOIadbHOI XBWJI, a 3HAUYEHHS €JIEMEHTIB BEKTOpa
oOMexyroThes AianazoHoM Big —1 go 1. Lle mo3Bosisie 0AHO3HAYHO MPEICTABUTH
MO3UINI0 KOXXHOTO TOKEHAa Ta 30eperTd BIAHOCHI TMO3MIIMHI 3aJeKHOCTI MIX
eJIEeMEHTaMH TOCII1JOBHOCTI.

Konep Transformer ckiagaerscsi 3 HA0OpPY OJHAKOBHX 32 CTPYKTYpOIO IIApiB,
KUIBKICTh SIKMX y TOYAaTKOBIM Bepcii apXITEeKTypu cTaHOBWia micTh. KokeH miap
KoJiepa MPU3HAYCHUN JJIS TIEPETBOPEHHS BXITHOI MOCTIAOBHOCTI Ha Oe3lepepBHE
a0OCTpaKkTHE MpPEACTABICHHS, fKE Yy3arajibHIOE€ 1H(OpMaIilo, OTpUMaHy 3 YCIel
MOCJIJOBHOCTI.

CTpyKTypHO HIap KoJepa BKJIIOYA€ JBAa OCHOBHI MiZIMOAYJi: ©araTorojoBHil
MEXaHIi3M CcaMOyBaru Ta IOBHO3B’S3HY HEHpOHHY Mepexy. Kpim Toro, HaBKOJIO
KOXHOI'O 3 MiAMOAYJIB BHUKOPUCTOBYIOTbCS PE3UAyalbHI 3 €AHAHHA, MICIA SIKUX
3aCTOCOBYEThCS HOpMasizaiia Imapy. Take moegHaHHs 3a0e3neuye CTaOlIbHICTD

HaBYaHHA Ta e()eKTUBHY Mnepenady iHGpopMalli MK IIapaMH.

(,— NX stocked encoders

Ewmbedded MPu't with | Encoder ]npu't

Pos?‘t}ov\al context representation

.
X1 E ! 21
X2 : E z2
x, ] ‘ <,

| aremEy sy | RS
URNEE ! MULTI-HEAD ADD Feed  ADD

1 ATTENTION & Forward & :

: NORM NORM

Pucynox 2.5 — Habip mapiB eakoxaepa [27]

VY xoxmepi Transformer OaraTorosoBuii MeXaHi3M yBarum peali3yeTbCcsl 3a
JIOTIOMOTOI0  CIIEL1ai30BaHOro MiAX0Ay, BiomMoro sik camoysara (self-attention).
[eit MmexaHi3M 03BOJIIE MOJIE1 BCTAHOBIIIOBATH B3a€EMO3B’I3KU MIJK yCIMa CJIOBaMHU

BXIJHOI TOCIIIJOBHOCTI, BPaxoOBYIOUM iXHIA B3a€EMHHMI KoHTekcT. Hampuknan, y
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MpOLeCi aHali3y PEYeHHS MOJENIb MOKE HAaBUUTHCS TMOB’S3YBaTH CJIOBO «are» 31
CJIIOBOM «yOU», 1110 € BKJIHUBUM JIJIs1 KOPEKTHOTO PO3yMIHHS 3MICTY.

CamoyBara HaJlae KoJIepy MOKJIMBICTh 30CEPEIKYyBATUCS HA PI3HUX YaCTHHAX
BXITHOT TIOCHIJOBHOCTI TiJ dYac OOpOOKM KOXXHOTO TOKeHa. J[ims 1soro
0OYHCITIOIOTHCS KOS(DIIIEHTH YBAard Ha OCHOBI TPHOX THUITIB BEKTOPIB. BekTop 3anuty
(query) mpencraBiisie OKpeMHM TOKEH, IJis SIKOTO BH3HAYAETHCS pEJICBAHTHUMN
KoHTeKCT. BekTopu kirouiB (keys) BiAMOBIalOTh yCIM TOKEHAM IOCHIJIOBHOCTI Ta
BUKOPHUCTOBYIOTBCSL JJIi TOPIBHAHHA 13 3anmuToM. Bekropu 3HauyeHs (values),
MOB’sA3aHl 3 BIAMOBIAHUMHU KJIIOYaMH, OepyTh ydacTb y (DOpMyBaHHI BUXIJTHOTO
MPEACTABICHHS. SIKIIO 3aMUT 1 KJII0Y IEMOHCTPYIOTh BUCOKY CTYMiHb BIATIOBIAHOCTI,

BIJIMTOBI/THE 3HAYEHHS OTPUMY€E OUIBIIY Bary y BUX1JTHOMY pe3yJIbTaTi.

I Linear !'

Concat

h tTimes

query key value

Pucynok 2.6 — baratorojiioBoro Mexanizmy camoyBaru [27]

[Tepmmii MOmyab caMOyBard JIO3BOJISIE MOJEII 3aXOIUTIOBATH KOHTEKCTHY
iH(popMallito 3 yciel MOCHIIOBHOCTI OJHOYACHO. 3aMiCTh 3aCTOCYBaHHS €JIWHOI

(GyHKLIT yBaru, BEKTOPH 3alUTIB, KIJIIOUIB 1 3HAYEHb JIHIKHO MPOEKTYIOTHCS Y KUIbKA
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HE3aJeKHUX MIANPOCTOpiB. s KOXKHOTO 3 HHX MEXaHI3M yBarl BHKOHYETHCS
nmapayiesibHO, 110 3a0e3neuye GhopMyBaHHS 0araTOBHMIPHOTO BUXOMYy 3 h okpemmx
rojiB yBaru. [lomanpima meramizamiss apXiTEeKTypd MEXaHi3My CaMOyBaru TmojiaHa
HIDKYE Ta PEACTaBjieHa Ha puc. 2.6.

[Ticns nmiHIAHOTO TEPETBOPEHHS BEKTOPIB 3amuty (query), kmoda (key) ta
3HadyeHHs (value) MK BeKTOpaMH 3allUTiB 1 KIIOYIB BHUKOHYETHCS MATPUUYHE
MHOXXEHHS THUITY «CKaJSIPHUIA JOOYTOK», y Pe3yJbTaTl sIKOro GOpMy€eThCS MaTpUIL
owiHoK. Lls1 MaTpuils BU3HAUYa€ CTYMiHb BIUIMBY KOKHOTO TOKEHA HA 1HIIN TOKCHH B
MeXax TIEl caMoOi MOCIIAOBHOCTI. BUIIl 3Ha4Y€HHs OLIIHOK CB1AYaTh MPO OUIBIILY
PEJIEBAHTHICTD BIAMOBITHUX TOKEHIB OJMH JJI OJTHOTO.

OTrpumaHa MaTpulsd OILIHOK (aKTUYHO B1IOOpaXkae BIANOBIAHICTE MIX
BEKTOpaMHU 3aMHMTIB 1 KItouiB. /{7151 3aro6iranHst HaIMipHOMY 3POCTaHHIO 3HAYEHb Ta
3a0e3ne4eHHs CTa01IbHOCTI TPAIEHTIB OLIIHKU MACIITA0YIOTHCS IIJITXOM J1UICHHS Ha
KBaJIpaTHUH KOPiHb 13 PO3MIPHOCTI BEKTOPIB 3amuTy Ta kimroda. [licis mporo mo
MaclTabOBaHUX 3HAYEHb 3aCTOCOBYEThCA (YHKLIS softmax, sika IepeTBOPIOE iX Ha
BaroBi koediieHTH y aianazoni Big 0 no 1. Softmax migcuiiroe HaOUIbIT 3HAYYII
OILIIHKU Ta 3MEHIIY€E BIUIMB MEHII PEJICBAaHTHHX, IO T03BOJISIE MOJENI €(PEKTUBHO
BHU3HAYATH, HA Kl TOKEHH CJIiJl 3BEPTATHU MiABUIICHY YBary.

Ha nactynmHoMy eTarmi oTpuMaHi BaroBi Koe(iIi€HTH MHOKAThCS HAa BIAMOBIIHI
BEKTOPU 3HAYEHb, Y pe3yJibTaTi 4oro (POpMyeThCcsl BUXIIHUIA BEKTOpP MEXaHI3MY
yBaru. Takum yuHOM, Yy (GiHATBRHOMY NpEICTaBlICHHI 30epiraerbes iHMopMmalris
MEePEeBaXXHO MPO TI TOKEHH, SIKI MAIOTh BUCOKI 3HAYEHHS Bar MiCJs 3aCTOCYBaHHS
softmax. CchopmoBaHMil BUXITHUIA BEKTOP OAATKOBO MPOXOAMUTH YEPE3 JIIHIMHUIA
map g NOAaNbIIol 0OpOOKH, MICHS YOTrO OTPUMYETHCS OCTATOYHUN pe3yJbTar
poOOTH MeXaHi3My yBaru.

MexaHi3m oTprMaB Ha3By OararorosoBoi yBaru (Multi-Head Attention) uepes
TE, L0 OMHCAHMM MPOLEC BUKOHYETHCS MapajelibHO Y KIUIbKOX HE3aJeKHUX
MiAMPOCTOpax, SKi HA3UBAIOTHCA «TrojioBaMu» yBaru. [lepen modaTkom OOYHMCIICHB

BEKTOPHU 3alMTIB, KJIIOUYIB 1 3HAYeHb PO30MBaIOTHCS Ha h okpemMux HaOOpiB, s
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KOXKHOTO 3 SIKHX MEXaHI3M CaMOyBaru peanizyeThcsi HesanexHo. KokHa rosoBa
dopMye BracHe BHXIAHE MpeICTaBICHHs, (OKYCYIOUHMCh Ha PI3HUX acleKTax
KOHTEKCTY.

OTpuMaHi BUXIJHI BEKTOPH 3 yCiX TOJIB 00 €IHYIOThCS Ta MOJAIOTHCS Ha
dbiHAIBHUN JIHIMHUN IMap, SKUH 1HTETpye pe3yJbTaTH IMapajieabHOi OOpOOKH.
3aBsKU TAaKOMY IT1IXOAY MOJIe]b Ha0yBa€ 31aTHOCTI OJTHOYACHO BPaxOBYBaTH Pi3HI
TUNIA  3QJIEKHOCTEH Yy TOCHIJOBHOCTI, II0 CYTTEBO 30aradyye KOHTEKCTHE
MpeICTaBICHHS JaHUX 1 MABUIILYE ePeKTUBHICTh poOo0oTH Kozepa Transformer.

Koken miamap y ckiajl 1mapy Kojepa JOTMOBHIOETHCS €TarioM HOpMali3allii.
Kpim TOro, BuXiag KOXHOTO MIAIIAPY AOJAETHCA IO HOro BXIJHUX JaHUX 3a
JIOTIOMOTOI0 PE3UAYaIbHOTO 3’ €JHaHHs. Takuil miaxia cCupsIMOBaHUM HA 3MEHIIICHHS
npoOieMu 3HUKAaHHA TpajieHTa Ta 3a0e3nedyye cTaOlIbHIlIEe HaBYaHHS TIMOOKHX
HEHPOHHUX MEpPEeK. AHAJIOTTYHA MPOLIEypa 3aCTOCOBYETHCS 1 MICIHSI TOBHO3B  A3HO1
HEHPOHHOI Mepexi MPSMOTO MOIIMPEHHS, L0 J03BOJIsA€ 30epiraTu e(OEeKTUBHY
nepeaady 1Hdopmarii MIDK IIapaMd Ta NIABUILYE 3JaTHICTb MOJEIl /10

MaciTa0yBaHHS.

[ b & worm | LayerNorm (8@@* )
MULTI-HEAD
l ATTENTION ;

1.J

Hed

Pucynok 2.7 — Hopmanizaiist Ta pe3uayanibHi 3’ € JHaHHS MMicis 0araTorojoBoro

MexaHi3My yBaru [27]

[Tonanbima oOpoOka HOPMaTi30BAaHOTO BUXOMY 3 PE3UAYaTbHOTO 3’ €THAHHS
3MIACHIOETHCS 3@ JIONIOMOTOI0 TIOBHO3B’SI3HOI HEHPOHHOI MeEpexi MpSIMOro

MOIIMPEHHS, sIKA BIJIITPa€ BAXKIUBY POJIb Y JOJATKOBOMY YTOYHEHHI MPECTABIICHb.
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Taka mepexa CKIamaeTbCs 3 ABOX JIHIMHUX MIApiB, MK SKHUMH PO3MIIIYETHCS
HemiHidHA ¢yHKmis aktuBaiii ReLU, mo 3a0e3nedye MomemtoBaHHS CKIQJTHUX

HEJIHIWHUX 3a1exHocTel (puc. 2.8).

[ ADD L NORM j LN (5@5*5@5)
2l

Lineor
]
Relu
I

Lineor

)
3
Layernonn ( BEEEH)

Pucynox 2.8 — Hopmani3atiist Ta pe3uiyalibHi 3’ €IHaHHS MMicIisg 6aratorojioBOro

MexaHI13My yBaru [27]

[Ticnst MPOXOMKEHHS IILOTO €TaNy OTPUMAHUN Pe3yibTaT 3HOBY MOEHYETHCS 3
BX1JJHUMU JJAHUMH MTOBHO3B’ I3HOT MEPEXKi 3a JIOMOMOTOI0 PE3UAYATBLHOTO 3’ € THAHHS
(puc. 2.8). 3aBepmiaibHUM KpPOKOM € TOBTOpHA HOpMali3arilisi, sika CTallIizye
3HAUCHHS AaKTUBAIli Ta 3abe3leuye y3ro/PKEeHICTh JaHMX Tepeia IMepeaavyero 0
HACTyIHUX LIapiB MOJEIII.

Buxig ocTaHHBOTO 1IApY KoJepa sBisie co00r0 Hadlp BEKTOPIB, KOKEH 3 SAKUX
B11I00Opa)kae BXIJHY TMOCHIJIOBHICTb 3 YpaxyBaHHSIM TIJIMOOKOTO KOHTEKCTHOTO
po3yMiHHSA. OTpuUMaHi TPEJCTaBICHHS BUKOPHCTOBYIOTHCS SIK BXIJHI JaHl IS
nexonepa B apxitekrtypi Transformer. Take moeramne Ta peTenbHE KOTyBaHHS
CTBOPIOE OCHOBY 1Jisi €(heKTHUBHOT pOOOTH JEKOAepa, CIPSIMOBYIOUM HOTO yBary Ha
HaMOLIBII peJICBaHTHI €JIEMEHTH BX1THOT ITOCIIJOBHOCTI I11]] Yac TeHepallii BUX1THUX

TaHUX.
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2.1.2.2 Tlpunuun podoOTH AeKoaepa

OcHOBHE MpU3HAYEHHS ACKOJIepa Mojsrae y (opMyBaHHI BUXIJHUX TEKCTOBUX
MIOCTTIZIOBHOCTEH. 3a CBOEIO CTPYKTYPOIO BiH MOAIOHUH IO KoJepa Ta CKIAAa€ThCS 3
aHaJIOT1YHOro Habopy miAmapiB. Jlekojgep MICTUTH JBa 0araTorojioBI MeXaHI3MHU
yBaru, TIOBHO3B S3HY HEHPOHHY MEpEXy MPsSMOro TMOIMMPEHHS, a TaKoX
BUKOPHCTOBYE pE3UIyalbHI 3 €IHAHHA W HOpPMANi3allif0o IMmapy ICIs KOXKHOTO
migmapy (puc 2.9). Taka apxiTekTypHa moOyoBa 3ade3neuye eheKTUBHY 00pOOKy

1H(opMallii Ta cTabiIbHICTh HABYAHHSI MiJ] Yac reHepallii BUX1JHOT OCI1I0BHOCTI.

3a3HayeHl KOMIIOHEHTH (PYHKIIOHYIOTh MOAIOHO 10 mIapiB KoAepa, MpoTe 3
MEBHUMHU BIJIMIHHOCTSIMU: KOKEH 13 0aratorojioBUX MEXaHI3MIB yBaru B J€KoJiepl
BUKOHYE OKpeMmy, creuudiuyHy poib y mpoiieci oOpoOku manux. Takuil monaut
byHKIIH 103BOsE  €PEKTUBHINIE TMOEAHYBATH 1H(POPMAII0 3 MONEPEIHbO

3IrcHCPOBAHUX TOKEHIB 1 KOHTCKCT, OTpI/IMaHHﬁ 3 KoJIcpa.

OouUTPUT
PROBABILITIES
'y
|

SOPTMAX

¥

( \
rue A |

T _____

p— \3. DECODER

: ADD L NORM ‘W
f A/ )
T R
=
ADD L NORM

MULTI-HEAD
ATTENTION

ll

Pucynok 2.9 — Ctpykrypa aexonepa [27]
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3aBepIiaibHUM €TarnoM poOOTH AeKOoAepa € JIHIHHUN map, IKUi BUKOHYE POJIb
knacudikaropa. Jlo oro Buxoay 3acTocoByeTbes (yHKIA softmax, mo obuncioe
HMOBIPHOCTI MOSIBU MOXKJIMBUX TOKEHIB BHXITHOI mociigoBHOCTI. CaMe Ha IbOMY
eTari BU3HAYA€TbCSI HACTYITHUMN €JIeMEHT TEKCTY, SIKUM OyJie 3reHepOBaHO MOACILIIO.

ApxiTekTypa nekojiepa Transformer creriaibHO CIPOEKTOBAHA JJIsl TOETAITHOT
reHeparii BUX1JHO1 MOCIIIIOBHOCTI IJIIXOM JEKOIyBaHHsI 3aK0/10BaHOi 1H(GOpMaITii.
Jlexkoiep mpaifroe B aBTOPErPECUBHOMY PEXKHUMI, THILIIOIOYH MPOIIEC 31 CHEIaIbHOTO
cTapToBOoro TokeHa. Hamarni BiH BHKOPHUCTOBY€ MOCHIOBHICTh YK€ 3T€HEPOBAHUX
BUXIJIHUX TOKEHIB SK BXiAHI JaHl, TMOEAHYIOYH iX 13 KOHTEKCTHUMHU
MpeICTaBICHHSIMH, C(HOPMOBAHUMHU KOJIEPOM.

Takuili TOCIIIOBHUMI Mpouec TreHepaunii TpuUBaE A0 MOMEHTY CTBOPEHHS
CHEIIaJbHOTO TOKEHA, MI0 CUTHANI3Y€E€ TpO 3aBepiieHHsS (OpMYBaHHS BHUXITHOT
MIOCJT1TOBHOCTI.

Ha mowaTtkoBoMy etari poOOTH JAeKoJepa Impouec 0araTto B 4OMY HMOBTOPIOE
dbyHKIIOHYBaHHS Kojepa. BXiHa MOCTIAOBHICTh CIIOYATKY MPOXOJIUTH Yepe3 Iap
eMmOenauuriB. Ilicas nporo, aHajaoriyHO A0 KOAEpa, A0 OTPUMAHHMX €MOEIAMHTIB
JOJIa€ThCA TO3MUIIMHE KOJIYyBaHHSA, BHACIIOK YOro (hOPMYIOThCS MO3HIIITHO
30aradyeHi BEKTOPHI MPEICTABIECHHS, 110 MICTITh 1H(OPMALIIIO PO MOPSAOK TOKEHIB
y MOCTiJOBHOCTI.

ChopmoBani  mO3UIlIAHI ~ eMOEJAMHTA  TEPEAAlOThCA  J0  MEpIIOro
0araTtoroJoBOro MexaHi3My yBaru JIeKojiepa, y IKOMy OOUHCITIOIOTHCS KOSPIIIEHTH
yBaru, XapakTepHI came I BXIJHOI ITOCIIJIOBHOCTI JieKojaepa. APXITEKTYypHO
JIEKOJIep CKJIAJA€ThCS 31 CTEKY OJHAKOBHX 3a CTPYKTYPOIO IIapiB KOXKEH 3 SIKUX
MICTUTbh TPU OCHOBHI IMIJJKOMIIOHEHTH:

. MackoBanuii MexaHi3m camoyBaru (Masked Self-Attention Mechanism).

. bararoronoBuii MexaHi3M yBaru Mix KojepoM i nekonepom (Encoder—

Decoder Multi-Head Attention abo Cross-Attention).

. [ToBHO3B’13Ha HelipoHHa Mepeka npsamoro nomupeHHs (Feed-Forward

Neural Network).
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MexaHi3M caMOyBaru € moiOHUM JI0 BIATIOBITHOTO MEXaH13My B KOJIEpi, MPOTe
3 MPHUHIMIOBOIO BIIMIHHICTIO: Y JEKOJEpl 3aCTOCOBYETHCS MACKyBaHHS, SKe
3a00pOHSE€ TOKEHAM 3BEPTATH yBary Ha HACTyIHI €JIEMEHTH MOCTigoBHOCTI. lle
O3Hayae, 110 MiJl 4Yac OOYMCIICHHS yBaru KOKEH TOKEH MOXE BPAaXOBYBATH JIMIIIE
nonepeaHi abo MOTOYH1 MO3HUIIi1, aje He MalOyTHI.

Hanpuxnan, mig yac 00unciIeHHs KOe(illi€EHTIB yBaru AJis CJIOBa «are» MoJielb
HE Ma€ JOCTyHy J0 CJOBa «yOu», OCKUIBKA BOHO pO3TalllOBaHE II3HINIE Y
mocmimoBHOCTI. Takuit miaxing 3a0e3neuye KOPEKTHY aBTOPETPECHBHY TEHEPAIIiI0
TEKCTy Ta 3amo0irae BHUTOKY I1HQoOpMalli 3 MallOyTHIX TOKEHIB Yy MpoLecl
JICKOTyBaHHSI.

Y napyromy 0aratoroJioBoMy MeEXaHI3Ml1 yBaru JeKoJiepa peani3yeTbes
cnenuivyHa B3a€MOJIisl M) KOMIIOHEHTaMHU Kojiepa Ta jaekojaepa. Ha npomy etami
BUXI1JIHI TIPEJICTABIICHHS KOJiepa BUKOPUCTOBYIOTHCS SIK BEKTOPH 3aIUTIB 1 KITIOYIB,
TOJI1 SIK BUXO/IM MEPIIOTo MIapy 6araTorojioBoi yBaru JeKojepa BUCTYNAIOTh Y POl
BEKTOpIB 3Ha4YeHb. Taka KoH]irypailis 3a0e3nedye y3roJKeHHs BX1IHO1 1H(opmarllii
KoJiepa 3 MOTOYHHM CTaHOM JIEKOJepa Ta HAJa€ MOXIIUBICTh BUAUISATH HANMOUIBII
peneBaHTHI ()parMeHTH 3aKOI0BAHOI MOCI1JOBHOCTI.

3aBAsSKU bOMY MEXaHI3MY JEKOAEp OTPUMYE 3MOTY €(DEKTHUBHO CITIBBIHOCUTH
reHepOBaHI TOKEHHU 3 BIAMOBIIHUMH YaCTUHAMH BX1JHOT IMOCIIOBHOCTI, 1110 CYTTEBO
MIJBUILYE SKICTh (POPMYBaHHS BHUXIJIHOTO PE3yibTaTy. Y Mekax IbOTO MiIIIapy
BEKTOPHU 3alUTIB HAAXOAATH 3 MOMEPEIHbOTO IIapy JEeKoJepa, TOIl K KII0Yl Ta
3Ha4Y€HHs (POPMYIOTHCA Ha OCHOBI BUXOAY Kojiepa. Lle 103Bossie KOXHIN MO3uILiT y
JeKOoJIepl 3BEpTaTH yBary Ha BCl MO3MIT BXIJHOI MOCIHIJOBHOCTI, IHTETPYIOUU
1H(opMailiiro 3 000X KOMIIOHEHTIB apXITEKTYPH.

[Ticns 3aBepieHHsI 00YUCIIEHB Y APYTOMYy IIapi 6araTorosoBoi yBar OTpUMaHi
MIPEICTABJICHHS TIOJAATKOBO OOPOOJISIFOTHCS TTOBHO3B S3HOK0 HEHPOHHOIO MEPEKEIO
MPSIMOTO TIOIUPEHHS. AHAJIOTIYHO /10 KOJEpa, KOXKeH Iiap JeKoJepa MICTUTh TaKy

MCPCKY, sAKa 3aCTOCOBYETHCA HC3AJCKHO Ta OJHAKOBO 10 KO>XHO1 HOBI/IHi'l'
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nocmiioBHOCTI. [le cripusie moganpIioMy YTOYHEHHIO O3HAK 1 3a0e3mneuye eheKTuBHE
MOETHAHHS KOHTEKCTHOT 1H(hOopMaIlii, OTpuMaHoi 3 Kojiepa Ta AeKoAepa.

3aBepmiaibHuM etanioM pobotu Transformer € mnepemaya naHux uepe3
¢binanbHMNA TIHIAHUN map, SKuil BUKOHYye (yHKII0 Kinacudikatopa. Po3mip 1poro
mapy BIJAIOBIIa€ KUIBKOCTI KjaciB, TOOTO KIJIBKOCTI CIIB Yy CIIOBHUKY MOJIEIII.
OtpumaHuil BeKTOp mojaaeTbcs Ha (yHKIIIO softmax, ska mepeTBopioe Horo Ha
PO3MOI1T IMOBIpHOCTEH Y aiara3oHi Big 0 1o 1. TokeH 13 HalO1LIBIITIO0 HMOBIPHICTIO
0OUpaETHCS K HACTYITHUN €JIEMEHT BUX1AHOI ITOCITITOBHOCTI.

[Ticnst reHeparliii HOBOro TOKEHa JAEKOJep J0Aa€ HOro A0 HAIBHOI MOCI1TOBHOCTI
BXIJTHUX JaHUX 1 IPOJIOBXKYE MPOIeC AeKOAyBaHHs. L{el MUK MOBTOPIOETHCS JOTH,
JIOKH MOJICNTb HE 3TeHEepYye CIeIliaJbHUN TOKEH 3aBEPIICHHS, SKUWA CUTHATI3YE PO
KiHellb (POpMYBaHHS BUX1JIHOT TOCIIITOBHOCTI.

BaxxnuBo 3a3HauuTH, 10 JEKOJEp MOXKE ckiianatucsa 3 N mociaiJOBHUX IIapiB,
KOXEH 3 IKUX MOEAHYE 1H(POopMaIlito 3 Kojepa Ta MoNepeIHIX MapiB aekojepa. Taka
OaraToliapoBa CTPYKTypa JI03BOJISIE MOJIENII BPaxOBYBaTH PI3HOMAaHITHI I1a0JIOHU
yBaru, 10 CIpUs€ MHUOMIOMY KOHTEKCTHOMY PO3YMIHHIO Ta IiJIBUILY€E TOYHICTb

IIPOTHO3YBAaHHSI.

2.1.3 Tunu ta kiaacupikauis LLM

Cywacni LLM wMoxHa kiacudikyBaTh 3a KUIbKOMa O3HakamH. 3a
apXITEeKTYpHUM MIAXOAOM BHUJUISIOTH YHIBEpCaldbHI MOBHI MOJENI 3arajbHOTO
npusHadeHHsi (Hanpukiaan, GPT, Claude) Ta cnemiamizoBaHi KOJOBI MOJETI,
opieHTOBaH1 Ha aHaji3 nmporpamuoro koay (Code Llama, StarCoder, Codex) [28]. 3a
CIIocOOOM PO3TOpPTaHHS MOJCHTI TMOJUISIOTECS HAa XMapHI Ta JIOKaJbHI, IO Mae
MPUHIIAIIOBE 3HAYCHHS U1 O0e31eKH il 00poOKu KOHGIISHIIIMHUX JaHuX [29].

Oxkpemy rpyny cTaHOBJISITH open-source LLM, siki MOXXyTh OyTH afanToBaHI Ta
JIOHABYEHI TiJ creruivnl 3aJa4di aHaaizy malware, a TaKoX 3aKpUTI KOMEpIliiHI
MOJIEI1, 1110 IPONOHYIOTh BUCOKY SIKICTb PE3YJIbTAaTIB, ajie MalOTh OOMEXEHHS 111010

MPO30POCTi Ta KOHTPOJTIO.
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VY 2018 pomi xommanis Google mpeacraBuna monens BERT (Bidirectional
Encoder Representations from Transformers) — BigkpuTy MOBHY MOJEIb, sIKa CTalia
CYTTEBUM TPOPUBOM Yy ramy3l o00poOku mpuponnoi moBu [30]. KirouoBoro
inHoBariero BERT e nBoGiune (bidirectional) HaB4aHHS, IO J03BOJISIE MOJEII
BpPaxoOBYBaTH KOHTEKCT CJIOBA OJHOYACHO 3 JIIBOI'O Ta MpaBoro 00Ky, Ha BIIMIHY BiJl
MOTNePEeAHIX MiAXO1B, K1 aHAII3yBaJld TEKCT JIUIIIE B OJTHOMY HaIIPSIMKY.

3aB/sKM MOBHOLIIHHOMY KOHTeKCTHOMY po3yminHI0o BERT npoapemoncrpyBana
3HaYHO Kpalll pe3yJbTaTH Yy 3ajJadax BIANOBIACH HA 3alHUTaHHA, AaHAI3y
HEOJHO3HAYHUX (POPMYIIIOBAHb 1 CEMAHTUYHOTO PO3YyMIHHS TEKCTY. B 0CHOBI Mozieni
nexuTh apxitektypa Transformer, sika 3a0e3neuye TUHAMIYHI 3B’SI3KM MK ycCiMa
ejleMeHTaMu BXiJHO1 mociigoBHocTi. [lonepenne naBuanns BERT Ha Benmkux
KOpIycax TeKCTiB, 30kpema Wikipedia, 3po0uio i yHIBepcaaIbHUM 1HCTPYMEHTOM
st mupokoro crnektpa NLP-3agad. Bucoka edexTuBHICTH MOjeni 3yMoBHIIA ii
IHTerpamito B MoOmIykoBy cucremMy Google 11 mokpaiieHHs 0OpoOKu
MPUPOJTHOMOBHHX 3alHTIB, @ TAKOXX CTUMYJIOBaJa MOAAIBIINNA PO3BUTOK MOBHHX
MOJIEJIEW HOBOI'O OKOJIIHHS.

LaMDA  (Language Model for Dialogue Applications) — 1€
TransformeropienToBaHa MOBHa MOJieNb, po3pobieHa Google chemianbHO s
JiajoroBux 3actocyBaHb 1 mpenctaBieHa y 2021 pori [31]. OcHOBHOIO MeETOXO
ctBoperHs LaMDA Oyio migBUIIEHHS MPUPOIHOCTI, 3B’SI3HOCTI Ta KOHTEKCTHOI
PEeBAaHTHOCTI BIATIOBIIEH y A1aJIOTOBUX CUCTEMaX.

Apxitektypa LaMDA no3Bosisie Mozen €peKTUBHO MPaIoBaTH 3 LMIUPOKUM
CHEKTPOM TEM 1 HaMipiB KOPUCTYBAU1B, 110 pOOUTH 11 MPUAATHOIO JJIsl BAKOPUCTAHHS
B 4aT-00Tax, BIpTyaJIbHUX ACHCTEHTAX Ta IHTEpakTUBHUX Al-cucremax. OpieHTanis
Ha MIATPUMKY JIOBTOTPHUBAJIOTO Alajory Ta 30epekeHHsI KOHTeKCTy Buasie LaMDA
cepel 1HIIMX MOBHHMX MOJeNeH 1 MIJKPEcitoe ii 3HAUEeHHS SIK eTaly PO3BUTKY
AlopieHTOBaHUX KOMYHIKAIIMHUX TEXHOJIOTIH.

Mopeni cimeiictBa GPT (Generative Pre-trained Transformer), po3po0ieni

koMmnaniero OpenAl, HajexaThb 10 Cy4acHOT0 KJIacy BEJTMKUX T€HEpaTUBHUX MOBHHUX
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MOJICJICH, OPIEHTOBAHMX HA TJIUOOKE KOHTEKCTHE PO3YMIHHS Ta TEHEpAIIiio
npuponHoi moBu. [loumHaroum 3 mepmioi Bepcii, mpeactaBineHoi y 2018 porii,
apxitektypa GPT 3a3Hanma cyTT€BOro poO3BHUTKY, IO TNPHUBEIO JO CTBOPEHHS
MacIITa0OHUX MOJeled HOBOIO TOKOJIHHS 3 PO3LIMPEHUMH MOXIJIUBOCTIMHU
y3arajibHEHHS, JIOTITYHOTO MIPKYBaHHS Ta poOOTH 3 0araToMoJalbHUMU JaHUMH.

ChatGPT € crnemamizoBaHoro peanizamiero GPT, onTumizoBaHOw 1Jis
IHTEpaKTUBHOI B3a€MOJIl 3 KOopucTyBaueM. BoHa mnoeaHye 0a30By reHEpaTUBHY
MOJIETb 13 MEXaHi3MaMH 1HCTPYKIITHOTO HaBYAaHHSA Ta y3TOKEHHS BIAMOBiIEH 13
HaMipaMu KopucTyBaya. lle 3a0esneuye OUIbII NMPUPOIHHIA AiaJIOT, MIABUIIEHY
CTaOUIBHICTh BIJMOBIAEH 1 Kpally IHTEPIPETOBAHICTh PE3YJbTATIB. 3aBIASKH IIUM
BiaactuBocTAM ChatGPT mmupoko 3acTocoByeThCsl B 4yaT-00Tax, 1HTENEKTyalbHHX
aCHCTEHTax, CUCTeMax MIATPUMKU KOPHUCTYBayiB, a TAaKOX Yy MPUKIAJHUX 3aadax
aHaI3y MPOrpaMHOro KOy Ta KibepOe3neKHu.

Mopens TS5  (Text-to-Text Transfer Transformer), 3ampononoBana
nocimigHukamu Google, 6a3yeThcst Ha yHI(DIKOBAHOMY MIIXO/1 10 OOPOOKH MOBHHX
3a/1a4, y MeXax SKOro BCl 3aBJaHHS (OPMYIIOIOTHCS y opMati “TEKCT — TEKCT
[32]. TS noOynoBaHa Ha Kiacu4yHIA apxiTekTypi Transformer 3 4iTKO BHUpPa)KEHOIO
CXEMOIO KOJIep—IeKOJIep, 10 BIAPI3HIE Ti Bi NEKOAEP-OPIEHTOBAHUX MOJICIICH THUITY
GPT. Kogep BiamnoBijae 3a rMO0OKe KOHTEKCTHE PO3YMIHHS BX1JIHOTO TEKCTY, TOI1
K 7exkoAep GpopMye BUXIAHY MOCTIAOBHICTh. 3aBAsSKU 1boMy TS5 ocoOnmBO 100pe
MIAXOOUTh IS 3a7ad, J€ BaKJIMBE TOYHE 3ICTaBJIEHHSA BXIAHOI Ta BHUXIJHOI
1H(popMarlii, 30KkpemMa JjIsi CEMaHTUYHOIO aHali3y, CTPYKTYPOBAaHOTO MEPETBOPEHHS
TEKCTYy Ta TIOSICHEHHS pe3yJbTaTiB. Y KOHTEKCTI KibepOesneku TS5 wmoxke
3aCTOCOBYBATUCA Ui Kiacu(ikalii OMUCiB 3arpo3, MepeTBOPEHHS TEXHIYHUX JIOT1B
y MOSICHIOBAJILHUHM TEKCT, @ TAKOX JJIsi aBTOMAaTUYHOTO (hOPMYJIIOBaHHSI BUCHOBKIB
3a pe3yJibTaTaMH aHaJI3y IIKIATUBOTO KOJY.

Gemini TmpeACTaBlIsiE CydyacHE CIMEHCTBO BEJIMKUX MOBHHMX MOJICIICH,
po3pobiieHe komnaHiero Google sk eBOJIOINHNN HACTYITHUK MOTMEPEIHIX MOACIeH

[33], 3okpema LaMDA Ta PalLM. KiouoBoro BigMiHHICTIO Gemini € ii
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MYJIbTUMO/IaJIbHA MIPUPO/IA, TOOTO 3AaTHICTH MPAIIOBATH HE JIUIIE 3 TEKCTOM, a U 3
IHIIMMU TUTIAMU JAHUX, TAKUMHU K 300pakKeHHsI, KOJI, TaOJUIll Ta CTPyKTypOBaHa
1H(pOpMAIlis.

ApxitektypHo Gemini TakoX croupaeTbcss Ha Transformer-minxia, oJHaK
ONITHMI30BaHa JIJIs TIIMOIIOr0 MIPKYBaHHS, IHTETpallii pi3HOPITHUX JHKEpell TaHuX Ta
CKJIQJIHAX aHAMTUYHUX 3adad. lle poOuTe Monenb NPUAATHOIO HE JHUIIE IS
TaJorOBUX CIICHApiiB, a ¥ I 3a7ad, 10 MOTPeOyI0Th 0araTOKPOKOBOTO aHai3y,
1HTepIpeTalii Ta MpUUHATTS PIIlIECHb.

VY cdepi aHamizy mIKIIIUBOTO MPOrpamMHOro 3abe3neueHHs noreHiian Gemini
HOJISITA€ 'y MOXJIMBOCTI MO€AHYBAaTH aHalll3 MPOTPAMHOIO KOAY 3 KOHTEKCTHOIO
iH(opMaIi€r0, HANPUKIAJ, JOKYMEHTAlll€l0, IOBEIIHKOBUMH JioramMu abo
pe3yiabTaTaMu JUHAMIYHOTO aHami3y. Takuii miaxi CTBOPIOE NEPETYMOBH JJIs OLIbIII
KOMIUIEKCHUX CHCTEM BHUSBIICHHS 3arpo3, sIKi 3/1aTHI BPaxOBYBaTH SIK CHHTAKCHYHI,

TakK 1 CEMaHTUYHI1 acIIeKTH malware.

2.2 Moxausocti LLM st aHagi3y mKiJIMBOI NOBEAIHKHA MPOrPaMHOIO

KOy

CyuacHe WIKIJJIMBE MporpaMHe 3a0e3MedYeHHs XapaKTEePU3YEThCS BUCOKUM
pIBHEM CKJIAJIHOCTi, JAWHAMIYHICTIO Ta AaKTUBHUM BUKOPUCTAHHSIM TEXHIK
MackyBaHHs. O0dyckaiis, mudpyBaHHs, TMHAMIYHE 3aBaHTAKEHHSI KOMIIOHEHTIB 1
BUKOPHUCTAHHS JIETITUMHUX cucTeMHUX API 3Ha4HO yCKJIaaHIOIOTH aHaii3 malware
TpamumiiHuMu  metogamu [34]. Y 1mux yMoBax TeHepaTMBHI MOBHI MOJEII
BiJIKpUBAIOTh HOBI MO>KJIMBOCTI JIJISI aHATI3y MPOTPAMHOTO KOy Ha CEMAaHTUYHOMY
PiBHI, JTO3BOJISIFOUM MEPEUTH BiJl MOBEPXHEBOTO MOIIYKY O3HAaK IO 1HTEpIpeTalii
JIOT1KA BUKOHAHHS Ta HaMIPIB MIKIJJIMBOTO MPOrpaMHOTo 3a0e3neueHHs [35].

Ha BigmiHy BIiJ KJIaCMYHUX IHCTPYMEHTIB, $IKI MEPEBAXXHO MPALOIOTH 13
CHHTAKCHYHUMHU IIa0JIoHaMM a00 CTaTUCTHYHMMH oO3Hakamu, LLM 3maTHI

aHaJi3yBaTy MPOTPaMHUI KOJ K LUTICHY JIOTIYHY CUCTEMY. 3aBJISKH MOMEPEIHBOMY
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HABYAHHIO Ha BEJIMKUX 00CSTax MPOrpaMHOTo KOy Taki MOJEINI PO3Mi3HAIOTh TUIIOB1
CTPYKTYypH TIpOrpaM, B3a€MO3B’SI3KM MDK (YHKIISIMHA, YMOBHI MEPEeXoau Ta
mocaigoBHOCTI BHKIUKIB API [35].

VY 3agadax anamizy mkianuBoro [13 LLM Mo0XyTh BUKOPUCTOBYBATHCS IS

. imeHTrudikaiii OCHOBHUX €TaIiB BUKOHAHHS IporpaMu (iHimiami3aiis,
MITOTOBKA CEPEIOBUINA, OCHOBHA IIIKiJINBA aKTUBHICTH);

. BUSIBJICHHS ITPUXOBAHUX a00 HEOUECBUIHUX (PParMeHTIB KOy, 30KpeMa 3a
YMOB CHJIBHOT 00(ycCKartii;

. PEKOHCTPYKIIT JIOTIKM BUKOHAHHS HaBiTh y pa3l (h)parMeHTOBAHOTO a0o
YaCTKOBO 3alIu(pOBaHOTO KOJTY.

3aBAsku ~ KOHTEKCTHOMY  aHamizy LLM  3;maTHi  BCTaHOBIIOBATH
NPUYUHHOHACIIAKOBI 3B 3KM MK PI3HUMHU YaCTMHAMU MPOTPAMHU, 110 € CKIATHUM
3aBAAHHAM TS KITACHYHUX CTAaTHYHHUX aHATI3aTOPiB.

Opnier0o 3 KIIOYOBMX TmepeBar BUKopuctaHHs LLM € MOXIUBICTH
ABTOMATU30BAHOI IHTEPIIPETALli pe3yIbTaTIB aHa3y. [ eHepaTUBHI MOJENI MOXKYTh
HE JIMIIE BU3HAYATH TMOTEHIIMHO MIKIUTHBI ¢parMeHTu, a i GopMyBaTH TEKCTOBI
MOSICHEHHSI MO0 1X TpU3HA4YeHHS Ta moBediHku. Lle cyTTeBo migBuIIye
IHTEPIPETOBAHICTh PE3YJIbTATIB 1 3HIKYE KOTHITUBHE HABAHTAKCHHS HA aHATITHKA
[36].

Explainable malware analysis no3Bosse:

. MOSICHIOBATH, K1 caMe /(i1 BUKOHY€E MporpaMa Ta 3 KO METOIO;

. IHTEpIpPETyBaTH CKJIAJHI JAHIIOKKK BUKIUKIB APl y 3po3yminiil ans
JOMHU (hopmi;

. dbopmyBatu cTpykTypoBaHi 3BiTH 11 SOC-1eHTpiB 200 €KCHepTiB 3
U pOBOT KPUMIHATICTUKH.

Taxkum ynHOM, LLM MOXYyTh BUKOHYBATH POJIb IHTEIEKTYaJIbHOIO aCUCTEHTA,
AKUHM ToroMarae mBHIIE 3p03yMITH TOBEAIHKY malware Ta yXBajuTu OOIpyHTOBaHI1

pILIEHHS 010 pearyBaHHs Ha 1HIUACHTH.



52

['eHepaTHBHI MOBHI MOJIEN1 I€MOHCTPYIOTh BUCOKY €()E€KTUBHICTh Yy BUSBICHHI
IIKIIJTUBUAX TIATEPHIB, SKI HE 3aBXXIW MAlOTh YiTKI CUTHATYpHU. 3aBISKH 31aTHOCTI
aHani3yBaTu KOHTEKCT BukopuctanHs API Ta cuenapii Bukonanusi, LLM MoxyTh
BUSIBJISITH @HOMAJTbHI 200 ITi103piJ1i TOBEAIHKOBI MOCII0BHOCTI [35,36].

3okpemMa, MOIeIi 3/1aTHI:

° pO3Hi3HaBaTI/I HETUIIOBC IIOE€AHAHHA CHCTCMHUX BI/IKJ'II/IKiB, XapaKTCPHE

g malware;

. BUSIBJSITA ~ TIPUXOBAaHI ~ MEXaHI3MH  3aBaHTAXCHHS  JTOJAATKOBUX
KOMITOHCHTIB;
. aHaJI13yBaTH TOBEAIHKOBI CIleHapii, 10 CB1IYaTh MPO CHPOOH ecKararii

pUBLIEIB, 300py JaHUX 200 BCTAHOBJICHHS CTIMKOCTI Y CUCTEMI.

Takuit miaxia € oco6nMuBo e(eKTUBHUM JIJIsl BUSBJICHHS Zero-day 3arpo3s, KOiau
BIJICYTHI BIJIOM1 CUTHATYpH a00 HaBYaJIbH1 NPUKIIA]IH.

[IpakTuHe 3aCTOCYBaHHS TCHEPATUBHUX MOBHHX MOJCIICH y 3a/Jadax aHalli3y
IIKIJIMBOTO MPOTPAMHOTO  3a0e3MedyeHHsT MOXe OyTH NpPOUIIOCTPOBaHE Ha
NPUKJIaJax TUIOBUX CIIEHApIiB, 3 SKUMU CTHUKAIOThCs (haxiBii 3 KiOepOe3meKu.
OmHuM 13 TaKuX CIIEHapiiB € aHal3 00(yCKOBAaHOTO MPOTPAMHOTO KOIy. Y IIbOMY
Bunagky LLM otpumye dparment, Hampukiaa, JavaScript-kogy 3 HaBMHCHO
YCKJIQJIHEHOI CTPYKTYpOlO, 3MIHEHMMHU IMEHaMu 3MIHHUX 1 (QyHKIIA Ta
MIPUXOBAHMMH PSIKOBUMHU KOHCTAHTaMHU. 3aBISKH CEMAaHTHYHOMY aHai3y MOJEITh
3/1aTHA BiTHOBUTH JIOT1Ky BUKOHAHHS TIPOTPAMH, TIOSICHUTH MEXaH13MH JICKOTyBaHHS
PAAKIB 1 11eHTU(DIKYBAaTH (PYHKUIOHATBHI OJIOKHM, BIAMOBIAAJIBbHI 32 3aBaHTAXEHHS
IPUXOBAHOTO IIKITMBOTO KOMIOHEHTA. TaKui MMiIX1] J03BOJISIE€ 3HAYHO CKOPOTUTH
9yac aHaji3y y TOPIBHSHHI 3 PYYHUM po300poM ab0 KIACHYHUMHU CTATUUYHUMU
THCTPYMEHTAMHU.

[HIMM XapakTepHUM NPUKIAJAOM € IHTEpHpeTalis BHUKJIHMKIB JIETITUMHHUX
cucteMHux APl y BukoHyBaHux (aitax. ¥ OaraThoX cyuyacHUX 3pa3kax malware
IIKIIJIMBa AKTUBHICTh MACKYE€ThCS i 3BUYAiHYy B3a€MOII0 3 OIlEpaliiHO0

CHUCTEMOI0, 1110 YCKJIAJHIOE 1i BUsBJIEHHS. [ eHepaTHBHA MOBHA MOJENIb aHAII3Y€E HE
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nuiie okpemi BUKIMKM AP, a i KOHTEKCT iX BHKOPHCTaHHA Ta MOCIIJIOBHICTH
BUKOHaHHS. Ha 0CHOBI 1IbOT0 (JOPMY€ETHCS y3aralbHEHUH BUCHOBOK PO MOBEIIHKY
MporpamMu, 30KpeMa BHUSBIIAETHCS, MO MOEAHAHHS Ha TEPIIUN TOTJs Oe3MeYHIX
orieparliii BiAMoBiae TUIIOBOMY CIIEHapit0 300py OOJIIKOBHUX JJAHUX Ta iX MOJAJIBIIIO]
nepeaadi Ha BiJIIaJIeHUN cepBep yIIpaBIIiHHS.

OcoOnuBy 1iHHICTF LLM neMOHCTpYIOTH Yy BHIIaJIKaX aHajizy paHilie
HEBIJIOMHMX 3pa3KiB IIKIJIMBOTO MPOTPAMHOT0 3a0€3MEeUeHHs, I SKUX BiJICYTHI
CUTHaTypu a00 HaBYAJbHI MPUKIAAU. Y TaKHMX YMOBaX MOJENb Mpalioe y zero-shot
peXUMI, aHAII3YIOUM 3arajbHy JIOTIKY BHUKOHAHHS MPOrPAaMH, CTPYKTYpY KOIy Ta
MOBEIIHKOB1 03HaKu. Ha OCHOB1 CEMaHTUYHUX 3aJIE)KHOCTEH 1 BUABJICHUX aHOMAJIN
LLM 3patHa xinacudikyBaTH OporpaMmy sK MOTEHLIMHO IIKIJIMBY Ta HaAaTd
MOSICHEHHS 11010 PUYUH TAaKOT0 BUCHOBKY. Lle poOUThH reHepaTuBHI MOBHI MOJIE1
e(eKTUBHUM IHCTPYMEHTOM JJId MpoTHAii zero-day 3arpozam 1 MiABHUIILYE
aJanTUBHICTh CYYaCHUX CHCTEM KiOep3axXHucry.

BuxopucTanHs reHepaTUBHIX MOBHUX MOJIeJICH Y 3a/ja4ax aHalli3y HIKIJJTHBOTO
IpOrpaMHOro 3a0e3nmedyeHHs] JI03BOJIAE€ TOE€JHATH CEMAaHTUYHUM aHalli3 KOy,
IHTEPIPETOBAHICTh  pPE3yJbTaTIB 1 KOHTEKCTHE BHUABJICHHS 3arpo3. LLM
PO3IIMPIOIOTh MOXJIMBOCTI KJIACHYHHMX METOMAIB, 3a0e3Meuyroduu OiIbIN TIMOOKE
pO3yMiHHSI MOBEAIHKM malware Ta MigBUINYIOYH €(EKTUBHICTh CYyYaCHUX CHUCTEM

Kibep3axucry, 0co0JIMBO B yMOBaX IIBHJIKOI €BOJIIOLIIT 3arpo3.

2.3 IlopiBHsLIbHUN aHATI3 TPAAULIHHUX METOAIB aHAJII3Yy HIKIAJIMBOIO

NMPOrpamMHoOro 3ade3nevyeHHs Ta miaxoaiB Ha ocHoBi LLM

AHami3 MKIAIUBOTO TPOrPAaMHOTO 3a0€3MEYeHHS € KIIOUYOBUM E€JIEMEHTOM
CydacHHUX cucTteM KiOep3axucty. [IpoTsSroM TpuBasoro 4acy OCHOBOIO TaKOTO
aHaJ13y 3aJIMIIATUCS TPAIUIIIHI IMTIX0IU, 30KpeMa CTAaTUYHUH 1 IMHAMIYHUN aHaT13,
a TaKO>X METOJIM MAIIMHHOTO HaB4YaHHsA. BogHouac 3pocTanHs ckiaagHocTi malware,

aKTUBHE BUKOPHUCTaHHS 00(Qyckallii, aBBTOMaTU30BAHOI reHepallii Kogay Ta zero-day
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TEXHIK MOCTYMOBO 3HUXKYIOTh €(EKTUBHICTh KJIACUYHUX METOJIB, LIO0 3yMOBIIIOE
HEOOX1/IHICTh MOIIYKY HOBUX 1HTEJIEKTYaJIbHUX PIIICHb.

[TpoanamizyBaBIM apXiTEeKTypHI OCOOIUBOCTI Ta (PYHKIIOHATBHI MOMJIMBOCTI
BEJIMKMX MOBHHUX MOJENEH, a TaKoX y3arajJbHUBIIM PE3yJIbTaTH AOCTIIKEHHS
KJIACUYHUX METO/IIB aHaI13y LIKIJJIMBOIO IPOrPaMHOro 3a0€3MeUeHHs, pO3IIIIHY TUX
y TepIIOMY po3/iai poOoTH, OyJI0 chopMOBaHO MOPIBHUTBHY TabmuIlo 2.1.

I'enepaTuBHI MOBHI MOJieil TMPOMOHYIOTh MPHUHITMIIOBO IHIIMK MIAX1T 0
aHaI3y IIKIJUIMBOTO TPOrpaMHOro 3abe3medeHHs. Ha BinmMiHYy Bil KJIaCHYHUX
MeroaiB, LLM mnpaioroTs He uie 3 (popManbHUMHU O3HAKaMH, a ¥ 13 CEMAaHTHYHUM
3MICTOM MpOTrpaMHOro Kojay. BoHM 31aTHI aHami3yBaTH JIOTIKY BHUKOHaHHS,
B3a€MO3B’A3KU MK (PYHKIISIMUA, KOHTEKCT BUKOpUucTaHHs API Ta noteHuiitHi Hamipu

PO3pOOHMKA.

Ta6muus 2.1 — [lopiBHsUIbHA TAOIMIIS METOIB aHAII3y MIKIAIUBOro 113

Kpurepiit Cratuctuunuii | Junamiuauii | ML-maxoau LLM-
aHai3 aHaJi3 migxomau
Amnani3 6e3 Tak Hi Tak Tak
BUKOHAHHS KOIY
CTiiiKiCTh 70 Husbka Cepenns Cepenns Bucoka
o0dyckarrii
Bussnenns Ob6mexeHe YacTkoBe Mosxiise Bucoke
zeroday 3arpo3
[Totpeba y Husbka Husbka Bucoxa Husbka
PO3MIYCHUX JTAHUX /
BIJICYTHS
[aTepnperoBanicTs | OOMexxeHa Cepenns Hu3sbka Bucoka
pe3yJibTaTiB
MacmraboBanicts | Bucoka Hwusbka Cepenns Cepenns
Oo6uucmoBanbHi | Hu3bki Bucoxki Cepenni Bucoki
BUTpATH
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Opniero 3 kmoyoBux mnepeBar LLM e 3aatHicTh mpaitoBatu y zero-shot ta
fewshot pexumax, 1mo 103BOJIss€ BUSBIATH HOBI THUIK 3arpo3 0e3 HeoOXiTHOCTI
noBHOro nepeHaByaHHs moxaeni. Kpim toro, LLM 3a6e3nedytoTh BUCOKHII piBEHB
IHTEPIIPETOBAHOCTI, OCKIJIbKM MOKYTh F€HEpYBaTH TEKCTOBI OSICHEHHS PE3YJIbTaTIB
aHajizy, 1Mo € O0COO0JMBO BaXIMBUM sl aHamTUKIB SOC-meHTpiB 1 1udpoBoi
KPUMIHATICTHUKH.

Pa3om 13 TuM 3actocyBaHHs LLM CynpoBOKY€ThCSI HU3KOIO BUKIIMKIB, CEPEN
AKMX 3HA4YHI OOYMCIIOBAJbHI BUTPATH, PHU3UK TEHEPATUBHUX IOMUJIOK Ta
HEOOXIJTHICTh 3aXUCTy KOHQIIESHUIMHUX JaHuX. ToMy Ha NOpakTULl HaOUIbII
MEPCIIEKTUBHUM € TIOpUIHUM MiAXijd, 10 MOEAHY€E TPaAUIIAHI METOAU aHai3y 3
MO’KJIMBOCTSIMU T'€HEPATUBHUX MOBHUX MOJIETICH.

[TopiBHSIBPHUM aHaNI3 TOKAa3ye, 110 >KOJEH 13 MIIXOJIB HE € YHIBEPCAIbHUM
pIIEHHSIM IS aHaNi3y MIKJIMBOrO MporpamMHoro 3abesnedeHHs. TpaauiiiiiHi
METOJU 3aJUIIAIOThCS €()EKTUBHUMU ISl LIBUAKOTO Ta MAacOBOIO BUSIBICHHS
B1JIOMHUX 3arpo3, TOJ1 SIK TeHEpaTUBHI MOBH1 MOJIEJIl BIIKPUBAIOTh HOB1 MOKJIUBOCTI
Uil TIIMOOKOTO CEMaHTUYHOIO aHaji3y Ta I1HTepHpeTraunii CKJIAaJHUX 1 paHillie
HeBioMux 3paskiB malware. [loennanna knacuunux nigxoai 13 LLM nosBosisie
Moj0JaTH 1XHI B3a€EMHI OOMEXEHHS Ta cQopMyBaTh OUIbII aJanTHBHI U

1HTEJIEKTyaJIbHI CUCTEMH KiOep3axXHucTy.
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PO31J1 3 IPAKTUYHA PEAJIIBAIA LLM IHIAXOAIB JIA
BUABJIEHHS IIKIIJIMBOI'O 113

3.1 O0rpyuryBanns subopy LLM moaesi

Jns mpakThdHOI peanizaiii Ta MopiBHsUIbHOTO aHamizy LLM-migxomaiB 1o
BUSIBJICHHSI IIKIJUIMBOTO MPOTPAMHOI0 KOJY B MeXaxX J1aHOTO JOCIHIKEHHS OyJIo
oOpaHo Tpu cimelicTBa reHepatuBHUX MOBHHX Moaened: GPT, LLaMA ta Mistral.
Takuit BuOIp 3yMOBJICHHA HEOOXITHICTIO OXOIUIGHHS pI3HMX MIAXOAIB 0
apXITEKTYpH, JILIEH3YBaHH, CIIOCOOIB PO3TOPTAHHS Ta NPAKTUYHOTO BUKOPUCTAHHS
BEJIMKMX MOBHUX Mojeieil y 3amadax kibepOesneku. Mogeni cimeiictBa GPT,
po3pobieni kommaniero OpenAl, € ogHuMu 3 HAMOUIBII 3PUIMX 1 HIUPOKO
3aCTOCOBYBAaHUX BEJIMKUX MOBHHUX MOJIEIE€H Y MPOMHUCIOBUX Ta JOCITITHUIIBKUX
cucteMax. BoHM JIEMOHCTPYIOTh BUCOKHU pIBE€Hb PO3YMIHHS IMPOrPAMHOrO KOY,
31aTHICTh JJO CEMAaHTUYHOI'O aHAJI3y Ta MOSCHEHHS JIOTIKM BUKOHAHHS Iporpam. Y
KoHTeKcTi aHanmzy mkianuBoro 13 GPT Buctymae eranonnoto (reference) moaesnio,
[0 JI03BOJISIE OLIIHUTH MAaKCHUMaJIbHO MOJJIMBY SIKICTh PE3YyJIbTATIB 3a YMOB
BUKOpUCTaHHS TOTYXHUX komepuiiHux LLM. Kpim toro, GPT-moneni mobpe
CIPABJISIIOTECS 3 aHANI30M O00(YCKOBAHOTO KOAY Ta CKJIAJHUX IMOBEIIHKOBHX
MaTEPHIB, 1[0 € KPUTUYHO BKIMBUM I cydacHoro malware. CimeiicTBO Mojenen
LLaMA, po3po0iene kommanieto Meta, 6yno oOpaHo sIK MPEACTaBHUK Open-source
LLM, opieHTOBaHMX Ha JIOKaJibHEe a00 mpuBaTHE po3ropranHs. LLaMA 3a0e3neuye
OaJlaHC MDK SIKICTIO MOBHOTO aHali3y Ta MOXJIMBICTIO MOBHOTO KOHTPOJIO HaJ
MOJIEJITIO, IO € OCOOJIMBO aKTyaJIbHUM ISl CEPEIOBUII] 13 MiBUIIICHUMHA BUMOTaMHU
no Oesmekm Ta  KoHQimeHMiHOCTI. Y  Mexkax jgociimkenHs LLaMA
BUKOPUCTOBYETHCS JIJII OIIIHKA TOTO, HACKIIBKM BIAKPHUTI MOJEIl MOXYTh
KOHKYPYBAaTH 3 KOMEPIIIHHUMU PIIICHHSIMH Y 3a]]a4aX BUSBJICHHS IIK1JTUBOTO KO,
a TaKoX JUIs aHaji3y iX MPUAATHOCTI JO IHTErpallii B KOPHOPATHUBHI CHUCTEMHU

Ki0ep3axucTy.
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Moneni cimerictBa Mistral, po3po6iieni kommnaniero Mistral Al, mpencraBiasttoTs
HOBE MOKOJiHHS KOMIAKTHMX Ta BHcokoedexktuBHuXx LLM. Ix kmodoBoro
OCOOJIMBICTIO € ONITUMAJILHE CITIBBITHOIICHHS MK 00YHCITIOBAIBHOIO CKIIATHICTIO Ta
SAKICTIO PE3yJbTaTriB, Mo pobuth Mistral mepcrneKTUBHUMHU Uil TPAKTHYHOTO
BUKOPUCTAHHS B PEAIbHUX CUCTEMAaX aHajli3y MPOTPaMHOT0 KoJy. Y TOCHIJIKEHHI
Mistral BUKOpUCTOBY€ETHCS JIJIsI IEPEBIPKH TITOTE3H MPO TE, 110 MEHIII PECYPCOMICTKI
LLM MoxyTh 3a0e3nedyBaTH JIOCTAaTHIM piBEHb TOYHOCTI IpHW aHami3i malware,
3HIDKYIOUH TPU [IbOMY BHMOTH JI0 amapaTHUX pecypciB Ta yacy o6pooku. [lompu
3Ha4YHUN BHecOK mojenelt cimerictBa BERT y po3BuTok 00poOKM MpupoIHOT MOBH,
iX 3aCTOCYBaHHS B JaHOMY JOCJIJIP)KEHH1 OYyJI0 BU3HAHO HEJOIIJILHUM 3 OTJISIy Ha
cnenudiky 3a7adi aHamizy MKIAIMBOro nporpamHoro koay. BERT wnanexuts 1o
KJIacy JBOHAMPABICHUX EHKOJIEPHUX MOJENeH, K ONTHUMI30BaHI MEpemyciM st
3amau kiacudikailii, MONIyKYy BIJIMOBITHOCTEH Ta aHai3y KOPOTKUX TEKCTOBHX
¢parmentiB. KirouoBum oOmexxenHsm BERT € BincyTHICTh TreHEepaTUBHOTO
MeXaHi3My. Y KOHTEKCTI aHaiizy malware e o3Hauae, 10 MOJEIb HE 3]aTHa
(opMyBaTH MOSCHEHHS JIOTIKM BUKOHAHHS KONy, IHTEPHpPETyBaTH IOBEIIHKOBI
natepHd ab00 BUKOHYBAaTH CEMaHTHUYHMHA aHam3 y (opMmi NpUpPOTHOMOBHOIO
BUCHOBKY. Hatomicth renepatuBHi LLM 103BOJIAIOTH HE JuIIe KIacu(iKyBaTH KOJI
SIK ITK1VTMBUH a00 JICTITUMHUH, ajie ¥ TOsICHIOBATH MPUYHUHU TaKOTO PIIICHHS, IO €
BOXJIMBUM JUJISl aHAMITUKIB KibepOesneku. Ille omuuM cyTTeBUM OOMEKEHHSIM
mozenen iy BERT e sxopcTke 0OMexeHHS T0BKMHU KOHTEKCTY. AHaI3 pealbHUX
3pa3KiB MIKIJJIUBOTO MPOTPAMHOTO 3a0€3MEUCHHS YacTO BUMarae oOpoOKU BEJTMKHUX
(parMeHTiB KOAY, BKJIIOYHO 3 KIJIbKOMa (DYHKIISIMU, IMIIOPTAMH Ta JOHMOMI>KHUMHU
MOIyJIsAMHA. Y TaKMX YyMOBaXx €HKOJEPHI MOJENi JEeMOHCTPYIOTh 3HIDKEHHS
e(eKTUBHOCTI a00 MOTPeOYIOTh CKIAQTHUX CXEM CETMEHTallli, 10 YCKJIAJIHIOE
excriepuMeHTanbay mMetonosorito. Okpim BERT, y Mexkax mOCHTiKeHHS TaKOX HE
BUKOPUCTOBYBAJIHCS 1HIN CIemiani3oBaHi abo KIacHYHI MOBHI MOJeN, 30Kpema
RoBERTa, ALBERT Ta XLNet. Xowa 1i Mopeni JIE€MOHCTPYIOTh MOKpaIleHi

pesynabTati B Okpemux NLP-3amauax, BoHuM 30epiratoTb 0a30BlI apXiTEKTYpHI
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O0OMEXEeHHsI €HKOJEPHOTO MiAXOAY 1 He MATPUMYIOTh MOBHOIIIHHUI T€HEPAaTUBHUI

aHaJI3 IPOTPaAaMHOTO KOJY.

Tabnuus 3.1 — [NopiBHsUTbHA XapaKTEPUCTUKA TeHEPATUBHUX MOBHUX MOJICIICH
JUTSL aHAJTI3Y ITK1IJTUBOTO KOY

Kpurepiii

BERT

GPT

LLaMA

Mistral

ApXITeKTypHUM
THUII

Enkonep

Jexonep

Hexonep

Hexonep

['enepartis
TEKCTY

Hi

Tak

Tak

Tak

Awnamis
IIPOrPaMHOTO
KOy

OOMexeHuit

Bucoxuit

Bucoxui

Bucoxui

CemaHTHYHE
PO3yMIHHSA KOy

Hu3sbke

Bucoxke

Bucoxke

Bucoke

[TosicHenns
pe3ybTaTiB
aHamizy

Hi

Tak

Tak

Tak

[TinTpumka
JIOBIOr'0 TEKCTY

OOmMexeHa

Bucoka

CepennsBucoka

Cepenns

PobOora 3
00 ycKkoBaHUM
KOIOM

Hwusbka
e(DEeKTUBHICTH

Bucoka
¢(hEeKTUBHICTb

CepennsiBucoka

CepenHsiBUCOKa

Zero-day
malware

OOMeXKEHO

EdexTuBHO

EdexTuBHO

[Toteniriito
e(hEeKTUBHO

MOXJIUBICTH
JIOKAJIBHOTO
pO3ropTaHHs

Tak

OOMexeHo

Tak

Tak

O0OyuCIIIOBAJIBbHI
BUMOTH

Husbky

Bucoki

Cepenni

Husbkicepeani

[ToTpeba B
pO3MIYEHUX
JAHUX

Bucoka

Hwusbka

Hwusbka

Hwusbka
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Jlist Ha0wHOTO OOIPYHTYBaHHS BHOOPY T€HEPATUBHUX MOBHUX MOJENEH Ta
MOPIBHSHHS TXHIX MOXKJIMBOCTEH 13 KJIITACHIYHUMU €HKOJEPHUMH TIiAX0aaMu B poOOTi
HaBEJICHO MOPIBHUIbHY TabmmITto 3.1.

Takox He pO3TIIAJAIUCS BY3BKOCIEIIATi30BaHI MOJETIl aHaji3y Koy,
OpIEHTOBaHI Ha CTaTU4YHI O3HAKW a00 CUTHATYPHU, OCKUIBKH METOIO JOCIiKCHHS
OyJIO OIIIHUTHU yHIBepCaIbHICTh reHepaTuBHUX LLM y BusiBieHHi mkianusoro [13,
30KpeMa B yMoBax o0dyckarlii Ta zero-day arak.

Binmosa Bin Bukopuctanus BERT Ta mogioaux Mozeneir oOrpyHTOBYEThCS 1X
apXITEeKTYpHUMU OOMEKEHHSIMHU, BIJACYTHICTIO T€HEPAaTUBHUX MOKIMBOCTEH Ta
HEJIOCTaTHBOIO THYUKICTIO ISl TJIMOOKOTO CEMAaHTHUYHOTO aHaji3y IMIKIJJIUBOIO
nporpamHoro koay. HaroMmicte 0OpaHi reHepaTHBHI MOBHI MOJIEN 3a0€3MeuyoTh
KOMIUICKCHUM TMJAXiJ J0 BHSABICHHS malware, NoeaHyr4M Kiacudikariro,
IHTEpHIpETaLIiIO Ta MOSICHEHHS Pe3yJIbTaTiB aHaJI3Y.

Ha ocHOBI MOpIBHSUIBHOTO aHAaJi3y BCTAHOBJIEHO, II0 MOJIENi €HKOJEPHOIO
tuny, 30kpema BERT, € meHm npuaaTHUMHU a1 3aad CEMaHTHUYHOIO aHaji3zy
IIKIIJTABOTO MTPOTPAMHOTO KOy Yepe3 BiCyTHICTh TEHEPATUBHUX MOKIMBOCTEH Ta
0OMEKEHY 1HTEpPIPETOBAHICTh pe3yJbTaTiB. HaTtoMicTh reHepaTuBHI MOBHI MOJEII
GPT, LLaMA Ta Mistral 3a6e3ne4yroTh MHMOMINN aHai3 JOTIKM BUKOHAHHS KOMY,
3IaTHICTh /IO TOSICHEHHS pIllIeHb 1 Kpally ajamnTaiiio a0 zero-day 3arpos, mio
OOTPYHTOBYE iX BHOIp ISl MPOBEACHHS €KCIIEPUMEHTATBLHOTO JTOCIIKSHHS.

OO6pani MozeIl OXOIUTIOIOTh TPH KJTt0uoBi kiacu LLM:

*  BHCOKOMPOIYKTHUBHY KoMepIliiHy monens (GPT);
*  BIIKPUTY MOJIETH I JoKanbHOTo po3ropranus (LLaMA);

*  ONTHUMI30BaHy JIETKOBArOBY MO/IeIh HOBOTO mokoJinHs (Mistral).

[le 3abes3nedye penpe3eHTATUBHICTh EKCHEPUMEHTY, TO03BOJIIE IPOBECTH
KOPEKTHUI TOPIBHSJIBHUN aHali3 Ta 3poOUTH OOTpyHTOBaHI BHUCHOBKH IIIO/IO
JOLIUIBHOCTI BUKOpHUCTaHHS pi3Hux LLM y mnpakTHyHMX 3a7adax aHajizy

HIKIJIMBOTO MPOTPaMHOI0 3a0e3MeYeHHs .
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3.2 ®opMyBaHHA HA0OPY JAHMX JAOCJIIIKEHHSA

dopMyBaHHs HAOOPY JAHUX IS TOCITIIPKEHHS 3[1HCHIOBAJIOCS 3 ypaxyBaHHSIM
BUMOT JI0 PENPe3eHTATUBHOCTI, BIITBOPIOBAHOCTI Ta O€3MEKH aHai3y HIKIIJIUBOTO
IporpaMHOro 3a0e3rnedeHHs. 3 Ii€0 METOr OyJIo 0O0paHO MiAXIJ, IO MOEIHYE
BUKOPHCTaHHS peajbHUX 3pa3kiB malware 3 BIAKPUTHX CIICIiaTi30BaHUX
PEMO3UTOPIiB Ta JIETITUMHOTO MMPOTPAMHOTO KOy 3 BIIKPUTHX JIKEPEJI, 10 T03BOJISE
3a0e3neYnTH KOPEKTHE MOPIBHIHHS PE3yJIbTaTiB POOOTH BEIMKHUX MOBHUX MOJICIICH.

Ak JoKepeno WIKAJIMBOrO MPOTPAMHOTO KOAY Y poOOTI BHKOPHUCTAHO
peno3uTopiit MalwareBazaar, sikuii miaTpuMyeTbes iHIIIIaTUBOIO abuse.ch 1 € oHUM
3 HAWOUIBII BIJOMHMX BIJKPUTHUX CXOBHII AaKTyaJIbHUX 3pa3KiB MIKIJJIUBOTO
nporpamMHoro 3a0e3nedeHHs. MalwareBazaar mictuTh peanbHi 3pasku malware,
310paHi 3 pi3HUX JHKEpe, 30KpeMa Oek10pu, TposiHU, 3aBaHTaxKyBadl (loaders), RAT,
Keiiorepu Ta iHII1 TUNU mKigIuBoro 113, [l KoxKHOTo 3pa3ka HaIaroThCsl METajlaHi,

BKJIIOYHO 3 XEII-3HAYCHHSIMU, KJIacU(IKaI[l€l0 32 TUIIOM 3arpo3u Ta 1HQopMarliero

npo ciMecTBo malware, MO 103BOJISIE 3/IIMCHIOBATH MOIEPEIHIO

BiZ101p 3pa3KiB i qociikenHs (puc. 3.1).

Date (UTC) 1 SHA256 hash Type Signature Tags Reporter DL

2025-12-17 18:07  366968ef624762bcf310a... A elf [ Mirai | [ mir: -~ abuse_ch (o]
2025-12-17 18:07  56f8152c006db50eef333... 8 elf [ Mirai | [ cif | m -~ abuse_ch (o]
2025-12-17 18:07  2b803b85b6759¢178e51... A elf [ Mirai | acsE .~ abuse_ch (o]
2025-12-17 18:07  7d512927221cce6452c%e... A elf [ Mirai | [ etf | mir: -~ abuse_ch (o]
2025-12-17 18:07  181c55b6bd3394bee056... O elf [ Mirai |  eif | mir -~ abuse_ch (o ]
2025-12-17 18:07 9e28b7e224075dafbca32... 4 elf [ Mirai | et | mir: -~ abuse_ch (& ]
2025-12-17 18:07  46fbeebcb4adcfca9bfbO... A elf [ Mirai | [ etf | mi -~ abuse_ch (&)
2025-12-17 18:07 4a32a8b8ecd43ec841e5f.. A elf [ Mirai | [etf | -~ abuse_ch (o]
2025-12-17 18:07 d8a8a85eaaf96e8340654... O elf [ Mirai | [ etf | o -~ abuse_ch (&)
2025-12-17 18:07  4cd555350acc35b0066f7... & elf [ Mirai | [ eif | mir: -~ abuse_ch (o]
2025-12-17 18:07  740a18e3bb9cfcecf723a... A elf [ Mirai |  eif | mirai -~ abuse_ch (o]
2025-12-17 18:07  9d317cd6fdf5b07d6ce50... A elf [ Mirai | [ eif | mir: -~ abuse_ch (]
2025-12-17 18:03 | 88a412a5bb0d7a3d701c.. A elf [ Mirai | [ eif | mirai -~ abuse_ch (o]
2025-12-17 18:03  71df1b9f826adc72d81c1... O elf [ Mirai | [ if | mir: -~ abuse_ch (o]
2025-12-17 18:03  c79acaac0594f7ba4785a... A elf [ Mirai | [ et | mirai -~ abuse_ch (& ]

Pucynox 3.1 — [Ipuknan 3anuciB perosuropito MalwareBazaar 13 3pazkamu

mkigausoro I13

¢GupTpario Ta



61

3 ornagy Ha cnenu@iky 3acTOCYBaHHS BEJIMKHX MOBHUX MOJIETEH,
BUKOpDHUCTaHHA OilHapHUX (alIiB y TEpPBUHHOMY BHUIUIAl € HEJOCTAaTHBO
iHhopMmaTuBHUM. ToMy B Mexkax JaHOTO JOCIHIJKEHHs 3pa3ku 3 MalwareBazaar
3aCTOCOBYBAJMCS BHKJIIOYHO Yy CcTaTMyHoMy Burimaml. Jns amamizy LLM
BUKOPHUCTOBYBaBCS a00 BUXITHUNA KOJ CKpUNTIB (y BHUIAIKY, SKIIO BIiH OYyB
JTOCTYNIHUM), abo au3aceMOJIbOBAaHUM UM JCKOMITUIbOBAaHWUN KOJ, OTpUMaHuM 0e3
BUKOHAHHS TIKIIJIUBUX 3pa3KiB. Takuii MiAXi TO3BOJISE MPEACTABUTH MPOTPAMHUN
KOJI Y TEKCTOBIH hopMmi, IpUAATHIN 11 CEMAaHTUYHOTO aHAJi3y MOBHUMHU MOJICIISIMH,
Ta BOAHOYAC BUKITFOYAE PU3UKH, ITOB’s13aH1 3 (DaKTUIHHUM 3aITyCKOM malware.

st bopmyBaHHS KJ1acy JETITUMHOTO IPOrPaMHOrO KOy BUKOPUCTOBYBAIHCS
BiJIKpUTI penozutopii matdopmu GitHub. Jlo Bubipku BKIIIOYAIMCS TPUKIAANA KOIY,
10 HE MICTSITh 3JIOBMHUCHOI JIOTIKH Ta 32 CBOEIO CTPYKTYPOIO 1 CTHIIEM € MOJIOHUMU
710 WIKIJUTMBUX 3pa3KiB (CKpUIITH aBTOMAaTH3allli, pobora 3 daigamu, Mepexero,
CUCTEMHUMH BUKJIMKaMHM). Takuii miaxig yHEMOXKIUBIIIOE CIIPOIIEHY KiIacuDiKallito
3a MOBEPXHEBUMU O3HAKAMU Ta JI03BOJISE OIIHUTH 3/1aTHICTh LLM aHanizyBatu came

CEMaHTHUKY Ta MOBEIHKOBY JIOTIKY KOJY.

BaxxnuBum acniektom (popmyBaHHSI HA00OPY JaHUX CTANO OalaHCYBaHHS KJIaciB
HIKIJJTMBOTO Ta HEMIKIJIMBOTO TporpaMHoro koxy. KinpkicTh 3pas3kiB malware Ta
JIETITUMHOTO KOJTy IMi10Mpanacs TaKMM YAHOM, 11100 YHUKHYTH JIOMIHYBaHHS OJTHOTO
3 KJ1aciB, 1110 MOTJIO O MPU3BECTH JI0 3MIIIEHHS PE3yJIbTaTiB €KCIIEPUMEHTY..

CraHOM Ha MOMEHT MPOBEAEHHS AOCHipKeHHs (rpyaeHb 2025) peno3uTopiid
MalwareBazaar mictuB monan 1 023 480 3pa3kiB MIKIAJIMBOTO MPOrpaMHOIO
3a0e3neueHHs. 3 Oy Ha OOYMCIIIOBalibHI OOMEXKEHHS Ta HEOOXIJTHICTh
3a0€3Me4YeHHs] KOHTPOJIHOBAHOTO €KCIIEPUMEHTY, JJII BUKOHAHHS KBaTi(iKamiiHOi
pobotu Oyno BimiOpaHo penpe3eHTaTuBHY MiaMHOkUHY 3 20 000 3pa3kiB malware,
0 OXOIUTIOBAJIM Pi3HI THUNU MIKIAJIMBOTO MPOTpaMHOTO 3abesneueHHs. Jls
3a0e3nedeHHs OanaHcy KiaciB Ta KOPEKTHOCTI MOPIBHSUIBHOTO aHai3y J0JaTKOBO
Ooyno cdopmoBano BuOipky 3 20 000 3pa3kiB JIETITUMHOIO MPOTPaMHOro KOy,

OTPUMaHUX 3 BiAKpUTHX peno3uTopiiB GitHub. 36anancoBannii natacer 3ade3neuye
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KOPEKTHY OIlIHKY TOYHOCTI, IMOBHOTH Ta IHINMUX METPUK €(PEKTUBHOCTI MOBHHX
MOJIETIeH MiJT Yac MOPIBHIBHOTO aHAaJI3y.

[Ticns monepenHpoi 00poOKku HaOIp maHuX Oyso 30epexkeno y dopmari CSV,
AKUM MICTUB Ha3By (aillly mnporpaMHOro 3a0e3ledyeHHs, WOro TEeKCTOBE
Ipe/ICTaBIICHHS Ta BIAMOBIIHY MITKY KJacy. Y Mexax KBaiikaiiifHoi poOOTH BECh
natacer Oylo TOAIGHO Ha TPEHYBAJIbHY Ta TECTOBY BHOIPKH, IO

IIPOJIEMOHCTPOBAHO Y JICTUHTY 3.1.

Jlictunr 3.1 — I[loxin maraceTy Ha train Ta test
train df, test df =

train test split( df,

test size=0.2, random state=42,
stratify=df["label"]

)

train df.to csv("train.csv", index=False)

test df.to csv("test.csv", index=False)

CdopmoBanuii Habip paHuxX, IO NOEAHYe 3pa3ku 3 MalwareBazaar Ta
neritumauit  kox 3 GitHub, crBoptoe HaxiiiHy Ta Oe3neuyHy OCHOBY st
EKCIICPUMEHTAJILHOTO JTOCHIPKeHHs. BukopucTtanHs BuxigHoro abo CTaTHUYHO
00p006IeHOr0 KOy J103BOJISIE €(DeKTUBHO 3aCTOCOBYBATH BEJIMKI MOBHI MOJEII JIIS
aHaI3y MIKIIJIUBOTO TMPOTPAMHOTO 3a0E3MEeUeHHs, HE MOPYIIYIOUHd TPHUHIIHMITIB

O€e3IeKH Ta ETUYHUX BUMOT JOCIIKEHHS.

3.3 Metoaunka 3acrocyBanns LLM ais anamnizy ta kiaacudikanii koay

MeTtonuka eKCHEpUMEHTAIBHOIO JOCHIDKEHHS 0a3yeTbCs HAa  YITKOMY
PO3MEXKyBaHHI €TaImiB MiJATOTOBKU JIAHWX, HAJAIITYBaHHS B3a€EMOIi 3 BEIMKUMU
MOBHUMH MOJIeTISIMA Ta (hIHATBLHOTO OIliHIOBaHHS pe3yibTaTiB (puc. 3.2). Ha
nepuioMy ertami copMoBaHUN HaTtaceT MPOrpaMHOro KOay OyJio TOMUIEHO Ha

TpeHyBaJlbHy Ta TecToBy BHOIpku. Ilpm 1boMy TpeHyBaidbHa BHUOIpKAa HeE
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BUKOPUCTOBYBAJAcs Jyisl HAaBYaHHS a00 MEpEHABYAHHS BEIUKUX MOBHUX MOJECIICH,
OCKIJTbKH Y MEXKax JAHOTO JOCIIKEHHS HE 3aCTOCOBYBAJMCA MeToau fine-tuning.
HarowmicTs TpeHyBambHUN HAOIP CIYTyBaB BUKITIOYHO HKEPETIOM PEMPE3CHTATUBHIX
npukiaaiB s dopmyBaHHs few-shot kKoHTekcTy Ta i migbopy 1 crabimizari
IHCTPYKIIiH, sIKI BAKOPHUCTOBYIOThCS y prompt.

VY Mmexax JaHoro JOCIIKSHHS JIJIs aHaTi3y Ta Kiacudikalili mporpaMHOro KOy
OyJio o6pano minaxig few-shot, a e zero-shot. Bu6ip few-shot meToauku 3ymoBieHmit
HEOOXIIHICTIO MIABUIIEHHSA CTa0JILHOCTI BIAMOBIAEH BEIMKUX MOBHUX MOJIEIEH Ta
3a0e3nedeHHs yHi(ikoBaHoro (opmary pesynbraTiB. Ha BigMiHy Big zero-shot
MIJIXOAY, 3@ SIKOTO MOJIEIb OTPUMYE JIMILE 3arajibHy 1HCTPYKIIIO O€3 MpUKIaAiB,
fewshot mepenbauae HamaHHA MOBHIA MOJENl OOMEXEHOI KUIBKOCTI 3pa3KiB 13
MpaBUJILHUMHU BIJMOBIIIMU O€3 3MIHM i1 BHYTpIIIHIX mapamerpiB. Lle mo3Bosisie
MOJIeJIl Kpallle 1HTEepPHpeTyBaTh MOCTaBJICHE 3aBJaHHs Ta 3aCTOCOBYBATH OJHAKOBI

KpUTEpii MiJ] 4ac aHajizy HOBOTO KOJY.

PopMyBaHHA
TpeHyBanbHOro Ta
TecTtoBoro Habopy

MigroroBka Habopy
OaHux

Nig6ip onTumansHoOro
prompt

—

TecTyBaHHA Mogeni

$opmMyBaHHA few-shot

Pucynok 3.2 — CxeMaTn4He NpeCTaBIEHHS alropuTMy 3acTtocyBanus LLM

Jlictunr 3.2 — [puknaz zero-shot prompt

You are a cybersecurity analyst.
Analyze the following code and determine whether it is
malicious or benign.

If malicious, explain which behaviors indicate malware
activity.

Code:
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[TponossxenHs aicTUHry 3.2
import os import
socket s =
socket.socket ()
s.connect (("192.168.1.10", 4444))
os.system("/bin/sh")

Jlictunr 3.3 — [pukian few-shot prompt

You are a cybersecurity analyst.

Example 1:

Code:

import requests

requests.get ("https://example.com/api/status")

Classification: benign

Explanation: The code performs a simple HTTP request without
harmful behavior.

Example 2:

Code:

import os

os.system("rm -rf / --no-preserve-root")

Classification: malicious

Explanation: The code executes a destructive system command
that can delete system files.

Now analyze the following code and classify it as malicious or
benign.

Provide a short explanation.

Code:

import os import

socket s =

socket.socket ()

s.connect (("192.168.1.10", 4444))

os.system("/bin/sh")

Ha npyromy erami nisi KOXHOT 3 OOpaHMX MOBHHUX Mojeneld (popmyBaBcs

fewshot KOHTEKCT Ha OCHOBI TpeHYBaJIbHOI BUOIpKH. JI0 HBOT'O BKIIOUYATUCS KUJIbKa
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NPUKIAAIB IIKIJIUBOIO Ta JETITUMHOTO MPOTPaMHOrO KOOy 3 MPaBUILHUMHU
MITKaMH, IO JO03BOJUIO 3aaTH MOJEN YITKHA 3pa30K OYiKyBaHOTO ¢opmary
BIMOBI/II Ta KpHTepiiB Kiaacudikaiii. BaxinBoo yMOBOIO €KCIEPHUMEHTY OyIio
BUKOPHUCTaHHS OJHaKoBUX few-shot mpuxmagiB s BCiX Mojenel, mo 3ade3nedye
PiBHI YMOBU TECTYBaHHS Ta YHEMOXJIUBIIIOE CHOTBOPEHHS PE3yJIbTATIB OPIBHIHHS.
HactynHum kpokoM 31ilicHIOBaBCs MiAOip onTuManbHOro prompt. Jljist mporo
MOPIBHIOBAJIMCA KiJIbKa BapiaHTIB IHCTPYKIIiH 10 MOBHUX MOJICIICH, K1 BIIPI3HSIUCS
(GopMyITIOBaHHSIM 3aBJaHHA Ta BHUMOTaMH J0 CTPYKTypH BiamoBimi. Kpurepismu
BUOOpY oONTHMaJIbHOrO prompt Oynau cTalbUIbHICTh (OopMaTy  BIANOBIAEH,
MIHIMAQJIbHUM PIBEHb BUIAJIKOBUX 200 CyNEpPEeWINBUX PIIIEHB Ta YITKICTh MMOSCHEHb,
AK1 Hajae Mozeb. [licist BU3HaUeHHs HalOIbIl €(PEKTUBHOIO BapiaHTa prompt BiH
¢dikcyBaBcs Ta Hajall HE 3MIHIOBABCS, IO € HEOOXIJIHOIO YMOBOIO KOPEKTHOTO
eKCIIEpUMEHTAJIbHOrO JociikeHHs . Ha derBepTroMy erami 3adikcoBaHuil prompt
pazoMm i3 few-shot mpukiIamamu 3acTOCOBYBaBCA /10 TECTOBOI BUOIpKU. TecToBi
3pa3Ky HIKOJM HE BUKOpUCTOBYBanucs y few-shot koHTekcTi abo Ha eramni miadopy
IHCTPYKI[I, W0 TrapaHTye€ BIJCYTHICTb BHUTOKY iHpopmalii Ta 3a0e3nedye
00’€KTUBHICTh OLIHIOBaHHsS. KokeH 3pa3ok TecToBOro HaOOpy aHaji3yBaBCs
HE3aJIe)KHO, a pe3yJIbTAaTOM pOOOTH MOBHOI MO/IeIi OyJI0 PillIeHHS 1010 HAJEKHOCTI
KOJy JI0 KJacy IIKIAJIUBOTO 200 JEriTUMHOTO MPOrPaMHOI0 3a0€3MeUeHHS.
3aBeplIabHUM €TaroM METOAUKU OyJIO OLIHIOBaHHS AKOCTI Kjacu(ikamii Ha
OCHOBI TECTOBO1 BUOIpKH. JIIs Oro oOYHMCIIIOBaNacs TOYHICTH Kiacudikaiii, a
TaKOX JI0JIaTKOB1 METPHUKH, 30KpemMa precision, recall, F1-score Ta MaTpuiisi IOMUIOK.
Ile no3BoJisie BceO1YHO OIMIHUTH €(PEKTUBHICTH KO’KHOT MOBHOI MOJIEIII Ta 3a0e31edye

HaJ1iHY OCHOBY JIJIS iX MOJAJBIIOr0 MOPIBHSJIBHOTO aHATI3Y.

3.4 3acrocyBanns gocaimxysanux LLM

VY Mexax TaHoro MiApo3aUTy 3M1MCHIOETHCS MTOCTIJOBHE 3aCTOCYBAaHHS 00paHUX

Beaukux mMoBHHX Mmojened GPT, LLaMA Ta Mistral 1o omHoro i Toro camoro
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JaTacery 3 METOH 3a0e3leyYeHHs KOPEKTHOTO MOPIBHMIBHOTO aHalizy ix
edexTuBHOCTI. Bcei excrepuMeHTH NpPOBOMMIMCS BIAMOBIAHO 110 YHI(pIKOBaHOI
METOJMKH, OMUCAHOI y TOMEpPeaHIX MApOo3/iIax, Mo Mnepeadadac moaia Habopy
JTaHUX Ha TPEHYBaJIbHY Ta TECTOBY BUOIpKH, BUKOpHcTaHHS few-shot migxomay Ha
OCHOBI TPEHYBAJILHOTO HaOOPY Ta OIIHIOBAHHS Pe3yJIbTAaTiB BUKIFOYHO HA TECTOBIN
BUOIpIII.

Ha nepmiomy erarii cpopMOBaHuUii 1aTaceT, 10 MICTUB TEKCTOBE MTPEICTABIICHHS
MIPOrPaMHOTO KOy Ta BIAMOBITHI MITKM KJaciB, OyJ0 MOJIJICHO HA TPEHYBaJIbHY 1
TECTOBY BHUOIPKM 13 30€pEKEHHSIM OalaHCYy MDK MIKIJJIUBUMH Ta JICTITUMHUMHU
3pa3kaMu. TpeHyBanbHa BHOIpKa HE BHKOPHUCTOBYBAJAcid [IJisi HaBYaHHS a0o
nepeHaBYaHHs MOBHHMX MOJIEei, a ciayryBajga JDKepelIoM MpHUKIaAIB s
dopmyBanns few-shot KOHTEKCTY Ta i MAO0PY ONTHUMAIBHOTO (HOPMYITIOBAHHS
prompt. ITicis ¢ikcarlii octatoyHOr0 BapiaHTa prompt BiH 3aCTOCOBYBaBCs 0€3 3MiH
710 BCI€T TECTOBOI BUOIPKH.

JInst aHanmi3y KOKHOTO 3pa3ka IpOrpaMHOro KOy BHKOpHUCTOBYBaBcs few-shot
MIJIX17, 3@ SKOTO MOBHIM MOJieNll MOMEPEIHbO HAAABAIMCS KiJIbKa MNPUKIAIIB 3
TPEHYBAJIBHOIO HA0Opy 3 MPAaBWJIbHUMM MITKaMu KiaciB. Takuil miaxiJ J03BOJIsIE
MOJIeTIi Kpalie IHTepHpeTyBaTH TIOCTaBJeHE 3aBIaHHS Ta JOTPUMYBATHCS
crtabiapHOrO (opMary BiAMoBigeH. BaximBow yMOBOIO EKCIIEpUMEHTY OyIIo
BUKOPUCTaHHS OJHaKOBUX few-shot mpukiIamiB Ta 1EHTUYHOrO prompt s BCIX
MojIeNiel, 110 3a0e3mnedye piBHI YMOBH TECTYBaHHSI.

Jns imrocTparii peanmizanii METOAMKKA y JICTUHTY 3.4 HaBelneHo (parMeHT
MpOrpamMHOro Koay, SKMM jAemMoHcTpye ¢GopmyBaHHs few-shot koHTekcTy 3
TpEeHyBaJIbHOI BHUOIPKM Ta MOJAJIbIlIe 3aCTOCYBaHHS MOBHOI MOJIETi JI0 TECTOBHX
3pa3KiB.

[Ticns dopmyBanns few-shot KOHTEKCTy KOXEH 3pa30K TECTOBOi BUOIPKHU
MOCJIIOBHO TOAaBaBCs JO MOBHOI Mojeni pa3oMm 13 3adikcoBaHMM prompt.
PesynapTatrom poboTH Mojaem Oyfio pIlIEHHS LIOJ0 HAJEKHOCTI KOIy N0 Kiacy

MIKIJUIMBOrO abo JIETITUMHOIO MporpamMHoro 3abesneyeHHs. Jljis mojanbiioro
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aHayi3y Il pIlIEHHS aBTOMATHYHO 30epiranucs pa3oM i3 MPaBUIBHUMU MITKaMHU

KJIaCiB.

Jlictuar 3.4 — ®opmyBanns few-shot mpukiagiB 3 TpeHYBaILHOTO HAOOPY
def build few shot(train df, n per class=2):
shots = [] for label in
["malicious", "benign"]:
subset = train df[train df["label"] ==
label] .head(n per class) for , row in subset.iterrows():
shots.append ({

"role": "user",

"content": f"Analyze the code and classify

it.\n\nCode:\n{row['code']}"

})
shots.append ({

"role": "assistant",
"content": f"Classification: {label}"

})

return shots

VY mictunry 3.5 HaBeEHO MPUKJIA pealizallii UKy TeCTyBaHHS MOBHOI MOJIE1

Ha TECTOBI1H BUOIpIIi Ta 300py pe3ynbTaTiB Kiacuikarii.

Jlictuar 3.5 — TecTyBaHHS MOBHOI MOJENi Ha TECTOBIU
BH6HHH results = [] for . row in
test df.iterrows(): response =
classify with gpt( code=row|["code"],

few shot examples=few shot context
)
results.append ({

"true label": row["label"],

"predicted label": response

)
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[Ticns 3aBepieHHsT aHANI3y BCi€l TECTOBOI BUOIPKH 3/1MCHIOBABCS MIAPAaXyHOK
KUTBKOCTI TMPaBUJIBHUX Ta HEMPaBWIBHUX KilacH]iKaliid, a TaKkoX OOYMCIECHHS
OCHOBHHX METPUK AKOCTi. Y JICTHHTY 3.6 HaBeJCHO MPHUKIA] PO3PaXyHKY TOUYHOCTI
kiacuikarii (accuracy), ska BAKOPUCTOBYETHCS SIK 0a30BUH TTOKA3HHUK €()eKTHBHOCTI

MOBHOI MOJEIL.

Jlictuar 3.5 — TecryBaHHS MOBHOI MOJENI Ha TECTOBIH

BUOIpLI from sklearn.metrics import accuracy score

y true = [r["true label"] for r 1in results]
y pred = [r["predicted label"] for r in results]
accuracy = accuracy score(y true, y_pred)

print (f"Accuracy: {accuracy:.4f}")

JleTanbHi JIICTUHTH II0JI0 3aCTOCYBaHHA 10 KOHKpeTHOi LLM mojeni HaBeieHi
y nomatkax b, B, I'. Vci Tpu mainmaiiHu 1A€HTHYHI 3a BHIICIPEACTaBICHOIO

MCTOAUKOIO TOMY PC3YJIbTATHU MOI[GHGﬁ € KOPCKTHO HOpiBHIOBaHI/IMH.

3.5 IlopiBHSUILHUM aHAJI3 Pe3yJbTATIB eKCIIEPUMEHTAJIBLHOI0
AOCTIIKEHHHA

Y naHomy MiIpO3Iial MPEACTABICHO MOPIBHSUIBHUN aHal3 pe3yibTaTiB,
OTPUMAHHUX Y MPOIIECi 3aCTOCYBAHHSI PI3HUX BEJIMKMX MOBHUX MOJIEJIEH 10 OJTHOTO ¥
TOTO CaMOT'0 JaTaceTy MPOTrpaMHOro Koay. Y ¢l MoJiell TECTyBaJIuCs BIJMOBIIHO 10
€IMHOI METOJIMKH, 10 mependadana BUKOpHcTaHHS few-shot migxomy Ha OCHOBI
TpeHyBaJIbHOI BUOIPKH, (DIKCOBAHOTO prompt Ta OLIHIOBaHHS SKOCT1 Kiiacudikarii
BUKJIIOYHO Ha TecToBoMy HaOopi. Lle 3a0e3nedye KOPEKTHICThH 1 BIITBOPIOBAHICTh
OTPUMaHUX PE3yJbTaTiB, a TaKOX JO3BOJISE 3MIMCHUTH 00’€KTUBHE TOPIBHSIHHS
edexTuBHOCTI Mojieniell. OCHOBHIMH METPUKAaMHU OIIHIOBaHHSI Oyl 00paHi TOYHICTh
knacudikamii (accuracy), moBHoTa (recall) Ta TOYHICTH MO3UTHBHUX TEepenOaYeHb
(precision). 3a3HadeHi TMOKA3HWUKH JIO3BOJSIOTH OIIHUTH HE JIUIIE 3arajibHy

MIPaBHJIBHICTh POOOTH MOJEHI, aje W 1l 34aTHICTh KOPEKTHO BHUSBIISATH IIKIJIJIUBI
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3pa3Ky MPOrpaMHOrO KOJIy Ta MIHIMI3yBaTH KUIBKICTh XHOHHX CIpallbOBYBaHb.

OcobnmBa yBara mpupaiisanacs came recall mist kimacy MIKIATMBOTO MPOrPaMHOTO

3a0e3neyeHHsl, OCKIJIbKHU MPOIyCK malware-3pa3KiB CTAHOBUTH HAOIBIIY 3arpo3y B

IPaKTUYHHUX CUCTeMax Kibep3axucTy. PesynbpTaTu npeacraBieHi y Tabaui 3.2.

Ta6mui 3.2 — [opiBHsUIBHI TOKAa3HUKH e€heKTUBHOCTI Mojenelr LLM

Monenb Accuracy Precision Recall
GPT 0,94 0,93 0,95

LLaMA 0,90 0,89 0,91

Mistral 0,87 0,85 0,88

JIns  AeTalbHIIIOro aHami3y pe3yJbTaTiB  Kiacugikalli,

OTPUMaHUX 3a

JOIIOMOTI'ORO p13HI/IX BCJIIMKHUX MOBHHX MOHCHCﬁ, A0AaTKOBO BHKOPHCTOBYBAJIACA

Marpuilsi nomMuiok (confusion matrix), 1o mnpexacraBieHi Tadmuuamu 3.3-3.5

BiIIHOBiIIHO. 3a3HaucHa MaTpHUuLd JO3BOJIAE OI_IiHI/ITI/I HC JIMIIC 3arajibHy TOYHICTh

knacudikarii, aine i xapakTep MOMYIIEHUX MOMMIIOK, IO € OCOOJIMBO BAKIUBUM Yy

3a/1auax BUSBJICHHS IIKIIJIMBOTO IPOrPAMHOTO 3a0€3MeYeHHS.

Ta6muns 3.3 — Matpuns nomuiiok aiist moaeni GPT

®daktuunuit kiac / [lependauenuit kiac Malware Benign
Malware 3800 200
Benign 280 3720
Tabmuis 3.4 — Matpuisg moMritok st moaeni LLaMa
daktnuaunit kiaac / [lependauenuii Kiac Malware Benign
Malware 3640 360
Benign 440 3560
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Tabmuus 3.5 — Matpuirst moMusiox a1 Mmozem Mistral

daktuuauit kiac / [lependauenuii kiac Malware Benign
Malware 3520 480
Benign 620 3380

3a pesynbpratamu ekcrnepuMmenty moaenb GPT mponemoHcTpyBana HalBwHII
MOKA3HUKH 32 BCIMa OCHOBHHMH MeTpKaMu. Le BitoOpakaeTbecsl y MaTpHIll MOMIIIOK,
ne nepeBakaroTh kopekTHi kinacudikarii (TP 1 TN), a kinbkicts FN € MiHIMabHOIO.
Ie cBiquuTh po ii 3AaTHICTH MTMOOKO aHAI3yBaTU CEMAHTHKY MPOTPaAaMHOIO KOy,
BUSBJISITH IIPUXOBAHI IIK1IJIMBI TATEPHU Ta HAJaBaTH CTAOUTbHI Pe3yJIbTaTH HABITh Y
CKJIQJHUX 1 MPUKOPAOHHMX BUNaAKax. BogHouac 1 monens notpedye 3HAYHHUX
O0OYHMCITIOBAIBHUX PECYPCIB 1 3AJIEKUTH Bl XMapHO1 IHPPACTPYKTYPH, 110 MOKE OyTH
OOMEKEHHAM ISl ACSIKUX CLEHApP1iB BUKOPUCTAHHS.

Mopnens LLaMA noka3ana aemo Hk4l pe3ysibratd nopiBHsHo 3 GPT, ogHak
OpOAEMOHCTpYBaia CTaOlIbHY poOOTY Ta JOCTaTHHO BHUCOKY 3JATHICTh JI0
BUSBJICHHS TUIOBMX O3HAK MLIKiUIMBOTO KOAy. 1i KIIFOYOBOKIO IIEPEBArOK0 €
MO>KJIMBICTh JIOKAJIbHOTO PO3TOPTaHHS Ta MOBHUI KOHTPOJIb HAJl TaHUMHU, 110 pOOUTH
LLaMA npuBaOnuBoO A1 BUKOPUCTAaHHS B KOPHOPATUBHUX abO 130JIbOBAHMX
cepeoBUIIAX 13 MiIBUIIICHUMUA BUMOTaMu 10 O€3MEKH.

Mopnens Mistral npoaemMoHCTpyBajga HaWHUXKYI 3HAYEHHS METPUK Cepe
nociipkyBanux LLM, onHak npu 1poMy 3a0esneunsia HaWBUILY IIBHUIKOJIIO Ta
HaWMEHII BUMOTH JI0 O0YHCIIIOBaIbHUX pecypciB. Haiibinbina kimbkicTh FN cepen
JOCITIKYBaHUX MOJIEJIe BKa3ye€ Ha HIDKYY 3AaTHICTH Mistral BUSBIATH CKIIaH1
3pazku  malware. 3poctanHs FP Tako CBIZUuTh NpPO 3HMKEHHS TOYHOCTI
kJacudikalli JeriTUMHOTO KOy, III0 0OMEKY€ BUKOPUCTAHHS MOJEI y CLIEHAPIAX 13
BUCOKMMU BHUMOTaMHM JI0 HaAidHOCTI. Pe3synbratu cBig4aTth, mo Mistral €
e(heKTUBHOIO JJIs IBUAKOI MEPBUHHOI (DUIBTpAIlii 3pa3KiB MPOrpaMHOIO KOAY, IPOTe
MOK€ TMOCTyHaTHCS OUTbII TOTY)KHUM MOJENSAM Y CKIAQAHUX BHITQJKax, IO

MOTpeOyIOTh TIIMOOKOTO CEMaHTUYHOTO aHalIi3y.
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HaiiBumii mokasHukH accuracy, precision ta recall Oynau orpumani 1jist Mojaeni
GPT, mo no3Bossie po3rasaaTv ii Sk HAHOUTBII eQeKTUBHE PIMICHHS IS 3aaa4
rIMOOKOTO aHami3y MIIKIIJIUBOTO TporpamMHoro 3abesnedeHHs. Mogenr LLaMA
JTEMOHCTPY€E ONTUMAIBHUN KOMIIPOMIC MK SKICTIO Pe3yJbTaTiB 1 MOXKIIHBICTIO
JIOKAJIbHOTO PO3TOpTaHHsA, TOA1 Ik Mistral 10111JIbHO BUKOPHUCTOBYBATH Yy CIICHAPIsX,

JIe TIPIOPUTETOM € IIBUAKOAIS Ta 00MEXKeH1 00UHCITIOBAIIBHI PECYPCH.
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PO3/ILT 4 OXOPOHA ITPAIII TA BE3IIEKA B HAJI3BBUYAHHUX
CUTYALIAX

4.1 OxopoHna npaui

Po3pobnene B Mexax kBamidikamiiiHOi poOOTH pIIIEHHS 3a TEMOIO
“I'eHepaTUBHI MOBHI MOJIEJI1 B aHaJI131 IIKIIJIMBOTO KOy’ HAJICKHUTH J0 MPOrPaMHO-
aHAIITUYHUX 3ac00iB y cdepl KkibepOesnekn Ta 1HGOOPMALIMHUX TEXHOJOTIH.
Pesynbratu mocnimkeHHs nmepeadavaroTh 3aCTOCYBAaHHS BEIMKAX MOBHHX MOJENCH
(LLM) nns a”amizy OpOrpaMHOro KOAy, 1A€HTH(IKalii O3HaK IIKIJJIMBOTO
mporpamMHoro 3abe3nedeHHs, Kiaacudikaiii 3pa3kiB malware Ta miaTpUMKH MPOIIECIB
ki0ep3axucty. BukoHanHs poOiT 3 po3po0JIeHHs, TECTyBaHHA Ta €KCILTyaTallii Takoro
OPOrPaMHOTO  PIIMIECHHS  3IIACHIOETHCS 13  BUKOPUCTAHHSM  TEPCOHATBHUX
KOMIT IOTEpP1B, CEPBEPHUX a00 XMapHUX OOUMCIIIOBAIBLHUX PECYPCIB 1 HE MOB’A3aHE 3
TE€XHOJIOTTYHUMH MPOIECAMH I1JIBUIIICHOT HEOE3IMEeKH, BUKOPHUCTAHHIM HEOE3MEUHUX
peyoBUH a00 Pi3UYHO MIKIITMBOTr0 00JaaHaHHs. OCHOBHI MOTEHII1THI pU3UKHU MAIOTh
odicHul Ta 1HHOPMALIIITHO-TEXHOJIOTTUHUN XapaKTeD.

Opranizaniss 0e3n€YHUX YMOB Mpalll MiJi 4ac BHUKOHAHHS Ta MNPAKTUYHOIO
3aCTOCYBaHHS pE3yJbTaTiB KBali(ikaiiHOi pOOOTH PErJIaMEHTYEThCSI YUHHUM
3aKOHOJABCTBOM YKpaiHH, 30KpeMa:

 3akoHoMm Ykpainu «IIpo oxopony npami» [37];
» KogexkcoM HUBLIBHOTO 3aXUCTy YKpainu [38];

* [IpaBusiamMu mokexkHoi Oe3neku B Ykpaini [39]; ¢ Bumoramu mopao

Oe3MmeKkr Ta 3axXUCTy 370pOB’S TMPAIIBHUKIB MiJ Yac poOOTH 3 €KpaHHUMU
npuctposmu (HITAOIT 0.00-7.15-18) [40];
* [IpaBunamu 6e3neunoi excrutyaTailii enekrpoyctanoBok (HITAOIT 40.1-
1.01-97) [41];
[Tix yac BUKOHAHHS POOIT 3 aHANI3Y IIKIJUTMBOTO KOAY 13 3acTocyBaHHsIM LLM

MOJIUBHUH BIUTHB TakuX (aKTOPIB:
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* (i310JIOT1YHI Ta EPrOHOMIYHI (PAKTOPH;
* eJeKTpuuHi (paKTopH; MoKeKoHeOe3neyHi hakTopu;
* [ICUXOEMOIIiiTHE HaBaHTAXECHHSI.

Jlo ¢i3ionoriuHux Ta €proHOMIYHHX (PAKTOPIB HAJNEKHUTH TpUBaja podoTa 3a
KOMIT IOTEpOM, CTaTUYHE HABaHTAXXCHHSI, MIEPEHATIPY>KEHHS 30y, 3HUKEHHS PYXOBOi
akTUBHOCTI. JaHi akTopu XapakTepHi AJs IHTEeNeKTyanbHoi AisutbHOCTI B IT-cdepi Ta
pErJaMeHTyIOThCS HOPMAaTUBAMU 111010 POOOTH 3 EKPAaHHUMH MIPUCTPOSIMH.

Pusuk ypakeHHs eJeKTPUYHHM CTPYMOM Yy pa3l TOUIKOKEHHS 1301111,
BUKOPUCTAHHS HECIPABHUX OJIOKIB >KUBJICHHS, MOPYIICHHS MPaBUJI MiIKIIOYEHHS
oOnajHaHHs a00 MEePEeBaHTAXKEHHS €JIEKTPOMEPEKi CKIa/Ial0Th €JIEKTPUYHI (pakTopu,
SKUM MO>K€ IMIIJaTUCh PAL[IBHUK IT1/1 YaC BUKOHAHHS pOOOTH.

Jlo noxexoHeOe3neyHHX  (PAKTOPIB  HANEKUTh  MOMIMBE  3arOpsiHHS
eJIEKTPOOOIaTHAHHS BHACHIIOK KOPOTKOTO 3aMHUKaHHS, MEperpiBy KOMIIOHEHTIB,
HAKOIMWYEHHS MUy a00 BUKOPUCTaHHS HECEPTU(PIKOBAHUX MPHUCTPOIB.

AHaM3 MIKIJUIMBOTO KOAY, IHIUAEHTIB i1H(opMariitHoi Oe3nekn Ta 3pa3KiB
malware TOB’si3aHUI 3 BHCOKOI KOHIIEHTpAIIEI0 YyBarW, BIANOBIIAJIBHICTIO Ta
3HAYHUM 1H(GOPMAIIHHUM HaBaHTAXKEHHSIM, M0 BiJIOOpaXKalOTh TICUXOEMOIIIHE
HABAHTAKCHHS Ha IpalliBHUKA.

3abe3nedyeHHs Oe3MeYHNX Ta HEUIKIITMBUX YMOB ITpalll il Yac BUKOHAHHS POOIT,
NOB’SI3aHUX 3 AaHaII30M UIKIJJIMBOTO MPOTrPaMHOr0 KOAY 13 3aCTOCYBaHHSIM
TCHEPAaTUBHUX MOBHUX MOJEJICH, TTOBMHHO 3JIMCHIOBATHCS BIiAMOBIAHO 0 BUMOT
YUHHOTO 3aKOHO/JIABCTBA YKpaiHU y chepi OXOPOHU Mpaili.

Bignosigno 1o crarri 13 3akony Ykpainu «IIpo oxopoHny npaiii», po6oTomaBelb
3000B’s13aHUN CTBOPUTH HA KOKHOMY pOOOYOMY MICIIi YMOBH TIpalli BiJMOBITHO JI0
HOPMATHBHO-TIPABOBUX aKTIB 3 OXOPOHU TpaIlll Ta 3a0€3MEUYUTH TOACPKAHHS BUMOT
O€3MeKH 111 yac eKCIuryararlii 00JyialHaHHS.

OCHOBHMM HOPMAaTHBHO-TIPABOBUM aKTOM, IO PETJIaMEHTY€ BUMOTH /10 YMOB
mparl Ta 3a0e3MneueHHs Oe3MeKu 1 30epekKeHHs 3J0pOB’ s MPaLIBHUKIB IM1]1 4ac poOoTH

3 €KpaHHUMHU MPUCTPOSIMHU, 30KpeMa PIAKOKpUCTaIIYHUMHA MoHiTOpamu, € HITAOII



74

0.00-7.15-18 «Bumoru momo Oe3neku Ta 3aXHCTy 3J0pOB’S MpAaliBHUKIB MiA 4ac
po0OTH 3 EKpaHHMMH HOPUCTPOSAMU». 3TiAHO 3 UMU Bumoramm, poboue wmicie
KOpHCTyBa4a €KpaHHUX MPUCTPOIB MOBUHHO BIAMOBIJATH TAKUM YMOBaM:

CKpaHHHUI PUCTPii Mae OyTH pO3MIIIEHUI Ha BIACTaHI, 1[0 3a0e3neuye
KOM(OPTHE 30pOBE COPUUHATTS 1H(GOpMAaIIii, 3 MOXKJIMBICTIO PETYTFOBaHHS

TTOJIOKEHHS 110 BUCOTI Ta KYTY HaxXnily,

* KOHCTPYKIIiSi poOOYOro CTONy Ta Kpicia TMOBHHHA 3a0e3MedyBaTH 3pydHY
po0ody 103y, 3 MiHIMAJIbHAM CTAaTUYHUM HaBaHTAKXEHHSIM Ha XpeOeT, IO Ta BEpXHi
KIHITIBKH;

*poboya TMOBEpPXHS TMOBMHHA MATH JOCTaTHI PO3MIPU ISl PO3MIIICHHS

06J'IaI[HaHHH Ta IIOKYMGHTiB oe3 CTBOPCHHA HC3PYUYHHUX I103;

* OCBITJICHHSI pOOOYOro Micisl Ma€e OyTH JOCTATHIM 1 pIBHOMIpHUM, 0€3 MPsSMUX
BIJIOJIMCKIB HA €KpaHi Ta 0€3 PI3KUX KOHTPACTIB SICKPABOCTI.

3a3HayeH1 BUMOTH CIPSIMOBaH1 Ha MPOQIIAKTUKY 30pOBOi BTOMH, NMPOPECIHHUX
3aXBOPIOBaHb OIIOPHO-PYXOBOTO amapary Ta 3HUKEHHS pPHU3HUKIB, IOB’S3aHUX 13
TPUBAJIOI0 POOOTOIO 32 KOMIT FOTEPOM.

Bianmosinno no mynkrtie HITAOIT 0.00-7.15-18, poboromaBers 3000B’sa3aHut
OpraHizyBaTh peXUM Tpalll TakKUM YHUHOM, 1100 3amoOirTé HaAMIPHOMY
ncuxo(i310J0TIYHOMY HABAaHTAXXEHHIO MPALIBHUKIB, $KI MOCTIHHO MPalIOIOTh 3
eKpaHHUMU npuctposiMu. [1i1 yac BUKOHAHHS poOIT 3 aHaNi3y MPOrPaMHOTO KOy Ta
pe3yJNbTaTiB pOOOTH T€HEPATUBHUX MOBHHUX MOJIEIEH PEKOMEHIYyEThCS:

* 00MeXKyBaTH TPUBAIICTh O€3MEPEPBHOI POOOTH 3 EKPAHHUMU MTPUCTPOSMU;

* BCTAHOBJIIOBATH PETJIAMEHTOBAHI TEpPEepPBU U1 BIJMIOYMHKY, 3MIHU BHIY
JISTTBHOCTI Ta BiTHOBJICHHS MPAIe31aTHOCTI;

*3a0e3meuyBaTd MOXJIMBICTh BHMKOHAHHS AaKTHUBHUX pyXiB Ta BIOpaB MAJis
3HWKEHHS CTATUYHOTO HAaBaHTA)XKEHHS IT1]] 4ac TepepB.

3a3HayeHl BUMOTH Y3TOKYIOThCS 13 3arajlbHUMHU TMPUHLIUIAMH 30€peKEeHHS
3JI0pOB’S MpAlliBHUKIB, BU3HAUEHUMHU 3akoHOM Ykpainu «IIpo oxopony mpaii», Ta

CIpsIMOBaH1 Ha NPOMUIAKTUKY NEPEBTOMHU 1 TPOPECIHHOTO BUTOPAHHS.
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EnexktpoobnagnanHs, sike BUKOPUCTOBYETHCS I BUKOHAHHS POOIT 3 aHai3y
HIK1JJIMBOTO MPOTPaMHOr0 KOAY, MOBUHHO €KCILTyaTyBaTuCs BiAmoBigHo 10 [Ipasun
Oe3meuHoi  ekciuryartarii — enekTpoycTaHoBok — cmoxwuBauiB  (HITAOIT — 40.1-
1.0197).30kpema, HEOOX1AHO:

BUKOPHCTOBYBATH CIIpaBHE, CEpTU(IKOBaHE KOMIT IOTEPHE Ta MEPEIKEBE

001aJHaHHS;

° 336631’[6‘{}/B3TI/I HasIBHICTB 3aXHMCHOTO 3a3¢MJICHHS Ta aBTOMAaTHYHHUX HpHCTpOIB

3aXHCTY,

* 3a00pOHATH EKCIUTyaTallito OO0JIaJIHaHHSA 3 TMONIKO/KEHUMH KabensMu abo

O3HaKaMH IMEPErpIBY;

* IOTPUMYBATUCSI BUMOI WIOJI0 HABAaHTAXXEHHS EJIIEKTPOMEPEX 1 MpaBUil
M1JKITFOYEHHS €JIEKTPONPUIIAIIB.

[1ix yac ekcrutyaTalii KOMIT I0TEpHOI TEXHIKH Ta IPOrpaMHO-arapaTHUX 3aco0i1B,
[0 BHUKOPUCTOBYIOTBCS JUJIs aHaMI3y MIKIJIMBOTO MPOrpaMHOTO KOOy 13
3aCTOCYBAHHSM TI'€HEPAaTUBHHUX MOBHHMX MOJeNeH, HEOOX1IHO 3a0e3MeuuTu
JOTPUMaHHS BUMOT IIPOTHIIOKEKHOT O€3TEKH BIAMOBITHO 10 YHHHOTO 3aKOHO/IaBCTBA
Ykpainu.

OCHOBHUM HOPMAaTHBHO-IIPABOBUM aKTOM, SIKUI PErJaMeHTye BUMOTH MOKEKHOT
Oe3rneku Ha 00’ €KTaxX He3aJIeKHO BiJ (POPMH BIACHOCTI Ta BUAY JIIsIIbHOCTI, € [IpaBumna
MOKEKHO1 0e3MeKu B YKpaiHl, 3aTBEpIKeH1 Haka30M MiHiCTepcTBa BHYTPIIIHIX CIIPaB
VYkpainu Ne 1417 Bix 30.12.2014.

3riIHo 3 BUMOramu 3a3HaueHux [IpaBui, mij yac ekcruryaranii KOMIT F0TEpHOTO
Ta €JEKTPOHHOro OOJaJHaHHSA Ha pPoOOYMX MICUAX IMOBUHHI BUKOHYBAaTHCh Takl

3aXO0/IM TOXKEKHOT OC3MeKH:
* 3200pOHSETHCS TIEPEBAHTAKEHHS CICKTPUUYHUX MEPEK IMUIAXOM IIKITIOYCHHS
HAJMIpPHOI KUJTBKOCTI NEKTPONPHIIAIB 10 OJHIET pO3eTKH a0 MOJOBXKyBada, IO

MO3K€ MPU3BECTH JIO TIEPETPIBY Ta KOPOTKOTO 3aMUKAHHS,
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* IOBUHEH 3AIMCHIOBATHCS  PETYJSIPHUN  KOHTPOJb TEXHIYHOTO CTaHYy
KOMIT FOTEPHOT TEXHIKHM, OJIOKIB >KMBJICHHS, MEPEKEBOro OO0JaJHAHHS Ta IHIIHUX

eJIEKTPONPUIA/IIB 3 METOIO CBOEYACHOTO BUSBIICHHS HECIIPABHOCTEH];

*HE JIOMYCKAEThCS BHUKOPUCTAHHS TMOMIKOKECHUX EJIEKTPUYHUX KaOelliB,
MOJIOBKYBayiB, PO3ETOK a00 NPUCTPOIB 3 O3HAKAMU TMEPErpiBy, ICKPIHHSI YH
MOPYIICHHS 130JIS111;

NPUMIILIEHHS, B SIKUX €KCIUTYaTy€eThCs KOMIT I0TepHa TEXHiKa, TOBUHHI OyTH
3a0e3MedeH] ePBUHHUME 3ac00aMU TOXKEKOTaciHHS (BOTHETAaCHUKAMU) BIIIOBITHO

A0 BCTAHOBJICHUX HOPM;

* IUISIXM €BaKyallil Ta BUXOJIM MTOBUHHI OyTH MOCTIHHO BUIBHUMHU, JOCTYITHUMU
Ta HE 3axapalleHUMHU 00JIaIHAHHSM a00 CTOPOHHIMH MPEAMETAMHU.

Kpim  Ttoro, 3abopoHsieTbCsi  3amumiaTd  0e3  Harjsiy  BBIMKHEHE
eJIEKTPOO0OIIaTHAHHS, IKE HE TPU3HAUCHE VISl TPUBAJIoi Oe3nmepepBHOI poOOTH, a TAKOK
BUKOPHCTOBYBATH CaMOpOOH1 a00 HecepTU(PIKOBAHI €IEKTPUYHI TPUCTPOI.

VY xonai BUKOHaHHS KBadi(ikaliiHOI poOOTH BCTAHOBIIEHO, IO 3aCTOCYBAHHS
TCHEPAaTUBHUX MOBHHUX MOJENEH IS aHaji3y MIKIIJIUBOTO MPOTPaMHOTO KOIY
HaJIEXHUTh 10 O€3MEUYHHUX BU/IB IHTEIEKTYalIbHOI AISUIBHOCTI B cepl iHPOpMaLITHUX
TexHosorii. Po3pobiieHe mporpaMHO-aHaTITUYHE PIIICHHS HE CTBOPIOE JOJATKOBUX
BUPOOHUYMX PU3UKIB Ta MOKE €KCIUTyaTyBaTHUCS B CTaHIAPTHUX O0(ICHUX yMOBax. 3a
YMOBH JIOTPUMaHHSI BUMOT YHHHOTO 3aKOHOJABCTBA YKpaiHu y chepi 0XOpoHHU mpaiii,
CICKTPOOC3IEKN Ta TOXKEXKHOT Oe3MeKku 3a0e3MeuyroThCs Oe3IMeuHl Ta HEIIKIIIUBI
YMOBH Tpalll KopuctyBauiB. OTpuMaHi pe3yJabTaTH MOXYTh OyTH BIPOBAKECHI B

MPaKTUYHY JIsUIbHICTh O€3 3M1HM KJ1acy YMOB Ipailii.

4.2 XapakrepucTuKa CTUXIIHUX JUX, aBapiii (kaTacTtpod) Ta iX HACTIAKIB

YV XXI cTomitti mpobiema 3abe3reueHHs 0€3MeKH KUTTEAISIIBHOCTI HAaCCICHHS
HaOyJla OCOOJIMBOi aKTyallbHOCTI Yy 3B’A3KYy 31 3pOCTaHHSIM KIJTBKOCTI Ta

MacmTabiB HaJ3BUYAMHUX CUTyallld NPUPOJHOTO 1 TEXHOTEHHOTO XapakTepy.



['moOanpHi KIIMaTH4YHI 3MIHH, 1IHTEHCH(IKALIs TPOMHCIOBOTO BUPOOHMIITBA,
ypOaHizalisi, 3pOCTaHHS MIIIFHOCTI HACEJICHHS Ta YCKIAAHCHHS 1H)XXKCHEPHOI
1HGPACTPYKTYpH 1ICTOTHO MiABUINYIOTH PIBEHb PHU3UKIB, IOB’SI3aHUX 31
CTUXIMHUMU JIMXaMH, aBapisiMu Ta Kartactpodamu. OcoOJIMBOI TOCTPOTH IS
npobiema HaOyna B yMOBax NOBHOMACIITA0HOI BIMHM MIX YKpaiHOIO Ta
CyCiIHbOIO KpaiHoto Ha CXO[l, YHacHiIoK fAKOi Ha Tepuropii YKpaiHu
CUCTEMAaTUYHO BHUHHUKAIOTh HAJ3BUYAMHI cHUTyalli TEXHOTEHHOTO Ta
KOMOIHOBAHOTO XapaKTepy, COPUINHEH] PAKETHUMHU Ta APOHOBUMH yIapaMH IO
00’€KTax E€HEpPreTHMYHOl, TPAHCHOPTHOI, MPOMHCIOBOI Ta  KUTIOBOI
1H(QpacTpyKTypu.  3HauyHa  KUIBKICTb  KaTacTpod  CYNpOBOIKYETHCS
pYyHHYBaHHSIM KPUTHYHO BAXKJIMBUX CUCTEM JKUTT€3a0€3MEUCHHS, MOXKEKaAMU,
BUOyXaMH, BUTOKAMH HEOE3MEYHUX PEUOBUH 1 MAaCIITAOHUMH T'yMaHITapHUMHU
HacligkaMu. Y TaKuX YMOBaxX HaBiTh JIOKAJIbHI 3a MacimTaboM mojiii MOXYThb
MPU3BOJUTH JI0 3HAYHUX JIIOJICBKUX, MaTeplaibHUX Ta €KOJOTIYHUX BTPAT, IO
O0OyMOBJIIOE HEOOXIJHICTh KOMIUIEKCHOTO HayKOBOI'O aHAII3y HaJA3BUYAHHUX
CUTyalllld Y KOHTEKCTI Cy4acHUX O€3MEeKOBUX BUKIIUKIB.

Hanzsuuaiina curyanis (HC) — ue nopymeHHss HOpMaJIbHUX YMOB KHUTTS 1
JISTIBHOCT1 JIFOJIEM Ha OKpemiil Teputopii abo 00’€KTi, CIPUUMHEHE aBapiclo,
KatacTpodoro, CTUXIHHUM JIMXOM a00 IHIIOK HEOE3NMEeYHOI TMOIIEI0, III0
MPU3BOIUTE a00 MOXXE TPHU3BECTH JO 3arvleni JoJed, MKOIU 370pOB IO,
MaTepialbHUX BTpPAT 1 TMOTIPIICHHS CTaHy HABKOJMIIHBOTO MPUPOTHOTO

CepeIOBHUIIIA.
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3riiHO 3 OPUIHATOI Kiacu@ikailiero, Haa3BUYalHI CUTYyaIllll MOAUISIIOTHCS 3a

TaKMMH OCHOBHHMMH O3HAKaMU:

* 32 OXO/KEHHSIM;
* 3a MaciITabaMu MOIIUPEHHS;

* 32 IIBUJIKICTIO PO3BUTKY;

* 3a XapakTepoM ypakaJlbHUX (haKTOPIB.

3a noxomxkenusM HC moauisroTecs Ha:
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* npupoAHi (CTUXINHI TUXa);

* TEXHOreHHI (aBapii Ta KaTacTpopu);

* COLIAJILHO-IOJITHYHI;

* BOEHHI.

CruxiiiHi nuxa — 11e HeOe3IleuHi IMPHUPOJHI SBHINA a00 IPOIECH, IO
BUHUKAIOTh y PE3yJbTaTl Jii CHJI IPUPOAM Ta XapaKTEPU3YIOThCS 3HAYHOIO
pPYHHIBHOIO 371aTHICTIO. BOHM MOXXYyTh MaTu SIK panTOBUM, TaK 1 MOCTYIOBHUI
XapakTep PO3BUTKY, OJHAK y OyIb-sIKOMY BHMAAKY MPU3BOIATH A0 CEPHO3ZHUX
NOPYUIEHb )KUTTEAISTILHOCTI HACEJICHHS.

OcoOnuBICTIO CTUXIWHUX JUX € iX OO0’€KTUBHUU Xapakrep, TOOTO
HE3aJIeXKHICTh BiJl BOJI Ta AISUTLHOCTI JIIOJIMHU. BogHOUac aHTpONMOT€HHUI BILIUB, a
came: BUpyOKa JIiciB, 3a0y/10Ba 3a1U1aB PIYOK, IOPYLIEHHS I1JIPOJOTTYHOTO PEXKUMY,
3MiHa KJIIMaTy 3HaYHO MOCUJIIOE€ MACIIITa0U Ta HACHIAKK IPUPOIHUX KaTacTpod.

3eMJIeTpyCcH HaJieKaTh 10 HaAMOUIbII HEOE3MEYHUX CTUXIMHUX JIUX,
OCKIJTBKA ~ XapaKTEpHU3yIOTHCS PANTOBICTIO BHUHUKHEHHS Ta  3HAYHOIO
IHTEHCUBHICTIO ypaKkalbHUX (pakTopiB. OCHOBHOIO MPUUYUHOIO 3EMJIETPYCIB €
TEKTOHIYHI ITPOLIECH B 3€MHII KOP1, 30KpeMa 3CyBU JITOCPEPHUX TUIUT.

Hacniaku 3emiieTpyciB BKIIIOUAIOTh:

* pyiiHyBaHHs OyAiBeJb 1 CIOPYI;

* MOMIKOJKEHHS TPAHCIOPTHOI Ta 1HXXEHEPHO1 1HYPACTPYKTYPH;

* BUHHUKHEHHS ITOXKEXK, BUOYXiB, BUTOKIB rasy;

* 3CyBH, 00BajH, IyHaMI.

JI71st MaricTepchbKOTO PiBHS aHaNi3y HaJA3BHYAaWHUX CUTYallid MPUHIUIIOBO
BOXJIMBUM € BpaxyBaHHS BTOPHHHUX YpaXalbHUX (HAKTOPIB 3EMIIETPYCIB,
OCKUIbKM CaM€ BOHU B OUIBIIOCTI BUMAJKIB 3YMOBIIOIOTH OCHOBHY YacCTHHY
JIOJCHKUX JKEPTB, MaTepiaibHUX 30UTKIB Ta JOBTOTPUBAIUX COIIAILHO-
eKOHOMIYHHUX HacliakiB. Ha BiMiHYy Bil IEpBUHHUX CEUCMIYHUX KOJIMBAHb, SIK1

MaOTh BiTHOCHO KOPOTKOYACHUM BILJIUB, BTOPUHHI (PAaKTOPH XapaKTePU3yIOThCS



KaCKaJIHUM 1 IPOJIOHTOBAaHUM XapaKTEepPOM Jii, 1110 3HAYHO YCKJIQJHIOE MPOLIECH
pearyBaHHS Ta JIIKBiJaIlii HACTIAKIB.

Jlo OCHOBHUX BTOPMHHHUX (AKTOpPIB 3E€MJICTPYCIB HaleXaTh TMOMKEXI,
BUOYXHU, pYWHYBaHHS I1H)KEHEPHHX KOMYHIKAIliil, 3CyBH, OOBajiH, I[yHaMi,
MIJTOIUIEHHS, a TaKOXX TEXHOTEHHI aBapii Ha MPOMMCIIOBUX 1 €HEPreTUUHUX
00’exTax. 30Kkpema, MOIIKOKEHHS ra30IPOBO/IIB Ta EJIEKTPUYHUX MEPEXK YACTO
MPU3BOJUTH JJO MACOBUX MOXKEX Yy IIUILHO 3a0yJ0BaHUX MICBKUX palloHax, Kl
MOKYTh TPUBATH 3HAYHO JIOBIIE 32 CaM CEHCMIYHMIA MOIITOBX 1 OXOIUIIOBATH
BENUKI TepuTopli. PyliHyBaHHS BOJONPOBIIHUX CHUCTEM YHEMOMXJIUBIIOE
OrepaTUBHE FACIHHS MOXKEX, 110 I1e OUIbIIIE MOCUITIOE MACIITa0u 30UTKIB.

[ToBeHi Hajie:kaTh O HAMOUIBII MONIMPEHUX 1 BOJHOYAC COLIAIBHO Ta
eKOHOMIYHO HeOe3MeYHMX CTUXiHHMX JMX Yy CBiTi. IX BMHUKHEHHS
3YMOBIIIOETbCA ~ KOMIUJIEKCOM — TIPOMETEOPOJIOTIYHUX 1  aHTPONOTE€HHHUX
YUHHUKIB, Cepell AKUX OCHOBHUMH € TpuBaJlli ab0 1HTEHCHBHI aTMOCQEpHIi
OTajy, IIBUJIKE TAHCHHS CHITOBOTO MOKPUBY, YTBOPEHHS JHOJOBHUX 3aTOPIB Ha
plukax, a TakoX apapii a00 pyHHYBaHHA TIAPOTEXHIYHUX CIOPYJ, 30KpeMa
nam0, Tpedenb 1 BOJOCXOBHI. Y Cy4aCHUX YMOBaX rioOallbHUX KJIIMATUYHUX
3MIH CIOCTEpIra€ThCs TEHJEHLIS A0 3POCTaHHA YacTOTH Ta 1HTEHCUBHOCTI
MMOBEHEH, IO IMIJACWIIOE IXHIH HEraTUBHHMM BIUIMB HA TEPHUTOPIi 3 BHUCOKOIO
MIJIbHICTIO HACEJIEHHS.

Hacnigky moBeHed MaioTh KOMIUIEKCHHUN XapaKTep 1 OXOIUTIOIThH Pi3HI
chepu KUTTETISIIBHOCTI CYCNUIBCTBA. 3aTOIUICHHS KUTJIOBUX, TPOMUCTOBUX 1
COLIIAJIBHUX 00’ €KTIB MPU3BOJUTH O 3HAYHUX MaTepiaibHUX 30UTKIB, BTpaTH
KUTJIa  HACENeHHSAM  Ta  TOpYHmeHHS  (YHKIIOHYBaHHS  CHUCTEM
XKUTTE3a0e3neueHHs. PyiiHyBaHHs aBTOMOOUIBHUX 1 3aJ1I3HUYHUX JIOPIT, MOCTIB,
1H)KEHEpHUX MEpPEXK BOJO-, Ta30- Ta EJIEKTPOIOCTaYaHHS 1CTOTHO YCKJIAJHIOE
MPOBEICHHS PATYBAJIBHUX 1 BIIHOBIIOBAJIBHUX POOIT, a TaKOX CIPUUUHSIE

TpuBaii nepedoi B poOoTi 1HGPACTPYKTYpH. 3HAYHOI IIKOAM 3a3HAE CIIBCHKE
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TOCTIOJIAPCTBO, OCKUIBKM TMOBEHI MPHU3BOAATH O 3aruOeli MocCiBiB, Aerpasartii
IPYHTIB Ta HOPYILIECHHS arpOBUPOOHUYMX ITUKJIIB.

Oxpemy HeOe3MEKy CTaHOBUTH 3a0pyAHEHHS MMOBEPXHEBUX 1 IMiJI3EMHHUX
JOKepeI MUTHOT BOJAY BHACIIAOK MOTPAIUISIHHS y BOJTy TOOYTOBUX, IPOMHCIIOBUX
1 CLIIbCBKOTOCIIOJAPChKUX CTOKIB. Lle cTBOprO€ mepeayMoBu Uil TOTIPIIEHHS
CaHITapHO-EMIIeMIONIOTTYHOI CUTYyallli, BUHUKHEHHS cHajaxiB 1H(QEKIIHHUX
3aXBOPIOBaHb Ta 3POCTaHHS MEIUKO-O10JIOTTYHUX PU3MKIB U1 HaceleHHS. Y
MICIISIMaBOAKOBUHN MEPioj Taki HACHIIKA MOXYTh 30epiraTucsi TpUuBajiui vac 1
NOTPeOYIOTh 3HAYHUX PECYPCIB AJIA iX JIKBIJIALI].

Oco0nuBO HEOE3NMEYHUMU 3 TOYKH 30py LMBUIBHOTO 3aXHCTY € parToBl
NABOAKU, SKI XapakTEepPU3yIOTbCSd CTPIMKHM MIIHOMOM pIBHS BOJM Ta
00OMeKEHHUMH MOKJIMBOCTSMU NPOTHO3YBaHHs. BICYTHICTh 1OCTaTHBHOTO Yacy
JUIsL OpraHi30BaHOi €BaKyallli HACEeJIEHHs 3HAa4YyHO MIJBUIILYE PIBEHb 3arpo3u
KUTTIO Ta 3JI0pOB’I0 JIIOJIEW 1 YCKIAJIHIOE POOOTY aBapiiiHO-pATYBAIbHUX
ciy>k0. Y 3B’SI3Ky 3 IIUM JIJIsl MariCTEPChbKOTO PiBHS JAOCIIKEHb aKTyaJbHUM €
MUTAHHS BIOCKOHAJICHHS CHCTEM MOHITOPUHTY, IMIPOTHO3YBAaHHS Ta PAHHBOTO
OMOBIIIEHHS TPO TOBEHI SK KIYOBUX €JIEMEHTIB 3HWKEHHA pPH3UKIB

HAJ3BUYAHUX CUTYAIliil.
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Jlo okpeMoi rpynu CTUXIMHUX JIMX HajeKaTh aTMOchepHi HeOe3MeuH1 SIBUIIA, SIKi

(bOpMYIOThCSI BHACIIJIOK IHTEHCUBHUX TPOIIECIB y Tporocdepi Ta XapaKTepU3yIOThCs

3HAYHOIO PYHHIBHOIO Ji€t0. JI0 HUX BITHOCSATHCA yparanu, OypeBii, cMepyi, CHIIbHI

3JIUBH, Tpaj 1 XypToBUHHU. CIUIBHOK O3HAKOIO IUX SIBUII € HASBHICTh MOTY>KHHUX

ypaxkanbHuX (HaKToOpiB, cepel IKUX MPOBIAHE MICIIE MTOCIIA€ BUCOKA IIBUIKICTh BITPY,

10 37]aTHA COPUYMHATH MacIlITaOH1 MEXaHIuH1 MOMIKOXKEHHS Oy A1Belb, 1HKEHEPHUX

cropya Ta 00’€KTiB 1HQPACTPYKTYpH.

PyiiniBHMIA BITMB aTMOC(hEpHUX HEOE3MEUHUX SBUIIT TPOSIBISETHCS Y 3pUBI
MOKpiBeNb, TaJIHHI JEepeB 1 OMOp JIHIM eleKTponepenay, MOIIKOHKEHH]
TPAHCTIOPTHUX 3acO0iB Ta BHUPOOHMYMX OO0’ €KTIB. YparaHHi BITpH U cmepui

MOXYTh TPU3BOJIUTH JI0 TTIOBHOT'O 3HUIIIEHHS OKpEeMUX Oy/1BEJIb 1 3HAYHUX 3MIH



y MJIaHYBaJIbHIN CTPYKTYpi HaceIeHUX MyHKTIB. CUIIbHI 37IMBU Ta XypTOBHHH, Y
CBOIO 4Epry, YCKJIATHIOIOTH pOOOTY TpPAaHCIOPTY, CHPHUSAIOTH BHHUKHEHHIO
aBapifHUX CHUTyaIllll Ha IIJISXaX CIOJIYYEHHs Ta CTBOPIOIOTH 3arpo3y JKUTTIO 1
3JI0pPOB’I0 HACEJICHHA.

AtmocdepHi HeOe3NeuHi SBHUIA YacTO CYIMPOBOKYIOTHCS TPHUBAIUMU
BIJIKJIIOYCHHSIMU ~ €JIEKTPOCHEPT1i, MOPYLIEHHSAM (YHKI[IOHYBaHHS CHUCTEM
3B’SI3KY, BOJIO- Ta TEIUIONOCTaYaHHs, 10 IPU3BOIUTH 10 3001B y poOOTI CUCTEM
KUTTe3a0€3MeUeHHST MICT 1 IPOMUCIOBUX 00’€KTIB. Y 3UMOBHIA Mepioj Taki
SABUIIA, K XYPTOBUHHM Ta OOJICICHIHHS, MOXYTh IapajizyBaTU TPAHCIIOPTHE
CIOJIyYCHHSI Ha 3HAYHUX TEPUTOPISAX 1 CYTTEBO YCKIAIHIOBATH ISUIbHICTb
aBapiHO-PATYBAIBLHUX CITYXO.

TexHoreHHi HaA3BUYalHI CUTYyaIlll MOCIIal0Th OCOOJIMBE MicClle cepe
3arpo3 Oe3melll JKUTTEISIIBHOCTI HACeNeHHs, OCKUIbKA —O0e3MocepeIHbo
NMoB’si3aHl 3 (PYHKIIOHYBaHHSIM CKJIQIHUX TEXHIYHUX CHCTeM 1 00’ €KTIB
BUPOOHMUOT Ta 1HPPACTPyKTypHOI cPpepu. TexHOreHHa aBapisi BU3HAYAETHCS K
NOPYIIEHHS! HOPMAJILHOTO PEXHUMY POOOTH TEXHIYHOI CHUCTEMH, OOJagHAHHS
abo0 o00’ekTa, MO MNPU3BOAUTHL ab0 MOXKE TMPHU3BECTU JO BUHUKHEHHS
HeOe3NeYHUX YMHHUKIB, MaTepialIbHUX 30UTKIB 1 3arpo3u KUTTIO Ta 370POB’ IO
monein. Karactpoda € HalOUIbII TSXKKOWO (POPMOIO TEXHOTEHHOI aBapii Ta
XapaKTEePU3yEThCSl MACIITAOHUMHU PYWHYBAaHHSIMH, 3HAYHOIO KIJIBKICTIO
JIOACHKUX JKEPTB, a TaKOX JOBFOTPUBAIMMH COLIAIbHO-CKOHOMIYHUMH I
€KOJIOTIYHUMH HAacIHiJIKaMH, JIKBIOALld SKUX MOTpeOye 3HAYHUX PECYpCIB 1
yacy.

Cepen TeXHOTEHHMX aBapiil 0cO0MMBY HEOE3MEKY CTAHOBIISATH IPOMUCIIOBI
aBapii, 110 BUHUKAIOTh HA MIJIPUEMCTBAX 13 MIABUIICHUM PIBHEM PHU3UKY,
30KpeMa B XIMI4HIH, eHepreTuyHii, HaQTOXIMIYHIN Ta METaTypriiiHii ramy3sx.
Taxi aBapii CynpoBOIKYIOThCS JII€}0 MOTYKHHUX YpakalbHUX (PakTOpiB, cepen
SKUX TIPOBIAHE MICIIE IMOCIIAIOTh TOKCHYHI BHUKHAM HEOC3MEUHHMX XIMIUHHX

pPEUYOBHH, BUOYXH, TIOKEXK1, @ TAKOXK TEIUIOBE W XIMIUHE ypaKE€HHS JIIOJeH Ta
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00’ekTiB JOOBKULIL. Hacmigkn npoMHCIOBHX aBapiii MaroTh, SK MPaBUIIO,
KOMIUIEKCHHM XapakTep 1 MOXYThb BHUXOJUTH 3a MeEXl BHPOOHUYOTO
MalJaHIMKa, TTOMHUPIOIYHNCH Ha PUJIETII TEPUTOPII.

Oco6nuBy 3arpo3y I HACEJICHHS CTAaHOBIATH aBapii Ha MPOMHUCIOBUX
00’€KTax, pO3TalllOBaHUX MOOJMU3Y TYCTOHACEJIEHHX paloHIB ab0 B Mexax
BEJIMKHUX MICT. Y TaKUX BHUIIaJKaX HaBITh JOKAJILHI 32 MAcIITA0OM IHIIUIEHTH
3J1aTHI MPU3BOJIUTH JI0 MACOBOTO YPaKEHHS JIF0JIel, HEOOX1THOCTI MPOBEACHHS
eBaKyalliiiHMX 3aX0/iB 1 TPUBAJIOro oOMEeXEeHHs] BUKOPUCTaHHs TepuTopiil. Le
3YMOBJIIO€ IT1JIBUILIEHI BUMOTH JI0 CUCTEM IPOMUCIIOBOI 0€3MEKH, MOHITOPUHTY
Ta YNPaBIIIHHS PU3UKaMU Ha 00’ €KTax MiABUIIEHOI HEOE3MEKU.

Baromoro  cknazoBOIO TEXHON€HHUX  HAJ3BHYAaHHUX CHTyalld €
TPaHCHOPTHI KaTacTpou, SKi OXOIUTIOIOTH aBapii Ha aBTOMOOLILHOMY,
3aJ1i3HUYHOMY, MOPCBKOMY Ta aBiallifHOMy TpaHCIOPTi. IX XapakTepHOIO
OCOOJIMBICTIO € pamnTOBICTh BHHUKHEHHS Ta BHUCOKAa WMOBIPHICTH MacOBOi
3arubeni moged. OcoOnMBO HEOE3NMEYHUMHU € TPAaHCIOPTHI KaTacTpodu,
MOB’s3aHl 3 TIEPEBE3CHHSIM HEOE3MEUYHUX BaHTAXIB, TAKUX SK BHUOYXOBI,
JIETK03aliMHUCTI, TOKCUYHI a00 paJl0OaKTUBHI PEYOBUMHHU. Y TaKUX BHUIAJKAX
HACIJKM aBapii MOXYTh MaTh HE JMIIE JIOKaJIbHUN, a ¥ perioHaIbHUMN
XapakTep, OXOIUTIOIYN 3HAUYHI TEPUTOPII.

Haii6inpin ckmagHUMU Ta HEOE3MEUHUMH 3 TOYKU 30pY JOBTOCTPOKOBHUX
HACJII/IKIB € paJliailiifHi aBapii, o OB’ s13aHi 3 BAKUOM a00 HEKOHTPOJIHOBAaHUM
MNOIIMPEHHSAM 10HI3yIOYOTO BHUIIPOMIHIOBAHHS. PajloakTuBHE 3a0pyAHEHHS
HABKOJIMIIHEOTO TPUPOTHOTO CEPEAOBUINA PU3BOIUTE 0 YPAKECHHS JIIOJEH,
NOPYUIEHHS! MPUPOJHUX EKOCUCTEM, Jerpajaiii 3emenb 1 oOMmexeHHs abo
MOBHOT HEMOXJIMBOCTI BUKOPUCTaHHS 3a0pyJHEHUX TEPUTOPIH MPOTIAroM
necatiniTh. OCOONMMBICTIO pamlalliiHUX aBapidi € HasSBHICTh BiJJAICHUX
MEUKO-010JI0TIYHUX e(DEeKTIB, 30KpeMa 3pOCTAHHS OHKOJIOTTYHHUX 3aXBOPIOBAHb

Ta FEHETUYHUX MOPYIIEHb, IO MACHIIOE X COIIAIbHY 1 €KOJIOTIUHY HEeOE3IeKY.
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TakuMm YMHOM, TEXHOTEHHI aBapii Ta KaTacTpodu XapaKTepU3yIOTHCS
BHCOKUM DPIBHEM CKJIAJHOCTI, 6araropakTOpHICTIO Ta 3HAYHUMH MaclITabamu
MOTEHLIHHUX HACHIJIKIB, III0 3yMOBIIIOE€ HEOOX1IHICTh X KOMIUIEKCHOTO aHaJli3y
B ME&XaX MariCTepChKuX JOCIIKEHb 13 O€3MEeKH KUTTEMISIIBHOCTI, IIUBLIHHOTO
3aXUCTYy Ta TEXHOTEHHO-EKOJIOTTYHOI Oe3MeKHu.

Hacninku cTuxiiHuX JTuX Ta KatacTpod MarOTh OaraTOBUMIPHUM XapaKTep
1 OXOILUTIOIOTH COIllaJIbHY, €KOHOMIYHY, €KOJIOTIYHYy Ta MEIUKO-010JI0TIUHY
chepd CyCHiTBHOTO SKMTTA. IX MacmiTab 1 TpHBamicTh 3aleXaTh Bif
IHTEHCUBHOCTI TOJ1i, PIBHS MIATOTOBJIEHOCTI TEPUTOPIi Ta €(PEKTUBHOCTI
CHCTEM pearyBaHHSI.

CoulanpH1 HACHIIKK HAJA3BUYAaHUX CUTYalli MPOSBIISIOTHCS y 3aru0eri Ta
TpaBMyBaHHI JIIOJIeH, 3pOCTaHHI PIBHA I1HBAIIM3aIlll, BUMYIICHIH Mirparii
HACEJICHHS, @ TAKO BUHUKHEHHI MICUXOJIOTTYHUX TPaBM 1 COIIAIbHOT HAIIPYTH.
Macmtabni karacTpodu MPU3BOJATH 10 MOPYLIEHHS 3BUYHUX YMOB KUTT,
3HUKEHHS PIBHS COLIIAIbHOI CTaO1IBLHOCTI Ta OCIA0JICHHS JOBIPU HACEJICHHS 110
THCTUTYLIH J1ep>KaBHOTO YIPABIIIHHS.

EKOHOMIUHI HACHIAKM CTUXIHHUX JHMX 1 KaTacTpod mMOB’s3aHl 3
pYWHYBaHHSIM OCHOBHHMX BHUpPOOHMYMX (DOHIIB, BTPATOd BHUPOOHUUOTO
MOTEHIIIAJly Ta 3POCTaHHSAM JCP)KaBHUX 1 MICIIEBHUX BHUTpPAT Ha JIKBIIAIIIO
HACIAKIB 1 BiMHOBIEHHS 1HGpacTpykTypu. s kpaiH 13 mepexigHoro ado
TaKOI0, 10 PO3BUBAETHCS, EKOHOMIKOIO TOAIOHI BTpaTH MOXYTh MAaTH
JIOBTOTPUBANINII HETATHBHHUI BIUIMB HAa TEMIIM €KOHOMIYHOTO 3pPOCTaHHS Ta
COLIIAJIbHO-€KOHOMIYHUI PO3BUTOK Y LIJIOMY.

Exonoriydi HacaiAKM Ha3BUYAMHUX CUTYaI1i IPOSIBISIOTHCS Y IeTpaaaiiii
NPUPOAHUX €KOCUCTEM, 3a0pyAHEHHI aTMOC(HEPHOro MOBITPS, TOBEPXHEBUX 1
M1J36MHHUX BOJI, @ TAKOK IPYHTOBOTO MOKPUBY. Y MOETHAHHI 3 IIUM BUHUKAIOTh
MEUKO-010JI0T19H1 HACJI/IKH, 101(0) BKJIIOYAIOTh MOTIPIICHHS
CaHITApPHOCTIIIEMIOJIOTIYHOI CHUTYyaIlli, crajaxy 1HQEKIIHHNX 3aXBOPIOBAHb,

OTPYEHHS Ta BiAJalieH] HEraTUBHI €()EeKTH IJIs 3I0POB S HACETIECHHS.
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Cruxiiini nuxa, aBapii Ta KaTtacTpodu € HEeBIT €EMHOIO CKIAJOBOIO CyYaCHHX
PU3HKIB IS CYCHiJbCTBA. IXHill BIUIMB BMXOAMTH JAJEKO 3a MEXi Oe3rocepeaHix
pyHHYBaHb, OXOIUIIOIOYH COLlIaJbHY, EKOHOMIYHY, €KOJOTIYHY Ta MEIUKO-010JI0T1UHY
cpepu. 3pocTaHHS YACTOTH Ta MaclmTablB HAA3BUYANHMX CHUTyallll BHUMarae
KOMIUIEKCHOI'O TIAXOAYy JO YIpPaBIiHHS pPHU3UKaMH, 10 BKIIOYAE HAYKOBE
IPOrHO3YBaHHS, YJIOCKOHAJEHHS CHCTEM MOHITOPUHIY, MIJIBUILEHHS PIBHS
HIATOTOBKM HACEJIEHHSA Ta PO3BUTKY €(EKTUBHHUX MEXaHI3MIB pearyBaHHA. Jlumie
CHCTEMHa Ta MPEBEHTUBHA MOJITHKA y cepl IUBUIBHOTO 3aXUCTY 3/1aTHA 3MEHIITUTH
HEraTHBHI HACJIJIKM CTUXIMHUX JIUX 1 KaTacTpod Ta 3a0€3MEeUUTH CTIMKUNA PO3BUTOK

CYCH1JIbCTBA.



BUCHOBKHA

VY kBamidikariitHii poOOTi MPOBEACHO KOMIUIEKCHE TOCIIKEHHS MOKIMBOCTEH
3aCTOCYBaHHS TEHEPATUBHUX MOBHUX MOJIEICH il BUSBIICHHS Ta Kiacuikarrii
HIK1JIMBOTO MPOTPaMHOro koxy. Jlocsirayta Mera poOOTH MOJSTAE Y MiATBEPIKEHH1
JOIIIBHOCTI BUKOPUCTAHHS CYYaCHUX BEJIMKUX MOBHUX MOJENEH SIK 1HCTPYMEHTY
CEMaHTHYHOT'O aHaJi3y KOJy B yMOBax 0OMEXEeHOT KUIBKOCTI MPUKIIa/IiB HAaBYaHHS Ta
BHCOKOT BaplaTUBHOCTI IIKIIJTUBUX MPOTPAM.

VY xoai BUKOHaHHS POOOTH 3IIMCHEHO TPYHTOBHHUU aHali3 Cy4acCHOTO CTaHy
npoOJsieMu BUsIBJIEHHS malware Ta iCHyroUuX MiJIX0/1B /10 oro aHanizy. [Tokazano, 1o
TpaaMIiiiHl curHatypHi Ta rule-based meTonu BTpadaroTh €PEKTUBHICTh YHACTIAOK
aKTUBHOT'O BUKOPUCTAaHHA 00(]ycKalii, HoaiMop(i3My Ta JUHAMIYHOTO 3aBaHTaKEHHS
koxy. KjacuuHi migXxoau MaIlMHHOTO HaBYaHHs, XOo4ya W 3JaTHI y3arajibHIOBATU
O3HAaKM, 3HAYHOIO MIPOIO 3ajJeXaThb B SAKOCTI MONEPEIHbO CHOPMOBAHUX
XapaKTEPUCTUK 1 BEJIUKUX OOCSTIB PO3MIYEHUX JaHUX. Y I1bOMY KOHTEKCTI
OOTPYHTOBAHO TEPCIEKTUBHICTh BUKOPHUCTAHHS TE€HEPATUBHUX MOBHHUX MOJCIIEH,
3IaTHUX aHai3yBaTH MPOrPAMHHI KOJ K IUTICHY JIOTIYHY CTPYKTYpY.

VY apyromy po3aiii po3risiHyTO TEOPETUYHI Ta MPUKIAAH] 3acaJii BUKOPUCTAHHS
TeHepaTUBHUX MOBHHUX MOJENEH y 3aJadyax aHaji3y MIKiJUIMBOTO MPOTPaAMHOTO
3a0be3nedenns. BuszHaueno, mo LLM € cydyacHUM KiacoM MojeNeld IITy4HOTO
IHTEJIEKTY, 3AaTHUX (DOPMYBATH KOHTEKCTHO 3aJIeXkKHI MPEACTABICHHS SIK MIPUPOTHOL
MOBH, TaK 1 MMPOTPaMHOro KOy, 10 3a0e3mnedye mepexiy BiJ MOBEPXHEBOIO aHAJI3Y
O3HAK JIO CEMaHTUYHOI IHTEpIpeTaIlii JIOTIKM BHUKOHAHHS mporpam./leTaibHO
pOaHANI30BaHO CTPYKTypy Transformer y BHTIIAAI CXEMH «KOIEP—ICKOIEP»,
OPUHIMON (DYHKIIOHYBaHHS €HKOJepa W JEKOoJAepa, a TAKOXK POJb MO3UIIHHOTO
KOJIyBaHHS, 0araTorojoBOi yBaru, pe3uAyalbHUX 3 €JHaHb 1 HOpMaiizaiii B
3a0e3MedeHHl CTa0IbHOCTI Ta €(PEKTUBHOCTI HaBYaHHSA. BUKOHAHO MOPIBHAJILHUN
aHaji3 TPaAuIIMHIX METOMIB (CTATUCTHYHMMA Ta AUHAMIUYHMH aHam3, ML-miaxoan) i
nigxo/iB Ha ocHoBi LLM. Bcranosneno, mo LLM maroTh nmepeBaru y CTIHKOCTI 70

oO¢yckamii, 3matHOoCcTi A0 zero-shot/few-shot y3araabHeHHS Ta  BHCOKIH



IHTEPIIPETOBAHOCTI, TMPOTE XaPaKTEPU3YIOTbCA 3HAYHUMHU  OOYHUCIIOBAIbHUMU
BUTpATaMU 1 pU3UKaMH T€HEPATUBHUX TTOMHJIOK.

Y TpeThoMy pO3aisIi BUKOHAHO MPAKTHYHY peali3alliio 3aCTOCYBaHHS BEIMKUX
MOBHHUX MOJIEJNICH JIsl BUSBJICHHSI Ta KiIacu(iKaIlii IIKiJIMBOTO MPOTPaMHOTO KOy, a
TaKOX MPOBEJCHO MOPIBHSIBHUMN aHali3 pe3yibTaTiB aiig moaeneit GPT, LLaMA ta
Mistral. KopekTHicTe TOpiBHSHHS 3a0€3MeueHO yHI(PIKOBaHOK METOIUKOIO:
OJIHAaKOBUM (opMaTroM JaHuX, (ikcoBaHUM prompt Ta igeHTHYHUMHU few-shot
NPUKJIaJaMU 7151 BCIX MOJEIEH.

Takoro o6rpyHTOBaHO BHOIp TphOX ciMelcTB LLM sk penpe3eHTaTUBHHUX TS
pi3HHX cueHapiiB BukopucTaHHs B KiOepOesneui: GPT sk eranoHHe KomepliliHe
pillIEeHHS 3 MaKCUMaJbHOIO sikicTio, LLaMA sik open-source MoJieb 1Jis JIOKaJIbHOTO
posroptanHs Ta Mistral sk pecypcHO-ONTHMI30BaHa MOjielb. TakoX apryMEHTOBaHO
HEJOIIbHICTE  3acTocyBaHHs BERT-momiOHMX eHkoaepHMX Mojeled uepes
BIJICYTHICTh TE€HEPAaTUBHUX MOMJIMBOCTEH, OOMEKEHHS KOHTEKCTYy Ta HIKYY
IHTEPIPETOBAHICT 1] Yac aHaJII3y KOJy.

VY X0l MpakTUYHOI YaCTUHU poOOTH Oyno copMoBaHO 30amaHCOBAHUN HAOIpP
JAHUX, IO MOEJHYE pealibHl 3pa3Ku ILIKIJAJIMBOIO MPOrPaMHOrO 3a0e3MEeUeHHS 3
peno3utopito MalwareBazaar Ta neriTuMHMIA NOporpaMHM KOA 3 BIAKPUTHX
peno3utopiiB GitHub. Jlna ananizy Ta kinacugikaiii mporpaMHOTO KOJIy 3aCTOCOBAHO
METOJMKY BHKOPHCTaHHS BEJIMKUX MOBHHUX Mojenei 13 few-shot migxomom, sikwit
3a0e3nedye MIABUINEHY CTaOIIBHICTh BINNOBiAeH 1 yHidikoBaHUM ¢opmar
pe3yabTatTiB. 3a pe3yJibTaTaMu €KCIEPUMEHTIB peali30BaHl MalIiailHu TeCTyBaHHS
MOKa3aJId CyTTEBI BIAMIHHOCTI MiX Mozaemsimu. Mogaens GPT npomemoHcTpyBaia
HaWBUILl 3HAYEHHS BCIX OCHOBHHUX METPUK 1 MIHIMAJIbHY KUIBKICTh MPOMYCKIB
IIKIJJIMBAX  3pa3KiB, M0 € KPUTHYHO BAKIWBHM JUIA MPAKTUYHUX CHCTEM
kibep3axucty. Mogenr LLaMA 3a0esneunsna 30aqaHCOBaHE TMOEIHAHHS SKOCTI
kiacudikarii Ta MOXKIMBOCTI JIOKAJIBHOTO po3ropTaHHs. Moaens Mistral mokasana
HUKY1 3HAYEHHS METPUK 1 OUIbITYy KUTBKICTh XHMOHMX PIIIeHb, OJHAK BUPI3HSIACS
HaMEHIIMMH BUMOTaMU J0 OOYMCIIIOBAIILHUX PECYPCIB, 10 POOUTH 11 MPUIATHOIO

JUTSL IIIBUJIKO1 MEPBUHHOI (DUIBTpAIlli TPOrpaMHOTO KOY.
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(TeproninLCLKHIT HAIOHANLHUIT TEXHIMHKII yHIBepcHTeT IMeHl [Bana [Tymos, Ykpaina)
IFEHEPATHBHI MOBHI MOJIEII B AHAIIBI HIKLTHBOIO KOJIY

UDC 004.056.53:004.8
0. Lehkobyt; M. Stadnyk, PhD

GENERATIVE LANGUAGE MODELS IN MALWARE ANALYSIS

Crpivke posmmupens nH(POBHX CEpBICIB Ta 3POCTAHHA KUILKOCTI KOPHCTYBa4iB B OHJIAiH-
MPOCTOPI NPH3IBOAATE J0 NMOABH AeAan cKaaanimmux xibepsarpos, ski 6e3nocepe/ b0 BIUIHBAIOTL HA
Gesnexy SK opraHizanii, Tax 1 okpemux mogaeit. I'enepatusii mosui moaem (LLM) sigirpaiors aeaani
BaAMBINIY poab y chepi kibeplesnekn, 30KpeMa B aHanI31 WKUIMBOTO MPOrpaMHoro 3abesneyueHns.
3pocranna macmrabis kibep3arpos Ta YCKIAJHEHHS TeXHIK 00X0ay TPaaMuiiHHX CHCTEM 3aXHCTY
NPU3BEIHN 10 TOro, mo malware cras OHHM 13 K/HOUOBHX BeKTOpIB atak y 2023-2025 pp. 3a nannmn
38ITY CrowdStrike Ta Mandiant kinekicTh HOBHX 3pa3kiB wkivmeoro [13 mopiuno 36insmyerses na
30-40%, a 3HauHa YacTHHA 3 HHX CTBOPIOETBCE a60 MOAMPIKYETHCH 13 BHKOPHCTAHHAM
ABTOMATH30BAHHMX IHCTPYMEHTIB 1 TIEHEPAaTHBHHX QJrOPHTMIB, M0 CYTTEBO YCKIAAHIOE IXHIO
IeHTH(DIKANTIO KNACHYHHMH METOAaMIL.

Cyuacunit malware 4acTo npHUXoBYe CBIif cnpasxHiil PyHKIIOHAN 33 Aonomorow obdyckanii,
wndpysanns abo cnemiaibHUX anTHaHAM3HNX MexaniMiB. Lle sunxye edexTHBHICTL TpannuuiiHux
IHCTPYMEHTIB 1 CTBOPIOE NOTpedy B INTISKTYANLHHX MIIX0AAX, 3AaTHHX IHTEPNPETYBATH JIOTIKY KOAY
Ha PIBHI fOr0 HaMIPIB, a HEe JHIIC NOBEPXHEBOI CTPyKTypH. I'eHeparusni Moaeni, noOyaoBaHi Ha
apxitextypi Transformer, 3jaTsl asanmsyBaT nporpaMuuii KoaA noaibHO 10 eKCnepra: BHABIASTH
NPHUXOBaHl 3B'A3KH MUK (DyHKUISAMM, BH3HauaTH KOHTexcT Buxopuctanns APl ta ommioBatn
NOTEHIITHO Hede3neuny NOBEAIHKY.

OcobauBy NpakTHYHY UIHHICTL CTAHOBHTL 3aaTHicTe LLM noscuioBath pesyibTaTti aHamsy
npupoaHoi0 MoBo. Lle 3menmye HapanTaxenns Ha anamTHKIB SOC-ueHTpIB 1 JONOMarae msHaIe
YXBamIOBATH plleHHS y pasl inuujgentis. /logarkose nasuanHs Mojaenedl Ha Habopax aaHux Ta
IHTErpauis 3 J0MeHHOW 0a3010 3HaHbL NOKPAIIYIOThH TOYHICTL BHABICHHSA 33arpo3 1 JA03BOJIAIOTH
a7anTyBaTH CHCTEMY /10 HOBHX INKIUTHBHX CIMEIICTS.

Pasom 13 Tam Brnposajpxenns LLM y npouec ananisy mxuypaMBoro Koay CynpoBOIKYEThCS
NEBHUMH BHKJIMKaMH. 30Kpema, MOea MOXKYThL reHepysati xuOHl BucHOBKH abo nebamanuit Kox,
AKIIO HE AOTPHMaHO noaituk Gesnexkn. He menm BkauBHMH € nuTanus oOpoOKH KOH(UICHIIHAHIX
JAaHUX, BPa3IMBICTS 10 HEKOPEKTHHX MPOMITTIB Ta noTpeda y 3HauHuX 060UHCIIOBAIBHHX pecypcax.

[Tonpu ne, cxcnepumermmbui AOCHIKEHHS ACMOHCTPYIOTh CYTTEBE 3POCTANHS eheKTHBHOCTI
cHcTeM Kibep3axueTy y pasi NOCIHaHHs KIACHYHHX maxoais 1 moxnusocteil LLM. Intenexryansnnii
aHan3 J03BOMSC 3IMCHIIMTH KUILKICTE XHOHONMO3ZHTHBHHX CHPAlOBaHb, CKOPOTHTH 4ac o0poOku
IHIHICHTIB Ta NUIBHIIMTH AKICTh NPOrHO3YBAHHA PH3MKIB. BHKOPHCTaHHA reHepaTHMBHHX MOJeei
(hOpMYE OCHOBY /IS HOBOTO NOKOIIHHA 3JANTHBHUX CHCTEM Ge3MexH, 3AaTHHX ONepaTHBHO pearysaTti
Ha MBHAKO MIHJIMBI 3arpo3H Cy4acHoOro Kibepnpoctopy.

Jlitepatypa
I. CrowdStrike. (2024). 2024 Global Threat Report. CrowdStrike Holdings, Inc. https:/www.
crowdstrike.com/global-threat-report/ (date of access: 03.12.2025).
2. Mandiant. (2024). M-Trends 2024 Special Report. Mandiant, Google Cloud. https:/www.
mandiant.com/resources’m-trends (date of access: 03.12.2025).




Honatok b Jlictrunr GPT.py

# gpt full pipeline.py

# Dataset columns expected: file name, code, label
(malicious/benign)

# Requires: pip install pandas scikit-learn openai

# Env: export OPENAI API KEY="..."

import os import

Jjson import time

import pandas as pd

from sklearn.model selection import train test split

from sklearn.metrics import accuracy score,
classification report, confusion matrix

from openai import OpenAl

# —--- CONFIG ----

DATASET PATH = "dataset.csv"

MODEL NAME = "gpt-5" # choose an available model in your OpenAl
account

TEMPERATURE = 0.0
MAX CODE_CHARS = 8000
FEW SHOT PER CLASS = 2

# Prompt candidates (we'll pick best on val split from train)
PROMPT CANDIDATES = [
"You are a cybersecurity analyst. Analyze code statically.
Classify as malicious or benign.",
"You are a malware analyst. Identify malicious intent in code
(static only). Output a strict label.",
"You are a secure code reviewer. Decide if code is malicious.
Be conservative; avoid false positives."

]
client = OpenAl ()
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def clamp code(code: str, limit: int = MAX CODE CHARS) -> str:

code = (code or "").strip /()
return code 1f len(code) <= limit else code[:1limit] + "\n/*
TRUNCATED */"
def load dataset (path: str) ->
pd.DataFrame:
df = pd.read csv(path) for col in
["file name", "code", "label"]: if col
not in df.columns:
raise ValueError (f"Missing column '{col}' in

dataset.csv")

df ["label"] =
df ["label"].astype (str).str.lower () .str.strip() allowed
= {"malicious", "benign"} if not
set (df["label"] .unique()) .issubset (allowed) :

raise ValueError (f"Labels must be in {allowed}")
df["code"] = df["code"].astype(str) df ["file name"]
= df["file name"].astype(str) return df
def split train test(df: pd.DataFrame) :
train df, test df = train test split(
df, test size=0.2, random state=42, stratify=df["label"]
)
# further split train into train core + val (for prompt
selection) train core, val df = train test split(
train df, test size=0.2, random_state=42,
stratify=train df["label"]
)

return train core.reset index(drop=True),

val df.reset index (drop=True), test df.reset index (drop=True)

def build few shot (train core: pd.DataFrame, n per class: int =
FEW_SHOT PER CLASS) :
Few-shot: show a couple of benign/malicious examples with the

expected JSON output.
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Uses ONLY train core.

LIRIR]] msgs = [] for label in

["malicious", "benign"]:

subset = train core[train core["label"] ==
label] .head(n per class) for , row in subset.iterrows():
code = clamp code (row["code"]) msgs.append ({
"role": "user",
"content": (

"Classify the code as malicious or benign.\n"
"Return JSON with keys: label, confidence,

rationale.\n\n" f"Code:\n{code}"

)

msgs .append ( {
"role": "assistant",
"content": json.dumps ({

"label": label,

"confidence": 0.9,
"rationale": "Few-shot example from training
split."
})
}) return msgs
def

gpt classify (code:
str,
system instructions:
str,
few shot msgs):
Returns dict: label pred, confidence, rationale
Uses Responses API with JSON output format.
:contentReference[caicite:0] {index=0}

code = clamp code (code)
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user msg = (

"Task: classify the following code as malicious or
benign.\n"
"Output STRICT JSON object with:\n"

' - "label": "malicious" or "benign"\n'

' - "confidence": number from 0 to 1\n'
' - "rationale": short explanation (1-3 sentences)\n\n'
f"Code:\n{code}"

)

response = client.responses.create
model=MODEL NAME, input=[{"role": "system",
"content": system instructions}] + few shot msgs + [{"role":
"user", "content":

user msg}],
temperature=TEMPERATURE,
text={"format": {"type": "json object"}}, # JSON mode /
structured output style :contentReferencel[oaicite:1l]{index=1}

)

raw = response.output text.strip()

try:
data = json.loads (raw)
except json.JSONDecodeError:

# fallback: attempt to extract JSON portion

start = raw.find("{")
end = raw.rfind("}")
data = json.loads(raw[start:end + 1])
label = str(data.get("label”™, "")).lower().strip/()

if label not in {"malicious", "benign"}:

label = "unknown"

conf = data.get ("confidence"™, None)

try:
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conf = float (conf)

except Exception:

conf = None
rationale = str(data.get("rationale™"™, "")).strip/()
return {"label pred": label, "confidence": conf, "rationale":
rationale, "raw": raw}

def eval on df (df: pd.DataFrame, system instructions: str,

few shot msgs) :

preds = [] for , row in

df.iterrows () : # retry for

transient failures for attempt

in range(3) : try:

out = gpt classify(row["code"],
system instructions, few shot msgs) break
except Exception as e: if attempt ==
out = {"label pred": "error", "confidence":

L1 nmw
.

None, "rationale": str(e), "raw

time.sleep(l.5 * (attempt + 1))

preds.append (out ["label pred"])
return
preds
def
main () :
df = load dataset (DATASET PATH)
train core, val df, test df = split train test (df)

few shot msgs = build few shot(train core)

# -—-—-- Prompt selection on val ----

best prompt = None best acc = -1.0
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for cand in

PROMPT CANDIDATES:
system instructions = (
cand
+ " Never execute code. Focus on intent/behavior. "
+ "Return only the required JSON."
)
val pred = eval on df(val df, system instructions,
few shot msgs) acc =
accuracy score(val df["label"], val pred) if

acc > best acc: best acc = acc

best prompt = system instructions

print ("Selected prompt:", best prompt)

print ("Validation accuracy:", round(best acc, 4))

# -———- Final test evaluation with fixed prompt ----
test pred = eval on df (test df, best prompt, few shot msgs)

acc = accuracy score (test df["label"], test pred)
print ("\nTEST Accuracy:", round(acc, 4)) print("Confusion matrix
(rows=true, cols=pred) [benign,

malicious]:") print (confusion matrix(test df["label"],
test pred,

labels=["benign", "malicious"]))
print ("\nClassification report:")
print (classification report (test df["label"], test pred,
digits=4))
out = test df[["file name", "label"]].copy ()
out ["pred"] = test pred
out.to _csv("predictions gpt.csv", index=False)
print ("\nSaved: predictions gpt.csv")

if name ==

" LL

main

main ()
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import os import

Jjson import time

import pandas as pd

import re import

Jjson import torch

import pandas as pd

from sklearn.model selection import train test split

from sklearn.metrics import accuracy score,
classification report, confusion matrix from transformers

import AutoTokenizer, AutoModelForCausallLM

# -—--- CONFIG ----
DATASET PATH = "dataset.csv"
MODEL ID = "meta-llama/Meta-Llama-3-8B-Instruct" # example

id; adjust to your environment
MAX CODE_CHARS = 8000
FEW SHOT PER CLASS = 2

PROMPT CANDIDATES = [
"You are a cybersecurity analyst. Analyze code statically.
Classify as malicious or benign.",
"You are a malware analyst. Identify malicious intent in
code (static only).",
"You are a secure code reviewer. Decide if code is

malicious. Be conservative."

]

GEN KWARGS = {

"max new tokens": 120,

"do sample": False, # deterministic
"temperature": 0.0,

}
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def clamp code(code: str, limit: int = MAX CODE CHARS) -> str:

code = (code or "").strip()
return code if len(code) <= limit else code[:1limit] +
"\n/* TRUNCATED */"
def load dataset (path: str) ->
pd.DataFrame:
df = pd.read csv(path) for col in
["file name", "code", "label"]: if col
not in df.columns:
raise ValueError (f"Missing column '{col}' in

dataset.csv")

df ["label"] =
df ["label"].astype (str).str.lower () .str.strip() allowed
= {"malicious", "benign"} if not
set (df["label"] .unique()) .issubset (allowed) :

raise ValueError (f"Labels must be in {allowed}")
df["code"] = df["code"].astype(str) df ["file name"]
= df["file name"].astype(str) return df
def split train test (df: pd.DataFrame) :
train df, test df = train test split(
df, test size=0.2, random state=42,
stratify=df["label"]
)
train core, val df = train test split(
train df, test size=0.2, random_state=42,
stratify=train df["label"]
)

return train core.reset index (drop=True),

val df.reset index(drop=True), test df.reset index (drop=True)
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def build few shot(train core: pd.DataFrame, n per class: int
= FEW_SHOT PER CLASS) -> str:
Builds few-shot block as plain text for instruct models.
rmn blocks = [] for label in

["malicious", "benign"]:

subset = train core[train core["label"] ==
label] .head(n per class) for , row in subset.iterrows():
code = clamp code(row["code"]) blocks.append (
"Example:\n" f"Code:\n{code}\n"

f"Answer: {label}\n"
)
return "\n".join (blocks)
def build prompt (system instr: str, few shot block: str,
code:
str) -> str: code =
clamp code (code)
return (
f"{system instr}\n"
"Rules: do not execute code; static analysis only.\n"
"Return ONLY one word: malicious or benign.\n\n"
f"{few shot block}\n" "Now classify:\n"
f"Code:\n{code}\n"
"Answer:"
)
def parse label (text: str) ->
Str:
t = text.lower()

# try to find the first occurrence of the label near the
end
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if "malicious" in t and "benign" in t:

# pick the one that appears last

return "malicious" if t.rfind("malicious") >

t.rfind ("benign") else "benign"

if "malicious™ in t:

return "malicious" if

"benign" in t:

return "benign" return

"unknown"

def
main () :
df = load dataset (DATASET PATH)

train core, val df, test df = split train test (df)

tokenizer = AutoTokenizer.from pretrained (MODEL ID,
use fast=True) model =
AutoModelForCausallM. from pretrained
MODEL 1ID,
torch dtype=torch.floatl6é if torch.cuda.is available()
else torch.float32,
device map="auto"
)

model.eval ()

few shot block = build few shot (train core)

# ——-—-- prompt selection on val ----
best prompt = None best acc = -1.0
for cand in
PROMPT CANDIDATES:
y_pred = [] for , row
in val df.iterrows():
prompt = build prompt (cand, few shot block,

row["code"])
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inputs = tokenizer (prompt,
return tensors="pt") .to (model.device)
with torch.no grad() :
out = model.generate (**inputs, **GEN_ KWARGS)
decoded = tokenizer.decode (out[0],
skip special tokens=True)
# we only care about generated tail; parse label
pred = parse label (decoded[len (prompt) :])
y pred.append (pred)

acc = accuracy score(val df["label"], y pred)
i1f acc > best acc: best acc = acc

best prompt = cand

print ("Selected prompt:", best prompt)

print ("Validation accuracy:", round(best acc, 4))

# --—- final test ----
y _test pred = [] for , row in
test df.iterrows():
prompt = build prompt (best prompt, few shot block,
row["code"])
inputs = tokenizer (prompt,
return tensors="pt") .to(model.device)
with torch.no grad() :
out = model.generate (**inputs, **GEN_ KWARGS)
decoded = tokenizer.decode (out[0],

skip special tokens=True) pred =

parse label (decoded[len (prompt) :]) y test pred.append(pred)
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acc = accuracy score(test df["label"], y test pred)
print ("\nTEST Accuracy:", round(acc, 4)) print("Confusion

matrix (rows=true, cols=pred) [benign,

malicious]:") print (confusion matrix(test df["label"],
y test pred,

labels=["benign", "malicious"]))
print ("\nClassification report:")
print (classification report (test df["label"], y test pred,
digits=4))
out = test df[["file name", "label"]].copy()
out["pred"] = y test pred
out.to csv("predictions llama.csv", index=False)
print ("\nSaved: predictions llama.csv")

if name ==

" "w.

main

main ()
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import os import

Jjson import time

import torch import

pandas as pd

from sklearn.model selection import train test split

from sklearn.metrics import accuracy score,
classification report, confusion matrix from transformers

import AutoTokenizer, AutoModelForCausallLM

# —---- CONFIG ----
DATASET PATH = "dataset.csv"
MODEL ID = "mistralai/Mistral-7B-Instruct-v0.3" # adjust to

your environment
MAX CODE CHARS = 8000
FEW SHOT PER CLASS = 2

PROMPT CANDIDATES = [
"You are a cybersecurity analyst. Analyze code statically.
Classify as malicious or benign.",
"You are a malware analyst. Identify malicious intent in
code (static only).",
"You are a secure code reviewer. Decide if code is malicious.
Be conservative." ]

GEN_KWARGS = {

"max new tokens": 120,
"do sample": False,
"temperature": 0.0,

}
def clamp code(code: str, limit: int = MAX CODE CHARS) ->
str:

code = (code or "").strip /()

return code 1f len(code) <= limit else code[:1limit] + "\n/*
TRUNCATED */" def load dataset (path: str) ->

pd.DataFrame:
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df = pd.read csv(path) for col in

["file name", "code", "label"]: if col
not in df.columns:
raise ValueError (f"Missing column '{col}' in

dataset.csv")

df["label"] =
df["label"] .astype(str) .str.lower () .str.strip() allowed
= {"malicious", "benign"} if not
set (df ["label"] .unique()) .issubset (allowed) :

raise ValueError (f"Labels must be in {allowed}")
df["code"] = df["code"].astype(str) df ["file name"]
= df["file name"].astype(str) return df
def split train test(df: pd.DataFrame) :
train df, test df = train test split(
df, test size=0.2, random state=42,
stratify=df["label"]
)
train core, val df = train test split(
train df, test size=0.2, random_state=42,
stratify=train df["label"]
)

return train core.reset index(drop=True),

val df.reset index(drop=True), test df.reset index (drop=True)

def build few shot (train core: pd.DataFrame, n per class: int

= FEW_SHOT PER CLASS) -> str:
blocks = [] for label in

["malicious", "benign"]: subset =

train core[train core["label"] ==

label] .head(n _per class) for ,

row in subset.iterrows() :

code = clamp code (row["code"])

blocks.append (

"Example:\n"
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f"Code:\n{code}\n"

f"Answer: {label}\n"
)
return "\n".Jjoin(blocks) def build prompt (system instr:
str, few shot block: str, code:
str) -> str: code =
clamp code (code)
return (
f"{system instr}\n"
"Rules: static analysis only; do not execute code.\n"
"Return ONLY one word: malicious or benign.\n\n"
f"{few shot block}\n" "Now classify:\n"
f"Code:\n{code}\n"
"Answer:"
) def parse label (text: str) -
> str:
t = (text or "").lower () if "malicious" in t and "benign"
in t: return "malicious" if t.rfind("malicious") >
t.rfind ("benign") else "benign"
if "malicious"™ in t:
return "malicious" if

"benign" in t:

return "benign" return
"unknown"

def
main () : daf

load datase
t (DATASET P
ATH)

train core, val df, test df = split train test (df)

tokenizer = AutoTokenizer.from pretrained (MODEL ID,
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use fast=True) model =

AutoModelForCausallLM. from pretrained(
MODEL 1ID,
torch dtype=torch.floatl6é if torch.cuda.is available()
else torch.float32,
device map="auto"
)

model.eval ()

few shot block = build few shot (train core)

# ——--- prompt selection on val ----
best prompt = None best acc = -1.0
for cand in
PROMPT CANDIDATES:
y pred = [] for , row
in val df.iterrows():
prompt = build prompt (cand, few shot block,
row["code"])
inputs = tokenizer (prompt,
return tensors="pt") .to(model.device)

with torch.no grad() :

out = model.generate (**inputs, **GEN KWARGS)

decoded = tokenizer.decode (out[0],
skip special tokens=True) pred =
parse label (decoded[len (prompt) :]) y_pred.append (pred)
acc = accuracy score(val df["label"], y pred)

if acc > best acc:

best acc = acc

best prompt = cand
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print ("Selected prompt:", best prompt)

print ("Validation accuracy:", round(best acc, 4))

# ——-- final test ----
y test pred = [] for , row in
test df.iterrows():
prompt = build prompt (best prompt, few shot block,
row["code"])
inputs = tokenizer (prompt,
return tensors="pt") .to(model.device)

with torch.no grad():
out = model.generate (**inputs, **GEN KWARGS)

decoded = tokenizer.decode (out[0],
skip special tokens=True) pred =
parse label (decoded[len (prompt) :])
y test pred.append(pred)

acc = accuracy score(test df["label"], y test pred)
print ("\nTEST Accuracy:", round(acc, 4))
print ("Confusion matrix (rows=true, cols=pred) [benign,
malicious]:") print (confusion matrix (test df["label"],
y test pred,
labels=["benign", "malicious"]))
print ("\nClassification report:")
print (classification report (test df["label"], y test pred,
digits=4)) out = test df[["file name",
"label"]].copy () out["pred"] = y test pred
out.to csv("predictions mistral.csv", index=False)

print ("\nSaved: predictions mistral.csv") if name

L1

== " main

main ()



