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[MomynsapHi knacudikallii Bpa3IMBOCTEH, 0 BUKOPUCTOBYIOTHCS B HAYKOBUX Ta HABYAIHHUX
JDKeperax, 3a3BHYail HE BiINOBINAIOTh HAYKOBHUM KpHTEpisM Kiacu¢ikamii. BoHu MOXyTh TOCHTH
TOYHO OMNHUCYBaTH Je(eKT UM CJIAOKICTh TEXHOJIOT1, 4epe3 sKy BHHHMKAE Bpa3JIUBICTh, MPOTE
Bpa3JIMBOCTI B TAKUX BUIAJKaX MailKe HIKOJIU HE BIJIOBIJIAIOTH OJHOMY KJacy, a MOXYThb HaJeXaTh
3pasy M0 AEKUIHKOX.

OpHuM 3 HANNOUIMPEHININX CIOCO0IB Kiacu(iKyBaTH Bpa3IUBOCTI € Kiacudikalisg 3a ¢pa3oro
KUTTEBOrO HUKITY po3podku (SDLC). Bona HamaraeTbces knacudikyBaTu Bpa3JIMBOCTI 32 MOMEHTOM iX
MOSIBU B po3poOLll, TPyNyIoUH ixX 3a ¢azaMu, HaNpUKIA AW3aiiHy, peani3alii, o0ciayroByBanus [1, 2].
Taka kmacugikallis CHIIBHO 3aJI€KUTh B1Jl KOHKPETHOI MOJIe PO3pOOKH, 110 YCKIIAJAHIOE YHI(DIKAIIIO 1
MOPIBHSIHHS BPA3JIMBOCTEN MK pI3HUMHU NpoekTamu. KpiM 11bOro, BpaziuBOCTI MPOTrpaMHOIO KOAY
3a3BHYAl PIAIIe PO3PI3HAIOTh 3a TakuMH (a3zaMu, apke BOHHM HECYTh Mal0 KOPHCHOTO 3MICTY
0e3rmocepeHbO IS OTHCY BPA3IUBOCTI.

Cepen 1HmMX MOMYJSPHUX MIAXOMIB ICHYe Kiacu@ikaiisi 3a BpaXEHOI TEXHOJIOTIELO,
HaNpUKIaJ «Bpa3iuBiCTh (opMaTyBaHHs psanka». [Ipore Taka kimacudikailis HE € YHIBEpCalabHOIO,
ajpke 6araTo Bpa3jaMBOCTEN HE CTOCYIOTHCS KOHKPETHO MEBHOI TEXHOJIOTI, a MalOTh 1HIIUI XapakTep
BUHUKHEHHs [2]. [Hmmm crocobom € knacudikaiisi Bpa3lIHMBOCTEH 3a CIICHApieEM aTaku, SIKAW il
BHKOPHCTOBYE, SIK OT BPa3IUBICTh «cross-site scripting (XSS)». Taka knacudikaiiist € OmucoBo TOUHOIO
1 Hajgae 4YITKy CHUIBHY O3HAKy KJIacy Bpas3lIMBOCTEH. AJle TaKWil MiAXiJ HE 3aBXKIU € OJIHAKOBO
edekTHBHUM. TepMiH «BPa3JIMBOCTI BiIMOBH B OOCITYrOBYBaHHI» € TMPUKIAIOM MEHII KOPHUCHOTO
OMHCYy KJacy, a/pKe BiIMOBa B OOCIYrOBYBaHHI € JIMINE HACTIKOM aTakd, a HE CIICHApiEM 4YH
BKa3iBHUKOM BpazimuBocTi [2, 3]. Tomy mig Takuid KiIac MOXYTh TOTPANUTH HIMPOKHH CIHEKTP
aOCOJIIOTHO PI3HUX BPa3JIMBOCTEH.

OnnumM 3 kiacu(dikaTopiB camMe BPa3JIMBOCTEH IS MPOTPaMHOTO KOAY € IMOAUT Ha JIATCHTHI,
MOTEHITIMHI Ta EKCIUTyaToBaHi BpaszimBocTi [3]. JlaTeHTHI 1ie Bpa3jauBOCTI KOOy, SKUHA TIOKH HE
eKCIUTyaTy€eThCs, 4Yepe3 IO Bpas3IMBOCTI Ie He Oynu BUSABIEHI YW BUKOpHcTaHi. [loTeHilHi
BpA3JIUBOCTI 3a3BUYail MPEACTaBISAIOTh IOraHi NMPAKTUKW HANUCAHHS KOMy, SIKi He OOOB’SI3KOBO €
BpA3NUBICTIO, K TaKOIO, aje MaloTh MOTEHIiall CTaTh HEI IMicis 3MiH B koai. | ekcruryaTtoBani
BpA3JIMBOCTI 11 BJIAaCHE BPa3JIMBOCTI, SIKI MOXKHA 0/Ipa3y BUSBUTHU B KOJIi Ta BUKOPHUCTATH.

['onoBHMM ocepeKoM 3yCHIlb YHI(PIKYBaTH Ta MOAOJATH HEAONIKHM HEHAyKOBUX Kiacudikaiini
€ MITRE Common Weakness Enumeration (CWE) [4, 5]. CWE ue inimiatvuBa 31 CTBOPEHHS CIIOBHUKA
Bpa3nuBOCTeN mporpamHoro 3adesnedeHHs. Xoua CWE He € CyBOpOI0 TaKCOHOMIEIO Bpa3IMBOCTEH,
BiH 3amiHuB nonepeaHto cupody MITRE — Preliminary List of Vulnerability Examples for Researchers
(PLOVER) — o cTBOproBaiacsi Ha OCHOBI (hakTUYHHUX MPOOJIeM B MOPsiAKY ix BuHUKHEHHs [5]. Cepen
noniOHuX, ane cokycoBaHMX Ha aTakax, € iHimiatuBa Common Attack Pattern Enumeration and
Classification (CAPEC), sika BUKOPHCTOBY€ 1Ia0JIOHU aTak SK CTPYKTYpPY Ul ONUCY MOJIOHUX THIIIB
arak [6]. Takox HempsiMuM iHcTpyMeHTOM s yHidikamii € MITRE Common Vulnerabilities and
Exposures (CVE), skuil Hagae yHIKanbHI 1AEHTH(IKATOPU Ui Bpa3IUBOCTEH IMPOrpaMHUX
apredaxTiB.

Jlitreparypa
1. Security threat and vulnerability assessment and measurement in secure software development / M.
Humayun Ta in. Computers, materials & continua. 2022. T. 71, Ne 3. C. 5039-5059. URL:
https://doi.org/10.32604/cmc.2022.019289 (nara 3BepueHHs: 06.12.2025).

99


https://doi.org/10.32604/cmc.2022.019289

2. A comprehensive review of cyber security vulnerabilities, threats, attacks, and solutions / O. Aslan
ta 1H. Electronics. 2023. T. 12, Ne 6. C. 1333. URL: https://doi.org/10.3390/electronics12061333
(mara 3BepHenHs: 06.12.2025).

3. Categorization of vulnerabilities in a software / N. Bhatt Ta in. System reliability management. Boca
Raton : Taylor & Francis, a CRC title, part of the Taylor &, 2018. C. 121-135. URL: https://doi.
org/10.1201/9781351117661-9 (nata 3BepuenHs: 06.12.2025).

4. Study on software vulnerability characteristics and its identification method / C. Luo et al.
Mathematical ~ problems in  engineering. 2020. Vol. 2020. P. 1-6. URL:
https://doi.org/10.1155/2020/ 1583132 (date of access: 06.12.2025).

5. Martin B. Common vulnerabilities enumeration (CVE), common weakness enumeration (CWE),
and common quality enumeration (CQE). ACM SIGAda Ada Letters. 2019. T. 38, Ne 2. C. 9-42.
URL: https://doi.org/10.1145/3375408.3375410 (nara 3Bepuenns: 06.12.2025).

6. Dimitrov V. CAPEC ontology. Annual of sofia university st. kliment ohridski. faculty of
mathematics and informatics. 2023. T. 110. C. 63-83. URL:
https://doi.org/10.60063/gsu.fmi.110.63-83 (mara 3BepHeHH:: 06.12.2025).

100


https://doi.org/10.3390/electronics12061333
https://doi.org/10.1155/2020/%201583132
https://doi.org/10.1145/3375408.3375410
https://doi.org/10.60063/gsu.fmi.110.63-83

