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PROBLEMATICS OF INTEGRATING SCA TOOLS INTO DEVSECOPS PROCESSES
FOR NODE.JS PROJECTS

VY cdepi cyuacHoi BeO-po3pOOKM HIMPOKOTO PO3MOBCIOKEHHS Halyna miaatdopma Node.js.
Bona sBmsge coboro cepemoBuie BUKOHaHHS — JavaScript, 1m0  103BOJISIE  CTBOPIOBATH
BHCOKOMPOJAYKTHUBHI Ta MAaclITaOOBaHI MeEpexeBl CUCTeMU. HeBiT €éMHOIO CKIIQOBOIO  IIi€l
1H(pacTpyKTypH BHUCTyNa€ MaKeTHUI MEHEKep npm, KWW 3a0e3nedye JOCTyN A0 HalOLIbIIoro y
CBITI peecTpy O010mioTek BigkpuToro kony. [Ipore mumpoke BHKOpPHUCTAaHHS CTOPOHHIX MOJYJIB Ta
IMOOKA BKIIAJICHICT 3aJIEKHOCTEH pOOIATH MPOSKTH KPUTHYHO BPA3IMBHMH J0 aTak Ha JAHITIOKOK
noctadanHs (Supply Chain Attacks). Ockinbky 3HayHa yacTHMHa Koay Oa3yeTbCs Ha oOpen-source
KOMITOHEHTaX, 3a0€e3MeueHHs] aBTOMAaTH30BaHOTO KOHTPOIO 1X O€3MeKH € MPIOPUTETHUM 3aBIaHHSM,
aJ/pKe PYYHUH ayIuT y TaKUX MaciTabax cTae HEeMOXIUBUM [1].

[IpoGnemaruka Oararbox icHyrounx iHCTpyMeHTIB SCA (Software Composition Analysis)
nonsirae 'y (OKyCyBaHHI Ha KUIBKICHUX TIIOKa3HMKaX Ta BHCOKOMY pIiBHI «Iymy». binbiicts
CTaHJAPTHUX pIIeHb 3/IICHIOIOTh MOBEPXHEBUI OMNIAN, HE MEpeBIpsSIOYd, UM MAIMCHO BpazIuBUI
KOMITOHEHT BUKOPUCTOBYEThCA Y pobodoMy kol mporpamu. Lle mpu3BonuTh 10 OJI0KyBaHHS peni3iB
yepe3 010110TeKH, SKi (PAKTUIHO HE CTAHOBIISITH 3arPO3M B KOHKPETHOMY IpoekTi. Kpim Toro, Tumnosi
CKaHEpH pearyroTh JIMIIEC Ha BXKE 33IOKyMEHTOBaH1 B O(iIliiHUX 0a3ax Bpa3IMBOCTI, 3aUIIAIOYN 11032
yBarow MPHUXOBaHI 3arpo3H, TaKl K aBTOMAaTHYHHUK 3aMyCK IIKIJIJUBUX CKPHUIITIB 0€3MOCEPEeIHbO i
yac BCTAHOBJICHHsI TMAKeTiB. BIiACyTHICTH po3yMHOI TpiopuTe3arii pU3MKIB YCKIAIHIOE POOOTY B
MIBUJIKUX ITUKJIAX PO3POOKH, IO MPHU3BOAHWTH JO SIBUIA «BTOMH BiJ CIIOBIIEHBY», KOJU PO3POOHUKH
ITHOPYIOTH 3BITH O€3MeKH 3apaan 30epeeHHs TeMIIIB poooTH [2].

Jlst moOynoBH HaAIMHOTO 3aXUCTy HEOOX1AHUI mepexiy Bil (GopMabHOI HASIBHOCTI CKaHepa 10
aHajizy roro peanpHoi edextuBHOCTI B ymMoBax CI/CD. Kito4oBHUMHU KPHUTEPIsIMU CTAIOTh HE JIUIIE
MOoBHOTa 0a3u Bpa3iMBOCTEH, a il TOUHICTH MOOYNIOBU JepeBa 3aJIeKHOCTEH, MIBHAKICTb poOOTH Ta
3IaTHICTh MIHIMI3yBaTd MOMMJIKOBI TPUBOTH. Takui MiAXiJ JO3BOJISE MEPETBOPUTH MOHITOPUHT 13
610Kyr0o4oro ¢akTopa Ha IHCTPYMEHT IIPEBEHTUBHOTO BUSBJICHHS 3arpo3 [3].

[IpoBeneHHsT KOMILIEKCHOTO MOPIBHSUIBHOTO aHai3y (YHKIIIOHAJIBHOCTI CY4aCHUX Open-source
Ta MPONPIETAPHUX PIIICHh € HEOOXITHUM €TaroM IS MoOyIoBH Oe3mevHoi apXiTekTypu. Po3polOka
METOJMKHU BUOOpY Ta iHTerpailii iHCTPYMEHTIB MOHITOPHHTY, 110 0a3yeThcsl HA 00’ €EKTUBHUX METPHKaX
TOYHOCTI Ta MPOAYKTUBHOCTI, JO3BOJISIE CYTTEBO 3HU3UTH PU3UKU KoMrpomertallii Node.js-1o1aTkiB Ta
ontuMizyBaTH npouecu DevSecOps.
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