YK 004.056.53
0. Cemunmun; P. Ko3ak, k. T. H., J01I.
(TepHoninbcpkuil HALlIOHATBHUNA TEXHIYHUHN yHiBepcuTeT iMeHi [Bana [lymros, Ykpaina)

METOIIB AHAJII3Y IKIJJIMBUX ITOCUJIAHD TA IP-AJIPEC
Y CEPEJOBHIII LINUX

UDC 004.056.53
O. Semchyshyn; R. Kozak, PhD., Assoc. Prof.

METHODS FOR ANALYZING MALICIOUS LINKS AND IP ADDRESSES
IN THE LINUX ENVIRONMENT

CyuacHi ki06ep3arpo3u akTUBHO BUKOPUCTOBYIOTh 1IKianuBI URL-nmocunanus ta [P-anpecu ms
oprasizanii (IMIMHIOBMX KaMIaHi{, JOCTAaBKM IIKI[UIMBOIO IPOrpaMHOro 3a0e3leyeHHs Ta
MIATPUMAaHHS B3a€EMOJIl 3 KOMaHIHO-KePYBAILHUMH CepBepaMh. TOMY BaXJIMBHM 3aBIaHHIM €
onepaTUBHUM aHaii3 Takux iHaukatopiB kommpometamii (IoC) y cepemoBumii Linux, ske mmpoxo
3aCTOCOBYETHCS JIJIs1 CEPBEPIB, CUCTEM MOHITOPUHTY Ta IHCTPYMEHTIB Kibep3axucty[1].

OpnuMm 13 Oa3zoBux MeroniB € penyrauidiHuii anamiz URL Tta IP uepe3 30BHILIHI cepBicu:
VirusTotal, AbuseIPDB, URLScan. V cepenosumii Linux Taki cepBicM MOXYyTb OyTH 1HTETrpoBaHi
yepe3 API, 1o 103BoJIsI€ aBTOMaTU3yBaTH MacoBY MEPEBIpKy 1HAMKATOPiB 3acobamu Bash a6o Python.
Buxopucrtanss iHCTpyMeHTIB curl, jq Ta cUCTeMu 4epr a03Bojsie (pOpMyBaTH KOHBEEpP OOpOOKH, Y
SIKOMY KOKEH €JIEMEHT MTPOXOIUTh OIIHKY 32 PIBHEM PU3HKY.

JpyruM Ba)XJIMBUM €TarioM € JIOKAJIbHUN TUHAMIYHUNA aHali3, 0 HE 3aJIeKUTh BiJ 30BHINIHIX
mwiatdopm. Jlo HbOro HayexaTh IHCTPYMEHTH:

e wget — 1715 3aBaHTakeHHs Ta aHanizy HTML-Bmicry;

e curl -1 — 15 mepeBipku peUPEKTIB T CTATYC-KOIIB;

e dig ta nslookup — mst ananizy DNS-cTpykTypu 1oMeHy;

e whois — 1711 BU3HA4YeHHS peecTpaTopa, AS-HomMepy Ta Kpainu po3MimieHHs IP.

Taki IHCTpYMEHTH alOTh 3MOT'Y BUSBUTH MiAPOOJICHI TOMEHHU, 03HAKU (DIMIMHTY, HECTaHIapPTHI
DNS-3anucu, a Takox TOMEHHU— «OTHOPA3iBKW», PEECTPOBAHI CIIEIIaIbHO /TS aTtak [2, 3].

Tperim eTanmoMm € cTaTMYHWN aHami3 Ta 3icTaBiieHHsA 3 icHyrounMu [OC-6azamu. Y Linux
IIUPOKO 3aCTOCOBYIOThCA yara, threatfox-cli, mokansni crmcku IP-anpec Ta URL i3 MalwareBazaar,
ThreatFox, OpenPhish. Ile n03Bosie CTBOPIOBATH BIIACHI MpaBHJIa BUSABJICHHS IT1I03PLIUX CTPYKTYD,
aHaTI3yBaTH MA0JIOHU BMICTY Ta BUSBIISTH MIOBTOPIOBAHI O3HAKM IIKIIJUBOI aKTUBHOCTI[3].

[lepenbauaeThes, 110 NOEAHAHHS PEMyTALIMHOIO, IMHAMIYHOTO Ta CTATUYHOTO aHANi3y MOXe
3a0e3nevYnTH MOMITHO BHIy edeKkTuBHICTh Kiacudikarii mkigmuBux URL ta IP-agpec mopiBHSIHO 3
BUKOPHCTAHHSAM JIMIIE 30BHINIHIX cepBiciB. Takuii KOMIUIEKCHUH IMMiAXiJ, IMOBIPHO, A€ 3MOTY
TOYHIIIE BUSBIATH IMiIO3PITy AKTHBHICTh 3aBIsSIKM OaraTtopiBHEBid mepeBipmi iHawkatopiB. DLP
CHUCTEMHU 3axWINAlTh KOH(IACHIINHI IaHi BiJ BUTOKIB, KOHTPOJIOKOYHM KaHaIW iX mepedadi Ta
BUKOpuCcTaHHs. lle m03Bojsie opranizamisiMm Ta Oi3HECy MiHIMI3yBaTH PHU3UKU (PIHAHCOBUX BTpAT,
penyTaniiHuX yAapiB 1 OPUAUYHUX IPOOIIEM.
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