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ANOMALY DETECTION IN WEB TRAFFIC
USING ELASTICSEARCH / KIBANA LOG ANALYTICS SYSTEM

BeOtpadik € KiIo4oBUM JKEperaoM JaHMX JJIs OLIHIOBaHHS cTaHy Oe3neku 1H(opMmaliiHuX
CUCTEM, OCKIJIbKHM came uepe3 BeOiHTepdeiicu HaiuacTille 3A1MCHIOITHCS aTak, Takl sk SQL
Injection, XSS, brute-force, directory traversal, ckanyBaHHsS TOpPTIB Ta COpoOH 00OXO0ay
aBTeHTH(iKaii. Tomy moOyaoBa epeKTUBHOI CHCTEMHU aHaii3y JIOTiB, 1O J03BOJISIE ONEPATUBHO
BUSIBJISITU @HOMAJIIi, € O/IHUM 13 IPIOPUTETHUX HANPSAMIB KiOepOe3neKu.

VY nocnimkeHHI po3rsiHYyTO MOIUBICTH 3actocyBaHHs cTeKy ELK (Elasticsearch, Logstash,
Kibana) nys 360py, 06po0Oku, 30epiraHHs i aHaIITUKH Jor-a1aHux BedcepBepiB. Logstash abo Filebeat
3a0e3MeyyloTh OTPUMaHHS, HOpPMalli3allilo Ta MapCUHI JIOTIB Yy peaJbHOMY 4aci, (QopMyrouu
yHi(ikoBaHy CTpyKTypy 3amuciB. Elasticsearch BUKOPHCTOBY€ETbCS SIK BUCOKOIPOIAYKTUBHE CXOBHUILE
Ta maatgopma A iHAeKcalil i nomyKy 6araToBUMIpHUX XapakTepucTuk BeOTpadiky. Kibana cinyrye
IHCTPYMEHTOM Bi3yaJi3allii, MOHITOPUHTY Ta JOCIHIKEHHS aHOMaJIbHHUX MaTepHiB.

Po3pobniena indopmariiiina cucrema g03Bosise aHamizyBaTtd guHamiky HTTP-3anuTis,
BH3HAYaTH TIEPEBUIIICHHS TOPOTOBUX 3HAYEHb 3a KUIBKICTIO TOMMJIOK 4XX/5XX, BIJICTEXKYBaTH
MiI03p1Ty YacTOTy 3BepHEHb 3 oxHoro IP, Bu3Hauatu HerumoBi User-Agent, a Takoxx 3Mi1HCHIOBATH
reoanaiiz akTuBHOCTi. OCOONMBY yBary mpuaUIeHO MOXKIMBOCTI 3acTocyBaHHs Machine Learning jobs
y Kibana (Anomaly Detection), siki BukopucTtoBytoTh anroputMm Elastic ML nns aBToMatnyHOro
BUSIBJICHHS HETUIOBUX BIIXWUJICHb Y YaCOBUX PSAAAX.

ExcriepumenTanpHi pe3yabTaTH MOKa3alId, U0 CMIbHE BUKOPUCTAHHS aJrOPUTMIB MAIIMHHOTO
HaBYaHHs Ta 1HCTpyMeHTIB Kibana mo3Boiisie BUSBIATH NMPUXOBaHI aHOMAaJii, 30KpeMa «IOBLIbHI»
CKaHyBaHHS BeOpecypciB, crpoOu migdopy JIOTiHIB, a TaKOXK CIUIECKH OOT-aKTHBHOCTI. BizyanbHi
naneni (dashboards) 3HayHO CHPOIIYIOTH MOHITOPHHT, 3a0€3MEUYYOYM IIBUAKE pearyBaHHs Ha
MOTEHITIHHI 3aTPO3H.

Po3pobiiena cucrema Moke OyTH 1HTErpoBaHa y TIpPOILEC aIMIHICTPYBAaHHS, a TaKOX
BHKOpHCTaHA SIK KOMIOHEHT SIEM-mmardgopmu, minBuIyound piBeHb O€3MEKH BEOPECYPCIB IUIIXOM
CBOEYACHOT'O BUSBJICHHS aHOMAJIbHOT MOBEIHKM KOPUCTYBayiB Ta OOTIB.
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