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BeOtpadik € KIo4oBUM JKEperaoM JaHMX JJIs OLIHIOBaHHS cTaHy Oe3neku 1H(opMmaliiHuX
CUCTEM, OCKIJIbKM came uepe3 BeOiHTepdeiicu HaiuacTille 3A1MCHIOITHCS aTak, Takl sk SQL
Injection, XSS, brute-force, directory traversal, ckanyBaHHS TOpPTIB Ta COpoOH 00X0ay
aBTeHTH(iKaii. Tomy moOyaoBa epeKTUBHOI CHCTEMH aHadi3y JIOTiB, IO J03BOJISIE ONEPATUBHO
BUSIBJISITU @HOMAJIIi, € O/IHUM 13 IPIOPUTETHUX HANPSAMIB KiOepOe3neKu.

VY nocnimkeHHI po3risiHYyTO MOIUBICTH 3actocyBaHHs cTeKy ELK (Elasticsearch, Logstash,
Kibana) nyis 360py, 00po0Oku, 30epiraHHs i aHaIITUKM Jor-1aHux BedcepBepiB. Logstash abo Filebeat
3a0e3MeyyloTh OTPUMaHHS, HOpPMalli3allilo Ta MapCUHI JIOTIB Yy peaJbHOMY 4Yaci, (QopMyrouu
yHi(ikoBaHy CTpyKTypy 3amuciB. Elasticsearch BUKOPHCTOBY€ETbCS SIK BUCOKOIMPOIAYKTUBHE CXOBHILE
Ta maargopma A iHAeKcalii i nomyKy 6araToBUMIpHUX XapakTepucTuk BeOTpadiky. Kibana cinyrye
IHCTPYMEHTOM Bi3yaJi3allii, MOHITOPUHTY Ta JOCIHIKEHHS aHOMaJIbHHUX MaTepHiB.

Po3pobniena indopmariiiina cucrema g03Bosise aHamizyBaTtu guHamiky HTTP-3anuTis,
BH3HAYaTH TMEPEBUIIIEHHS TOPOTOBUX 3HAYEHb 3a KUIBKICTIO TOMMJIOK 4XX/5XX, BIJICTEXKYBaTH
MiI03p1Ty YacTOTy 3BepHEHb 3 oxHoro IP, Bu3Hauatu HerumoBi User-Agent, a Takoxx 3M1HCHIOBATH
reoanaiiz akTuBHOCTI. OCOONMBY yBary mpHuaUIeHO MOXKIMBOCTI 3acTocyBaHHs Machine Learning jobs
y Kibana (Anomaly Detection), siki BukopucTtoBytoTh anroputMm Elastic ML nmns aBTOMaTtnyHOro
BUSIBJICHHS HETUIOBUX BIIXUJICHb Y YaCOBUX PSAAAX.

ExcriepumenTanpHi pe3yabTaTH MOKa3alu, U0 CMJIbHE BUKOPUCTAHHS aJrOPUTMIB MAIIMHHOTO
HaBYaHHs Ta 1HCTpyMeHTIB Kibana mo3Boiisse BUSBIATH NMPUXOBAaHI aHOMAaJii, 30KpeMa «IOBLIbHI»
CKaHyBaHHS BeOpecypciB, crpoOu MigdOpy JIOTiHIB, a TAKOX CIUIECKH OOT-aKTHBHOCTI. Bi3zyanbHi
naneni (dashboards) 3HayHO CHPOIIYIOTH MOHITOPHHT, 3a0€3IMEUYYHOYM IIBUAKE peEaryBaHHs Ha
MTOTEHITIHHI 3aTPO3H.

Po3pobiiena cucrema Moke OyTH I1HTErpoBaHa y TIpPOILEC aIMIHICTPYBaHHS, a TaKOX
BHKOpHCTaHA SK KOMIOHEHT SIEM-mardgopmu, minBuIytound piBeHb O€3MEKH BEOPECYPCIB IUIIXOM
CBOEYACHOT'O BUSBJICHHS aHOMAaJIbHOT MMOBEIIHKY KOPUCTYBauiB Ta OOTIB.
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