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Y poboTi pO3IMNISIHYTO HAyKOBO-NPAKTUYHMUNA MiAXig 10 (OopMyBaHHS Ta BIPOBAHKECHHS
CUCTEMM yHIpaBiliHHA 1H(opmaniitHolo 6e3nexoro (ISMS) y nepkaBHIM ycTaHOB1 3 BUKOPHUCTAaHHSIM
pe3ynbTatiB iHCTpyMeHTanbHOI oniHku Cybersecurity Evaluation Tool (CSET). ¥V cyuacHux ymoBax
nudposizailii, KoM Jep>KaBHI YCTAaHOBU AKTUBHO B3a€EMOJIIOTH 3 1H(OpPMAIIMHUMH pecypcamu Ta
o0poOJIAIOTh 3HAYHI O00CSTM JaHUX, NUTaHHS 3a0e3nedeHHs KOHQIACHIIMHOCTI, IUIICHOCTI Ta
JOCTYMHOCTI 1H(popMalii Ha0yBae cTpaTeriyHoro 3HadeHHs. BiamosinHo, 3actocyBanHs CSET nae
3MOTY OTPUMATH CTPYKTYpOBaHY ¥ METOJIMYHO OOIPYHTOBAHY OIIHKY KiO€p3axXHUIIEHOCTI, BUZHAYUTH
KJIFOUOB1 BPA3JIMBOCTI, @ TaKOX CIIBBIIHECTH iX 13 BUMoramu MbKHapomuux ctaHmaptiB [SO/IEC
27001, NIST CSF Ta yHHOrO 3aKOHO/aBCTBa Y KpaiHU.

Ha ocnoBi ananizy 3BiTiB CSET iaeHTH(]IKOBaHO KPUTUYHI PO3PUBHU B YNPABIIHHI pU3HKAMH,
oprasizauii 1HUUJCHT-MEHEIKMEHTY, KOHTPOJ1 JOCTYyIy, BEIEHHI JKypHaJiB TMOAIM, 3aXuCTi
MepekeBOi 1H(PACTPYKTYpH Ta y BIACYTHOCTI (hOpMadbHUX TMOMNITUK 1H(QOpMAIiiiHOI Oe3neKu.
BceranoBieHo, mo piBeHb KOHQIACHIIMHOCTI, LUTICHOCTI Ta JOCTYNHOCTI 1H(OpMamiiHUX aKTHBIB
YCTAaHOBU BIJIMOBIJIa€ HU3bKOMY TMOKa3HUKY SAL Low, 1mo BuMarae KOMIUIEKCHOT MoJepHi3arlii
CUCTEMHU OE3IEeKH.

VY mexax pobotu po3pobiieno moayiab ISMS, skuii BKIrOYae opraHizalliiiHi, MpOIEaypHi Ta
TeXHIYHI KOMIOHeHTH. OpranizaiiiiHa CKJIaJoBa OXOIUIIOE€ CTBOpeHHs momTuk b, BHU3HAYeHHS
BiAmoBimaneHuX 0ci0, (opmyBanHs Kowmitery iHdopMaiiifHoi Oe3nmekn Ta po3poOKy CHCTEMH
ympasiinasa pusukamu 3rigHo 3 ISO/IEC 27005. TlpouenypHuii 610K MICTUTh MEXaHI3MH YIIPaBIIHHS
IHIUACHTaMHU, perjiaMeHTH PE3epPBHOI0 KOMIIOBAHHS Ta BIJHOBJICHHS, MTPaBUIa KOHTPOJIIO AOCTYIY Ta
MOHITOpUHTY. TexHIuHa CKJIaJoBa MOJIYJIO MpPEACTaBI€HAa 3axoJaMU 3 MOJEpHizalli MepexeBoi
1H(GPACTPYKTYpH, BIPOBA/DKCHHAM 3aXUIIEHUX MPOTOKOJIB, LEHTPaTi30BaHUM aHTHUBIPYCHUM
3aXHCTOM, CETMEHTAIIIEI0 MEPEXi i TOOYI0BOI0 CHCTEMH 300py Ta aHAJII3Y KypPHAJIIB OE3MEKH.

OTtpumaHi pe3yJabTaTH MalOTh MPAKTHUYHY LIHHICTH AJIS BIPOBAXKEHHS KOMIUIEKCHOT CHCTEMU
ynpaBiiHHS iH(QOpMaIiHHO OE3MEeKO0 B JEep)KaBHUX OpraHi3allisx. 3alporOHOBAHUM MMiIX1a MOXKE
OyTH aJanTOBaHWK JO IHIIMX YCTAHOB MOMIOHOTO MpoduI0 Ta 3abe3reuye MiABUINCHHS PIBHS
KiOepcTifKoCTi, 3MEHILIEHHsI BIUIMBY PHU3MKIB Kibep3arpo3 i (opmyBaHHS BiANOBIAHOCTI BUMOTaM
HalllOHAJBHUX Ta MKHAPOIHUX HOPMATHBIB 1H(GOPMAIIIHOT OE3MeKH.
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