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LIMITATIONS OF STANDARD EFFICIENCY METRICS OF XDR SYSTEM IN
ANALYZING PHISHING CAMPAIGNS

Y cydacHomy mnanmmadgTi Kidbep3arpo3 QIIIMHT 3aHIIAETHCA JTOMIHYIOYUM BEKTOPOM
MIEPBUHHOTO JIOCTYITYy 3JIOBMHCHHKIB JI0 KOPIIOpPAaTMBHUX Mepex. 3rigHo 31 3BiToM Microsoft Digital
Defense Report, nuime 3a ocraHHif pik 00cAr aTak Ha OCHOBI1 MapojiiB 3pic Yy JecsATh pasiB, a
CKJIaJHICTh MeToAiB o0xony ¢inprpanii, Takux sk Adversary-in-the-Middle (AiTM), 3HauHO
migsummiaacs [1]. YV BiamoBiges Ha 1€ opraHizaimii BHOPOBAKYIOTh IUIATHOPMHU PO3MIUPEHOTO
BUSIBIIEHHSI Ta pearyBaHHs, 30kpeMa Microsoft Defender XDR, ki KOHCONIIYIOTh 3aXUCT MOIUTH,
KIHIIEBUX TOYOK Ta imeHTH4HOCTi. OaHakK, MOKJIaJaHHsS BHUKIIOYHO Ha aBTOMAaTH30BaHlI 3aco0u
OJIOKYBaHHS Ta CTaHJIapTHI 3BITH CTBOPIOE XMOHE BITUYTTs O€3MeKH.

[IpoGnemaruka CTaHIApPTHUX IHCTPYMEHTIB 3BITHOCTI MOJSTa€ y BUKOPUCTAHHI OOMEKEHOTO
HabOpy KIIbKICHUX IOKa3HMKIB, SIKI MOXKYTh HE BpPaxoByBaTW KPUTHUHUX (DAKTOpIB KOHTEKCTY Ta
XPOHOJIOT11 IHIIUACHTIB. TUMOB1 JamOopau 1EMOHCTPYIOTh KUTBKICTh 3a0JJOKOBAaHHUX JIUCTIB, aJIe 9acToO
HE Jal0Th BIJMOBIJII HA MUTaHHS MPO Yac nepedyBaHHs (IIIMHIOBOTO JIUCTA Y MOMITOBIH CKPUHBIIL 10
MOMEHTY HWOTO BHJAJICHHS a00 Mpo il KOPUCTyBada, sKi HE MPHU3BEIH J0 HETAaHHOTO CIPAIlIOBAHHS
curHaryp. Sk 3azHaqaroTh mociaigHukd SANS Institute, mepexia 70 MPOAKTHUBHOTO 3aXHUCTy BUMAarae
3MIHU TIapaJIMTMH BiJl TACHBHOTO MOHITOPUHTY JI0 aKTUBHOTO TIOIIYKY 3arpo3 [2].

Jlnst 00’eKTUBHOI OINIHKK €(EKTHBHOCTI KOHTP3aXoJliB HEOOXIHWM TMepexiJ [0 aHami3y
«cupux» maHux. Y exocucreMi Microsoft Defender XDR kimto4oBUM 1HCTPYMEHTOM [UISl IIHOTO €
Advanced Hunting, mo 6a3yerbcs Ha moBi 3anuTiB Kusto Query Language (KQL). Ha BigmiHy Bin
crarmuaux 3BiTiB, KQL mo3Bonse kopemroBaTu mopii 3 pi3HMX JJoMeHIB Oesmexku. Hampukian,
MoeaHaHHA naHux 3 Taonmuie EmailEvents, EmailUrlInfo ta DeviceNetworkEvents no3Bojisie BUSBUTH
JAHIIOKKK aTakK, /€ KOPUCTyBau IEpEeHIloB 3a MOCHJIAHHSM, K€ Ha MOMEHT JOCTaBKH BBa)Kayuocs
oesneunum [3].

Ananmiz  ¢QyHkmioHanbHUX ~ MOXJHBOcTeH  XDR-cucteM  cBiUMTh MpO  HEOOXIAHICTH
3aCTOCYBaHHS CIICIiali30BaHUX METPHK ayJIuTy, sKI BHXOIATh 3a MEX1 CTaHIAPTHUX 3BiTIB.
Buxopucranns neBHux 3anutiB, Takux sk Advanced Hunting B Microsoft Defender XDR, no3Bossie
BHUpaxXyBaTH TaKi KpUTUYHI MOKA3HUKH, K CEPEIHINA Yac MK JOCTABKOIO JIUCTA Ta KJIIKOM KOPHCTyBaya
Ta ePEeKTUBHICTh MocT-aeTekiii. Takuil miaxia mo3Bossie TpaHCchOpMYyBaTH MEXaHI3MU TMOIIYKY 3arpo3
y 3aci0 Bepudikariii HaliiHOCTI CUCTEMHU 3aXUCTY Ta BUSABIATHU CJIa0KI MiCliA B MOJITUKAX O€3MEKH, SKi
3aJIMIIAIOTHCS HETIOMIY€HUMH MTPU BUKOPUCTAHH] CTAHIAPTHUX 1HCTPYMEHTIB MOHITOPHUHTY.
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