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INVESTIGATION OF MEMORY ISOLATION TECHNIQUES FOR IMPROVING THE
SECURITY OF VIRTUALIZED NETWORK SYSTEMS

Y wMmipy 3pocTaHHs MacmITabiB XMapHUX JaTa-LEHTPIB 1 IIUIBHOCTI BipTyamizauii came
MOPYIIEHHS 130JIAL1i MaM’ATI MK BIPTyaJlbHUMM MalllMHAMHU Ta MEPEXKEBUMHU KOMIIOHEHTAMHU CTa€
JDKEpEJIOM BHYTPIIIHIX 3arpo3, IO BaXKO BHSBJISIIOTHCS KIACHYHUMH 33aC00aMHU  MEpPEKEBOrO
MoHiTopuHry. EBomtorisi mexanizmiB Virtualized Network [/O (VNIO) Bix moBHOI BipTyaumizarii 10
napaBipTyali30BaHUX pillIeHb Ha OCHOBI virtio-net, vhost-net Ta vhost-user no3BonMIa CYTTEBO
MIJIBUIIUTA TPOIMYCKHY 31aTHICTh VNIO-nuisxy, ogHak 1e BigOysacs I[IHOI MOCIA0JIeHHS 1301111
MDK KOMIOHeHTaMu. Y mozaensax VM-to-vSwitch (VM2vS) ta vSwitch-to-VM (vS2VM) nporecu
BipTyanpHOro KomyTtaropa (vSwitch) abo cami BipTyanbHi Mamuau (VM) oTpUMYIOTh HIPSMUN JOCTYT
70 4yX0i mam’siTi 4epe3 MeXaHI3MHU CHUIbHUX OydepiB Ta BiJOOpa)K€HHS CTOPIHOK, IO CTBOPIOE
ymoBH Uit DMA-atak, mo6iuHUX KaHaJiB 1 MOPYIIEHHs 130151111 OpeHAapiB y 0araToKOpUCTyBaIbKUX
XMapHUX CEepeNoBUINAX. TpamuiiiHl MIIXOAU 10 MiACHICHHsS O€3IeKH, 30KpeMa BUKOPHUCTAHHS
vIOMMU a6o niepenecenns 00pooku ganux y kernel space He 3a0e3nedyroTh MPUHHATHOTO OalaHCy
MIDXK O€3MEKO0I0 Ta MPOTYKTUBHICTIO W 4acTO MPU3BOIATH /10 TOMITHOIO Ma/AiHHS MPOITYCKHOI 3/1aTHOCTI
VNIO.

VY po6oTi 3anponoHOBaHO apXiTeKTypHY Moaenb vSwitch-to-Hypervisor (vS2H). Knrodosa inest
MOJIsSITa€ B TIEPEHECEHHI KPUTHYHUX oOlepalii 0OpoOKH ECKPUIITOPIB IMAKETIB 13 KOPUCTYBAI[bKOTO
nporecy vSwitch Oe3mocepennbo B TimepBizop. Y Mexax mozem VS2H vSwitch moz0aBiserses
npsIMOTO  JTOCTymy 10 mam’siti VM, a rocteoBi VM He mpamoioTe 31 crniibHuME 1/O-Oydepamu
vSwitch. €auHNUM MMOCEepeTHUKOM MK IaM’SITTIO opeHapiB 1 [/O-nmaM’ATTI0O MEpeKeBUX KOMITOHEHTIB
BHCTYIIA€ TIMEPBI30pP, KU YK€ € NMPUBUICHOBAHUM 1 KOHTPOJHLOBAHUM €JIEMEHTOM BipTyasi3aliiHoi
matdopmu. Takuil miaxig 30epirae CyMicHICTB 3 iHTepdercoM Virtio, iICTOTHO 3MEHIIY€E MOBEPXHIO
aTakH, JIOKaJi3y€e€ MOXJIMBI KOMIIPOMETAITli B M&XaX OJHOTO PIBHS Ta MiHIMI3Y€ PU3HKH BUTOKY JTaHUX
4yepe3 CHijabHI 00J1acTi 1maM’ sITi.

EdextuBnicts Moaeni vS2H Oyio ekcriepuMeHTaIbHO OIiHEHO Ha cTeHal Ha 0a3i QEMU/KVM
[1], Open vSwitch 13 mimtpumkoro DPDK Tta renepatopa tpadiky TRex. Pesymbraté BUMIprOBaHb
MOKa3aJiy, IO JJIS KaHaly Iepenavi JaHWX 3allpOIOHOBAHHM MEXaHi3M 3a0esledye cepeHid IpupicT
MIPOITYCKHOI 31aTHOCTI Omn3bko 11% mopiBHAHO 3 KinacuyHuM Vhost-user. Y crieHapisix i3 po3ropTaHHIM
BucokonpoayktuBuux DPDK-3actocynkiB ycepenanni VM criocTepiraerbesi MOKpaIeHHsT CTaOUTBHOCTI
00poOku Tpadiky 3aBAskH 3MeHIeHHI0 KoHKypeHlii 3a CPU-pecypcu mixk vSwitch Ta roctboBumMu VM.
Otpumani pe3ynbTaTH CBiguaTh, IO apXiTekrypa VS2H € NepcrneKTMBHUM HampsSMOM PO3BUTKY
oesneunnx VNIO-mexaHi3MiB.
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