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GENERATIVE LANGUAGE MODELS IN MALWARE ANALYSIS

CrpiMKke po3mupeHHs NU(POBUX CEPBICIB Ta 3pOCTaHHS KUTBKOCTI KOPUCTYBadiB B OHJIAKH-
MIPOCTOPI MPHU3BOJIATH IO TOSBH JEAal CKIAAHIINX Kibep3arpos, siki 6e3mocepeIHb0 BIUIMBAIOTH HA
0e3neKy sk opraHizalliid, Tak 1 okpeMux Jitojeil. ['eneparuBni MmoBHI Mozeni (LLM) Binirpatots aenani
BAXKJIMBIILY poJib Y cepl KibepOe3neku, 30KpeMa B aHaji31 MIKIJIUBOro MPOrpaMHOro 3abe3neyeHHs .
3pocTranHa MacmTabiB Kibep3arpo3 Ta YCKJIAJHEHHS TEXHIK O0XOIy TPaJUIIMHUX CHCTEM 3aXUCTy
MIPU3BEIH J0 TOTO, 1110 malware cTaB OJTHUM 13 KIIFOYOBHUX BEKTOpiB artak y 20232025 pp. 3a nanumu
3BiTy CrowdStrike Ta Mandiant KiIbKICTh HOBHX 3pa3kiB wIKigauBoro [13 mopiuHo 301IbIIy€ETHCS Ha
30-40%, a 3HauHa YacTHHA 3 HUX CTBOPIOETHCA ab00 MOAU(DIKYETbCS 13 BUKOPHCTAHHAM
aBTOMAaTU30BAHUX I1HCTPYMEHTIB 1 TIE€HEPATUBHUX aNTOPUTMIB, IO CYTTEBO YCKJIAJHIOE IXHIO
11eHTUDIKAIII0 KIIACHYHUMH METOJ/IaMH.

CyuacHuit malware yacTo IpuUXOBYe€ CBiif cripaBkHIN (YHKIIIOHAT 3a JOMOMOrow obdyckarii,
mudpyBaHHsa a0o0 CHellaIbHUX aHTHaHANI3HUX MeXxaHi3MiB. Lle 3HmwKye eeKTHBHICTh TpagUIiHUX
IHCTPYMEHTIB 1 CTBOPIOE OTPeOy B IHTENEKTyaIbHUX MIAX0/1aX, 31aTHUX 1HTEPIPETYBATH JIOTIKY KOy
Ha piBHI HOro HamipiB, a He JMILIE MOBEPXHEBOI CTPYKTypH. l'eHepaTuBHI Mozeni, moOyaoBaHl Ha
apxitekTypi Transformer, 3maTHi aHami3yBaTH TPOTPAMHHI KOJ MOMIOHO 1O €KCIepTa: BUSBIATH
MPUXOBaHI 3B’SI3KM MDK (QYHKIISIMH, BU3HA4YaTH KOHTEKCT BUKOpUcTaHHS APl Ta oriHoBaTH
MOTEHIIHHO HEOE3MEeYHY MOBEIIHKY.

Oco0nuBY TpakTUYHY I[IHHICTh CTAHOBHUTH 3/1aTHICTb LLM mosicHIOBaTH pe3ysbTaTH aHaJI3y
npupoiHOI0 MoBOM. Lle 3meHmnye HaBaHTakeHHS Ha aHAMTHKIB SOC-IIEHTPIB 1 AOIIOMarae mBHIIIES
YXBaJIOBAaTH PIMICHHS y pa3l iHOUAEHTIB. JlogaTkoBe HaBUaHHsS Mojelied Ha Habopax JaHHMX Ta
iHTerpamisis 3 JOMEHHOIO 0a3010 3HaHb IMOKPAIIyIOTh TOYHICTh BHSBJICHHS 3arpo3 1 JI03BOJISIOTH
a/IafTyBaTH CUCTEMY JI0 HOBUX ILIKIIJTUBUX CIMEUCTB.

Pazom 13 TuM BmnpoBamkeHHs LLM y mpoliec aHanmizy WIKIJJIMBOTO KOIY CYIMPOBOIKYETHCS
MEBHUMHU BUKIWKaMHU. 30KpeMa, MOJIEI MOXYTh T€HEpyBaTH XHUOHI BHCHOBKHM a00 HeOaKaHMM KO,
SKIO HE JOTPUMAHO TMOJITHK Oe3neku. He MeHI BaXJIMBUMH € TTUTaHHS 0OpOOKH KOH(IICHITIHHUX
JAHKUX, BPa3JIUBICTh 10 HEKOPEKTHUX MPOMIITIB Ta MOTpeda y 3HaUHUX 00UYHMCIIIOBAIBHUX pecypcax.

[Tonpu 1e, excriepuMeHTalbHI JOCHIKEHHS JeMOHCTPYIOTh CYTTEBE 3pOCTaHHS €(PEKTUBHOCTI
CUCTEM KIOEp3axuCTy Yy pa3i MO€IHAHHS KJIACUHYHUX MiAX0AiB 1 MokiauBocTeld LLM. [HTenekTyanbHmii
aHaJli3 J103BOJIAE€ 3MEHIIUTU KUIBKICTh XHMOHOMO3UTHBHUX CIpAIOBaHb, CKOPOTHTH 4Yac OOPOOKHU
IHIUACHTIB Ta MiJBUIIUTU SKICTh MPOTHO3YBaHHS PU3UKIB. BUKOpHCTaHHS TeHEpaTUBHUX MOJETCH
(hopMy€e OCHOBY I HOBOT'O TMOKOJIIHHS aJalTUBHUX CUCTEM O€3IMeKH, 3[aTHUX ONEPaTUBHO pearyBaTu
Ha IIBUJKO MIHJIMBI 3aTPO3U CY4acHOT0 KiOeprnpocTopy.
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