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[Tporpamuo-koudiryposani mepexi (Software-Defined Network, SDN) npeactaBisiroTh miaxis
710 TOOYJIOBH MEpPEX, B IKOMY (PYHKIIIi yIIpaBIiHHS BIJOKPEMJICHO BiJ TUIOIIMHU JAHUX 1 peaizoBaHO
MIPOrpaMHoO, 110 3a0e3Medye THydKiCTh, MAacHITa0OBAHICTh 1 CHpOILEHE aJMIHICTpyBaHHs. BoaHouac
apxitektypa SDN, 1110 BKJIFOYA€ MIIOMIMHY JaHUX, TUIONIUHY YIPABIIIHHS Ta MJIOMIMHY 3aCTOCYHKIB [ 1],
Ma€ HU3KY Bpa3JIMBOCTEW, IMOB’S3aHUX 13 LIEHTPAJI30BaHOK IMPHUPOAOI0 IJIOLIMHHU YIPABIIHHI Ta
BUKOPUCTAHHSIM CTaHJApPTU30BAHMUX IHTEpQeiciB B3aeMoli, SKI MOXYTb CIYryBaTH MHOTEHI[IHHUMHU
TOYKaMH aTaku. 3a0e3MedYeHHs] KOMIUIEKCHOI Oe3NeKkyd BUMarae yCyHEHHS pU3MKIB Ha KOXXHOMY 3
apXIiTEeKTypHUX PIBHIB 1 BIPOBAPKEHHI BIAMOBIAHUX MOJITUK Oe3neku. B naniit poGoTi mpoBeneHO
OTJIs11 OCHOBHUX BpaziuBocTell apxitekTypu SDN i MeToaiB mpoTuiii.

DDoS-araku Ha koHTposiep SDN € ogHUMM 3 HAMKPUTUYHIMIUX, OCKUIBKHM MOXYTb
CHpUYUHATH TepenoBHeHHs Tabmumi mnortokiB (flow table) SDN-komyraTopa, BHCHa)KEHHS
OOYHCTIOBAILHUX PECYpCiB  Ta BTpaTy KEpOBAHOCTI Mepexero. Biamosimno y poboti [1]
pexkomennioBano (perimBopk FloodDefender, cnipsimoBanuii Ha BUSBICHHS Ta 3HW)KEHHS BIUIUBY TaKHX
aTaK LUISIXOM aHami3y Tpadiky Ta ¢uibTpamii 3m0BMUCHUX MakeTiB. KpiM Toro, Tpadik miomuHu
nanux B SDN € BpaznmuBUM 10 MEpexoruieHHs ¥ Moaudikarlii, 1m0 CTBOPIOE TOJATKOBI PHU3HKH
KOMITpoMeTallii By3/iB a00 TEpEeXOIUICHHS YMpaBliHHSI HUMHU. BojgHouac 3acToCyBaHHS CTIWKHX
MeXaHI3MIB MU(pyBaHHA [I03BOJISIE YCYHYTH JIaHy Bpas3IuBICTh. TakoX KaHal B3a€EMOJIIT MIXK
KOHTPOJIEPOM MEpPEXKi Ta 3aCTOCYHKaMU MOXe OyTH Bpa3JIMBUM Yepe3 HEIOCTaTHhO HaAliHI
MexaHI3MH aBTeHTH(]ikamii Ta aBTopm3amii. OmHMM 13 MIAXOAIB 10 3amoOiraHHs TakKOTO
HECaHKITIOHOBAHOTO JIOCTYITy € BUKOPHUCTaHHS CHEIliai30BaHUX MOJIYJIB aBTeHTH(IKaIli, 30KpemMa
pimenns [ZTSDN, 3anponoroBaHoro B po6oTi [2].

Takum ywmHOM, y poOOTI mNpoaHaTI30BaHO OCHOBHI BpasznuBOCTI apxitektypu SDN Ta
XapaKkTepHi 3arpo3u. BusBiaeHo, 1m0 OUIBIIICTh THIIB aTak BIiIOMI 3 TPAKTUKA TPATUIIHHUAX
tenekoMyHikarinaux mepex (TKM), nmpore ocobmmuBocti SDN MOXYTh IMiABHUINYBAaTH YYyTIUBICTh
TKM pno oxkpemux arak. lle miakpecitoe HEOOXITHICTh NOEIHAHHS KIACHYHUX IMIJIXOIB 0
3a0e3neyeHHs] Oe3neku 3 OaraTOpiBHEBUMHU MeXaHI3MaMH 3aXHCTy, alalTOBAHUMH /10 CHEelH(IKU
MIPOrPaMHO-KOH(ITYPOBAHUX MEPEK.
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