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DETECTION OF PHISHING MESSAGES USING LLMS

BusiBnenHss QimIMHrOBHX MOBIIOMIJICHb 3a JIOTIOMOTOI0 BEIMKUX MOBHHX Mmozenei (LLM) e
OJHUM 13 HAMMEPCIEeKTUBHINIMX HAmpsMiB cydacHoi kiOepOesneku. CTpiMKe 3pOCTaHHS KiIBKOCTI
€JIEKTPOHHMX KOMYHIKallli Ta MacmTaOyBaHHS COLIOIH)XEHEPHUX TEXHIK MPHU3BEIU 10 TOTO, IO
¢GIMHT cTaB JOMIHYIOUYMM BEKTOpoM atak: 3a jgaHumu Verizon DBIR [1], 42% ycmimHMx
kiOepiHuaeHTiB y 2025 poui nouynHanmcs 3 QIIIMHTOBOI B3aemMoli, a aHaimituka IBM cBimuuth, 1o
CepelHs BapTICTh HACHIAKIB onHiel (imuHroBoi ataku csirae 4,76 mua gonapiB CIIIA. Kommanis
Proofpoint [2] Big3nauae, mo nonan 90% CBITOBUX OpraHizalliil MOPOKY MiANaOThCS (IITUHTOBUM
aTakaMm, a 4YacrtoTa TapreroBaHoro spear-phishing 3pocna Ounbmr HiX Ha 22% y 2023-2025 pp.
OpHovyacHO 31 30UIBLIEHHSIM KUIBKOCTI 3arpo3 CIOCTEpIraeTbcs W MIJBUIIEHHS iX CKIIQJHOCTI,
OCKUTBKM ~ 3JIOBMHCHUKH aKTHBHO BHKOPHUCTOBYIOTH TCHEPATHUBHI MOJENI JUIS  CTBOPCHHS
BHCOKOSIKICHUX Ta I€PCOHATI30BaHUX (DINIMHTOBUX TIOBIIOMJIEHb, SIKI CKJIaJHO BHUSBHUTHU
TPaJUIIHHAMHA METOJIAMH.

Tpaguiiiiai niaxoau 10 BUSABIEHHS (IIIMHTY JEMOHCTPYIOTh 3HM)KEHHS €(PEeKTHBHOCTI yepes
TUHAMIYHUNA XapakTep aTak Ta 3/IaTHICTH 3JIOBMHCHHKIB OOXOJIWTH B1JOMI MeXaHi3MHU 3axucty. lle
CTBOpIOE TIOTPeOYy y BIPOBAKCHHI IHTENEKTYaJbHUX CHCTEM, 3JaTHUX aHAJI3yBaTH HE JIUIIIE
MMOBEPXHEBI O3HAKH, & ¥ CEMAaHTHYHHMM 3MICT, KOHTEKCT, HaMipd Ta MPUXOBaHI MaTEPHH B TEKCTi
IIOBIJIOMJIEHD.

[Tosia Benmukux moBHUX Mozenei (GPT, LLaMA, Claude, Mistral Ta iH.) TOKOpiHHO 3MiHUIA
MOXJIMBOCTI aHami3y TeKCTOBOI iHpopmarii. Apxitrektypa Transformer 3a0esmeuye riauboke
PO3yMiHHSI KOHTEKCTY, 110 no3Bossie LLM BusBiasiTH (PIIMHTOBI MOBimOMIEHHS Yy zero-shot ta few-
shot pexxumax, gacto 6e3 10AaTKOBOTO HAaBUAHHS Ha CIieliani3oBaHux BuOipkax. Lle 3Hauno migBumye
THYYKICTh Ta IMIBUAKICTh aJamnTallii CHCTEMHU 10 HOBUX THITIB aTak, BKJIoUaroun spear-phishing, clone-
phishing Ta maxpaiichbKi MOBIJOMJICHHS Y COLIAJbHUX MEpekKax 1 MeceHpKepax. BukopucrtaHHs
TexHouori fine-tuning, prompt engineering Ta RAG-apXiTeKTypu BIAKPHUBA€E MOXKJIUBICTh CTBOPEHHS
BHCOKOTOYHUX MOJENIeH Kimacudikaimii (IIUHTOBHX TEKCTIB, SIKI HE JIMIIEC BH3HAYAIOTh HASBHICTh
3arpo3H, aje i MOsICHIOIOTH JIOTIKY MPUIHATOrO pillieHHS.

IIpote 3actocyBanns LLM y cdepi kiGepOe3nekn CympoOBOIKYETHCS HHU3KOK BUKIHKIB:
PU3UKOM T€HEpaTUBHUX TaJIONUHAIM, MOTEHIIMHUMH BpPAa3JIMBOCTSAMHU OO0 prompt-iH’ €Ki,
HEOOXI/IHICTIO 3aXUCTy KOH(DiIEHIIHHNX AaHUX Ta ONTHMI3allii OOUYUCIIOBAILHUX PECYpPCIB IiJ Yac
PO3rOpTaHHsS MOJieTIi B XMapi a00 JTOKabHiH iHPpacTpyKTypi.

ExcnepumeHTanbHi JOCHIIKEHHS Ta NPaKTHUYHI BIPOBAKEHHS JAEMOHCTPYIOTh, IO
LLM-opieHTOBaH1 pillIeHHS MOXYTh 3HAYHO MiJBULIATHA TOYHICTh BUSBICHHS (IIIUHTY, 3MEHIIUTH
KUTBKICTh XUOHUX CIpaIlOBaHb 1 3a0€3MEYUTH 3/IaTHICTh CUCTEMH aJanTyBaTHUCs 10 3arpos.
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