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MODELING AND IMPLEMENTATION OF A MULTI-LAYER WEB RESOURCE
SECURITY SYSTEM

CyuacHi BeO-pecypcd IIMPOKO BHKOPHCTOBYIOTHCS y cdepax eJNeKTpOHHOI KOMepIii,
JIepKaBHUX CEPBICIB, OCBITH Ta KOPHOpPATHUBHUX 1H(GOPMALIHHUX CHUCTEM, IIO 3YMOBIIIOE 3POCTaHHS
BUMOI' /10 ix Oe3meku. 30UIbIIEHHS KUIBKOCTI KiOepaTak, BUTOKIB JaHMX Ta MOPYIIEHb JOCTYILY
CBIJJUUTH PO HEJOCTATHIO €PEKTUBHICTh OJJHOLIAPOBUX MiAXO/IIB JI0 3aXUCTY BEO-10AATKIB. Y 3B 3Ky
3 IIUM aKTyaJIbHUM € BITPOBAKEHHS 0araTOpIBHEBOI CHCTEMH O€3MEeKH, sKa 3a0e3reuye 3aXUCT Ha BCIX
eTarnax oOpoOKu Ta nepeaayl iHpopMmarlii.

VY po0oTi pO3riasiHYTO KIIIEHT-CEPBEPHY apXITEKTYpYy BeO-pecypcy 3 BUKOPUCTAHHSIM CY4aCHUX
frontend- Ta backend-texnosnoriii. KimieHTchkuil piBeHb peani3oBaHO Ha OCHOBI 010mioreku React 13
3aCTOCYBAHHSIM MEXaHI3MIB MapHIpyTHU3allii Ta KepyBaHHs cTaHOM iHTep¢elicy. OCHOBHY yBary
MPUALIEHO Bajdijalii BXIIHUX JaHUX, OOMEKEHHIO JIOCTYITy O OKPEMHUX KOMIIOHEHTIB 1HTepdeiicy Ta
MiHIMI3aIli1 pU3UKIB, OB’ sI3aHUX 13 BUKOHAHHSIM HEOE3MEeYHOT0 KOy B Opay3epi KopucTyBaua.

CepBepHa dvacthHa BeO-pecypcy moOymoBaHa 3 BUKOpUCTaHHsM Tuiatdopmu Node.js Ta
dpeitmBopky Express. Jlyist opranizarii A0CTymy 10 pPECypCciB 3aCTOCOBAaHO TOKEHHY MOJIEIh
ayrertudikamii Ha ocHOBI JSON Web Token (JWT), mo mo3Bomsie peanizyBaTH KOHTPOJb ceciii 0e3
30epiraHHs CTaHy Ha cepBepi. ABTOpH3allisi KOPUCTYBAYiB 3MIMCHIOETHCS 3 BUKOPUCTAHHSIM POJIHOBOL
MOJIeNIl JTOCTYITy, sIka OOMEXKYy€e€ BHUKOHAHHS OIepallii BIIMOBIIHO 10 MpaB KopuctyBada. Okpemy
yBary mpuauieHo 3axucty APl mmsxom BukopuctanHs middleware-KOMIOHEHTIB, HalamITyBaHHS
HTTP-3aronoBkiB 0e3meku, OOMEKEHHS YaCTOTH 3aIlUTIB Ta KOHTPOJIO JIOCTYITYy 110 MapmipyTiB. Lle
J03BOJISIE 3MEHINUTH PU3UKH arak tumy brute-force, CSRF Ta HecaHKIIIOHOBaHOTO IOCTYITY 10
cepBepHUX pecypciB. s 30epiraHHs TaHWX BHKOPUCTOBYEThCsA 0a3a manux MongoDB. 3axwmcr
iHdopmarlii peanizoBaHO MIJISAXOM PO3MEKYBaHHS IPaB JOCTYITy, MEPEBIPKU CTPYKTYPH 3aIlUTIB 3
MeToro 3anooiranas NoSQL-iH’ekiisiM, a TakoX mudpyBaHH KOHGIISHIIIHHUX JaHUX KOPUCTYBaYiB.
JlonaTkoBo nepeadaueHo MEXaHi3MH PEe3EPBHOTO KOIMIOBAHHS Ta KOHTPOJIIO IIJTICHOCTI TaHUX.

PesynpTati mOCHIKEHHS MIATBEPIKYIOTh, IO 3aCTOCYBaHHS OaraTOpiBHEBOI CHCTEMH
O€3IeKr JI03BOJISIE CYTTEBO MIABUIIUTH CTIMKICTh BeO-pecypcy [0 CydacHHX Kibep3arpos.
3anpornoHoBaHUN MiaXia 3abe3nedye KOH(IACHIIHHICTD, IUIICHICT, Ta JOCTYIHICTH 1H(oOpMarlii, a
TaK0 CTBOPIOE OCHOBY JUIS MTOAAJIBIION0 MacIiTabyBaHHS Ta BAOCKOHAJIEHHS CUCTEMH O€3IEKHU.
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