YK 004.4
B. fAmyk; I'. llynpuk, K. T. H., 1011.
(TepHoninbcpkuii HaLlIOHATBLHUNA TEXHIYHUHN yHiBepcuTeT iMeHi [Bana [lymros, Ykpaina)

APXITEKTYPHI HIAXOAH 10 ITPOEKTYBAHHS TIPOT PAMHUAX CUCTEM JIJIA
BE3IIEYHOI'O KEPYBAHHA ABTEHTU®IKAINIMHUMU TAHUMU

UDC 004.4
V. Yashchuk; H. Tsupryk, PhD., Assoc. Prof.

ARCHITECTURAL APPROACHES TO DESIGNING SOFTWARE SYSTEMS FOR SECURE
MANAGEMENT OF AUTHENTICATION DATA

VY cyyacHHX yMOBax pO3BUTKY IHM(PPOBHUX TEXHOJOTIH THUTAaHHS OE3MEeYHOr0 KepyBaHHS
aBTEHTU(IKALIHHUMU JTaHUMHU CTa€ OCOOJIMBO aKTyaJbHMM. 3HAYHE 3pOCTaHHS KUIBKOCTI KibepaTak,
OB’ SI3aHUX 13 KOMIIPOMETAIIEI0 KOPUCTYBALIbKMX IapoJiiB, MIJKPECIIO€ HEOOXIJHICTh CTBOPEHHS
CUCTEeM, 5Kl 3a0e3ledyloTb BHCOKUN piBEHb 3axucTy Ta HafiiHocti [1]. HocmimkenHs y cdepi
MIPOrpaMHOI 1HXKEHepli Ta NPUKIATHOI Kpumrorpadii JEMOHCTPYIOTh, LI0 OUIBLIICTH MOPYIIEHb
0e3MleKu BUHUKA€E Yepe3 HEJOJIKU apXITeKTypH Ta ciaabKi MeXaHI3MHU NepeBIpKU aBTEHTU(IKaIHUX
naHux [2].

ApXITeKTypa MpOTrpaMHHUX CHCTEM JUIsl KE€pyBaHHS aBTEHTHU(IKalIHHUMU JaHUMH BKIIIOYAE
HU3KY KOMIIOHEHTIB, 10 3a0e3meuytoTh 30epiraHHs, oOpoOKy Ta MEpeBIpKY MapoJIiB Yy 3aXHIIEHOMY
cepeoBuili. OAHUM 13 KIIIOYOBHUX €JIEMEHTIB € MOIyJb MmudpyBaHHsS, SKUHA BIANOBIIAaE 3a
KpunTorpadiusi neperBopeHHs qaHux. CydacHi MiIX0au nepeadayaroTh BUKOPUCTAHHS CUMETPUYHHUX
anmroputMiB AES, a TakoX acUMETpUYHUX QITOPUTMIB JUII PO3MEXKYBaHHS MpaB nocTymy [3].
3acTtocyBaHHS HaIIHHUX aJTOPUTMIB JO3BOJISIE CYTTEBO 3MEHIIUTH PU3WKH HECAHKI[IOHOBAHOTO
JOCTYITy HaBITh y BUIAJIKy YaCTKOBOI KOMIIPOMETAIli CHCTEMH.

Monyns 30epiranHs aBTeHTHU(DIKAIIHHUX JaHUX 0a3yeThcs Ha 3amu(PpOBAHUX CXOBHIIAX, SKi
YHEMOXJIMBIIIOIOTh JIOCTYI A0 iHGopmarii y BigkpuToMmy Burisgi. OcoOimBa yBara MpUIUISETHCSI
CTPYKTYpl CXOBHWINA, sSKa TOBHHHA OYyTH ONTHMI30BaHA [UIsl IIBUAKOTO JOCTYIYy IO 3allMCiB Ta
3aXMIEHa BiJ aTak Ha MeTadaHl. Y CydYacHHX [OCHIJDKEHHSX IMIJIKPECTIOEThCA, 1o 100pe
CTPYKTYpOBaHa apXiTeKTypa IPOTrpaMHOI CHUCTEMH JO3BOJISIE MIHIMI3yBaTH IUIOIIMHY aTaKd Ta
3MEHIITUTH BIUITMB BHYTPIIIHBOI CKJIATHOCT1 Ha 3arajibHy CTIAKICTB J0 3arpo3 [4].

JocnimxeHHs TpaHchopMepHUX Mojene y KoHTekcTi Industry 4.0 neMOHCTpyrOTh ix
3/IaTHICTh aJIaITUBHO IMPAIIOBATH 3 BEJIMKUMU MOTOKAMH JIaHUX, 10 MOKE OyTH BUKOPUCTAHO W st
onTHUMI3arlii mporeciB 00poOku aBTeHTHiKaiitHOT iHbopMarii [5].

Han3BuuaiiHO BaXKJIMBUM KOMIIOHEHTOM apXiTEKTypU € MOJYJb BHUSABJICHHS CIa0KUX Ta
CKOMITpOMETOBaHMX MapoiiB. Cepes cydacHMX METOAIB ocobimBe micie 3aiimae (inbTp bayma —
HMOBIpHICHA CTPYKTypa AaHHX, LI0 J103BOJIA€ €(PEKTHMBHO BH3HAYATH HAJIEKHICTh HApoJisl 10
BEJINKOT MHOXXWHHU XEIIiB 3 MiHIMaJIbHUMH pecypcHUMH Butpatamu [6]. [lepeBaroro 11s0ro miaxomy
€ MOJJIMBICTh JIOKaJbHOI MepeBipku 0e3 mepegaBaHHS JaHUX HA CTOPOHHI CEpPBEPH, IO 3HAYHO
niABUIIYy€e piBeHb KoHpineHuiHocti. [lokazano, mo moneni Transformer MoxyTh e(peKTHUBHO
BUSIBIIATH CTPYKTYPHI 3aJI€KHOCTI Ta BUTATYBATH MAaTEPHU 31 CKIIAIHUX HECTPYKTYPOBAHUX JaHUX,
o poOUTh iX MEPCHEKTUBHUMM [Jis aHaji3y IMOBEAIHKOBUX XapaKTEPUCTHUK KOPUCTYBAYiB Yy
cucteMax aBTeHTUDiKarii [7].

CyuacHi porpamMHi CUCTEMH U1l KepyBaHHs aBTeHTU(DIKALIHHUMH JaHUMHU TaKOX BKIIIOYAIOTh
IHCTpYMEHTH TeHepalii HaJliHUX MapojiB, CHUCTEMH KOHTPOJIIO TIOBTOPHOI'O BUKOPUCTAHHS,
MEXaHI3MHU MOHITOPUHTY CHpoO JOCTYIy Ta 3aXHCTy BiJl aBTOMAaTW30BaHMX aTak. lloenHaHHS mux
MEXaHI3MIB y PaMKax €IMHOI apXiTeKTypH CHpUsi€ MiABHIICHHIO PIBHS O€3MEeKH KOPUCTYBadiB Ta
3MEHIICHHIO PU3MKIB BUTOKY iH(popMarlii. ¥ pobotax, mpucBsyeHux data mining, miKpeCIIOETbCS, 1110
TpaHchopMepHi MOAeNl 3/1aTHI 3a0e3nedyBaTi BUCOKY SKICTh aHalli3y BEJIMKUX MACUBIB JAaHUX, IO €
BAXUJIMBUM ISl JIOKAJIBHUX CHCTEM IepeBipkH aBTeHTHU(ikalii 6e3 3HAUHOrO HaBaHTAXXCHHS Ha

MepexeBy iHPPacTpyKTypy [8].
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[lepcnekTHBH PO3BUTKY TaKUX CHUCTEM TIIOB’SI3aHI 3 IHTErpalli€lo aJanTUBHUX aJTOPUTMIB
MAIIMHHOTO HABYAHHS, 3[JaTHUX aHAII3yBaTH IMOBEAIHKOBI XapaKTEPUCTHKH KOPHCTYBada, a TaKOX 3
PO3MIMPEHHSAM MOXKJIMBOCTEH JIOKaJbHOI O0OpOOKM BENMKUX HAOOpiB JaHWX. BUKOpUCTaHHA X
TEXHOJIOT1H JO3BOJMTH MiJBUIINTA TOYHICTh BUSBICHHS HEOE3MEUHUX Iiii, ONTHMI3yBaTH IPOIEC
aBTeHTHU(IKaIlli Ta SMEHIINTH HABAHTAXKEHHS Ha IIEHTPaJIbHI cepepH [9].

[Ipaktuyni pe3ynpraT 3actocyBaHHs LLM-moneneii cBiguaTh mpo iX 31aTHICTh BUKOHYBATH
00poOKy YyTJIMBUX JaHUX JIOKAJIHHO, 320€3MeUyI0YN TOYHE BUIYUYCHHS PEJICBAHTHUX O3HAK, 10 MOXKeE
OyTH KOPHCHUM JUII aBTOHOMHHX MOJIYJIiB aBTeHTUdiKarii [10].

Takum  YWHOM,  apXiTEKTYpHI  HIAXOAM /O  TPOEKTYBAaHHS  CHUCTEM  KEpYBaHHS
aBTEHTU(IKAIHHIMHA JaHUMH BIAICPAIOTh BAaXIUBY pOJIb y 3a0e3MeUeHH] 3arajibHOi Oe3MeKH
iHpopManiiiHuX cucTeM. BUKOpUCTaHHS NMO€AHAHHS KPUNTOrpa(iyHUX aITOPUTMIB, CTPYKTYpP JaHUX
Ta MOJAYJBHUX apXiTEeKTYPHUX DIlIeHb Ja€ 3MOTY CTBOPIOBATH €(PEeKTHBHI, CTiiiKi Ta MacmTaboBaHi
porpamHi 3aco0u, 31aTHI MPOTUAIATH Cy4aCHUM Kibep3arpo3am.
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