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Po3pobnieHo mporpamMHUil IHCTPYMEHT JJIsi aHAI3y XapaKTePUCTUK OC3MEKH MEpPeH HOTrOo
oOnasHaHHS 3 METOI MIATPUMKHU NPUHHATTSA PIIIEHb MPH MPOEKTYBAaHHI 3aXMILEHOI MEpEexHOi
iHppacTpykTypu. [IpoaHanizoBaHO HasiBHI MIAXOAM JO OLIHIOBAHHS XapaKTEPUCTUK Oe3neKu
MEpEeXHOTO OOJaJHAHHS, CydYyacHI METOIM aHalli3y BpPa3IMBOCTEH, OCOOJMBOCTI MpEACTABICHHS
iHpopMmarii B 0azax CVE, CVSS 1 NVD, a Takox IHCTpyMEHTH, SIKI MOKYTh OyTH BUKOpPUCTaH1 s
nooynoBu moaiOHux cuctem [1]. Ilokasano, MmO Ha TeMepiliHIA Yac aKTyaJbHOIO € ToTpeda B
aBTOMATH30BaHUX 3ac00ax, SKi JO3BOJISIIOTH IIBUAKO, JTOCTOBIPHO Ta Ha OCHOBI BIJKPUTHUX JTAHUX
OLIIHIOBATH PH3UKH, IOB’SI3aHI 3 BUKOPHUCTAHHSAM MEpEXHOro oOJiaJHaHHs, Ta 3abe3nedyBaTu
NPUUHATTS OOIPYHTOBaHMX pIIIEHb MiJ Yac MPOEKTYBaHHS. 3 OIJISAy Ha aKTyaJbHICTH MpoOieMu
3pOCTaHHS KUIBKOCTI BPa3JIMBOCTEH Ta HEOOXITHICTh ONEpPaTHMBHOIO pearyBaHHsS Ha Kibep3arposu,
3aMporOHOBAaHO MIAX1J 10 PaH)KyBaHHS MEPEKHHUX MPUCTPOIB 3a KPUTEpisIMU OE3MEKH Ha OCHOBI
nmanux 3 6a3 CVE, CVSS ta NVD.

3anpornoHOBaHO MPOrpaMHUN 3aci0 y BUIJSAI BeO3aCTOCYHKY, KM pealli3ye MOBHHM LMKII
po6oTH 3 iIH(POPMAIIIEIO PO BPA3IUBOCTI MEPEKHOTO 00JagHAHHS — BiJ 300py JaHMX 1 30epiranHs y
0a3i PostgreSQL mo 006poOku, aHATITUKA Ta Bizyalizallii pe3yiabTaTiB depe3 3pyqdHui iHTepdeiic [2].
Cucrema peasizoBaHa i3 3aCTOCYBaHHSIM Cy4aCHOTO TEXHOJIOTTYHOTO CTEKY, BKIIOUHO 3 Django, React,
TypeScript 1 Tailwind CSS. Po3po6neno cTpykrypy 0a3u nanux, peanizoBano API mist B3aemonii mix
KJIIEHTCHKOIO Ta CEPBEPHOIO0 YAaCTHHAMH, a TAKOXK aHAIITUYHUNA MOAYJb I (pOpMyBaHHS PEHTHHTIB.
[IpoBeneHO TecTyBaHHS OCHOBHHX (DYHKIIIOHAJLHUX KOMIIOHEHTIB BE03aCTOCYHKY, IO MiATBEPIAMUIIO
HOro mpare3fgaTHiCTh, KOPEKTHICTh OOpOOKM JaHWX 1 MPUIATHICTH 10 BUKOPUCTaHHS B 3ajadax
MPOEKTYBaHHS  3axuIieHoi iH(okoMyHikamiitHOi  iH(pacTpykTypu. Takoxk  Be03acCTOCYHOK
BUKOPHUCTAHO TPH JOCTIPKEHHI MapIIPpyTHUX PIllIeHb B iHGOKOMYHIKaIiiHIN Mepexi [3].

PesynpTatt poOOTH AOLIIHLHO BUKOPHCTOBYBATH JUISl MOAANBIIOTO0 BIOCKOHAJICHHS MPOIIECIB
OIIHIOBaHHSI PHU3MKIB iH(POpMAIMHOI Oe3meKkH, IHTerparii 3 IHIIMMH CHCTeMaMHu Kibep3axucry, a
TaKOXX y MPAKTUII TPUAHATTS TEXHIYHHUX PIlICHb 1100 BUOOpY OOJaJHAHHS B YMOBAaX ITiJBUICHUX
BHUMOT JI0 3aXUIIEHOCTI MEPEXK.
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