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METHODS OF PREVENTING DATA LOSS IN COMPUTER SYSTEMS

30epekeHHs iHQOpMaIIil € OJHUM 13 KIIFOUOBUX 3aBIaHb CYYaCHHX KOMIT IOTEPHHUX CHCTEM,
aJpKe BTpara JaHUX MOKE MPHU3BECTH 10 CEpHO3HMX (DIHAHCOBUX, PEIyTAliMHUX 1 MEPCOHATBHUX
30utkiB. Tomy mnuTaHHS 3amoOiraHHs BTpaATi JAHUX OXOIUIIOE KOMIUIEKC METOAIB 1 3aco0iB,
CHPSIMOBAHUX Ha 3a0e3MeYeHHs IXHbOT IUIICHOCTI, JOCTYIHOCTI Ta 3aXUILEHOCTI.

OaHMM 13 OCHOBHUX METOJIB 3amloO0iraHHs BTpaTl JaHUX € pe3epBHE KOMilOBaHHsS. BoHO
nependavae CTBOPEHHS KOMiM BakJIuBOI iH(poOpMallli Ha OKpeMHUX HOCISIX ad0 B XMapHHUX cepBicax.
Cyuacni iHcTpyMeHTH, Taki sik Google Drive, Dropbox a6o Office365 Ta iHmi cremianizoBaHi
MporpaMu JO3BOJISIIOTh ABTOMATHU3YBaTH TMPOIEC KOIMIIOBaHHS Ta 30epiratd JaHl Ha BiJJIaJieHUX
cepBepax, 110 3HAYHO 3HIKY€E PU3UKHU iXHbOI BTpatu [1].

BaxxnuBuM METOIOM TakoXX € BUKOPUCTaHHS HamiiHUX (aitmoBux cuctem (Hampukian ZFS,
BTRFS) marore BOyZOBaHI MeXaHI3MM MEpPEBIPKU LUIICHOCTI, KypHAJIIOBAaHHS 3MiH 1 BiJAHOBJICHHS
micis 300iB. Lle nonmomMarae yHUKHYTH MOIIKO/DKEHHS (PaiiiiiB yepe3 MOMUIKM O0JIaJHAaHHS Y panToBe
BUMKHEHHS JKUBJICHHS [2].

CyTtTeBy ponb Bifirpae 3axucT oOnamHaHHs. BukopucranHs mkepen OesmepeOiiiHOTO
YKUBJICHHS 3a1100irae BTpaTi JaHUX Yepe3 CTPUOKU Hanpyru. Takok BaXJIMBI JOCTATHE OXOJIOMKEHHS
Ta (pizuuyHa Oe3reka KOMIT I0TEPiB.

[Ile omMH BaKJIWBHMA HANPSMOK I1€ 3aXUCT BiJ MIKIJJIUBOrO MPOTPaMHOTO 3a0e3IeUCHHS.
AHTHBIpYCH, MDKMEPEKEB1 €KpaHW Ta pEryJsapHi OHOBJICHHS CHCTEMHU JIONOMAaralTh YHUKHYTH
3apaK€HHs BipycaMH, sSKI MOXXYTh TOIIKOIUTH abo BumanuTu iHpopmariito. KpiMm Toro, BaximBe
3HAYECHHS MAaIOTh MOJITUKH JOCTYIy W aBTeHTHdIKaIlii, 110 3amo0iraloTh HECAaHKI[IOHOBAHUM 3MiHaM
a00 BUmaNeHHIO 1HpOpMAIIii.

He MoxHa He0O0IIHIOBATH 1 JIIOJICEKHH (akTop. HaByaHHS KOpUCTYBaviB MpaBUiIbHINA POOOTI 3
¢aitnamu, 00epeKHOMY TMOBOKEHHIO 3 MIJO3PUIUMHU JIUCTAMH I IMOCHJIAHHSMHU 3MEHIIYE PU3UK
BUIIJIKOBO1 BTpaTH JaHUX [3].

Takum ynHOM, 3am00iraHHs BTPATi JAHUX € KOMIUIEKCHUM IPOIECOM, 110 BKIIOYAE€ TEXHIYHI,
oprasizamiiiti Ta nporpamui 3axou. [loegHanHs pe3epBHOrO KOMiIOBaHHS, BUKOPUCTAHHS 3aXUIICHUX
(halIoBUX CHCTEM, HaJidHOTO OOJaJHAHHS, AHTHUBIPYCIB Ta HABUaHHS KOPHUCTYBadiB 3ade3reuye
BHCOKMH pIBE€Hb HAIIMHOCTI KOMITI'IOTEPHHUX CHCTEM Ta MIHIMI3y€ PHU3HKH BTpPAaTH BaXJIMBOI
iHdopmartii.
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